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Rulemaking Portal at http://
www.regulations.gov/. 

Dated: October 21, 2014. 
Wanda K. Jones, 
Acting Assistant Secretary for Health. 
[FR Doc. 2014–25318 Filed 10–23–14; 8:45 am] 

BILLING CODE 4150–36–P 

ADVISORY COUNCIL ON HISTORIC 
PRESERVATION 

Notice of Advisory Council on Historic 
Preservation Quarterly Business 
Meeting 

AGENCY: Advisory Council on Historic 
Preservation. 
ACTION: Notice of Advisory Council on 
Historic Preservation Quarterly Business 
Meeting. 

SUMMARY: Notice is hereby given that 
the Advisory Council on Historic 
Preservation (ACHP) will hold its next 
quarterly meeting on Thursday, 
November 6, 2014. The meeting will be 
held in Room SR325 at the Russell 
Senate Office Building at Constitution 
and Delaware Avenues NE., 
Washington, DC, starting at 8:30 a.m. 
EST. 

DATES: The quarterly meeting will take 
place on Wednesday, November 6, 2014, 
starting at 8:30 a.m. EST. 
ADDRESSES: The meeting will be held in 
Room SR325 at the Russell Senate 
Office Building at Constitution and 
Delaware Avenues NE., Washington, 
DC. 

FOR FURTHER INFORMATION CONTACT: 
Cindy Bienvenue, 202–517–0202, 
cbienvenue@achp.gov. 
SUPPLEMENTARY INFORMATION: The 
Advisory Council on Historic 
Preservation (ACHP) is an independent 
federal agency that promotes the 
preservation, enhancement, and 
sustainable use of our nation’s diverse 
historic resources, and advises the 
President and the Congress on national 
historic preservation policy. The goal of 
the National Historic Preservation Act 
(NHPA), which established the ACHP in 
1966, is to have federal agencies act as 
responsible stewards of our nation’s 
resources when their actions affect 
historic properties. The ACHP is the 
only entity with the legal responsibility 
to encourage federal agencies to factor 
historic preservation into federal project 
requirements. For more information on 
the ACHP, please visit our Web site at 
www.achp.gov. 

The agenda for the upcoming 
quarterly meeting of the ACHP is the 
following: 

Call to Order—8:30 a.m. 
I. Chairman’s Welcome 
II. Swearing in Ceremony 
III. Presentation of Chairman’s Award 

for Historic Preservation 
Achievement 

IV. Chairman’s Report 
V. Historic Preservation Policy and 

Programs 
A. Building a More Inclusive 

Preservation Program 
1. Proposed Presidential Heritage 

Initiative 
2. Congressional Black Caucus 

Foundation Event 
3. Asian-American Pacific Islander 

Initiative 
4. American Latino Heritage Initiative 
B. Working with Indian Tribes 
1. Proposed ACHP Policy for Tribal 

Historic Preservation Officers 
2. Delegation of Authority to Approve 

Substitution of Tribal Procedures 
for Section 106 on Tribal Lands 

3. ACHP Native American Affairs 
Committee 

C. Funding for Tribal and State 
Historic Preservation Programs 

D. 50th Anniversary of the National 
Historic Preservation Act 

E. ACHP Legislative Agenda 
VI. Section 106 Issues 

A. 2015 Section 3 Report to the 
President 

B. Alignment of Section 4f and 
Section 106 Reviews 

C. Major Program Initiatives Update 
1. Unified Federal Review for Disaster 

Recovery Projects 
2. Model Covenant Guidance and 

USPS Report Implementation 
VII. ACHP Management Issues 

A. ACHP Strategic Plan Update 
B. Member Communications 
C. Alumni Foundation Report 

VIII. New Business 
IX. Adjourn 

The meetings of the ACHP are open 
to the public. If you need special 
accommodations due to a disability, 
please contact Cindy Bienvenue, 202– 
517–0202 or cbienvenue@achp.gov, at 
least seven (7) days prior to the meeting. 

Authority: 16 U.S.C. 470j. 

Dated: October 20, 2014. 
Javier E. Marques, 
Associate General Counsel. 
[FR Doc. 2014–25300 Filed 10–23–14; 8:45 am] 

BILLING CODE 4310–K6–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Office of the Secretary 

Privacy Act of 1974; Consolidation of 
Department of Homeland Security 
United States Citizenship and 
Immigration Services E-Verify Self 
Check System of Records 

AGENCY: Privacy Office, DHS. 
ACTION: Notice to consolidate one 
Privacy Act system of records notice. 

SUMMARY: In accordance with the 
Privacy Act of 1974, the Department of 
Homeland Security is giving notice that 
it proposes to consolidate the following 
Privacy Act system of records notice, 
Department of Homeland Security/
United States Citizenship and 
Immigration Services—013 E-Verify Self 
Check (76 FR 9034, February 16, 2011), 
into the existing Department of 
Homeland Security system of records 
notices titled Department of Homeland 
Security/ALL–037 E-Authentication 
Records System of Records (79 FR 
46857, August 11, 2014) and 
Department of Homeland Security/
United States Citizenship and 
Immigration Services—011 E-Verify 
Program System of Records (79 FR 
46852, August 11, 2014). As a result of 
this consolidation, DHS is removing 
DHS/USCIS–013 from its inventory of 
systems of records. 
DATES: These changes will take effect on 
November 24, 2014. 
FOR FURTHER INFORMATION CONTACT: 
Karen L. Neuman (202–343–1717), Chief 
Privacy Officer, Department of 
Homeland Security, Washington, DC 
20528. 
SUPPLEMENTARY INFORMATION: Pursuant 
to the provisions of the Privacy Act of 
1974, 5 U.S.C. 552a, and as part of its 
ongoing integration and management 
efforts, the Department of Homeland 
Security (DHS) is consolidating the 
system of records notice, Department of 
Homeland Security/United States 
Citizenship and Immigration Services— 
013 E-Verify Self Check (76 FR 9034, 
February 16, 2011), into two existing 
system of records notices. 

DHS will continue to collect and 
maintain records regarding E-Verify Self 
Check and will rely upon the following 
system of records notices titled DHS/
ALL–037 E-Authentication Records 
System of Records (79 FR 46857, August 
11, 2014) and DHS/USCIS–011 E-Verify 
Program System of Records (79 FR 
46852, August 11, 2014). DHS is not 
requesting comment on this notice 
because the E-Authentication Records 
and E-Verify Program System of Records 
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notices were open to comment and 
provided notice of this consolidation. 
DHS received no comments regarding 
the consolidation. 

There are six additional routine uses 
applicable to this system as a result of 
this consolidation. Through the E- 
Authentication System of Records, DHS 
may share information to relying parties 
approved by the National Information 
Exchange Federation Trust Framework 
Provider for the purpose of providing 
federated access to systems when the 
user has been provided with appropriate 
notice and the opportunity to consent. 
Information may also be shared with 
international, federal, state and local, 
tribal, private or corporate entities for 
the purpose of the regular exchange of 
business contact information in order to 
facilitate collaboration for official 
business. 

By the consolidation of the E-Verify 
Self Check System of Records into the 
E-Verify Program System of records, the 
following routine uses may apply to E- 
Verify Self Check: (1) To employers 
participating in the E-Verify program to 
verify the employment eligibility of 
their employees working in the United 
States; (2) to the American Association 
of Motor Vehicle Administrators 
Network and participating Motor 
Vehicle Agencies for the purpose of 
validating information for a driver’s 
license, permit, or identification card 
issued by the Motor Vehicle Agency of 
states or jurisdictions who have signed 
a Memorandum of Agreement with DHS 
under the RIDE program; and (3) to the 
Department of Justice (DOJ) to 
responding to matters within the DOJ’s 
jurisdiction of the E-Verify program, 
especially with respect to 
discrimination. 

Both the E-Verify and E- 
Authentication Systems of Records 
permit sharing information with the 
news media or public, with the approval 
of the Chief Privacy Officer in 
consultation with counsel, when there 
exists a legitimate public interest in the 
disclosure of the information, when 
disclosure is necessary to preserve 
confidence in the integrity of DHS, or 
when disclosure is necessary to 
demonstrate the accountability of DHS’s 
officers, employees, or individuals 
covered by the system, except to the 
extent the Chief Privacy Officer 
determines that release of the specific 
information in the context of a 
particular case would constitute an 
unwarranted invasion of personal 
privacy. 

Consolidating and retiring this notice 
will promote the overall streamlining 
and management of DHS Privacy Act 
record systems. 

Dated: October 2, 2014. 
Karen L. Neuman, 
Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. 2014–25408 Filed 10–23–14; 8:45 am] 

BILLING CODE 9111–97–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Coast Guard 

[Docket No. USCG–2014–0170] 

North Carolina Area Maritime Security 
Advisory Committee; Vacancies 

AGENCY: Coast Guard, DHS. 
ACTION: Notice of solicitation for 
membership. 

SUMMARY: This notice requests 
individuals interested in serving on the 
North Carolina Area Maritime Security 
Committee (AMSC) to submit their 
applications for membership, to the 
Captain of the Port, North Carolina. 
DATES: Requests for membership should 
reach the U.S. Coast Guard Captain of 
the Port North Carolina on or before 
November 24, 2014. 
ADDRESSES: Applications for 
membership should be submitted to the 
Captain of the Port at the following 
address: Commander (sx), United States 
Coast Guard, Sector North Carolina, 721 
Medical Center Drive, Wilmington, NC 
28401 or by email to 
Douglas.R.Lincoln@uscg.mil. 
FOR FURTHER INFORMATION CONTACT: For 
questions about submitting an 
application or about the North Carolina 
Area Maritime Security Committee in 
general, contact LCDR Douglas Lincoln 
at 252–247–4519 or by email to 
Douglas.R.Lincoln@uscg.mil. 
SUPPLEMENTARY INFORMATION: 

Authority 
Section 102 of the Maritime 

Transportation Security Act (MTSA) of 
2002 (Pub. L. 107–295) added section 
70112 to Title 46 of the U.S. Code, and 
authorized the Secretary of the 
Department in which the Coast Guard is 
operating to establish Area Maritime 
Security Advisory Committees (AMSCs) 
for any port area of the United States. 
(See 33 U.S.C. 1226; 46 U.S.C.; 33 CFR 
1.05–1, 6.01; Department of Homeland 
Security Delegation No. 0170.1). MTSA 
includes a provision exempting these 
AMSCs from the Federal Advisory 
Committee Act, Public Law 92–436, 86 
Stat. 470 (5 U.S.C. App. 2). 

North Carolina AMSC Purpose 
The AMSCs shall assist the Captain of 

the Port in the development, review, 

update, and exercising of the AMS Plan 
for their area of responsibility. Such 
matters may include, but are not limited 
to: Identifying critical port 
infrastructure and operations; 
Identifying risks (threats, 
vulnerabilities, and consequences); 
Determining mitigation strategies and 
implementation methods; Developing 
strategies to facilitate the recovery of the 
MTS after a Transportation Security 
Incident; Developing and describing the 
process to continually evaluate overall 
port security by considering 
consequences and vulnerabilities, how 
they may change over time, and what 
additional mitigation strategies can be 
applied; and Providing advice to, and 
assisting the Captain of the Port in 
developing and maintaining the Area 
Maritime Security Plan. 

AMSC Composition 
The composition of an AMSC, to 

include the North Carolina AMSC and 
its subcommittees, is controlled by 33 
CFR 103.305. Accordingly, members 
may be selected from the Federal, 
Territorial, or Tribal government; the 
State government and political 
subdivisions of the State; local public 
safety, crisis management, and 
emergency response agencies; law 
enforcement and security organizations; 
maritime industry, including labor; 
other port stakeholders having a special 
competence in maritime security; and 
port stakeholders affected by security 
practices and policies. Also, members of 
the North Carolina AMSC must have at 
least 5 years of experience related to 
maritime or port security operations. 

AMSC Membership 
The North Carolina AMSC has 11 

members who represent Federal, State, 
local, and industry stakeholders from 
North Carolina. We are seeking to fill 3 
positions with this solicitation. 
Applicants may be required to pass an 
appropriate security background check 
prior to appointment to the committee. 
Members’ terms of office will be for 3 
years; however, a member is eligible to 
serve additional terms of office. 
Members will not receive any salary or 
other compensation for their service on 
an AMSC. 

Request for Applications 
Those seeking membership are not 

required to submit formal applications 
to the local Captain of the Port, 
however, because we do have an 
obligation to ensure that a specific 
number of members have the 
prerequisite maritime security 
experience, we encourage the 
submission of resumes highlighting 
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