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requested to submit their name, 
affiliation, and daytime phone number 
seven business days prior to the meeting 
to Mr. Nagle, via electronic mail, the 
preferred mode of submission, at the 
address listed in the FOR FURTHER 
INFORMATION CONTACT section. Pursuant 
to 41 CFR 102–3.140d, the committee is 
not obligated to allow a member of the 
public to speak or otherwise address the 
committee during the meeting, and 
members of the public attending the 
committee meeting will not be 
permitted to present questions from the 
floor or speak to any issue under 
consideration by the committee. 
Because the committee meeting will be 
held in a Federal Government facility 
security screening is required. A DoD 
government photo ID is required to 
enter the installation. Without a DoD ID, 
members of the public must first go to 
the Visitor Control Center in the West 
Point Visitor Center and undergo a 
background check before being allowed 
access to the installation. Members of 
the public should park at the West Point 
Motor Pool, located on New York State 
Route 293 across from the entrance to 
Camp Buckner. Transportation will be 
provided from the Motor Pool to Barth 
Hall. A government employee will 
escort members of the public to and 
from Barth Hall. Barth Hall is handicap 
accessible. Please note that all vehicles 
and persons entering the installation are 
subject to search and/or an 
identification check. Any person or 
vehicle refusing to be searched will be 
denied access to the installation. 
Members of the public should allow at 
least an hour for security checks, 
movement to the Motor Pool, and 
transportation to Barth Hall. For 
additional information about public 
access procedures, contact Mr. Nagle at 
the email address or telephone number 
listed in the FOR FURTHER INFORMATION 
CONTACT section. 

Written Comments or Statements: 
Pursuant to 41 CFR 102–3.105(j) and 
102–3.140 and section 10(a)(3) of the 
Federal Advisory Committee Act, the 
public or interested organizations may 
submit written comments or statements 
to the committee, in response to the 
stated agenda of the open meeting or in 
regard to the committee’s mission in 
general. Written comments or 
statements should be submitted to Mr. 
Nagle, the committee Designated 
Federal Officer, via electronic mail, the 
preferred mode of submission, at the 
address listed in the FOR FURTHER 
INFORMATION CONTACT section. Each page 
of the comment or statement must 
include the author’s name, title or 
affiliation, address, and daytime phone 

number. Written comments or 
statements being submitted in response 
to the agenda set forth in this notice 
must be received by the Designated 
Federal Official at least seven business 
days prior to the meeting to be 
considered by the committee. The 
Designated Federal Official will review 
all timely submitted written comments 
or statements with the committee 
Chairperson and ensure the comments 
are provided to all members of the 
committee before the meeting. Written 
comments or statements received after 
this date may not be provided to the 
committee until its next meeting. 

Pursuant to 41 CFR 102–3.140d, the 
committee is not obligated to allow a 
member of the public to speak or 
otherwise address the committee during 
the meeting. However, the committee 
Designated Federal Official and 
Chairperson may choose to invite 
certain submitters to present their 
comments verbally during the open 
portion of this meeting or at a future 
meeting. The Designated Federal 
Officer, in consultation with the 
committee Chairperson, may allot a 
specific amount of time for submitters to 
present their comments verbally. 

James W. Satterwhite Jr., 
Army Federal Register Liaison Officer. 
[FR Doc. 2024–13688 Filed 6–20–24; 8:45 am] 
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ACTION: 30-Day information collection 
notice. 

SUMMARY: The DoD has submitted to the 
Office of Management and Budget 
(OMB) for clearance the following 
proposal for collection of information 
under the provisions of the Paperwork 
Reduction Act. 
DATES: Consideration will be given to all 
comments received by July 22, 2024. 
ADDRESSES: Written comments and 
recommendations for the proposed 
information collection should be sent 
within 30 days of publication of this 
notice to www.reginfo.gov/public/do/ 
PRAMain. Find this particular 
information collection by selecting 
‘‘Currently under 30-day Review—Open 

for Public Comments’’ or by using the 
search function. 
FOR FURTHER INFORMATION CONTACT: 
Reginald Lucas, (571) 372–7574, 
whs.mc-alex.esd.mbx.dd-dod- 
information-collections@mail.mil. 
SUPPLEMENTARY INFORMATION: 

Title; Associated Form; and OMB 
Number: Cybersecurity Maturity Model 
Certification (CMMC) Enterprise 
Mission Assurance Support-Service 
(eMASS) Instantiation Information 
Collection; OMB Control Number 0704– 
0676. 

Type of Request: New. 

Accreditation Body Submission of 
C3PAO Information in eMASS 

Number of Respondents: 1. 
Responses per Respondent: 240. 
Annual Responses: 240. 
Average Burden per Response: 5 

minutes. 
Annual Burden Hours: 20. 

C3PAO Submission of Assessment Data 
and Results in eMASS 

Number of Respondents: 10,942. 
Responses per Respondent: 1. 
Annual Responses: 10,942. 
Average Burden per Response: 15 

minutes. 
Annual Burden Hours: 2,735.5. 

Total 

Number of Respondents: 10,943. 
Annual Responses: 11,182. 
Annual Burden Hours: 2,756. 
Needs and Uses: The CMMC Program 

provides for the assessment of 
contractor implementation of 
cybersecurity requirements to enhance 
confidence in contractor protection of 
unclassified information within the DoD 
supply chain. CMMC contractual 
requirements are implemented under a 
Title 48 acquisition rule, with 
associated rulemaking for the CMMC 
Program requirements (e.g., CMMC 
Scoring Methodology, certificate 
issuance, information accessibility) 
under a Title 32 program rule (32 Code 
of Federal Regulations (CFR) Part 170). 
The CMMC Title 32 program rule 
includes two separate information 
collection requests (ICR), one for the 
CMMC Program and this one for CMMC 
eMASS. 

The CMMC instantiation of eMASS is 
the electronic collection mechanism for 
collecting CMMC program data, which 
provides the Department of Defense 
(DoD) visibility of the CMMC Levels 2 
and 3 certification assessment results. 

This information collection is 
necessary to support the 
implementation of the CMMC 
assessment process for CMMC Level 2 
and Level 3 certification assessments, as 
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defined in 32 CFR 170.17 and 170.18 
respectively. 

The CMMC Level 2 certification 
assessment process is conducted by 
Certified Assessors, employed by 
CMMC Third-Party Assessment 
Organizations (C3PAOs). During the 
assessment process, Organizations 
Seeking Certification’s hire C3PAOs to 
conduct the third-party assessment 
required for certification. The CMMC 
Certified Assessors upload assessment 
data: pre-assessment and planning 
material (date and level of the 
assessment; C3PAO name and unique 
identifier; name and business contact 
information for each Assessor; all 
industry CAGE codes associated with 
the information systems addressed by 
the CMMC Assessment Scope; name, 
date, and version of the system security 
plan (SSP); the Title 32 program rule (32 
CFR part 170)), final assessment reports 
(assessment result for each requirement 
objective; POA&M usage and 
compliance, as applicable; and list of 
artifact names, the return values of the 
hashing algorithm, and the hashing 
algorithm used), and appropriate CMMC 
certificates of assessment (certification 
date, as applicable) into the CMMC 
instantiation of eMASS. 

The CMMC Level 3 certification 
assessment process is conducted by the 
Defense Contract Management Agency 
(DCMA) Defense Industrial Base 
Cybersecurity Assessment Center 
(DIBCAC). DCMA DIBCAC assessors 
upload assessment data: pre-assessment 
and planning material (date and level of 
the assessment; name and business 
contact information for each Assessor; 
all industry CAGE codes associated with 
the information systems addressed by 
the CMMC Assessment Scope; name, 
date, and version of the system security 
plan (SSP); the Title 32 program rule (32 
CFR part 170)), final assessment reports 
(assessment result for each requirement 
objective; POA&M usage and 
compliance, as applicable; and list of 
artifact names, the return values of the 
hashing algorithm, and the hashing 
algorithm used), and appropriate CMMC 
certificates of assessment (certification 
date, as applicable) into the CMMC 
instantiation of eMASS. 

The Accreditation Body provides the 
CMMC Program Management Office 
with current data on C3PAOs and 
Assessors, including authorization and 
accreditation records and status using 
the CMMC instantiation of eMASS. 

Affected Public: Business or other for- 
profit. 

Frequency: On occasion. 
Respondent’s Obligation: Voluntary. 
OMB Desk Officer: Ms. Jasmeet 

Seehra. 

You may also submit comments and 
recommendations, identified by Docket 
ID number and title, by the following 
method: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

Instructions: All submissions received 
must include the agency name, Docket 
ID number, and title for this Federal 
Register document. The general policy 
for comments and other submissions 
from members of the public is to make 
these submissions available for public 
viewing on the internet at http://
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

DoD Clearance Officer: Mr. Reginald 
Lucas. 

Requests for copies of the information 
collection proposal should be sent to 
Mr. Lucas at whs.mc-alex.esd.mbx.dd- 
dod-information-collections@mail.mil. 

Dated: June 14, 2024. 
Aaron T. Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2024–13468 Filed 6–20–24; 8:45 am] 

BILLING CODE 6001–FR–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

Revised Non-Foreign Overseas Per 
Diem Rates; Correction 

AGENCY: Defense Human Resources 
Activity, Department of Defense (DoD). 
ACTION: Notice of revised per diem rates 
in non-foreign areas outside the 
Continental United States (OCONUS); 
correction. 

SUMMARY: On Wednesday, June 12, 
2024, DoD published a notice in the 
Federal Register announcing the per 
diem rates that were effective on June 1, 
2024. Subsequent to publication, DoD 
discovered a typographical error in the 
table. This notice corrects that error. 
DATES: This correction takes effect June 
21, 2024. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Debbie Wells, 571–372–1322, 
debbie.l.wells.civ@mail.mil. 
SUPPLEMENTARY INFORMATION: On 
Wednesday, June 12, 2024 (89 FR 
49864–49867), the notice titled Revised 
Non-Foreign Overseas Per Diem Rates is 
corrected as follows: 

On page 49867, in the table, in the 
Effective date column, in the fourth date 
from the top of the table, ‘‘04/01/2024’’ 
is corrected to read ‘‘06/01/2024’’. 

Dated: June 17, 2024. 
Aaron T. Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2024–13661 Filed 6–20–24; 8:45 am] 

BILLING CODE 6001–FR–P 

DEPARTMENT OF DEFENSE 

National Security Education Board; 
Notice of Federal Advisory Committee 
Meeting 

AGENCY: Under Secretary of Defense for 
Personnel and Readiness (USD(P&R)), 
Department of Defense (DoD). 
ACTION: Notice of Federal Advisory 
Committee meeting. 

SUMMARY: The DoD is publishing this 
notice to announce that the following 
Federal Advisory Committee meeting of 
the National Security Education Board 
will take place. 
DATES: Open to the public on Monday, 
June 24, 2024 from 9:00 a.m. to 4:00 
p.m. Eastern Standard Time (EST). 
ADDRESSES: The meeting will be held at 
1350 Eye Street NW, Washington, DC 
22205. Please contact Ms. Alison Patz 
by phone, (571) 329–3894, or email 
(alison.m.patz.civ@mail.mil) for 
information about attending the 
meeting. 

FOR FURTHER INFORMATION CONTACT: Ms. 
Alison Patz, (571) 329–3894 (Voice), 
alison.m.patz.civ@mail.mil (Email). 
Mailing address is National Security 
Education Program (NSEP), 4800 Mark 
Center Drive, Suite 08G08, Alexandria, 
VA 22350–7000. Website: https://
dlnseo.org/Governance/NSEB. 
SUPPLEMENTARY INFORMATION: Due to 
circumstances beyond the control of the 
Designated Federal Officer and the 
Department of Defense, the National 
Security Education Board was unable to 
provide public notification required by 
41 CFR 102–3.150(a) concerning its June 
24, 2024 meeting. Accordingly, the 
Advisory Committee Management 
Officer for the Department of Defense, 
pursuant to 41 CFR 102–3.150(b), 
waives the 15-calendar day notification 
requirement. 

This meeting is being held under the 
provisions of chapter 10 of title 5, 
United States Code (U.S.C.) (commonly 
known as the ‘‘Federal Advisory 
Committee Act’’ or ‘‘FACA’’), 5 U.S.C. 
552b (commonly known as the 
‘‘Government in the Sunshine Act’’), 
and 41 CFR 102–3.140 and 102–3.150. 

Purpose of the Meeting: The purpose 
of the meeting is to review and make 
recommendations to the Secretary of 
Defense concerning requirements 
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