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1 Copies of the Minutes of the Federal Open 
Market Committee meeting on May 9, 2007, which 
includes the domestic policy directive issued at the 
meeting, are available upon request to the Board of 
Governors of the Federal Reserve System, 
Washington, D.C. 20551. The minutes are published 
in the Federal Reserve Bulletin and in the Board’s 
annual report. 

1 Commission Rule 4.2(d), 16 CFR 4.2(d). The 
comment must be accompanied by an explicit 
request for confidential treatment, including the 
factual and legal basis for the request, and must 
identify the specific portions of the comment to be 
withheld from the public record. The request will 
be granted or denied by the Commission’s General 
Counsel, consistent with applicable law and the 
public interest. See Commission Rule 4.9(c), 16 CFR 
4.9(c). 

annual respondent universe of 4,765 
entities. 

Estimated Time Per Response: The 
time per response for completing 
Application Form FMC–18 averages 2 
hours. The time to complete a financial 
responsibility form averages 20 minutes. 

Total Annual Burden: The 
Commission estimates the annual 
burden for Form FMC–18 to be 1,400 
person-hours, and for the financial 
responsibility forms to be 2,196 hours. 
The total annual person-hour burden for 
this collection is estimated to be 3,596 
person-hours. 

Bryant L. VanBrakle, 
Secretary. 
[FR Doc. E7–11067 Filed 6–7–07; 8:45 am] 
BILLING CODE 6730–01–P 

FEDERAL RESERVE SYSTEM 

Change in Bank Control Notices; 
Acquisition of Shares of Bank or Bank 
Holding Companies 

The notificants listed below have 
applied under the Change in Bank 
Control Act (12 U.S.C. 1817(j)) and 
§ 225.41 of the Board’s Regulation Y (12 
CFR 225.41) to acquire a bank or bank 
holding company. The factors that are 
considered in acting on the notices are 
set forth in paragraph 7 of the Act (12 
U.S.C. 1817(j)(7)). 

The notices are available for 
immediate inspection at the Federal 
Reserve Bank indicated. The notices 
also will be available for inspection at 
the office of the Board of Governors. 
Interested persons may express their 
views in writing to the Reserve Bank 
indicated for that notice or to the offices 
of the Board of Governors. Comments 
must be received not later than June 25, 
2007. 

A. Federal Reserve Bank of St. Louis 
(Glenda Wilson, Community Affairs 
Officer) 411 Locust Street, St. Louis, 
Missouri 63166-2034: 

1. Bennie F. Ryburn, Jr., as sole voting 
trustee of the Bennie F. Ryburn Family 
Trust; to retain voting shares of Drew 
Bancshares, Inc., and thereby indirectly 
retain voting shares of Commercial Bank 
& Trust Company, all of Monticello, 
Arkansas. 

B. Federal Reserve Bank of 
Minneapolis (Jacqueline G. King, 
Community Affairs Officer) 90 
Hennepin Avenue, Minneapolis, 
Minnesota 55480-0291: 

1. William H. Unger, Sauk Centre, 
Minnesota, and Alfred P. Minnerath, 
Starbuck, Minnesota; to acquire control 
of Sauk Centre Financial Services, Inc., 
and thereby indirectly acquire control of 

First National Bank of Sauk Centre, both 
of Sauk Centre, Minnesota. 

C. Federal Reserve Bank of Dallas 
(W. Arthur Tribble, Vice President) 2200 
North Pearl Street, Dallas, Texas 75201- 
2272: 

1. David E. Locke, Miami, Texas, 
Locke M. Carter, Wolfforth, Texas, and 
Susan Moore Carter Rhoades, Pampa, 
Texas; to acquire voting shares of Miami 
Bancshares, Inc., and thereby indirectly 
acquire voting shares of First State Bank 
of Miami Texas, both of Miami, Texas. 

Board of Governors of the Federal Reserve 
System, June 5, 2007. 
Robert deV. Frierson, 
Deputy Secretary of the Board. 
[FR Doc. E7–11091 Filed 6–7–07; 8:45 am] 
BILLING CODE 6210–01–S 

FEDERAL RESERVE SYSTEM 

Federal Open Market Committee; 
Domestic Policy Directive of May 9, 
2007 

In accordance with § 271.25 of its 
rules regarding availability of 
information (12 CFR part 271), there is 
set forth below the domestic policy 
directive issued by the Federal Open 
Market Committee at its meeting held 
on May 9, 2007.1 

The Federal Open Market Committee 
seeks monetary and financial conditions 
that will foster price stability and 
promote sustainable growth in output. 
To further its long–run objectives, the 
Committee in the immediate future 
seeks conditions in reserve markets 
consistent with maintaining the federal 
funds rate at an average of around 51⁄4 
percent. 

By order of the Federal Open Market 
Committee, May 31, 2007. 

Vincent R. Reinhart, 
Secretary, Federal Open Market Committee. 
[FR Doc. E7–11106 Field 6–7–07; 8:45 am] 
BILLING CODE 6210–01–S 

FEDERAL TRADE COMMISSION 

Agency Information Collection 
Activities; Submission for OMB 
Review; Comment Request 

AGENCY: Federal Trade Commission. 
ACTION: Notice. 

SUMMARY: The information collection 
requirements described below will be 
submitted to the Office of Management 
and Budget (‘‘OMB’’) for review, as 
required by the Paperwork Reduction 
Act (‘‘PRA’’). The Federal Trade 
Commission (‘‘FTC’’ or ‘‘Commission’’) 
is seeking public comments on its 
proposal to extend through June 30, 
2010 the current OMB clearance for 
information collection requirements 
contained in its Identity Theft Report 
Definition Rule (‘‘Rule’’). That clearance 
expires on June 30, 2007. 
DATES: Comments must be filed by July 
9, 2007. 
ADDRESSES: Interested parties are 
invited to submit written comments. 
Comments should refer to ‘‘IDT Report 
Rule: FTC Matter No. R411011,’’ to 
facilitate the organization of comments. 
A comment filed in paper form should 
include this reference both in the text 
and on the envelope and should be 
mailed or delivered, with two complete 
copies, to the following address: Federal 
Trade Commission, Room H-135 (Annex 
J), 600 Pennsylvania Ave., N.W., 
Washington, D.C. 20580. Because paper 
mail in the Washington area and at the 
Commission is subject to delay, please 
consider submitting your comments in 
electronic form, as prescribed below. 
However, if the comment contains any 
material for which confidential 
treatment is requested, it must be filed 
in paper form, and the first page of the 
document must be clearly labeled 
‘‘Confidential.’’1 

Comments filed in electronic form 
should be submitted by following the 
instructions on the web-based form at 
https://secure.commentworks.com/ftc- 
IDTReportRule. To ensure that the 
Commission considers an electronic 
comment, you must file it on the web- 
based form at the https:// 
secure.commentworks.com/ftc- 
IDTReportRule weblink. If this notice 
appears at www.regulations.gov, you 
may also file an electronic comment 
through that website. The Commission 
will consider all comments that 
regulations.gov forwards to it. 

Comments also should be submitted 
to: Office of Management and Budget, 
ATTN: Desk Officer for the Federal 
Trade Commission. Comments should 
be submitted by facsimile to (202) 395- 
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2See Synovate Survey Report at http:// 
www.ftc.gov/os/2003/09/synovatereport.pdf. 

3 Synovate Survey Report at 7. 
4 See http://www.privacyrights.org/ar/ 

idtheftsurveys.htm (summarizing findings of the 
January 2006 Javelin Strategy and Research 2006 
Identity Fraud Survey Report). 

5 Synovate Survey Report at 59. 
6 Id. 

7Id. at 50. 
8 Id. at 7. Absent newer data on this point, staff 

refers to and applies this Synovate-provided data. 
9 Based upon staff’s analysis of data collected in 

the Synovate Survey Report, these types of victims 
constitute 20% of such victims. 

10 These estimates take into account that the time 
required to file the report will vary depending on 
the law enforcement agency used by the individual. 

6974 because U.S. Postal Mail is subject 
to lengthy delays due to heightened 
security precautions. 

The FTC Act and other laws the 
Commission administers permit the 
collection of public comments to 
consider and use in this proceeding as 
appropriate. All timely and responsive 
public comments will be considered by 
the Commission and will be available to 
the public on the FTC website, to the 
extent practicable, at www.ftc.gov. As a 
matter of discretion, the FTC makes 
every effort to remove home contact 
information for individuals from the 
public comments it receives before 
placing those comments on the FTC 
website. More information, including 
routine uses permitted by the Privacy 
Act, may be found in the FTC’s privacy 
policy at http://www.ftc.gov/ftc/ 
privacy.htm. 
FOR FURTHER INFORMATION CONTACT: 
Requests for additional information 
should be addressed to Kristin Krause 
Cohen, Attorney, Division of Privacy 
and Identity Protection, Bureau of 
Consumer Protection, Federal Trade 
Commission, 600 Pennsylvania Avenue, 
N.W., Washington, DC 20580, (202) 326- 
2252. 
SUPPLEMENTARY INFORMATION: On March 
29, 2007, the FTC sought public 
comments on its proposal to extend 
through June 30, 2010 its current OMB 
clearance for information collection 
contained in the Rule. See 72 FR 14810. 
No comments were received. Pursuant 
to the OMB regulations, 5 CFR Part 
1320, that implement the PRA, 44 
U.S.C. 3501-3520, the FTC is providing 
this second opportunity for public 
comment while seeking OMB approval 
to extend the existing paperwork 
clearance for the Rule. All comments 
should be filed as prescribed in the 
ADDRESSES section above, and must be 
received on or before July 9, 2007. 

The Identity Theft Report Definition 
Rule, 16 CFR Part 603, was promulgated 
pursuant to the Fair and Accurate Credit 
Transactions Act of 2003 (‘‘FACT Act’’ 
or the ‘‘Act’’), Pub.L. 108-159 (December 
4, 2003), amending the Fair Credit 
Reporting Act, which established 
requirements for consumer reporting 
agencies, creditors, and others to help 
remedy problems associated with 
identity theft. Under the Act, an 
individual can mitigate a number of 
specific harms resulting from identity 
theft by providing an identity theft 
report to consumer reporting agencies 
and information furnishers. For 
example, with an identity theft report, 
an identity theft victim can obtain a 
seven year fraud alert or seek to block 
fraudulent information on their credit 

report. Pursuant to the FACT Act, the 
Rule defined the term ‘‘identity theft 
report,’’ 16 CFR 603.3, and became 
effective on December 1, 2004. 

Burden statement: 
Staff anticipates that, as both 

individuals and police departments 
become increasingly aware of the 
benefits of obtaining an ‘‘identity theft 
report’’ under the Act, the number of 
individuals who ultimately obtain an 
identity theft report will likely increase 
because the Rule facilitates a victim’s 
ability to file a law enforcement report. 
To estimate that increase and associated 
effect on paperwork burden, staff has 
drawn from publicly available survey 
results that quantify: (a) how many 
individuals are victimized annually by 
identity theft; and (b) the frequency in 
which consumers file related identity 
theft reports with law enforcement 
agencies and other third-parties. 

In a survey prepared for the 
Commission by Synovate and issued in 
September 2003, Federal Trade 
Commission—Identity Theft Survey 
Report (Synovate Survey Report),2 
Synovate stated that there are 9.91 
million individuals victimized by 
identity theft each year.3 More recent 
public data, however, states that in 
2006, the number of domestic consumer 
victims of identity theft totaled 8.9 
million,4 and staff will apply this latter 
amount to its projections of increased 
consumer use of identity theft reports. 

The Synovate Survey Report also 
provided data on the frequency in 
which consumers file identity theft 
reports with law enforcement agencies 
and other third-parties. Staff is unaware 
of newer publicly available data of this 
nature. Accordingly, staff will 
incorporate this previously provided 
data into its revised estimates of the 
number of consumers who will obtain 
identity theft reports. 

Based on past years’ experience 
drawn from the Synovate Survey 
Report, 26% of all identity theft victims 
contact a law enforcement agency.5 Of 
those contacting law enforcement 
officials, 76% file a police report 
alleging identity theft.6 Conversely, 24% 
of victims who contact a law 
enforcement agency have not filed a 
police report. Applying this information 
to the updated population of identity 

theft victims, that would amount to 
2.314 million individuals contacting a 
law enforcement agency (8.9 million 
victims x 26%) of which roughly 
555,000 (rounded to the nearest 
thousand) have not filed a police report. 
Staff anticipates that the Rule will 
enable those victims who previously 
were unable to file reports with local 
law enforcement to now file reports 
with a state or federal law enforcement 
agency. 

The Synovate Survey Report stated 
that 43% of identity theft victims 
annually contact an information 
furnisher.7 This would amount to 3.827 
million victims in a given year (8.9 
million victims x 43%). Based on its 
knowledge of identity theft trends, staff 
anticipates that the Rule will result in 
an increase of 10% of these persons, or 
roughly 383,000, who will now obtain 
an identity theft report to file with an 
information furnisher as proof of being 
an identity theft victim. 

In a given year, 3.23 million persons 
are victims of their personal information 
being used to open new accounts or to 
commit other frauds.8 Of these victims, 
approximately 20% — or 646,000 — do 
not take any action on this misuse.9 
Based on its knowledge of identity theft 
trends, staff estimates that the Rule will 
likely result in 75%, or 485,000, of these 
victims obtaining identity theft reports. 

In sum, then, staff estimates that the 
Rule will increase by 1.423 million the 
number of individuals obtaining 
identity theft reports (555,000 + 383,000 
+ 485,000). 

Estimated total annual hours burden: 
545,000 hours (rounded to the nearest 
thousand) 

In its 2004 notice of proposed 
rulemaking and corresponding 
submission to OMB, FTC staff 
estimated, based on the experience of 
the Commission’s Consumer Response 
Center, that an individual would spend 
an average of 5 minutes finding and 
reviewing filing instructions, 8 minutes 
filing the law enforcement report with 
the law enforcement agency, and 5 
minutes submitting the law enforcement 
report and any additional information or 
documentation to the information 
furnisher or consumer reporting agency, 
resulting in an average of 18 minutes for 
each identity theft report.10 
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11 An hourly rate of $18.62 was drawn from 
average annual Bureau of Labor Statistics National 
Compensation Survey data, June 2005 (with 2005 as 
the most recent whole year information available, 
and June the focal median point), http:// 
www.bls.gov/ncs/ocs/sp/ncbl0832.pdf (Table 1.1). 
Further adjusted by a multiplier of 1.06426 (a 
compounding for approximate wage inflation for 
2005 and 2006, based on the BLS Employment Cost 
Index), the revised hourly wage is $19.82. 

1 The FTC simultaneously provided OMB and the 
Congress with 40 days advance notice of the 
proposed routine use, as required by the Privacy 
Act, 5 U.S.C. 552a(r), and OMB Circular A-130, 
Revised, Appendix I. 

2 The text of the routine use was taken from the 
routine use that has already been published in final 
form by the Department of Justice after public 
comment. See 72 FR 3410 (Jan. 25, 2007). 

3 See 57 FR 45678 (1992), http://www.ftc.gov/ 
foia/sysnot/appendix1.pdf. A list of the agency’s 
current Privacy Act records systems can be viewed 
on the FTC’s web site at: http://www.ftc.gov/foia/ 
listofpasystems.htm. 

4 See http://www.ftc.gov/os/ 
publiccomments.shtm (#207). 

Staff now estimates, based on the 
ongoing experience of the Commission’s 
Consumer Response Center, that an 
individual will spend 5 minutes finding 
and reviewing filing instructions, 13 
minutes filing the law enforcement 
report with the law enforcement agency 
(due to added entry fields), and 5 
minutes submitting the law enforcement 
report and any additional information or 
documentation to the information 
furnisher or consumer reporting agency, 
resulting in an average of 23 minutes for 
each identity theft report. Thus, the 
annual information collection burden 
for the estimated 1.423 million new 
identity theft reports due to the Rule 
will be 545,000 hours, rounded to the 
nearest thousand (1.423 million x 23 
minutes ÷ 60 minutes/hour). 

Estimated labor costs: $10,802,000 
(rounded to the nearest thousand) 

Commission staff derived labor costs 
by applying appropriate hourly cost 
figures to the burden hours described 
above. Based on Bureau of Labor 
Statistics data, further adjusted for 
inflation, the average national hourly 
wage for individuals is $19.82.11 
Applied to 545,000 total burden hours 
yields an estimated $10,802,000 in 
cumulative labor costs for all those who 
will newly obtain identity theft reports 
($19.82 x 545,000 hours) as a projected 
result of the Rule. 

Estimated annual non-labor cost 
burden: $0 or minimal 

Staff believes that the Rule’s 
paperwork burden imposes negligible 
capital or other non-labor costs, as an 
identity theft victim is likely to have the 
necessary supplies and/or equipment 
already (telephone, computer, paper, 
envelopes) for purposes of obtaining the 
identity theft report and submitting it to 
information furnishers or consumer 
reporting agencies. 

William Blumenthal 
General Counsel 

[FR Doc. E7–11049 Filed 6–7–07: 8:45 am] 
[Billing code: 6750 – 01S] 

FEDERAL TRADE COMMISSION 

Privacy Act of 1974; System of 
Records 

AGENCY: Federal Trade Commission 
(FTC). 

ACTION: Notice of routine use. 

SUMMARY: The FTC is adopting in final 
form a new routine use that permits 
disclosure of FTC records protected by 
the Privacy Act when reasonably 
necessary to respond and prevent, 
minimize, or remedy harm that may 
result from an agency data breach or 
compromise. 

DATES: The routine use is effective June 
8, 2007. 
FOR FURTHER INFORMATION CONTACT: Alex 
Tang, Attorney, FTC, Office of General 
Counsel, 600 Pennsylvania Ave. NW, 
Washington, DC 20580, 202-326-2447, 
atang@ftc.gov. 

SUPPLEMENTARY INFORMATION: In a 
document previously published in the 
FEDERAL REGISTER, 72 FR 14814 
(Mar. 29, 2007), the FTC, as required by 
the Privacy Act of 1974, 5 U.S.C. 552a, 
sought comments on a proposed new 
‘‘routine use’’ of the FTC’s Privacy Act 
records systems.1 As the FTC explained, 
the new routine use, the text of which 
is set forth at the end of this document,2 
is necessary to allow for disclosures of 
Privacy Act records by the FTC to 
appropriate persons and entities for 
purposes of response and remedial 
efforts in the event of a breach of data 
contained in the protected systems. The 
routine use will facilitate an effective 
response to a confirmed or suspected 
breach by allowing for disclosure to 
individuals affected by the breach, in 
cases, if any, where such disclosure is 
not otherwise authorized under the Act. 
The routine use will also authorize 
disclosures to others who are in a 
position to assist in response efforts, 
either by assisting in notification to 
affected individuals or otherwise 
playing a role in preventing, 
minimizing, or remedying harms from 
the breach. The FTC explained that this 
new routine use would be added to 
Appendix 1 of the FTC’s Privacy Act 
system notice; that Appendix describes 
the routine uses that apply globally to 
all FTC Privacy Act records systems.3 

The Privacy Act authorizes agencies, 
after public notice and comment, to 
adopt routine uses that are compatible 

with the purpose for which information 
subject to the Act has been collected. 5 
U.S.C. 552a(b)(3); see also 5 U.S.C. 
552a(a)(7). The FTC believes that it is 
consistent with the agency’s collection 
of information pertaining to individuals 
under the Privacy Act to disclose such 
records when, in doing so, it will help 
prevent, minimize or remedy a data 
breach or compromise that may affect 
such individuals. By contrast, the FTC 
believes that failure to take reasonable 
steps to help prevent, minimize or 
remedy the harm that may result from 
such a breach or compromise would 
jeopardize, rather than promote, the 
privacy of such individuals. 

In seeking public comments on the 
proposed routine use, the FTC 
explained that it would take into 
account any such comments and make 
appropriate or necessary revisions, if 
any, before publishing the proposed 
routine use as final. In response, the 
FTC received one comment, from the 
Electronic Privacy Information Center 
(EPIC).4 

First, EPIC urges that the FTC narrow 
the proposed routine use to the 
minimum required to fulfill the agency’s 
stated purpose. EPIC questions what 
standards or requirements the agency 
would follow in determining the 
Privacy Act disclosures to be made in 
the case of a data breach, and wonders 
whether the agency would now be 
routinely disclosing Social Security 
numbers or other sensitive personal 
information to other agencies, entities 
and persons in every data breach 
investigation. Recognizing that specific 
disclosures may be necessary, EPIC 
suggests, for example, that the FTC 
could create tiers of access, allowing 
specific categories of individuals 
limited access to data, according to the 
needs of the agency’s investigation. 

The FTC agrees that any disclosure of 
Privacy Act records in order to 
investigate or remedy a breach must be 
necessary and narrowly tailored to the 
circumstances. The FTC believes that 
the restriction on disclosures to those 
that are ‘‘reasonably necessary’’ 
accurately and appropriately describes 
the relevant limitation on disclosures 
under this routine use. The scope of 
potential disclosures authorized by that 
routine use is not intended to suggest 
that the FTC will always disclose all of 
an individual’s records, if any, every 
time there is a breach that the agency 
needs to investigate or mitigate. Rather, 
the purpose and intent of the routine 
use is to give individuals full and fair 
notice of the extent of potential 
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