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Name of Committee: National Institute of 
General Medical Sciences Special Emphasis 
Panel, Peer Review of P20 Grant 
Applications. 

Date: August 7, 2014. 
Time: 12:00 p.m. to 2:00 p.m. 
Agenda: To review and evaluate grant 

applications. 
Place: National Institutes of Health, 

Natcher Building, 45 Center Drive, Room 
3An.12, Bethesda, MD 20892 (Telephone 
Conference Call). 

Contact Person: Lee Warren Slice, Ph.D., 
Scientific Review Officer, Office of Scientific 
Review, National Institute of General Medical 
Sciences, National Institutes of Health, 45 
Center Drive, Room 3An.12, Bethesda, MD 
20892, 301–594–2769, slicelw@mail.nih.gov. 

Name of Committee: National Institute of 
General Medical Sciences Special Emphasis 
Panel, Program Project Review in 
Anesthesiology. 

Date: August 7, 2014. 
Time: 2:30 p.m. to 5:30 p.m. 
Agenda: To review and evaluate grant 

applications. 
Place: National Institutes of Health, 

Natcher Building, 45 Center Drive, Room 
3An.18F, Bethesda, MD 20892 (Telephone 
Conference Call). 

Contact Person: Brian R. Pike, Ph.D., 
Scientific Review Officer, Office of Scientific 
Review, National Institute of General Medical 
Sciences, National Institutes of Health, 45 
Center Drive, Room 3An.18, Bethesda, MD 
20892, 301–594–3907, pikbr@mail.nih.gov. 
(Catalogue of Federal Domestic Assistance 
Program Nos. 93.375, Minority Biomedical 
Research Support; 93.821, Cell Biology and 
Biophysics Research; 93.859, Pharmacology, 
Physiology, and Biological Chemistry 
Research; 93.862, Genetics and 
Developmental Biology Research; 93.88, 
Minority Access to Research Careers; 93.96, 
Special Minority Initiatives, National 
Institutes of Health, HHS). 

Dated: July 8, 2014. 
Melanie J. Gray, 
Program Analyst, Office of Federal Advisory 
Committee Policy. 
[FR Doc. 2014–16263 Filed 7–10–14; 8:45 am] 

BILLING CODE 4140–01–P 

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

National Institutes of Health 

National Institute of General Medical 
Sciences; Notice of Closed Meeting 

Pursuant to section 10(d) of the 
Federal Advisory Committee Act, as 
amended (5 U.S.C. App.), notice is 
hereby given of the following meeting. 

The meeting will be closed to the 
public in accordance with the 
provisions set forth in sections 
552b(c)(4) and 552b(c)(6), Title 5 U.S.C., 
as amended. The grant applications and 
the discussions could disclose 
confidential trade secrets or commercial 
property such as patentable material, 
and personal information concerning 
individuals associated with the grant 
applications, the disclosure of which 
would constitute a clearly unwarranted 
invasion of personal privacy. 

Name of Committee: National Institute of 
General Medical Sciences Special Emphasis 
Panel; Review of TWD–8 (SC) Grant 
Applications. 

Date: July 14, 2014. 
Time: 1:00 p.m. to 4:00 p.m. 
Agenda: To review and evaluate grant 

applications. 
Place: National Institutes of Health, 

Natcher Building, 45 Center Drive, Room 
3An.18, Bethesda, MD 20892, (Telephone 
Conference Call). 

Contact Person: Rebecca H. Johnson, Ph.D., 
Scientific Review Officer, Office of Scientific 
Review, National Institute of General Medical 
Sciences, National Institutes of Health, 45 
Center Drive, Room 3An.18C, Bethesda, MD 
20892, 301–594–2771, JohnsoRe@
nigms.nih.gov. 

This notice is being published less than15 
days prior to the meeting due to the timing 
limitations imposed by the review and 
funding cycle. 
(Catalogue of Federal Domestic Assistance 
Program Nos. 93.375, Minority Biomedical 
Research Support; 93.821, Cell Biology and 
Biophysics Research; 93.859, Pharmacology, 
Physiology, and Biological Chemistry 
Research; 93.862, Genetics and 
Developmental Biology Research; 93.88, 
Minority Access to Research Careers; 93.96, 
Special Minority Initiatives, National 
Institutes of Health, HHS). 

Dated: July 8, 2014. 
Melanie J. Gray, 
Program Analyst, Office of Federal Advisory 
Committee Policy. 
[FR Doc. 2014–16264 Filed 7–10–14; 8:45 am] 

BILLING CODE 4140–01–P 

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

National Institutes of Health 

National Institute of General Medical 
Sciences; Amended Notice of Meeting 

Notice is hereby given of a change in 
the meeting of the National Institute of 

General Medical Sciences Special 
Emphasis Panel, July 10, 2014, 1:00 p.m. 
to July 10, 2014, 4:00 p.m., National 
Institutes of Health, Natcher Building, 
45 Center Drive, Room 3An.18, 
Bethesda, MD 20892, which was 
published in the Federal Register on 
June 16, 2014, 79 FR 34329. 

The meeting date has been changed to 
July 25, 2014 from 1:00 p.m. to 4:00 
p.m. The meeting location remains the 
same. The meeting is closed to the 
public. 

Dated: July 8, 2014. 

Melanie J. Gray, 
Program Analyst, Office of Federal Advisory 
Committee Policy. 
[FR Doc. 2014–16261 Filed 7–10–14; 8:45 am] 

BILLING CODE 4140–01–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Customs and Border Protection 

Notice of Cancellation of Customs 
Broker Licenses Due to Death of the 
License Holder 

AGENCY: U.S. Customs and Border 
Protection, Department of Homeland 
Security. 

ACTION: Customs broker license 
cancellation due to death of the broker. 

SUMMARY: Notice is hereby given that 
the customs broker license of certain 
brokers have been canceled without 
prejudice due to the death of the license 
holders. 

SUPPLEMENTARY INFORMATION: Notice is 
hereby given that, pursuant to section 
641 of the Tariff Act of 1930, as 
amended (19 U.S.C. 1641), and section 
111.51(a) of title 19 of the Code of 
Federal Regulations (19 CFR 111.51(a)), 
the following customs broker licenses 
and any and all associated permits have 
been canceled without prejudice due to 
the death of the broker. 

Last/company name First name License 
No. 

Port of 
issuance 

Nistal .............................................................................................................................................................. Salvador 04329 ...... Miami. 
Flower ............................................................................................................................................................ Gary 06664 ...... Norfolk. 
Garcia ............................................................................................................................................................ Luis 15330 ...... San 

Juan. 
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Dated: June 23, 2014. 
Richard F. DiNucci, 
Acting Assistant Commissioner, Office of 
International Trade. 
[FR Doc. 2014–16209 Filed 7–10–14; 8:45 am] 

BILLING CODE 9111–14–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Office of the Secretary 

[Docket No. DHS–2014–0035] 

Privacy Act of 1974; Department of 
Homeland Security Federal Emergency 
Management Agency—012 Suspicious 
Activity Reporting System of Records 

AGENCY: Privacy Office, Department of 
Homeland Security. 
ACTION: Notice of Privacy Act System of 
Records. 

SUMMARY: In accordance with the 
Privacy Act of 1974, the Department of 
Homeland Security proposes to update 
and reissue a current system of records 
titled, ‘‘Department of Homeland 
Security/Federal Emergency 
Management Agency—012 Suspicious 
Activity Reporting System of Records.’’ 
This system of records allows the 
Department of Homeland Security/
Federal Emergency Management Agency 
to collect and maintain records on 
individuals who report suspicious 
activities, individuals reported as being 
involved in suspicious activities, and 
individuals charged with the analysis 
and appropriate handling of suspicious 
activity reports. As a result of the 
biennial review, the Federal Emergency 
Management Agency has made non- 
substantive changes to simplify the 
formatting and text of the previously 
published notice. This updated system 
will be included in the Department of 
Homeland Security’s inventory of 
record systems. 
DATES: Submit comments on or before 
August 11, 2014. This updated system 
will be effective August 11, 2014. 
ADDRESSES: You may submit comments, 
identified by docket number DHS– 
2014–0035 by one of the following 
methods: 

• Federal e-Rulemaking Portal: 
http://www.regulations.gov. Follow the 
instructions for submitting comments. 

• Fax: 202–343–4010. 
• Mail: Karen L. Neuman, Chief 

Privacy Officer, Privacy Office, 
Department of Homeland Security, 245 
Murray Drive SW., Building 410, STOP– 
0655, Washington, DC 20528. 

• Instructions: All submissions 
received must include the agency name 
and docket number for this rulemaking. 

All comments received will be posted 
without change to http://
www.regulations.gov, including any 
personal information provided. 

• Docket: For access to the docket to 
read background documents or 
comments received go to http://
www.regulations.gov. 

FOR FURTHER INFORMATION CONTACT: For 
general questions please contact: Eric M. 
Leckey, (202) 212–5100, Privacy Officer, 
Federal Emergency Management 
Agency, Department of Homeland 
Security, Washington, DC 20478. For 
privacy questions please contact: Karen 
Neuman (202) 343–1717, Chief Privacy 
Officer, Privacy Office, Department of 
Homeland Security, 245 Murray Drive 
SW., Building 410, STOP–0655, 
Washington, DC 20528. 
SUPPLEMENTARY INFORMATION: 

I. Background 

In accordance with the Privacy Act of 
1974, 5 U.S.C. 552a, the Department of 
Homeland Security (DHS) Federal 
Emergency Management Agency 
(FEMA) proposes to update and reissue 
a current DHS/FEMA system of records 
titled, ‘‘DHS/FEMA—012 Suspicious 
Activity Reporting System of Records.’’ 

FEMA’s mission is to ‘‘support our 
citizens and first responders to ensure 
that as a nation we work together to 
build, sustain, and improve our 
capability to prepare for, protect against, 
respond to, recover from, and mitigate 
all hazards.’’ FEMA collects, maintains, 
and retrieves records of individuals who 
report suspicious activities, individuals 
reported as being involved in suspicious 
activities, and individuals charged with 
the analysis and appropriate handling of 
suspicious activity reports. FEMA’s 
Office of the Chief Security Officer 
(OCSO), Fraud and Investigations Unit 
manages this process. FEMA Suspicious 
Activity Reports (SAR) are secured in a 
room monitored by FEMA OCSO special 
agents and analysts to reduce any risk 
of unauthorized access. 

FEMA SARs may be shared with 
federal, state, local, and tribal 
jurisdictions that have the responsibility 
of investigating suspicious activities 
within their jurisdictions. FEMA SARs 
that do not have a nexus to terrorism or 
hazards to homeland security, (as 
determined by FEMA OCSO special 
agents or analysts) are forwarded to the 
appropriate jurisdiction (such as sheriff 
offices, county/city police, and state 
police). FEMA SARs that have a nexus 
to terrorism or hazards to homeland 
security, (as determined by FEMA 
OCSO special agents or analysts), are 
shared with the Federal Bureau of 
Investigation (FBI) Joint Terrorism Task 

Force (JTTF), Federal Protective Service, 
and/or other federal agencies that are 
required to investigate and respond to 
terrorist threats or hazards to homeland 
security. 

As a result of the biennial review, 
FEMA has made non-substantive 
changes to simplify the formatting and 
text of the previously published notice. 
FEMA’s SAR process is authorized and 
governed by 44 CFR Chapter 2 
‘‘Delegation of Authority;’’ 42 U.S.C. 
5196(d); Executive Order No. 12333 and 
13388; 40 U.S.C. 1315(b)(2)(F); 6 U.S.C. 
314 of the Homeland Security Act of 
2002, as amended; the Intelligence 
Reform and Terrorism Prevention Act of 
2004, as amended; the National Security 
Act of 1947, as amended; and FEMA 
Manual 1010–1 ‘‘Federal Emergency 
Management Agency Missions and 
Functions.’’ 

Consistent with DHS’s information 
sharing mission, information stored in 
the DHS/FEMA–012 Suspicious 
Activity Reporting System of Records 
may be shared with other DHS 
components that have a need to know 
the information to carry out their 
national security, law enforcement, 
immigration, intelligence, or other 
homeland security functions. In 
addition, information may be shared 
with appropriate federal, state, local, 
tribal, territorial, foreign, or 
international government agencies 
consistent with the routine uses set 
forth in this system of records notice. 

This updated system will be included 
in DHS’s inventory of record systems. 

II. Privacy Act 

The Privacy Act embodies fair 
information practice principles in a 
statutory framework governing the 
means by which the U.S. government 
collects, maintains, uses, and 
disseminates individuals’ records. The 
Privacy Act applies to information that 
is maintained in a ‘‘system of records.’’ 
A ‘‘system of records’’ is a group of any 
records under the control of an agency 
from which information is retrieved by 
the name of an individual or by some 
identifying number, symbol, or other 
identifying particular assigned to the 
individual. In the Privacy Act, an 
individual is defined to encompass U.S. 
citizens and lawful permanent 
residents. As a matter of policy, DHS 
extends administrative Privacy Act 
protections to all individuals when 
systems of records maintain information 
on U.S. citizens, lawful permanent 
residents, and visitors. 

Below is the description of the DHS/ 
FEMA–12 Suspicious Activity 
Reporting System of Records. 
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