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Frequency of Response: 
Recordkeeping requirement; On 
occasion, semi-annual, weekly and 
annual reporting requirements. 

Obligation to Respond: Required to 
obtain or retain benefits. The statutory 
authority for this information collection 
is contained in 47 U.S.C. 154, 303, 307, 
334, 336 and 554. 

Total Annual Burden: 20,096 hours. 
Annual Cost Burden: $100,415. 
Privacy Act Impact Assessment: No 

impact(s). 
Nature and Extent of Confidentiality: 

In general, there is no need for 
confidentiality with this collection of 
information. 

Needs and Uses: The Federal 
Communications Commission 
(‘‘Commission’’) is requesting that the 
Office of Management and Budget 
(OMB) approve a three-year extension of 
the information collection titled ‘‘Part 
73, Subpart F International Broadcast 
Stations’’ under OMB Control No. 3060– 
1035. This information collection is 
used by the Commission to assign 
frequencies for use by international 
broadcast stations, to grant authority to 
operate such stations and to determine 
if interference or adverse propagation 
conditions exist that may impact the 
operation of such stations. The 
Commission collects this information 
pursuant to 47 CFR part 73, subpart F. 
If the Commission did not collect this 
information, it would not be in a 
position to effectively coordinate 
spectrum for international broadcasters 
or to act for entities in times of 
frequency interference or adverse 
propagation conditions. Therefore, the 
information collection requirements are 
as follows: 

FCC Form 309—Application for 
Authority to Construct or Make Changes 
in an International, Experimental 
Television, Experimental Facsimile, or a 
Developmental Broadcast Station—The 
FCC Form 309 is filed on occasion when 
the applicant is requesting authority to 
construct or make modifications to the 
international broadcast station. 

FCC Form 310—Application for an 
International, Experimental Television, 
Experimental Facsimile, or a 
Developmental Broadcast Station 
License—The FCC Form 310 is filed on 
occasion when the applicant is 
submitting an application for a new 
international broadcast station. 

FCC Form 311—Application for 
Renewal of an International or 
Experimental Broadcast Station 
License—The FCC Form 311 is filed by 
applicants who are requesting renewal 
of their international broadcast station 
licenses. 

47 CFR 73.702(a) states that six 
months prior to the start of each season, 
licensees and permittees shall by 
informal written request, submitted to 
the Commission in triplicate, indicate 
for the season the frequency or 
frequencies desired for transmission to 
each zone or area of reception specified 
in the license or permit, the specific 
hours during which it desires to 
transmit to such zones or areas on each 
frequency, and the power, antenna gain, 
and antenna bearing it desires to use. 
Requests will be honored to the extent 
that interference and propagation 
conditions permit and that they are 
otherwise in accordance with the 
provisions of section 47 CFR 73.702(a). 

47 CFR 73.702(b) states that two 
months before the start of each season, 
the licensee or permittee must inform 
the Commission in writing as to 
whether it plans to operate in 
accordance with the Commission’s 
authorization or operate in another 
manner. 

47 CFR 73.702(c) permits entities to 
file requests for changes to their original 
request for assignment and use of 
frequencies if they are able to show 
good cause. Because international 
broadcasters are assigned frequencies on 
a seasonal basis, as opposed to the full 
term of their eight-year license 
authorization, requests for changes need 
to be filed by entities on occasion. 

47 CFR 73.702 (note) states that 
permittees who during the process of 
construction wish to engage in 
equipment tests shall by informal 
written request, submitted to the 
Commission in triplicate not less than 
30 days before they desire to begin such 
testing, indicate the frequencies they 
desire to use for testing and the hours 
they desire to use those frequencies. 

47 CFR 73.702(e) states within 14 
days after the end of each season, each 
licensee or permittee must file a report 
with the Commission stating whether 
the licensee or permittee has operated 
the number of frequency hours 
authorized by the seasonal schedule to 
each of the zones or areas of reception 
specified in the schedule. 

47 CFR 73.782 requires that licensees 
retain logs of international broadcast 
stations for two years. If it involves 
communications incident to a disaster, 
logs should be retained as long as 
required by the Commission. 

47 CFR 73.759(d) states that the 
licensee or permittee must keep records 
of the time and results of each auxiliary 
transmitter test performed at least 
weekly. 

47 CFR 73.762(b) requires that 
licensees notify the Commission in 
writing of any limitation or 

discontinuance of operation of not more 
than 10 days. 

47 CFR 73.762(c) states that the 
licensee or permittee must request and 
receive specific authority from the 
Commission to discontinue operations 
for more than 10 days under extenuating 
circumstances. 

47 CFR 1.1301–1.1319 cover 
certifications of compliance with the 
National Environmental Policy Act and 
how the public will be protected from 
radio frequency radiation hazards. 
Federal Communications Commission. 
Marlene Dortch, 
Secretary, Office of the Secretary. 
[FR Doc. 2021–10413 Filed 5–17–21; 8:45 am] 

BILLING CODE 6712–01–P 

FEDERAL COMMUNICATIONS 
COMMISSION 

[FR ID 26344] 

Privacy Act of 1974; System of 
Records 

AGENCY: Federal Communications 
Commission 
ACTION: Notice of a new system of 
records. 

SUMMARY: The Federal Communications 
Commission (FCC, Commission, or 
Agency) proposes to add a new system 
of records, FCC/WCB–5, Robocall 
Mitigation Database to its inventory of 
records systems subject to the Privacy 
Act of 1974, as amended. This action is 
necessary to meet the requirements of 
the Privacy Act to publish in the 
Federal Register notice of the existence 
and character of records maintained by 
the Agency. The FCC requires voice 
service providers to certify that they 
have implemented the Secure 
Telephone Identity Revisited and 
Signature-based Handling of Asserted 
Information Using toKENs (STIR/ 
SHAKEN) caller ID authentication 
framework and/or a robocall mitigation 
program. These certifications will be 
uploaded to the Robocall Mitigation 
Database and include the personally 
identifiable information (PII) of 
individual representatives of the service 
providers, such as contact information. 
Once service providers submit their 
certifications to the FCC, the 
certifications will then be made 
available for download via a public 
website to ensure transparency and 
accountability for implementing 
robocall mitigation programs. 
DATES: This system of records will 
become effective on May 18, 2021. 
Written comments on the routine uses 
are due by June 17, 2021. The routine 
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uses will become effective on June 17, 
2021, unless written comments are 
received that require a contrary 
determination. 

ADDRESSES: Send comments to Margaret 
Drake, at privacy@fcc.gov, or at Federal 
Communications Commission (FCC), 45 
L Street NE, Washington, DC 20554 at 
(202) 418–1707. 
FOR FURTHER INFORMATION CONTACT: 
Margaret Drake, (202) 418–1707, or 
privacy@fcc.gov (and to obtain a copy of 
the Narrative Statement and the 
Supplementary Document, which 
includes details of the modifications to 
this system of records). 

SYSTEM NAME AND NUMBER: 
FCC/WCB–5, ROBOCALL 

MITIGATION DATABASE. 

SECURITY CLASSIFICATION: 
Unclassified. 

SYSTEM LOCATION(S): 
Federal Communications Commission 

(FCC), 45 L Street NE, Washington, DC 
20554. 

SYSTEM MANAGER(S): 
The FCC’s Wireline Competition 

Bureau. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

47 U.S.C. 227b(b)(5)(C). 

PURPOSES: 

The FCC uses this system to ensure 
compliance with FCC rules requiring 
implementation of the STIR/SHAKEN 
caller ID authentication framework and/ 
or a robocall mitigation program. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individual representatives of voice 
service providers. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Contact information, such as name, 
phone numbers, emails, and addresses, 
as well as work title and department. 

RECORD SOURCE CATEGORIES: 

Information in this system is provided 
by individual representatives of voice 
service providers who are certifying the 
service providers’ implementation of the 
STIR/SHAKEN caller ID authentication 
framework and/or a robocall mitigation 
program. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, all or a 
portion of the records or information 
contained in this system may be 

disclosed to authorized entities, as is 
determined to be relevant and 
necessary, outside the FCC as a routine 
use pursuant to 5 U.S.C. 552a(b)(3) as 
follows: 

1. Public Access—Information from 
service providers’ certifications, 
including the representative’s contact 
information, will be posted to the 
Robocall Mitigation Database, a publicly 
accessible website. The certifications 
themselves will also be available for 
download on the site. 

2. Service Providers—To other voice 
service providers to further ensure 
transparency concerning 
implementation of STIR/SHAKEN caller 
ID authentication framework and/or a 
robocall mitigation program, and to 
allow intermediate and terminating 
voice service providers to confirm they 
are only accepting traffic directly from 
originating voice service providers in 
the database. 

3. Adjudication and Litigation—To 
the Department of Justice (DOJ), or to 
administrative or adjudicative bodies 
before which the FCC is authorized to 
appear, when: (a) The FCC or any 
component thereof; or (b) any employee 
of the FCC in his or her official capacity; 
or (c) any employee of the FCC in his 
or her individual capacity where the 
DOJ or the FCC have agreed to represent 
the employee; or (d) the United States 
is a party to litigation or has an interest 
in such litigation, and the use of such 
records by the DOJ or the FCC is 
deemed by the FCC to be relevant and 
necessary to the litigation. 

4. Law Enforcement and 
Investigation—To appropriate Federal, 
State, local, or tribal agencies, 
authorities, and officials responsible for 
investigating, prosecuting, enforcing, or 
implementing a statute, rule, regulation, 
or order, when the FCC becomes aware 
of an indication of a violation or 
potential violation of civil or criminal 
law, regulation, or order. 

5. Congressional Inquiries—To a 
Congressional office from the record of 
an individual in response to an inquiry 
from that Congressional office made at 
the written request of that individual. 

6. Government-wide Program 
Management and Oversight—To the 
Department of Justice (DOJ) to obtain 
that department’s advice regarding 
disclosure obligations under the 
Freedom of Information Act; or to the 
Office of Management and Budget 
(OMB) to obtain that office’s advice 
regarding obligations under the Privacy 
Act. 

7. Breach Notification—To 
appropriate agencies, entities, and 
persons when: (a) The Commission 
suspects or has confirmed that there has 

been a breach of the system of records; 
(b) the Commission has determined that 
as a result of the suspected or confirmed 
breach there is a risk of harm to 
individuals, the Commission (including 
its information systems, programs, and 
operations), the Federal Government, or 
national security; and (c) the disclosure 
made to such agencies, entities, and 
persons is reasonably necessary to assist 
in connection with the Commission’s 
efforts to respond to the suspected or 
confirmed breach or to prevent, 
minimize, or remedy such harm. 

8. Assistance to Federal Agencies and 
Entities—To another Federal agency or 
Federal entity, when the Commission 
determines that information from this 
system is reasonably necessary to assist 
the recipient agency or entity in: (a) 
Responding to a suspected or confirmed 
breach or (b) preventing, minimizing, or 
remedying the risk of harm to 
individuals, the recipient agency or 
entity (including its information 
systems, program, and operations), the 
Federal Government, or national 
security, resulting from a suspected or 
confirmed breach. 

9. Non-Federal Personnel—To 
disclose information to non-federal 
personnel, including contractors, who 
have been engaged to assist the FCC in 
the performance of a contract service, 
grant, cooperative agreement, or other 
activity related to this system of records 
and who need to have access to the 
records in order to perform their 
activity. 

In each of these cases, the FCC will 
determine whether disclosure of the 
records is compatible with the purpose 
for which the records were collected. 

REPORTING TO A CONSUMER REPORTING 
AGENCIES: 

In addition to the routine uses cited 
above, the Commission may share 
information from this system of records 
with a consumer reporting agency 
regarding an individual who has not 
paid a valid and overdue debt owed to 
the Commission, following the 
procedures set out in the Debt 
Collection Act, 31 U.S.C. 3711(e). 

POLICIES AND PRACTICES FOR STORAGE OF 
RECORDS: 

This an electronic system of records 
that is maintained within the FCC’s 
network accreditation boundaries. 

POLICIES AND PRACTICES FOR RETRIEVAL OF 
RECORDS: 

Information in this system can be 
retrieved by various identifiers, such as 
name, title, department, address, phone 
number, and email address. 
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POLICIES AND PRACTICES FOR RETENTION AND 
DISPOSAL: 

The National Archives and Records 
Administration (NARA) has not 
established a records schedule for the 
information in the Robocall Mitigation 
Database system of records. 
Consequently, until NARA has 
approved a records schedule, USAC will 
maintain all information in the Robocall 
Mitigation Database system of records 
will be maintained in accordance with 
NARA records management directives. 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL 
SAFEGUARDS: 

The electronic records, files, and data 
are stored within FCC accreditation 
boundaries and maintained in a 
database housed in the FCC’s computer 
network databases. Access to the 
electronic files is restricted to 
authorized Commission employees and 
contractors; and to IT staff, contractors, 
and vendors who maintain the IT 
networks and services. Other FCC 
employees and contractors may be 
granted access on a need-to-know basis. 
The FCC’s electronic files and records 
are protected by the FCC and third-party 
privacy safeguards, a comprehensive 
and dynamic set of IT safety and 
security protocols and features that are 
designed to meet all Federal privacy 
standards, including those required by 
the Federal Information Security 
Modernization Act of 2014 (FISMA), the 
Office of Management and Budget 
(OMB), and the National Institute of 
Standards and Technology (NIST). 

RECORD ACCESS PROCEDURES: 
Individuals wishing to request access 

to and/or amendment of records about 
themselves should follow the 
Notification Procedure below. 

CONTESTING RECORD PROCEDURES: 
Individuals wishing to request access 

to and/or amendment of records about 
themselves should follow the 
Notification Procedure below. 

NOTIFICATION PROCEDURE: 
Individuals wishing to determine 

whether this system of records contains 
information about themselves may do so 

by writing privacy@fcc.gov. Individuals 
requesting access must also comply 
with the FCC’s Privacy Act regulations 
regarding verification of identity to gain 
access to records as required under 47 
CFR part 0, subpart E. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 

HISTORY: 

This is a new system of records. 
Federal Communications Commission. 
Marlene Dortch, 
Secretary. 
[FR Doc. 2021–10408 Filed 5–17–21; 8:45 am] 

BILLING CODE 6712–01–P 

FEDERAL ELECTION COMMISSION 

[Notice 2021–09] 

Filing Dates for the Florida Special 
Elections in the 20th Congressional 
District 

AGENCY: Federal Election Commission. 
ACTION: Notice of filing dates for special 
election. 

SUMMARY: Florida has scheduled special 
elections on November 2, 2021, and 
January 11, 2022, to fill the U.S. House 
of Representatives seat in the 20th 
Congressional District held by the late 
Representative Alcee Hastings. 
Committees required to file reports in 
connection with the Special Primary 
Election on November 2, 2021, shall file 
a 12-day Pre-Primary Report. 
Committees required to file reports in 
connection with both the Special 
Primary and Special General Election on 
January 11, 2022, shall file a 12-day Pre- 
Primary, a 12-day Pre-General, and a 30- 
day Post-General Report. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Elizabeth S. Kurland, Information 
Division, 1050 First Street NE, 
Washington, DC 20463; Telephone: 
(202) 694–1100; Toll Free (800) 424– 
9530. 

SUPPLEMENTARY INFORMATION: 

Principal Campaign Committees 

All principal campaign committees of 
candidates who participate in the 
Florida Special Primary and Special 
General Elections shall file a 12-day Pre- 
Primary Report on October 21, 2021; a 
12-day Pre-General Report on December 
30, 2021; and a 30-day Post-General 
Report on February 10, 2022. (See charts 
below for the closing date for each 
report.) 

Note that these reports are in addition 
to the campaign committee’s regular 
quarterly filings. (See charts below for 
the closing date for each report). 

Unauthorized Committees (PACs and 
Party Committees) 

Political committees not filing 
monthly are subject to special election 
reporting if they make previously 
undisclosed contributions or 
expenditures in connection with the 
Florida Special Primary or Special 
General Elections by the close of books 
for the applicable report(s). (See charts 
below for the closing date for each 
report.) 

Committees filing monthly that make 
contributions or expenditures in 
connection with the Florida Special 
Primary or Special General Elections 
will continue to file according to the 
monthly reporting schedule. 

Additional disclosure information for 
the Florida special elections may be 
found on the FEC website at https://
www.fec.gov/help-candidates-and- 
committees/dates-and-deadlines/. 

Disclosure of Lobbyist Bundling 
Activity 

Principal campaign committees, party 
committees and leadership PACs that 
are otherwise required to file reports in 
connection with the special elections 
must simultaneously file FEC Form 3L 
if they receive two or more bundled 
contributions from lobbyists/registrants 
or lobbyist/registrant PACs that 
aggregate in excess of $19,300 during 
the special election reporting periods. 
(See charts below for closing date of 
each period.) 11 CFR 104.22(a)(5)(v), (b), 
110.17(e)(2), (f). 

CALENDAR OF REPORTING DATES FOR FLORIDA SPECIAL ELECTIONS 

Report Close of 
books 1 

Reg./cert. & 
overnight 
mailing 

deadline 

Filing 
deadline 

Campaign Committees Involved in Only the Special Primary (11/02/2021) Must File: 

October Quarterly ........................................................................................................................ ........................ —WAIVED— 
Pre-Primary .................................................................................................................................. 10/13/2021 10/18/2021 10/21/2021 
Year-End ...................................................................................................................................... 12/31/2021 01/31/2022 01/31/2022 
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