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1 The CIPAC was established consistent with 6 
U.S.C. 121 and 6 U.S.C. 451(a). Pursuant to the 
Cybersecurity and Infrastructure Security Agency 
Act of 2018, the National Protection Program 
Directorate (NPPD) was redesignated as CISA and 
the authorities related to the CIPAC under 6 U.S.C. 
121 were transferred to 6 U.S.C. 652. See 6 U.S.C. 
652. 

Place: Adobe Connect webcast: 
https://samhsa-csap.adobeconnect.com/ 
nac/, Phone: 888–398–6901, Passcode: 
1320907. 

Contact: Matthew J. Aumen, 
Designated Federal Officer, SAMHSA 
CSAP NAC, 5600 Fishers Lane, 
Rockville, MD 20852, Telephone: 240– 
276–2440, Fax: 301–480–8480, Email: 
matthew.aumen@samhsa.hhs.gov. 

Dated: March 24, 2019. 
Carlos Castillo, 
Committee Management Officer, SAMHSA. 
[FR Doc. 2019–05926 Filed 3–27–19; 8:45 am] 

BILLING CODE 4162–20–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Cybersecurity and Infrastructure 
Security Agency; Notice of Renewal of 
the Critical Infrastructure Partnership 
Advisory Council Charter 

AGENCY: Cybersecurity and 
Infrastructure Security Agency (CISA), 
DHS. 
ACTION: Notice of availability; renewal of 
Critical Infrastructure Partnership 
Advisory Council Charter. 

SUMMARY: On November 30, 2018, the 
Department renewed the Critical 
Infrastructure Partnership Advisory 
Council Charter. Through this notice, 
the Department is making the renewed 
CIPAC Charter publicly available and 
highlighting updated information and 
guidelines that have been included in 
the renewed charter. 
FOR FURTHER INFORMATION CONTACT: 
Renee Murphy, Designated Federal 
Officer, (202) 590–0840, CIPAC@
hq.dhs.gov. 

SUPPLEMENTARY INFORMATION: DHS 
established the Critical Infrastructure 
Partnership Advisory Council (CIPAC) 
and issued the initial CIPAC Charter on 
March 24, 2006.1 71 FR 14930. The 
CIPAC facilitates interactions between 
government officials and representatives 
of owners and/or operators for each of 
the critical infrastructure sectors 
defined by Presidential Policy Directive 
21 and identified in the National 
Infrastructure Protection Plan 2013: 
Partnering for Critical Infrastructure 
Security and Resilience. Please visit 
http://www.dhs.gov/cipac for more 

information on the CIPAC, the activities 
supported by the CIPAC, the CIPAC 
Membership Roster, and Council 
information. 

On November 30, 2018, the Secretary 
of Homeland Security, Kirstjen M. 
Nielsen signed a renewal of the CIPAC 
Charter for an additional two years. The 
renewed CIPAC Charter supersedes the 
CIPAC Charter dated November 30, 
2016 and is available on the CIPAC 
website at http://www.dhs.gov/cipac. 
The renewed CIPAC Charter includes 
updated information and guidelines 
concerning: (1) The formation and 
governance of working groups and cross 
sector activities; (2) the role of subject 
matter experts and limitations on their 
participation in the CIPAC; (3) types of 
meetings that occur under the CIPAC; 
and (4) ethics, government procurement, 
and intellectual property requirements 
for the CIPAC. 

Dated: March 13, 2019. 
Renee Murphy, 
Designated Federal Officer, Critical 
Infrastructure Partnership Advisory Council, 
Department of Homeland Security. 
[FR Doc. 2019–05966 Filed 3–27–19; 8:45 am] 

BILLING CODE 9110–9P–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Agency Information Collection 
Activities: Homeland Security 
Acquisition Regulation (HSAR) Post- 
Award Contract Information 

AGENCY: Office of the Chief Procurement 
Officer (OCPO), Department of 
Homeland Security (DHS). 
ACTION: 30-Day notice and request for 
comments; Extension of a currently 
approved collection, 1600–0003. 

SUMMARY: The DHS OCPO will submit 
the following Information Collection 
Request (ICR) to the Office of 
Management and Budget (OMB) for 
review and clearance in accordance 
with the Paperwork Reduction Act of 
1995. The information requested is used 
by the Government’s contracting officers 
and other acquisition personnel, 
including technical and legal staff, for 
various reasons such as determining the 
suitability of contractor personnel 
accessing DHS facilities; to ensure no 
organizational conflicts of interest exist 
during the performance of contracts; to 
ensure the contractor maintains 
applicable licenses and permits for the 
removal and disposal of hazardous 
materials; and to otherwise ensure firms 
are performing in the Government’s best 
interest. DHS previously published this 
ICR in the Federal Register on 

Wednesday, April 4, 2018 for a 60-day 
public comment period. No comments 
were received by DHS. The purpose of 
this notice is to allow an additional 30 
days for public comments. 
DATES: Comments are encouraged and 
will be accepted until April 29, 2019. 
This process is conducted in accordance 
with 5 CFR 1320.1. 
ADDRESSES: Interested persons are 
invited to submit written comments on 
the proposed information collection to 
the Office of Information and Regulatory 
Affairs, Office of Management and 
Budget. Comments should be addressed 
to OMB Desk Officer, Department of 
Homeland Security and sent via 
electronic mail to dhsdeskofficer@
omb.eop.gov. 
SUPPLEMENTARY INFORMATION: DHS 
collects information, when necessary, in 
administering public contracts for 
supplies and services. The information 
is used to determine compliance with 
contract terms placed in the contract as 
authorized by the Federal Property and 
Administrative Services Act (41 U.S.C. 
251 et seq.), the Federal Acquisition 
Regulation (FAR) (48 CFR Chapter 1), 
and the HSAR (48 CFR Chapter 30). 
Respondents submit information based 
on the terms of the contract; the 
instructions in the contract deliverables 
mandatory reporting requirements; and 
correspondence from acquisition 
personnel requesting post-award 
contract information. The least active 
contracts and the simplest contracts will 
have little to no data to report. The most 
active and complex contracts, however, 
will contain more reporting 
requirements. DHS believes that some of 
this information is already readily 
available as part of a company’s 
business processes and that the largest 
businesses use computers to compile 
the data. However, a significant amount 
of time is spent correlating information 
to specific contract actions and 
gathering information for more complex 
contract actions. 

The prior information collection 
request for OMB No. 1600–0003 was 
approved through February 28, 2019 by 
OMB. The purpose of this ICR is to 
identify the additional clauses that fall 
under for OMB No. 1600–0003. The 
collections under the HSAR are as 
follows: 

• 3052.204–70 Security 
requirements for unclassified 
information technology resources. 
(Required in all solicitations and 
contracts that require submission of an 
IT Security Plan.) This clause applies to 
all contractor systems connected to a 
DHS network and those contracts where 
the Contractor must have physical or 
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