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Department of Defense, or any officer, 
employee or member of the Department 
in pending or potential litigation to 
which the record is pertinent. 

4. Disclosure of Information to the 
National Archives and Records 
Administration Routine Use: A record 
from a system of records maintained by 
a DoD Component may be disclosed as 
a routine use to the National Archives 
and Records Administration for the 
purpose of records management 
inspections conducted under authority 
of 44 U.S.C. 2904 and 2906. 

5. Data Breach Remediation Purposes 
Routine Use: A record from a system of 
records maintained by a Component 
may be disclosed to appropriate 
agencies, entities, and persons when (1) 
The Component suspects or has 
confirmed that the security or 
confidentiality of the information in the 
system of records has been 
compromised; (2) the Component has 
determined that as a result of the 
suspected or confirmed compromise 
there is a risk of harm to economic or 
property interests, identity theft or 
fraud, or harm to the security or 
integrity of this system or other systems 
or programs (whether maintained by the 
Component or another agency or entity) 
that rely upon the compromised 
information; and (3) the disclosure 
made to such agencies, entities, and 
persons is reasonably necessary to assist 
in connection with the Components 
efforts to respond to the suspected or 
confirmed compromise and prevent, 
minimize, or remedy such harm. 

POLICIES AND PRACTICES FOR STORAGE OF 
RECORDS: 

Electronic storage media. 

POLICIES AND PRACTICES FOR RETRIEVAL OF 
RECORDS: 

Individual name; DoD ID number; 
office email address. 

POLICIES AND PRACTICES FOR RETENTION AND 
DISPOSAL OF RECORDS: 

Electronic records are to be deleted 
when DTIC determines they are no 
longer needed for administrative, audit, 
legal, or operational purposes. 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL 
SAFEGUARDS: 

Records are maintained in secure, 
limited access, and monitored areas. 
Database is monitored, access is 
password protected, and common 
access card (CAC) enabled. Firewalls 
and intrusion detection system are used. 
Physical entry by unauthorized persons 
is restricted through the use of locks, 
guards, passwords, and/or other security 
measures. Archived data is stored on 
compact discs, or magnetic tapes, which 

are kept in a locked, controlled access 
area. Access to personal information is 
limited to those individuals who require 
a need to know to perform their official 
assigned duties. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about themselves contained 
in this system of records should address 
written requests to the Office of the 
Secretary of Defense/Joint Staff Freedom 
of Information Act Requester Service 
Center, 1155 Defense Pentagon, 
Washington, DC 20701–1155. 

Signed, written requests should 
include the individual’s full name, 
telephone number, street address, email 
address, and name and number of this 
system of records notice. In addition, 
the requester must provide a notarized 
statement or an unsworn declaration 
made in accordance with 28 U.S.C. 
1746, in the following format: 

If executed outside the United States: 
‘‘I declare (or certify, verify, or state) 
under penalty of perjury under the laws 
of the United States of America that the 
foregoing is true and correct. Executed 
on (date). (Signature).’’ 

If executed within the United States, 
its territories, possessions, or 
commonwealths: ‘‘I declare (or certify, 
verify, or state) under penalty of perjury 
that the foregoing is true and correct. 
Executed on (date). (Signature).’’ 

CONTESTING RECORD PROCEDURES: 
The Office of the Secretary of Defense 

(OSD) rules for accessing records, 
contesting contents, and appealing 
initial agency determinations are 
contained in OSD Administrative 
Instruction 81; 32 CFR part 311; or may 
be obtained from the system manager. 

NOTIFICATION PROCEDURES: 
Individuals seeking to determine if 

information about themselves is 
contained in this system should address 
written inquiries to Defense Technical 
Information Center; Attn: DTIC–UC, 
8725 John J. Kingman Road, Fort 
Belvoir, VA 22060–6218. 

Signed, written requests should 
contain the individual’s full name, 
telephone number, street address, email 
address, and name and number of this 
system of records notice. In addition, 
the requester must provide a notarized 
statement or an unsworn declaration 
made in accordance with 28 U.S.C. 
1746, in the following format: 

If executed outside the United States: 
‘‘I declare (or certify, verify, or state) 
under penalty of perjury under the laws 
of the United States of America that the 
foregoing is true and correct. Executed 
on (date). (Signature).’’ 

If executed within the United States, 
its territories, possessions, or 
commonwealths: ‘‘I declare (or certify, 
verify, or state) under penalty of perjury 
that the foregoing is true and correct. 
Executed on (date). (Signature).’’ 

EXEMPTIONS PROMULGATED FOR THE SYSTEM: 

None. 

HISTORY: 

October 4, 2010, 75 FR 61135; 
November 12, 2008, 73 FR 66852; April 
25, 2005, 70 FR 21181. 
[FR Doc. 2017–03355 Filed 2–17–17; 8:45 am] 
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DEPARTMENT OF DEFENSE 

Department of the Army, U.S. Army 
Corps of Engineers 

Cancellation of Notice of Availability of 
a Draft Detailed Project Report With 
Integrated Environmental Assessment 
and Draft Finding of No Significant 
Impact for the Pier 70 Central Basin 
Continuing Authorities Program 
Section 107 Navigation Improvement 
Project at the Port of San Francisco, 
San Francisco, CA 

AGENCY: Department of the Army, U.S. 
Army Corps of Engineers, DoD. 

ACTION: Notice; cancellation. 

SUMMARY: The United States Army 
Corps of Engineers (USACE) San 
Francisco District is canceling the notice 
of availability issued on February 10, 
2017 (82 FR 10346) for the Draft 
Detailed Project Report with Integrated 
Environmental Assessment (DPR/EA) 
and draft Finding of No Significant 
Impact (FONSI) for the proposed Pier 70 
Central Basin Continuing Authorities 
Program (CAP) Section 107 Navigation 
Improvement Project in San Francisco, 
CA. The USACE is postponing the 
public review and comment period. 

FOR FURTHER INFORMATION CONTACT: 
Questions concerning this notice should 
be addressed to Roxanne Grillo, U.S. 
Army Corps of Engineers, San Francisco 
District, 1455 Market Street, San 
Francisco, CA 94103–1398. Telephone: 
(415) 503–6859. Email: CESPN-ET-PA@
usace.army.mil. 

SUPPLEMENTARY INFORMATION: None. 

Brenda S. Bowen, 
Army Federal Register Liaison Officer. 
[FR Doc. 2017–03321 Filed 2–17–17; 8:45 am] 
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