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862) and release dates for all noncitizen 
migrants served by SSP funding. This 
includes a summary list reporting A- 
Numbers (where available), names, 
corresponding DHS release dates, and 
corresponding service dates. 

Shelter and Services Program (SSP) 
Program-Specific Required Forms and 
Information 

In addition to the application 
worksheet, applicants must submit a 
variety of forms and information with 
their funding request. The list of 
requested information includes Form 
990s when applicable, rental agreements 
for applicants who are requesting 
funding for renovations or modifications 
to existing facilities, and proof of 
purchase documentation for 
reimbursement requests. 

State and Local Cybersecurity Grant 
Program (SLCGP) Investment 
Justification (IJ) 

As part of the FY 2023 SLCGP 
application process, applicants must 
develop and submit no more than four 
Investment Justification forms, 
corresponding to each of the four 
SLCGP objectives described in the 
Notice of Funding Opportunity (NOFO). 
The IJ acts as a program narrative, where 
the applicant describes how their 
investments will address existing 
cybersecurity gaps, risks, and threats; 
how each investment aligns to the 
SLCGP Objectives; and how each project 
within an investment will align to the 
16 cybersecurity elements described in 
the NOFO. The IJ concludes with an 
implementation schedule, a planning 
tool for applicants to describe the key 
activities and milestones associated 
with each project. This schedule gives 
applicants the ability to categorize each 
project within main processes of the 
Project Management life cycle (e.g., 
initiate, execute, control, or close out) to 
allow for ease of management, reporting, 
and monitoring purposes. 

State and Local Cybersecurity Grant 
Program (SLCGP) Project Worksheet 
(PW) 

In addition to the IJ, applicants for 
FY2023 SLCGP funding must submit a 
Project Worksheet. This tool captures 
baseline project and budget information 
at the time of application. For each 
project, the applicant must describe 
each project, categorize each project 
within one of the objectives described in 
the FY 2023 SLCGP NOFO, quantify the 
amount to be spent for planning, 
organization, equipment, training and 
exercises (POETE) activities, identify 
their proposed management and 
administrative costs, determine whether 

the project builds sustain existing core 
capabilities or builds new core 
capabilities. The projects identified in 
this worksheet must align to the 
applicant’s Cybersecurity Plan. 

Affected Public: Affected public 
includes: business entity (business 
contact information only), not for profit 
institutions, state, local and tribal 
governments. 

Estimated Number of Respondents: 
The estimated total number of 
respondents is 18. 

Estimated Number of Responses: The 
estimated total number of responses is 
18. 

Estimated Total Annual Burden 
Hours: The estimated total annual 
burden hours is 186 hours. 

Estimated Total Annual Respondent 
Cost: The estimated total annual 
respondent cost is $10,438.00. 

Estimated Respondents’ Operation 
and Maintenance Costs: There are no 
capital, start-up, maintenance, or 
operating costs for respondents 
associated with this collection. 

Estimated Respondents’ Capital and 
Start-Up Costs: There are no capital, 
start-up, maintenance, or operating costs 
for respondents associated with this 
collection. 

Estimated Total Annual Cost to the 
Federal Government: The total cost to 
the federal government is $4,646,398. 

Comments 

Comments may be submitted as 
indicated in the ADDRESSES caption 
above. Comments are solicited to (a) 
evaluate whether the proposed data 
collection is necessary for the proper 
performance of the agency, including 
whether the information shall have 
practical utility; (b) evaluate the 
accuracy of the agency’s estimate of the 
burden of the proposed collection of 
information, including the validity of 
the methodology and assumptions used; 
(c) enhance the quality, utility, and 
clarity of the information to be 
collected; and (d) minimize the burden 
of the collection of information on those 
who are to respond, including through 
the use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 
other forms of information technology, 
e.g., permitting electronic submission of 
responses. 

Millicent Brown Wilson, 
Records Management Branch Chief, Office 
of the Chief Administrative Officer, Mission 
Support, Federal Emergency Management 
Agency, Department of Homeland Security. 
[FR Doc. 2023–12345 Filed 6–8–23; 8:45 am] 

BILLING CODE 9111–78–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Office of the Secretary 

[Docket No. DHS–2023–0019] 

DHS Data Privacy and Integrity 
Advisory Committee 

AGENCY: Department of Homeland 
Security Privacy Office. 
ACTION: Request for applicants for 
appointment to the DHS Data Privacy 
and Integrity Advisory Committee. 

SUMMARY: The U.S. Department of 
Homeland Security seeks applicants for 
appointment to the DHS Data Privacy 
and Integrity Advisory Committee. 
DATES: Applications for membership 
must reach the Department of Homeland 
Security Privacy Office at the address 
below on or before July 31, 2023. 
ADDRESSES: If you wish to apply for 
membership, please submit the 
documents described below to Sandra L. 
Taylor, Designated Federal Officer, DHS 
Data Privacy and Integrity Advisory 
Committee, by either of the following 
methods: 

• Email: PrivacyCommittee@
hq.dhs.gov. Include the Docket Number 
(DHS–2023–0019) in the subject line of 
the message. 

• Fax: (202) 343–4010. 
FOR FURTHER INFORMATION CONTACT: 
Sandra L. Taylor, Designated Federal 
Officer, DHS Data Privacy and Integrity 
Advisory Committee, Department of 
Homeland Security, 2707 Martin Luther 
King Jr. Ave. SE, Mail Stop 0655, 
Washington, DC 20598–0655, by 
telephone (202) 343–1717, by fax (202) 
343–4010, or by email to 
PrivacyCommittee@hq.dhs.gov. 
SUPPLEMENTARY INFORMATION: The DHS 
Data Privacy and Integrity Advisory 
Committee is an advisory committee 
established in accordance with the 
provisions of the Federal Advisory 
Committee Act (FACA), 5 U.S.C. ch. 10. 
The Committee was established by the 
Secretary of Homeland Security under 
the authority of 6 U.S.C. 451 and 
provides advice at the request of the 
Secretary and the Chief Privacy Officer 
on programmatic, policy, operational, 
security, administrative, and 
technological issues within DHS that 
relate to personally identifiable 
information (PII), as well as data 
integrity, transparency, and other 
privacy-related matters. The duties of 
the Committee are solely advisory in 
nature. In developing its advice and 
recommendations, the Committee may, 
consistent with the requirements of the 
FACA, conduct studies, inquiries, or 
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briefings in consultation with 
individuals and groups in the private 
sector and/or other governmental 
entities. The Committee typically hosts 
at least one public meeting per calendar 
year. 

Committee Membership: The DHS 
Privacy Office is seeking to fill up to 22 
positions for terms of 3 years from the 
date of appointment. Members are 
appointed by and serve at the pleasure 
of the Secretary of the U.S. Department 
of Homeland Security and must be 
specially qualified to serve on the 
Committee by virtue of their education, 
training, and experience in the fields of 
data protection, privacy, cybersecurity, 
and/or emerging technologies. Members 
are expected to actively participate in 
Committee and Subcommittee activities 
and to provide material input into 
Committee research and 
recommendations. The Committee’s 
Charter requires that Committee 
membership be balanced among 
individuals from the following fields: 

1. Individuals who are currently 
working in higher education, state or 
local government, or not-for-profit 
organizations; 

2. Individuals currently working in 
for-profit organizations including at 
least one who shall be familiar with the 
data privacy-related issues addressed by 
small- to medium-sized enterprises; 

3. Individuals currently working in 
for-profit organizations, including at 
least one who shall be familiar with data 
privacy-related issues addressed by 
large-sized and/or multinational 
enterprises; and 

4. Other individuals, as determined 
appropriate by the Secretary. 

In order for DHS to fully leverage 
broad-ranging experience and 
education, the Data Privacy and 
Integrity Advisory Committee must be 
diverse with regard to professional and 
technical expertise. DHS is committed 
to pursuing opportunities, consistent 
with applicable law, to compose a 
committee that reflects the diversity of 
the nation’s people. Committee 
members serve as Special Government 
Employees (SGE) as defined in section 
202(a) of title 18 U.S.C. As such, they 
are subject to Federal conflict of interest 
laws and government-wide standards of 
conduct regulations. Members must 
annually file a New Entrant Confidential 
Financial Disclosure Report (OGE Form 
450) for review and approval by 
Department ethics officials. DHS may 
not release these reports or the 
information in them to the public except 
under an order issued by a federal court 
or as otherwise permitted under the 
Privacy Act (5 U.S.C. 552a) or Freedom 
of Information Act (FOIA) (5 U.S.C. 

552). Committee members are also 
required to obtain and retain at least a 
secret-level security clearance as a 
condition of their appointment. 
Members are not compensated for their 
service on the Committee; however, 
while attending meetings or otherwise 
engaged in Committee business, 
members may receive travel expenses 
and per diem in accordance with 
Federal travel regulations. 

Committee History and Activities: All 
individuals interested in applying for 
Committee membership should review 
the history of the Committee’s work. 
The Committee’s charter and current 
membership, transcripts of Committee 
meetings, and all Committee reports and 
recommendations to the Department are 
posted on the Committee’s web page on 
the DHS Privacy Office website 
(www.dhs.gov/privacy). 

Applying for Membership: If you are 
interested in applying for membership 
to the DHS Data Privacy and Integrity 
Advisory Committee, please submit the 
following documents to Sandra L. 
Taylor, Designated Federal Officer, at 
the address provided below within 30 
days of the date of this notice: 

1. A current resume; and 
2. A letter that explains your 

qualifications for service on the 
Committee and describes in detail how 
your experience is relevant to the 
Committee’s work. 

Your resume and letter will be 
weighed equally in the application 
review process. Please note that 
individuals who are registered as federal 
lobbyists are not eligible to serve on 
federal advisory committees in an 
individual capacity. See ‘‘Revised 
Guidance on Appointment of Lobbyists 
to Federal Advisory Committees, 
Boards, and Commissions,’’ 79 FR 
47482 (Aug. 13, 2014). If you are or were 
registered as a federal lobbyist, you are 
not eligible to apply for membership on 
the DHS Data Privacy and Integrity 
Advisory Committee unless you have 
filed a bone fide de-registration or have 
been de-listed by your employer as an 
active lobbyist reflecting the actual 
cessation of lobbying activities, or you 
have not appeared on a quarterly 
lobbying report for three consecutive 
quarters as a result of actual cessation of 
lobbying activities. Applicants selected 
for membership will be required to 
certify, pursuant to 28 U.S.C. 1746, that 
they are not currently registered as 
federal lobbyists. Pursuant to the 
Committee’s Charter, individuals who 
are not U.S. citizens or legal permanent 
residents of the United States are 
ineligible to serve on the DHS Data 
Privacy and Integrity Advisory 
Committee. 

Please send your documents to 
Sandra L. Taylor, Designated Federal 
Officer, DHS Data Privacy and Integrity 
Advisory Committee, by either of the 
following methods: 

• Email: PrivacyCommittee@
hq.dhs.gov or 

• Fax: (202) 343–4010. 

Privacy Act Statement: DHS’s Use of 
Your Information 

Authority: DHS requests that you 
voluntarily submit this information 
under its following authorities: the 
Federal Records Act, 44 U.S.C. 3101; the 
FACA, 5 U.S.C. ch. 10; and the Privacy 
Act of 1974, 5 U.S.C. 552a. 

Principal Purposes: When you apply 
for appointment to the DHS Data 
Privacy and Integrity Advisory 
Committee, DHS collects your name, 
contact information, and any other 
personal information that you submit in 
conjunction with your application. DHS 
will use this information to evaluate 
your candidacy for Committee 
membership. If you are chosen to serve 
as a Committee member, your name will 
appear in publicly-available Committee 
documents, membership lists, and 
Committee reports. 

Routine Uses and Sharing: In general, 
DHS will not use the information you 
provide for any purpose other than the 
principal purposes noted above and will 
not share this information within or 
outside the agency. In certain 
circumstances, DHS may share this 
information on a case-by-case basis as 
required by law or as necessary for a 
specific purpose, as described in the 
DHS/ALL–009 Department of Homeland 
Security Advisory Committees System 
of Records Notice (October 3, 2008, 73 
FR 57639). 

Effects of Not Providing Information: 
You may choose not to provide the 
requested information or to provide 
only some of the requested information. 
If you choose not to provide some or all 
of the requested information, DHS may 
not be able to consider your application 
for appointment to the Data Privacy and 
Integrity Advisory Committee. 

Accessing and Correcting 
Information: If you are unable to access 
or correct this information by using the 
method that you originally used to 
submit it, you may submit a Privacy Act 
and FOIA request in writing to the DHS 
Chief Privacy Officer and Chief FOIA 
Officer at foia@hq.dhs.gov. Additional 
instructions are available at http://
www.dhs.gov/foia and in the DHS/ALL– 
009 Department of Homeland Security 
Advisory Committees System of Records 
Notice (October 3, 2008, 73 FR 57639) 
referenced above. 
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Dated: June 1, 2023. 
Mason C. Clutter, 
Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. 2023–12305 Filed 6–8–23; 8:45 am] 

BILLING CODE 9110–9L–P 

DEPARTMENT OF HOMELAND 
SECURITY 

U.S. Immigration and Customs 
Enforcement 

[OMB Control Number 1653–0021] 

Agency Information Collection 
Activities; Extension, Without Change, 
of a Currently Approved Collection: 
Application for a Stay of Deportation or 
Removal 

AGENCY: U.S. Immigration and Customs 
Enforcement, Department of Homeland 
Security. 
ACTION: 60-Day notice. 

SUMMARY: In accordance with the 
Paperwork Reduction Act (PRA) of 
1995, the Department of Homeland 
Security (DHS), U.S. Immigration and 
Customs Enforcement (ICE) will submit 
the following Information Collection 
Request (ICR) to the Office of 
Management and Budget (OMB) for 
review and clearance. 
DATES: Comments are encouraged and 
will be accepted until August 8, 2023. 
ADDRESSES: All submissions received 
must include the OMB Control Number 
1653–0021 in the body of the 
correspondence, the agency name and 
Docket ID ICEB–2008–0006. All 
comments received will be posted 
without change to http://
www.regulations.gov, including any 
personal information provided. Submit 
comments via the Federal eRulemaking 
Portal website at http://
www.regulations.gov under e-Docket ID 
number ICEB–2008–0006. 
FOR FURTHER INFORMATION CONTACT: If 
you have questions related to this 
revision, please contact: James Laforge, 
ERO Domestic Operations Unit, (973) 
392–8026, james.a.laforge@ice.dhs.gov. 

(This is not a toll-free number. 
Comments are not accepted via 
telephone message). 
SUPPLEMENTARY INFORMATION: 

Comment 

Written comments and suggestions 
from the public and affected agencies 
concerning the proposed collection of 
information should address one or more 
of the following four points: 

(1) Evaluate whether the proposed 
collection of information is necessary 

for the proper performance of the 
functions of the agency, including 
whether the information will have 
practical utility; 

(2) Evaluate the accuracy of the 
agency’s estimate of the burden of the 
proposed collection of information, 
including the validity of the 
methodology and assumptions used; 

(3) Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

(4) Minimize the burden of the 
collection of information on those who 
are to respond, including through the 
use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 
other forms of information technology, 
e.g., permitting electronic submission of 
responses. 

Overview of This Information 
Collection 

(1) Type of Information Collection: 
Extension, without change, of a 
currently approved collection. 

(2) Title of the Form/Collection: 
Application for a Stay of Deportation or 
Removal. 

(3) Agency form number, if any, and 
the applicable component of the 
Department of Homeland Security 
sponsoring the collection: I–246; U.S. 
Immigration and Customs Enforcement. 

(4) Affected public who will be asked 
or required to respond, as well as a brief 
abstract: Primary: individual or 
households; business or other for-profit. 
The information collected on the I–246 
is necessary for ICE to make a 
determination that the eligibility 
requirements for a request for a stay of 
deportation or removal are met by the 
applicant. 

(5) An estimate of the total number of 
respondents and the amount of time 
estimated for an average respondent to 
respond: 3,664 responses at 30 minutes 
(.50 hours) per response. 

(6) An estimate of the total public 
burden (in hours) associated with the 
collection: The total estimated annual 
hour burden is 1,832 hours. 

Dated: June 6, 2023. 

Scott Elmore, 
PRA Clearance Officer, U.S. Immigrations 
and Customs Enforcement, Department of 
Homeland Security. 
[FR Doc. 2023–12349 Filed 6–8–23; 8:45 am] 

BILLING CODE 9111–28–P 

DEPARTMENT OF HOUSING AND 
URBAN DEVELOPMENT 

[Docket No. FR–7070–N–29] 

30-Day Notice of Proposed Information 
Collection: Operating Fund Energy 
Incentives: Energy Performance 
Contracting Program, Rate Reduction 
Incentive, OMB Control Number 2577– 
New 

AGENCY: Office of Policy Development 
and Research, Chief Data Officer, HUD. 
ACTION: Notice. 

SUMMARY: HUD is seeking approval from 
the Office of Management and Budget 
(OMB) for the information collection 
described below. In accordance with 
comments paperwork Reduction Act, 
HUD is requesting comment from all 
interested parties on the proposed 
collection of information. The purpose 
of this notice is to allow for an 
additional 30 days of public comment. 
DATES: Comments Due Date: July 10, 
2023. 

ADDRESSES: Interested persons are 
invited to submit comments regarding 
this proposal. Written comments and 
recommendations for the proposed 
information collection should be sent 
within 30 days of publication of this 
notice to www.reginfo.gov/public/do/ 
PRAMain. Find this particular 
information collection by selecting 
‘‘Currently under 30-day Review—Open 
for Public Comments’’ or by using the 
search function. Interested persons are 
also invited to submit comments 
regarding this proposal by name and/or 
OMB Control Number and can be sent 
to: Colette Pollard, Reports Management 
Officer, REE, Department of Housing 
and Urban Development, 451 7th Street 
SW, Room 8210, Washington, DC 
20410–5000 or email at 
PaperworkReductionActOffice@
hud.gov. 

FOR FURTHER INFORMATION CONTACT: 
Colette Pollard, Reports Management 
Officer, REE, Department of Housing 
and Urban Development, 7th Street SW, 
Room 8210, Washington, DC 20410; 
email Colette Pollard at 
PaperworkReductionActOffice@hud.gov 
or telephone 202–402–3400. This is not 
a toll-free number. HUD welcomes and 
is prepared to receive calls from 
individuals who are deaf or hard of 
hearing, as well as individuals with 
speech or communication disabilities. 
To learn more about how to make an 
accessible telephone call, please visit 
https://www.fcc.gov/consumers/guides/ 
telecommunications-relay-service-trs. 
Copies of available documents 
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