
47581 Federal Register / Vol. 89, No. 107 / Monday, June 3, 2024 / Notices 

Omega Laboratories, Inc.*, 2150 
Dunwin Drive, Unit 1 & 2, 
Mississauga, ON, Canada L5L 5M8, 
289–919–3188 

Pacific Toxicology Laboratories, 9348 
DeSoto Ave., Chatsworth, CA 91311, 
800–328–6942 (Formerly: Centinela 
Hospital Airport Toxicology 
Laboratory) 

Phamatech, Inc., 15175 Innovation 
Drive, San Diego, CA 92128, 888– 
635–5840 

Quest Diagnostics Incorporated, 400 
Egypt Road, Norristown, PA 19403, 
610–631–4600/877–642–2216 
(Formerly: SmithKline Beecham 
Clinical Laboratories; SmithKline Bio- 
Science Laboratories) 

US Army Forensic Toxicology Drug 
Testing Laboratory, 2490 Wilson St., 
Fort George G. Meade, MD 20755– 
5235, 301–677–7085, Testing for 
Department of Defense (DoD) 
Employees Only 

* The Standards Council of Canada 
(SCC) voted to end its Laboratory 
Accreditation Program for Substance 
Abuse (LAPSA) effective May 12, 1998. 
Laboratories certified through that 
program were accredited to conduct 
forensic urine drug testing as required 
by U.S. Department of Transportation 
(DOT) regulations. As of that date, the 
certification of those accredited 
Canadian laboratories continued under 
DOT authority. The responsibility for 
conducting quarterly performance 
testing plus periodic on-site inspections 
of those LAPSA-accredited laboratories 
was transferred to the U.S. HHS, with 
the HHS’ NLCP contractor continuing to 
have an active role in the performance 
testing and laboratory inspection 
processes. Other Canadian laboratories 
wishing to be considered for the NLCP 
may apply directly to the NLCP 
contractor just as U.S. laboratories do. 

Upon finding a Canadian laboratory to 
be qualified, HHS will recommend that 
DOT certify the laboratory as meeting 
the minimum standards of the current 
Mandatory Guidelines published in the 
Federal Register. After receiving DOT 
certification, the laboratory will be 
included in the monthly list of HHS- 
certified laboratories and participate in 
the NLCP certification maintenance 
program. DOT established this process 
in July 1996 (61 FR 37015) to allow 
foreign laboratories to participate in the 
DOT drug testing program. 

Anastasia D. Flanagan, 
Public Health Advisor, Division of Workplace 
Programs. 
[FR Doc. 2024–12104 Filed 5–31–24; 8:45 am] 

BILLING CODE 4162–20–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Office of the Secretary 

[Docket No. DHS–2024–0015] 

Department of Homeland Security Data 
Privacy and Integrity Advisory 
Committee: Request for Applicants for 
Appointment 

AGENCY: Department of Homeland 
Security (DHS). 
ACTION: Request for applicants for 
appointment to the Department of 
Homeland Security Data Privacy and 
Integrity Advisory Committee. 

SUMMARY: The U.S. Department of 
Homeland Security seeks applicants for 
appointment to the Data Privacy and 
Integrity Advisory Committee. 
DATES: Applications for membership 
must reach the Department of Homeland 
Security Privacy Office via email or fax 
within 45 days of the date of this notice. 
ADDRESSES: To apply for membership, 
please submit the documents described 
below to Sandra L. Taylor, Designated 
Federal Officer, DHS Data Privacy and 
Integrity Advisory Committee, by either 
of the following methods: 

• Email: PrivacyCommittee@
hq.dhs.gov. Include Docket Number 
(DHS–2024–0015) in the subject line of 
the message. 

• Fax: (202) 343–4010. 
FOR FURTHER INFORMATION CONTACT: 
Sandra L. Taylor, Designated Federal 
Officer, DHS Data Privacy and Integrity 
Advisory Committee, Department of 
Homeland Security, 2707 Martin Luther 
King Jr. Ave. SE, Mail Stop 0655, 
Washington, DC 20598–0655, by 
telephone (202) 343–1717, by fax (202) 
343–4010, or by email 
PrivacyCommittee@hq.dhs.gov. 
SUPPLEMENTARY INFORMATION: The DHS 
Data Privacy and Integrity Advisory 
Committee is an advisory committee 
established in accordance with the 
Federal Advisory Committee Act 
(FACA), 5 U.S.C. ch. 10. The Committee 
was established by the Secretary of 
Homeland Security under 6 U.S.C. 451. 
The Committee provides advice at the 
request of the Secretary and the Chief 
Privacy Officer on programmatic, 
policy, operational, security, 
administrative, and technological issues 
within DHS that relate to personally 
identifiable information (PII) and data 
integrity, transparency, and other 
privacy-related matters. The duties of 
the Committee are solely advisory in 
nature. In developing its advice and 
recommendations, the Committee may, 
consistent with FACA, conduct studies, 

inquiries, or briefings in consultation 
with individuals and groups in the 
private sector and/or other 
governmental entities. The Committee 
holds at least one public meeting per 
calendar year. 

Committee Membership: The DHS 
Privacy Office is seeking applicants for 
terms of three years from the date of 
appointment. Members are appointed by 
and serve at the pleasure of the 
Secretary of the U.S. Department of 
Homeland Security. Members must be 
specially qualified to serve on the 
Committee by virtue of their education, 
training, and experience in the fields of 
data protection, privacy, cybersecurity, 
and/or emerging technologies. Members 
are expected to actively participate in 
Committee and Subcommittee activities 
and to provide material input into 
Committee research and 
recommendations. Pursuant to the 
FACA, the Committee’s Charter requires 
that Committee membership be 
balanced to include: 

1. Individuals currently working in 
higher education, state or local 
government, or not-for-profit 
organizations; 

2. Individuals currently working in 
for-profit organizations including at 
least one who shall be familiar with the 
data privacy-related issues addressed by 
small- to medium-sized enterprises; 

3. Individuals currently working in 
for-profit organizations, including at 
least one who shall be familiar with data 
privacy-related issues addressed by 
large-sized and/or multinational 
enterprises; and 

4. Other individuals, as determined 
appropriate by the Secretary. 

Committee members serve as Special 
Government Employees (SGE) as 
defined in section 202(a) of title 18 
U.S.C. As such, they are subject to 
Federal conflict of interest laws and 
government-wide standards of conduct 
regulations. Members must annually file 
a New Entrant Confidential Financial 
Disclosure Report (OGE Form 450) for 
review and approval by Department 
ethics officials. DHS may not release 
these reports or the information in them 
to the public except under an order 
issued by a Federal court or as 
otherwise permitted under the Privacy 
Act (5 U.S.C. 552a) or Freedom of 
Information Act (FOIA) (5 U.S.C. 552). 
Committee members are also required to 
obtain and retain at least a secret-level 
security clearance as a condition of their 
appointment. Members are not 
compensated for their service on the 
Committee; however, while attending 
meetings or otherwise engaged in 
Committee business, members may 
receive travel expenses and per diem in 
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accordance with Federal travel 
regulations. 

Committee History and Activities: 
Individuals interested in applying for 
Committee membership should review 
the history of the Committee’s work. 
The Committee’s charter and current 
membership, transcripts of Committee 
meetings, and Committee reports and 
recommendations to the Department are 
posted on the Committee’s web page on 
the DHS Privacy Office website 
(www.dhs.gov/privacy). 

Applying for Membership: To apply 
for membership on the DHS Data 
Privacy and Integrity Advisory 
Committee, please submit the following 
documents to Sandra L. Taylor, 
Designated Federal Officer, at the 
address provided below within 45 days 
of the date of this notice: 

1. A current resume and 
2. A letter that explains your 

qualifications for service on the 
Committee and describes in detail how 
your experience is relevant to the 
Committee’s work. 

Your resume and letter will be 
weighed equally in the application 
review process. Please note that 
individuals who are registered as 
Federal lobbyists are not eligible to 
serve on Federal advisory committees in 
an individual capacity. See ‘‘Revised 
Guidance on Appointment of Lobbyists 
to Federal Advisory Committees, 
Boards, and Commissions,’’ 79 FR 
47482 (Aug. 13, 2014). If you are or were 
registered as a Federal lobbyist, you are 
not eligible to apply for membership on 
the DHS Data Privacy and Integrity 
Advisory Committee unless you have 
filed a bone fide de-registration, been 
de-listed by your employer as an active 
lobbyist reflecting the actual cessation 
of lobbying activities, or not appeared 
on a quarterly lobbying report for three 
consecutive quarters because of actual 
cessation of lobbying activities. 
Applicants selected for membership 
will be required to certify, pursuant to 
28 U.S.C. 1746, that they are not 
currently registered as Federal lobbyists. 
Pursuant to the Committee’s Charter, 
individuals who are not U.S. citizens or 
legal permanent residents of the United 
States are not eligible to serve on the 
DHS Data Privacy and Integrity 
Advisory Committee. 

Please send your documents to 
Sandra L. Taylor, Designated Federal 
Officer, DHS Data Privacy and Integrity 
Advisory Committee, by either of the 
following methods: 

• Email: PrivacyCommittee@
hq.dhs.gov or 

• Fax: (202) 343–4010. 

Privacy Act Statement: DHS’s Use of 
Your Information 

Authority: DHS requests that you 
voluntarily submit this information 
under its following authorities: the 
Federal Records Act, 44 U.S.C. 3101; the 
FACA, 5 U.S.C. ch. 10; and the Privacy 
Act of 1974, 5 U.S.C. 552a. 

Principal Purposes: When you apply 
for appointment to the DHS Data 
Privacy and Integrity Advisory 
Committee, DHS collects your name, 
contact information, and any other 
personal information that you submit in 
conjunction with your application. DHS 
will use this information to evaluate 
your candidacy for Committee 
membership. If you are chosen to serve 
as a Committee member, your name will 
appear in publicly-available Committee 
documents, membership lists, and 
Committee reports. 

Routine Uses and Sharing: In general, 
DHS will not use the information you 
provide for any purpose other than the 
principal purpose(s) for which it was 
provided and will not share this 
information within or outside the 
agency. In certain circumstances, DHS 
may share this information on a case-by- 
case basis as required by law or as 
necessary for a specific purpose, as 
described in the DHS/ALL–009 
Department of Homeland Security 
Advisory Committees System of Records 
Notice (October 3, 2008, 73 FR 57639). 

Effects of Not Providing Information: 
You may choose not to provide the 
requested information or to provide 
only some of the information DHS 
requests. If you choose not to provide 
some or all of the requested information, 
DHS may not be able to consider your 
application for appointment to the Data 
Privacy and Integrity Advisory 
Committee. 

Accessing and Correcting 
Information: If you are unable to access 
or correct this information by using the 
method that you originally used to 
submit it, you may submit a Privacy Act 
and FOIA request in writing to the DHS 
Chief FOIA Officer at foia@hq.dhs.gov. 
Additional instructions are available at 
http://www.dhs.gov/foiaandintheDHS/ 
ALL-009 Department of Homeland 
Security Advisory Committees System 
of Records Notice (October 3, 2008, 73 
FR 57639) referenced above. 

Mason C. Clutter, 
Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. 2024–12036 Filed 5–31–24; 8:45 am] 

BILLING CODE 9910–9L–P 

DEPARTMENT OF HOMELAND 
SECURITY 

U.S. Citizenship and Immigration 
Services 

[CIS No. 2775–24; DHS Docket No. USCIS– 
2024–0004] 

Retirement of Forms by Mail Service 

AGENCY: U.S. Citizenship and 
Immigration Services, Department of 
Homeland Security. 
ACTION: Notice. 

SUMMARY: Through this notice, the 
Department of Homeland Security 
(DHS), United States Citizenship and 
Immigration Services (USCIS) 
announces the retirement of the Forms 
by Mail service on July 18, 2024. The 
Forms by Mail service provides paper 
copies of available USCIS forms by mail 
to individuals who submit a request 
online using the uscis.gov website 
(accessible at https://www.uscis.gov/ 
forms/forms-information/forms-by-mail) 
or by mail. Forms by Mail is no longer 
needed because all USCIS forms and 
instructions are available on the 
uscis.gov website to download, print, 
and complete, and many forms may be 
filed electronically at https://
www.uscis.gov/file-online/forms- 
available-to-file-online. Ending Forms 
by Mail is intended to allow USCIS to 
use the resources that it requires on 
more essential tasks. 
DATES: USCIS will not accept forms 
requests received through the uscis.gov 
website or by mail after July 18, 2024. 
ADDRESSES: Mary Zimmerman, 
Supervisor, Intake and Processing Unit, 
Central Operations Branch, Office of 
Intake and Document Production, U.S. 
Citizenship and Immigration Services, 
Department of Homeland Security, 124 
Leroy Road, Williston, VT 05495. 
FOR FURTHER INFORMATION CONTACT: 
Mary Zimmerman, Supervisor, Intake 
and Processing Unit, Central Operations 
Branch, Office of Intake and Document 
Production, U.S. Citizenship and 
Immigration Services, Department of 
Homeland Security, 124 Leroy Road, 
Williston, VT 05495 or by phone at 802– 
309–0284. 
SUPPLEMENTARY INFORMATION: On April 
5, 1978, the Immigration and 
Naturalization Service (Legacy INS) 
published a final rule amending the 
regulations at 8 CFR part 299 to provide 
guidance on the issuance of agency 
forms to the public. See 43 FR 14304. 
The goal of this final rule was to 
facilitate distribution of agency forms to 
individuals, groups, and practitioners, 
which benefited the public during a 
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