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Health Block Grant-Funded Services, 
and Veteran Status. 

• Replace existing data elements 
‘‘Substance Use Problem’’ and 
‘‘Substance Abuse Diagnosis’’ with non- 
stigmatizing terms of ‘‘Substance Use 
Disorder’’ and ‘‘Substance Use 
Diagnosis’’ to help reduce stigma and 
support treatment for substance use 
disorders. These revisions align with the 

current edition of The Diagnostic and 
Statistical Manual of Mental Disorders 
(5th ed., American Psychiatric 
Association, 2013), where ‘‘abuse’’ has 
been replaced by ‘‘use.’’ These revisions 
also align with the White House Office 
of National Drug Control Policy 2017 
Memo on ‘‘Changing Federal 
Terminology regarding Substance Use 
and Substance Use Disorders.’’ 

• Data Elements are reorganized in 
the order of the code number to 
facilitate clearer mapping. Make minor 
modifications to MH–CLD data elements 
to enhance language consistency and 
clarity. 

The estimated annual burden for the 
TEDS/MH–CLD/MH–TEDS activities is 
as follows: 

Type of activity Number of 
respondents 

Responses 
per 

respondent 

Total 
responses 

Hours per 
response 

Total 
burden hours 

Wage 
rate 

Total 
hour cost 

TEDS Admission Data .................................. 52 4 208 55 11,440 $30.28 $346,403 
TEDS Discharge/Update Data ...................... 52 4 208 55 11,440 30.28 346,403 
TEDS State Data Crosswalk ......................... 52 1 52 12 624 53.21 33,203 
MH–CLD BCI Data ........................................ 35 1 35 105 3,675 30.28 111,279 
MH–CLD SHR Data ...................................... 34 1 34 35 1,190 30.28 36,033 
MH–CLD State Data Crosswalk ................... 35 1 35 24 840 53.21 44,696 
MH–TEDS Admissions Data ......................... 19 4 76 55 4,180 30.28 126,570 
MH–TEDS Discharge/Update Data .............. 19 4 76 55 4,180 30.28 126,570 
MH–TEDS State Data Crosswalk ................. 19 1 19 40 760 53.21 40,440 

State Total .............................................. ........................ ........................ ........................ ........................ 38,329 ........................ 1,211,597 

Written comments and 
recommendations for the proposed 
information collection should be sent 
within 30 days of publication of this 
notice to www.reginfo.gov/public/do/ 
PRAMain. Find this particular 
information collection by selecting 
‘‘Currently under 30-day Review—Open 
for Public Comments’’ or by using the 
search function. 

Alicia Broadus, 
Public Health Advisor. 
[FR Doc. 2024–29515 Filed 12–13–24; 8:45 am] 

BILLING CODE 4162–20–P 

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

Substance Abuse and Mental Health 
Services Administration 

Fiscal Year (FY) 2024 Notice of 
Reissued Funding Opportunity 

AGENCY: Substance Abuse and Mental 
Health Services Administration, 
Department of Health and Human 
Services. 
ACTION: Notice of intent to reissue the 
Women’s Behavioral Health Technical 
Assistance Center Notice of Funding 
Opportunity (NOFO). 

SUMMARY: This notice is to inform the 
public that the Substance Abuse and 
Mental Health Service Administration 
plans to withdraw the previously 
announced notice of funding 
opportunity (NOFO) for the Women’s 
Behavioral Health Technical Assistance 
Center SM–24–012 and reissue the 
NOFO as the National Women’s 
Behavioral Health Technical Assistance 

Center SM–25–014. The revised NOFO 
includes updates to the required 
activities and application evaluation 
criteria. The cancellation of NOFO SM– 
24–012 does not represent an 
assessment of the technical merits of 
any applications submitted. SAMHSA 
will notify organizations that submitted 
an application. 
FOR FURTHER INFORMATION CONTACT: 
Nima Sheth, Center for Mental Health 
Services, Substance Abuse and Mental 
Health Services Administration, 5600 
Fishers Lane, Rockville, MD 20857; 
telephone: 240–276–0513; email: 
Nima.sheth@samhsa.hhs.gov. 
SUPPLEMENTARY INFORMATION: 

Funding Opportunity Title: FY 2024 
Women’s Behavioral Health Technical 
Assistance Center, SM–24–012. 

Assistance Listing Number: 94.243. 
Authority: Section 2702 of the 

American Rescue Plan Act. 
Justification: Changes to the required 

activities and application evaluation 
criteria are needed to: ensure 
appropriate programmatic capacity of 
applicants to carry out the required 
activities; ensure that applicants are 
knowledgeable about best practices and 
standards in women’s mental health and 
substance use care; clarify the recipients 
of training and technical assistance 
(TTA); clarify the intended program 
impacts; clarify the expectations for the 
Consultative Meeting Board meeting 
frequency and format; ensure that 
applicants can demonstrate the capacity 
for and experience with TTA activities 
that have a national reach; clarify 
expectations on use of data to monitor 
and enhance program performance; 
clarify that the program goals and 

objectives span all five years of the grant 
program. 

Dated: December 10, 2024. 
Ann Ferrero, 
Public Health Analyst. 
[FR Doc. 2024–29467 Filed 12–13–24; 8:45 am] 

BILLING CODE 4162–20–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. CISA–2024–0037] 

Request for Comment on the National 
Cyber Incident Response Plan Update 

AGENCY: Cybersecurity and 
Infrastructure Security Agency (CISA), 
Department of Homeland Security 
(DHS). 
ACTION: Notice of availability; request 
for comments. 

SUMMARY: CISA has released a draft of 
the National Cyber Incident Response 
Plan (NCIRP) Update for public 
comment. CISA invites cybersecurity 
and incident response stakeholders from 
across public and private sectors or 
other interested parties to review the 
draft update document and provide 
comments, relevant information, and 
feedback. 

DATES: Written comments are requested 
on or before January 15, 2025. 
Submissions received after the deadline 
for receiving comments may not be 
considered. 

ADDRESSES: You may submit comments, 
identified by docket number CISA– 
2024–0037, by clicking on the ‘‘Submit 
a Public Comment’’ button above or by 
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following the instructions below for 
submitting comments directly via the 
Federal public document portal, at 
https://www.regulations.gov. 

Instructions: All comments received 
must include the agency name and 
docket number CISA–2024–0037. All 
comments received will be posted 
without change to https://
www.regulations.gov, including any 
personal information provided. CISA 
reserves the right to publicly republish 
relevant and unedited comments in 
their entirety that are submitted to the 
docket. Do not include personal 
information such as account numbers, 
social security numbers, or names of 
other individuals. Do not submit 
confidential business information or 
otherwise sensitive or protected 
information. 

Docket: For access to the docket to 
read the draft National Cyber Incident 
Response Plan (NCIRP) Update or 
comments received, go to https://
www.regulations.gov. For convenience, 
CISA has also posted the draft NCIRP 
Update on https://www.cisa.gov/ 
national-cyber-incident-response-plan- 
ncirp. 

FOR FURTHER INFORMATION CONTACT: 
Technical Content information: Mark 

Peters, 771–212–7125, mark.peters@
cisa.dhs.gov. 

Program information: Michael 
Fogarty, 202–412–8385, 
michael.fogarty@cisa.dhs.gov. 
SUPPLEMENTARY INFORMATION: 

I. Background 

The NCIRP was first written and 
developed in accordance with 
Presidential Policy Directive 41 (PPD– 
41)—U.S. Cyber Incident Coordination 
and describes how the federal 
government; private sector; and state, 
local, tribal, and territorial (SLTT) 
government entities will coordinate to 
manage, respond to, and mitigate the 
consequences of significant cyber 
incidents. Due to the evolving cyber 
threat landscape—including increasing 
risks to critical infrastructure and public 
services—the need to update the NCIRP 
has never been greater. 

II. NCIRP Update 

The NCIRP Update is being led by 
CISA through the Joint Cyber Defense 
Collaborative (JCDC), a public-private 
cybersecurity collaborative established 
by CISA to unite the global cyber 
community in the collective defense of 
cyberspace. The JCDC leverages joint 
cyber planning authorities granted to 
the agency by Congress in the 2021 
National Defense Authorization Act 
(codified at 6 U.S.C. 665b). The update 

addresses changes in the cyber threat 
and operations landscape by 
incorporating feedback and lessons 
learned from stakeholders to make the 
updated NCIRP more fully inclusive 
across non-federal stakeholders—further 
establishing a foundation for continued 
improvement of the nation’s response to 
significant cyber incidents. 

III. Coordination 

CISA, through JCDC, coordinated with 
a range of experts and stakeholders 
across a wide spectrum of federal 
government agencies, international 
partners, SLTT entities, and private 
industry to receive each entity’s input to 
help guide the content of the NCIRP 
Update. For more information, 
including background information and 
opportunities for stakeholder 
engagement, you can visit https://
www.cisa.gov/national-cyber-incident- 
response-plan-ncirp. 

IV. Draft NCIRP Update Document 
Availability 

The draft NCIRP Update is available 
on CISA’s website for download at: 
https://www.cisa.gov/national-cyber- 
incident-response-plan-ncirp and on the 
docket to read the draft National Cyber 
Incident Response Plan (NCIRP) Update 
on www.regulations.gov. 

This notice is issued under the 
authority of 6 U.S.C. 652, 659, 660, and 
665b. 

Jeffrey E. Greene, 
Executive Assistant Director for 
Cybersecurity, Cybersecurity and 
Infrastructure Security Agency, Department 
of Homeland Security. 
[FR Doc. 2024–29395 Filed 12–13–24; 8:45 am] 

BILLING CODE 9111–LF–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Transportation Security Administration 

Revision of Agency Information 
Collection Activity Under OMB Review: 
TSA Claims Application 

AGENCY: Transportation Security 
Administration, DHS. 
ACTION: 30-Day notice. 

SUMMARY: This notice announces that 
the Transportation Security 
Administration (TSA) has forwarded the 
Information Collection Request (ICR), 
Office of Management and Budget 
(OMB) control number 1652–0039, 
abstracted below to OMB for review and 
approval of an revision of the currently 
approved collection under the 
Paperwork Reduction Act (PRA). The 

ICR describes the nature of the 
information collection and its expected 
burden. The collection involves the 
submission of additional information 
from claimants in order to thoroughly 
examine and resolve tort claims against 
the agency. 
DATES: Send your comments by January 
15, 2025. A comment to OMB is most 
effective if OMB receives it within 30 
days of publication. 
ADDRESSES: Written comments and 
recommendations for the proposed 
information collection should be sent 
within 30 days of publication of this 
notice to https://www.reginfo.gov/ 
public/do/PRAMain. Find this 
particular information collection by 
selecting ‘‘Currently under Review— 
Open for Public Comments’’ and by 
using the find function. 
FOR FURTHER INFORMATION CONTACT: 
Christina A. Walsh, TSA PRA Officer, 
Information Technology, TSA–11, 
Transportation Security Administration, 
6595 Springfield Center Drive, 
Springfield, VA 20598–6011; telephone 
(571) 227–2062; email TSAPRA@
tsa.dhs.gov. 
SUPPLEMENTARY INFORMATION: TSA 
published a Federal Register notice, 
with a 60-day comment period soliciting 
comments, of the following collection of 
information on September 25, 2024, at 
89 FR 78326. TSA did not receive any 
comments on the notice. 

Comments Invited 
In accordance with the Paperwork 

Reduction Act of 1995 (44 U.S.C. 3501 
et seq.), an agency may not conduct or 
sponsor, and a person is not required to 
respond to, a collection of information 
unless it displays a valid OMB control 
number. The ICR documentation will be 
available at https://www.reginfo.gov 
upon its submission to OMB. Therefore, 
in preparation for OMB review and 
approval of the following information 
collection, TSA is soliciting comments 
to— 

(1) Evaluate whether the proposed 
information requirement is necessary for 
the proper performance of the functions 
of the agency, including whether the 
information will have practical utility; 

(2) Evaluate the accuracy of the 
agency’s estimate of the burden; 

(3) Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

(4) Minimize the burden of the 
collection of information on those who 
are to respond, including using 
appropriate automated, electronic, 
mechanical, or other technological 
collection techniques or other forms of 
information technology. 
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