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regulated wastes are found in 40 CFR 
part 260 (Hazardous Waste Management 
System). Regulations regarding 
imposition of user fees on receiving 
facilities for their manifest submissions, 
with references to key fee methodology, 
fee dispute, and fee sanction 
requirements are found in parts 264 and 
265. 

Form Numbers: Form 8700–22 and 
8700–22A. 

Respondents/affected entities: 
Business or other for-profit. 

Respondent’s obligation to respond: 
Mandatory (RCRA 3002(a)(5)). 

Estimated number of respondents: 
106,136 (total). 

Frequency of response: Each 
shipment. 

Total estimated burden: 2,362,089 
hours (per year). Burden is defined at 5 
CFR 1320.03(b). 

Total estimated cost: $118,940,729 
(per year), which includes $29,043,234 
annualized capital and operation & 
maintenance costs. 

Changes in the Estimates: There is no 
increase nor decrease hours in the total 
estimated respondent burden compared 
with the ICR currently approved by 
OMB. 

Dated: May 3, 2024. 
Carolyn Hoskinson, 
Director, Office of Resource Conservation and 
Recovery. 
[FR Doc. 2024–10410 Filed 5–10–24; 8:45 am] 

BILLING CODE 6560–50–P 

FEDERAL ELECTION COMMISSION 

Sunshine Act Meetings 

TIME AND DATE: Thursday, May 16, 2024, 
10 a.m. 
PLACE: Hybrid meeting: 1050 First 
Street, NE Washington, DC (12th Floor) 
and virtual. 

Note: if you would like to virtually access 
the meeting, see the instructions below. 

STATUS: This meeting will be open to the 
public. To access the meeting virtually, 
go to the Commission’s website 
www.fec.gov and click on the banner to 
be taken to the meeting page. 
MATTERS TO BE CONSIDERED:  
Proposed Directive Concerning Requests 

to Withhold, Redact, or Modify 
Contributors’ Identifying Information 
Management and Administrative 

Matters 
CONTACT PERSON FOR MORE INFORMATION: 
Judith Ingram, Press Officer. Telephone: 
(202) 694–1220. 

Individuals who plan to attend in 
person and who require special 
assistance, such as sign language 

interpretation or other reasonable 
accommodations, should contact Laura 
E. Sinram, Secretary and Clerk, at (202) 
694–1040 or secretary@fec.gov, at least 
72 hours prior to the meeting date. 
(Authority: Government in the Sunshine Act, 
5 U.S.C. 552b) 

Laura E. Sinram, 
Secretary and Clerk of the Commission. 
[FR Doc. 2024–10503 Filed 5–9–24; 11:15 am] 

BILLING CODE 6715–01–P 

FEDERAL RESERVE SYSTEM 

Change in Bank Control Notices; 
Acquisitions of Shares of a Bank or 
Bank Holding Company 

The notificants listed below have 
applied under the Change in Bank 
Control Act (Act) (12 U.S.C. 1817(j)) and 
§ 225.41 of the Board’s Regulation Y (12 
CFR 225.41) to acquire shares of a bank 
or bank holding company. The factors 
that are considered in acting on the 
applications are set forth in paragraph 7 
of the Act (12 U.S.C. 1817(j)(7)). 

The public portions of the 
applications listed below, as well as 
other related filings required by the 
Board, if any, are available for 
immediate inspection at the Federal 
Reserve Bank(s) indicated below and at 
the offices of the Board of Governors. 
This information may also be obtained 
on an expedited basis, upon request, by 
contacting the appropriate Federal 
Reserve Bank and from the Board’s 
Freedom of Information Office at 
https://www.federalreserve.gov/foia/ 
request.htm. Interested persons may 
express their views in writing on the 
standards enumerated in paragraph 7 of 
the Act. 

Comments received are subject to 
public disclosure. In general, comments 
received will be made available without 
change and will not be modified to 
remove personal or business 
information including confidential, 
contact, or other identifying 
information. Comments should not 
include any information such as 
confidential information that would not 
be appropriate for public disclosure. 

Comments regarding each of these 
applications must be received at the 
Reserve Bank indicated or the offices of 
the Board of Governors, Ann E. 
Misback, Secretary of the Board, 20th 
Street and Constitution Avenue NW, 
Washington, DC 20551–0001, not later 
than May 28, 2024. 

A. Federal Reserve Bank of St. Louis 
(Holly A. Rieser, Senior Manager), P.O. 
Box 442, St. Louis, Missouri 63166– 
2034. Comments can also be sent 

electronically to 
Comments.applications@stls.frb.org: 

1. Ethel Archer Davis; Frank Archer 
Davis, Sr., individually and as trustee of 
the Frank Archer Davis, Jr. Trust, the 
John Leland Davis Trust, and the Minor 
Child Trust; William Hull Davis, Jr., 
individually and as trustee of the 
William Hull Davis, III Trust, the Grace 
Ann Davis Trust, the George Newman 
Davis Trust, and the Samuel McTyeire 
Davis Trust, all of Corinth, Mississippi; 
to form the Davis Family Control Group, 
a group acting in concert, to retain 
voting shares of Commerce Holding 
Corporation, and thereby indirectly 
retain voting shares of Commerce Bank, 
both of Corinth, Mississippi. 

Board of Governors of the Federal Reserve 
System. 
Michele Taylor Fennell, 
Deputy Associate Secretary of the Board. 
[FR Doc. 2024–10406 Filed 5–10–24; 8:45 am] 

BILLING CODE P 

FEDERAL RETIREMENT THRIFT 
INVESTMENT BOARD 

Notice of Board Meeting 

DATES: May 21, 2024, at 10:00 a.m. EDT. 
ADDRESSES: Telephonic. Dial-in (listen 
only) information: Number: 1–202–599– 
1426, Code: 975 038 707 #; or via web: 
https://teams.microsoft.com/l/meetup- 
join/19%3ameeting_MTdiNTcy
NmItMDBmYi00NWExLThiNWE
tODc1NTQ1NTk0YjQ4%40thread.v2/ 
0?context=%7b%22Tid
%22%3a%223f6323b7-e3fd-4f35-b43d- 
1a7afae5910d%22%2c%22Oid
%22%3a%221a441fb8-5318-4ad0-995b- 
f28a737f4128%22%7d. 

FOR FURTHER INFORMATION CONTACT: 
Kimberly Weaver, Director, Office of 
External Affairs, (202) 942–1640. 
SUPPLEMENTARY INFORMATION: 

Board Meeting Agenda 

Open Session 

1. Approval of the April 23, 2024, Board 
Meeting Minutes 

2. Approval of October 19, 2023, ETAC 
Meeting Minutes 

3. Monthly Reports 
(a) Participant Report 
(b) Investment Report 
(c) Legislative Report 

4. Quarterly Reports 
(d) Metrics 

5. L Funds Study 
6. OPE Annual Presentation 

Closed Session 

7. Information covered under 5 U.S.C. 
552b (c)(9)(B) and (c)(10). 
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Authority: 5 U.S.C. 552b (e)(1). 
Dated: May 8, 2024. 

Dharmesh Vashee, 
General Counsel, Federal Retirement Thrift 
Investment Board. 
[FR Doc. 2024–10338 Filed 5–10–24; 8:45 am] 

BILLING CODE 6760–01–P 

GENERAL SERVICES 
ADMINISTRATION 

[Notice–IEB–2024–02; Docket No. 2024– 
0002; Sequence No. 20] 

Privacy Act of 1974; System of 
Records 

AGENCY: Office of IEB; General Services 
Administration (GSA). 
ACTION: Notice of a modified system of 
records. 

SUMMARY: Pursuant to the provisions of 
the Privacy Act of 1974, notice is given 
that the General Services 
Administration (GSA) proposes to 
modify an existing system of records, 
entitled Login.gov (GSA/TTS–1). GSA 
maintains this system of records to 
provide a secure sign-in service with the 
capability to authenticate and identity 
proof users before the user is granted 
access to participating government 
websites or applications. 
DATES: Submit comments on or before 
June 12, 2024. Routine use ‘‘f.’’ will be 
effective June 12, 2024. 
ADDRESSES: Comments may be 
submitted to the Federal eRulemaking 
Portal, http://www.regulations.gov. 
Submit comments by searching for 
GSA/TTS–1. 
FOR FURTHER INFORMATION CONTACT: Call 
or email Richard Speidel, Chief Privacy 
Officer at 202–969–5830 and 
gsa.privacyact@gsa.gov. 
SUPPLEMENTARY INFORMATION: GSA 
proposes to modify a system of records 
subject to the Privacy Act of 1974, 5 
U.S.C. 552a. GSA is modifying the 
categories of records in the system, 
routine uses of records maintained in 
the system, and the policies and 
practices for retention and disposal of 
records. This modification is intended 
to revise and replace all notices 
previously describing this system of 
records. 

GSA is also making technical changes 
to GSA/TTS–1 consistent with OMB 
Circular No. A–108. Accordingly, GSA 
has made technical corrections and non- 
substantive language revisions to the 
‘‘Policies and Practices for Storage of 
Records’’ and ‘‘Contesting Record 
Procedures’’ sections. 

SYSTEM NAME AND NUMBER: 
Login.gov, GSA/TTS–1 

SECURITY CLASSIFICATION: 
Unclassified 

SYSTEM LOCATION: 
General Services Administration 

owns Login.gov, which is housed in 
secure data centers in the continental 
United States. Contact the System 
Manager listed below for additional 
information. 

SYSTEM MANAGER(S): 
Daniel Lopez-Braus, Director, 

Login.gov, TTS, Office of Solutions, 
General Services Administration, 1800 F 
Street NW, Washington, DC 20405. 
https://www.login.gov. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
E-Government Act of 2002 (Pub. L. 

107–347, 44 U.S.C. 3501 note), 6 U.S.C. 
1523 (b)(1)(A)–(E), and 40 U.S.C. 501. 

PURPOSE(S) OF THE SYSTEM: 
The purposes of the system are: 
• to provide a secure sign-in service 

with the capability to authenticate and 
identity proof users before the user is 
granted access to participating 
government websites or applications; 

• to prevent fraud and to protect the 
integrity of the Login.gov system; and 

• to conduct studies into 
enhancements to the secure sign-in 
service, including demographic studies 
of the equitable performance of new 
technologies. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals covered by this system of 
records include members of the public 
seeking electronic access to a website or 
application from a Federal, State, or 
local agency that has integrated with 
Login.gov (‘‘partner agency’’) and 
participants in studies commissioned by 
GSA to evaluate equitable performance 
of new identity verification and fraud 
prevention technologies. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
The system contains information 

provided by individuals who create and 
use Login.gov accounts. There are two 
types of accounts in the Login.gov 
system: records related to the process of 
authenticating a Login.gov user’s 
account, and records related to the 
process in which an individual’s 
identity is verified. 

For accounts for which Login.gov is 
authenticating the user, the system 
collects and mai 

• email address, 
• password, 
• and phone number 

(optionally).ntains: 

For remote (but not in-person) 
verification of accounts that require a 
verified identity, the system collects the 
following after each identity proofing 
transaction: 

• photographs of their government- 
issued ID, to include all personal 
information and images on the ID; and 

• a self-photograph of the user. 
ID card images and data collected 

from government-issued IDs are 
assessed to determine the document’s 
authenticity as part of the identity 
verification process. Self-photographs of 
the user are only collected when partner 
agencies require verification by 
biometric comparison, a process that 
involves comparing the user’s self- 
photograph to the portrait on their 
government-issued ID. 

For all accounts that require a verified 
identity, the system collects and 
maintains: 

• Social Security Number (SSN); and 
• phone number or postal address. 
Each third-party identity proofing 

service will send information back to 
Login.gov about its attempt to identity 
proof the user, including: 

• Transaction ID; 
• pass/fail indicator; 
• date/time of transaction; and 
• status codes associated with the 

transaction data. 
Each partner agency whose services 

the user accesses via Login.gov may add 
its own unique identifier to that user’s 
account information. 

To protect the public and the integrity 
of the system, Login.gov needs to detect 
and prevent fraud while providing 
redress to users who were unable to 
complete identity verification. To that 
end, Login.gov will also obtain a 
collection of information about the 
device (a ‘‘Device ID’’) including, for 
example browser type and internet 
protocol (IP) address, and usage patterns 
(e.g., keyboard, mouse, or touchscreen 
behavior) used to access their Login.gov 
account. The Device ID and usage 
patterns are assessed by a third-party 
fraud prevention service along with the 
other information collected by 
Login.gov. The third-party fraud 
prevention services provide Login.gov 
risk scores for all of the information 
assessed, and also provide other 
identifying attributes that have been 
associated with that same Device ID in 
the past. Those identifying attributes 
include, but are not limited to, names, 
addresses, phone numbers, and SSNs 
that have been associated with the 
Device ID. 

Separate from Login.gov’s active sign- 
on service, GSA may also conduct 
studies in which it temporarily collects 
information from voluntary participants 
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