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Management (OAPM) pursuant to 28
CFR 0.15(c) and 0.15(e). OAPM together
with other Department of Justice
representatives who make the ultimate
hiring determination have developed
these application booklets to distribute
information on the programs and in turn
collect the information they consider
essential to make an informed hiring
decision on legal applicants.

Written comments and/or suggestions
regarding the item(s) contained in this
notice, especially regarding the
estimated public burden and associated
response time, should be directed to the
Office of Management and Budget,
Office of Information and Regulatory
Affairs, Attention: Department of Justice
Desk Officer, Washington, DC 20530.
Comments may also be submitted to the
Department of Justice, Justice
Management Division, Information
Management and Security Staff,
Attention: Department Clearance
Officer, Suite 1221, National Place
Building, 1331 Pennsylvania Ave., NW,
Washington, DC.

Your Comments Should Address One or
More of the Following Four Points

(1) Evaluate whether the proposed
collection of information is necessary
for the proper performance of the
functions of the agency, including
whether the information will have
practical utility;

(2) Evaluate the accuracy of the
agencies estimate of the burden of the
proposed collection of information,
including the validity of the
methodology and assumptions used;

(3) Enhance the quality, utility, and
clarity of the information to be
collected; and

(4) Minimize the burden of the
collection of the information on those
who are to respond, including through
the use of appropriate automated,
electronic, mechanical, or other
technological collection techniques or
other forms of information technology,
e.g., permitting electronic submission of
responses.

Overview of This Information
Collection

(1) Type of Information Collection:
Extension of a currently approved
collection.

(2) Title of the Form/Collection:
Application Booklets—Attorney
General’s Honor Program, Summer Law
Intern Program.

(3) Agency Form Number, if any, and
the Applicable Component of the
Department of Justice Sponsoring the
Collection: Form Number: None. Office
of Attorney Personnel Management,

Justice Management Division, U.S.
Department of Justice.

(4) Affected Public Who Will Be Asked
or Required To Respond, as Well as a
Brief Abstract: Primary: Individuals or
households. Other: None. This data
collection is the only vehicle for the
Department of Justice (DOJ) to hire
graduating law students. This
application form is submitted
voluntarily, submitted only once a year
by students/judicial law clerks who will
be in this applicant pool only once; and
the information sought only relates to
the hiring criteria established as an
internal matter by DOJ personnel.

(5) An Estimate of the Total Number
of Respondents and the Amount of Time
Estimated for an Average Respondent to
Respond: 5,000 respondents at 1 hour
per response.

(6) An Estimate of the Total Public
Burden (in hours) Associated with the
Collection: 5,000 annual hours.

If additional information is required
contact Mr. Robert B. Briggs,
Department Clearance Officer, United
States Department of Justice,
Information Management and Security
Staff, Justice Management Division,
Suite 1220, 1331 Pennsylvania Avenue,
NW., Washington, DC 20530.

Dated: April 17, 2001.
Robert B. Briggs,

Department Clearance Officer, Department of
Justice.

[FR Doc. 01-9915 Filed 4—20-01; 8:45 am)]
BILLING CODE 4410-26-M

DEPARTMENT OF JUSTICE
[AAG/A Order No. 227-2001]

Privacy Act of 1974; System of
Records

Pursuant to the Privacy Act of 1974 (5
U.S.C. 552a), notice is hereby given that
the Justice Management Division (JMD),
Department of Justice (DOJ), proposes to
establish a new system of records
entitled “Nationwide Joint Automated
Booking System (JABS), Justice/DOJ—
005.” The JABS Pilot, originally
conducted in South Florida, has now
transitioned to the Nationwide JABS.
The JABS represents a major
information sharing project among
DOJ’s five investigative components:
The Bureau of Prisons (BOP), Drug
Enforcement Administration (DEA),
Federal Bureau of Investigation (FBI),
Immigration and Naturalization Service
(INS), and the U.S. Marshals Service
(USMS). This notice of a new system of
records replaces the Privacy Act notice
previously published by the USMS.
Accordingly, this Department-wide

system notice replaces, and the
Department hereby removes, on the
effective date of this notice, the
following notice previously published
by the United States Marshals Service:
“Joint Automated Booking Stations,
Justice/USM-014", (60 FR 18853, April
13, 1995).

Title 5 U.S.C. 552a(e)(4) and (11)
provide that the public be given a 30-
day period in which to comment on the
new system of records. The Office of
Management and Budget (OMB), which
has oversight responsibility under the
Act, requires that it be given a 40-day
period in which to review the system
notice.

Therefore, please submit any
comments by June 4, 2001. The public,
OMB, and the Congress are invited to
send written comments to Mary Cahill,
Management and Planning Staff, Justice
Management Division, Department of
Justice, Washington, DC 20530 (Room
1400, National Place Building), (202)
307-1823.

A description of the system of records
is provided below. In accordance with
5 U.S.C. 552a(r), DOJ has provided a
report on the proposed new system to
OMB and the Congress.

SUPPLEMENTARY INFORMATION: The JABS
Pilot (February 1996-July 1999)
successfully eliminated redundant
booking procedures among participating
agencies, reduce the time required to
book an offender, improved interagency
cooperation, and facilitated the sharing
of offender information among
participating federal criminal justice
components. The Pilot proved that a
nationwide JABS information sharing
system among criminal justice agencies
is beneficial and feasible, and therefore,
validated both the value of information
exchange and work reduction concepts
that apply to a national system. Based
on these accomplishments and key
lessons learned from the JABS Pilot, the
Attorney General approved the
transition of the JABS Pilot into a
permanent program.

Dated: April 9, 2001.

Janis A. Sposato,

Acting Assistant Attorney General for
Administration.

Justice/DOJ-005

SYSTEM NAME:
Nationwide Joint Automated Booking
System (JABS), Justice/DOJ-005.

SYSTEM LOCATION:
JABS Program Management Office,
Department of Justice, Washington, DC

1Initially, these records will include only those
of the Department of Justice (DOJ) law enforcement
components.
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20530 with data collection sites in
multiple DOJ locations.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Alleged criminal offenders who have
been detained, arrested, booked, or
incarcerated. The remainder of this
notice will refer to all persons covered
by the System as ‘“‘alleged criminal
offender” or “arrestee”.

CATEGORIES OF RECORDS IN THE SYSTEM:
Records may include certain generic
or “common’’ data elements which have

been collected by an arresting federal
agency ! at its automated booking
station (ABS). An agency may book an
alleged criminal offender on behalf of
another agency which performed the
arrest. Such common data (certain data
elements) have been identified by law
enforcement a those case and
biographical data routinely collected by
the law enforcement community during
the booking process, e.g., name, date
and place of birth, citizenship, hair and
eye color, height and weight,
occupation, social security number,
place, date and time of arrest and jail
location, charge, disposition, any other
pertinent information related to known
activities relevant or unique to the
subject. Finally, such data may include
electronic fingerprints, mugshots, and
pictures of applicable scars, marks, and
tattoos.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

8. U.S.C. 1324 and 1357 (f) and (g); 28
U.S.C. 534, 564, 566; 5 U.S.C. 301 and
44 U.S.C. 3101; 18 U.S.C. 3621, 4003,
4042, 4082, 4086; and Comprehensive
Drug Abuse Prevention and Control Act
of 1970 (Pub. L. 91-513), 21 U.S.C. 801
et seq. and Reorganization Plan No. 2 of
1973.

PURPOSE(S):

Nationwide JABS will enable the
conduct of automated booking
procedures by participating law
enforcement organizations and provide
an automated capability to transmit
fingerprint and image data to the
Federal Bureau of Investigation’s (FBI)
Integrated Automated Fingerprint
Identification System (IAFIS), Justice/
FBI-009 Fingerprint Identification
Records Systems (FIRS). JABS will
define and maintain a repository of
common offender data elements for
identification of arrestees by
participating federal law enforcement
organizations. JABS will eliminate
repetitive booking of offenders for a
single arrest and booking, and thereby
eliminate the need for duplicate
bookings, i.e., the collection of much the
same data by multiple agencies in

prisoner processing activities involving
such agencies from arrest through
incarceration. (For example, an
individual arrested by the DEA and
transported by the USMS to a Federal
correctional institution may be
processed by the DEA, USMS, and the
BOP.) In addition, JABS will
standardize booking data elements,
enable cross-agency sharing of booking
information, enhance cooperation
among law enforcement agencies, and
reduce the threat to law enforcement
officials and the public by facilitating
the rapid and positive identification of
offenders.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Where necessary and/or appropriate,
the DOJ may disclose relevant
information from the JABS repository
and may allow electronic access as
follows:

a. To authorized federal law
enforcement agencies to input and
retrieve booking and arrests data on
criminal offenders. In addition, the
JABS repository may be electronically
accessed by these agencies for other law
enforcement purposes such as to learn
about the arrest of a fugitive wanted in
several jurisdictions, to verify the
identity of an arrestee, or to assist in the
criminal investigation activities.

b. To other judicial/law enforcement
agencies, i.e., courts, probation, and
parole agencies, for direct electronic
access to JABS to obtain applicable data
which will assist them in performing
their official duties.

c. To any authorized federal
authorities to the extent necessary to
permit them to perform their law
enforcement responsibilities; or to any
federal and/or international authorities
to the extent necessary to permit them
to perform their law enforcement
responsibilities; or to any other entity or
person, to the extent required to solicit
information necessary for law
enforcement purposes.

d. To a court or adjudicative body
before which the appropriate DOJ
component is authorized to appear
when any of the following is a party to
litigation or has an interest in litigation
and such records are determined by the
appropriate DOJ component to be
arguably relevant to the litigation:

(1) The DOJ component, or any
subdivision thereof, or

(2) Any employee of the DOJ in his or
her official capacity, or

(3) Any employee of the DOJ in his or
her individual capacity where the DOJ
has agreed to represent the employee or

has authorized a private attorney to
represent him or her, and

(4) The United States, where the DOJ
determines that the litigation is likely to
affect it or any of its subdivisions.

e. To complainants and/or victims to
the extent necessary to provide such
persons with information and
explanations concerning the progress
and/or results of an investigation or case
(e.g., an arrest) arising from the matters
of which they complained and/or of
which they were a victim.

f. To any persons or entity to the
extent necessary to prevent an imminent
and potential crime which directly
threatens loss of life or serious bodily
injury.

g. To contractors, grantees, experts,
consultants, students, and others
performing or working on a contract,
service, grant, cooperative agreement, or
other assignment for the federal
government, when necessary to
accomplish an agency function related
to this system of records.

h. To a Member of Congress or staff
acting upon the Member’s behalf when
the Member or staff requests the
information on behalf of and at the
request of the individual who is the
subject of the record.

i. To the news media and the public,
pursuant to 28 CFR 50.2, unless it is
determined that release of the specific
information in the context of a
particular case would constitute an
unwarranted invasion of personal
privacy.

j- To the National Archives and
Records Administration (NARA) and the
General Services Administration in
records management inspections
conducted under the authority of 44
U.S.C. 2904 and 2906.

k. Pursuant to subsection (b)(3) of the
Privacy Act, the Department of Justice
may disclose relevant and necessary
information to a former employee of the
Department for purposes of: responding
to an official inquiry by a federal, state
or local government entity or
professional licensing authority, in
accordance with applicable Department
regulations; or facilitating
communications with a former
employee that may be necessary for
personnel-related or other official
purposes where the Department requires
information and/or consultation
assistance from the former employee
regarding a matter within that person’s
former area of responsibility.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:
STORAGE!

Records are stored in computerized
media and printed copies. Any paper



20480

Federal Register/Vol. 66, No. 78/Monday, April 23, 2001/ Notices

records kept by individuals will be
appropriately secured.

RETRIEVABILITY:

Data may be retrieved by name,
identifying number, or other data
elements.

SAFEGUARDS:

Nationwide JABS will have a
combination of technical elements that,
together, integrate into a total security
infrastructure to ensure access is limited
to only pre-authorized users. The key
technical design elements of this
architecture will include: Encrypted
user authentication, redundant
firewalls, virtual private networks,
nonrepudiation, data encryption, anti-
virus content inspection, and intrusion
detection capabilities. Access to the
systems equipment is limited to pre-
authorized personnel through physical
access safeguards that are enforced 24
hours a day, 7 days a week. Facilities
and offices which house computer
systems will be protected at all times by
appropriate locks, security guards, and/
or alarm systems.

RETENTION AND DISPOSAL:

a. Temporary. Delete from the JABS
data base 99 years after the date of the
first entry. Disposal pending approval at
the National Archives.

b. Fingerprints submitted by law
enforcement agencies are removed from
the system and destroyed upon the
request of the submitting agencies. The
destruction of fingerprints under this
procedure results in the deletion from
the system of all arrest information
related to those fingerprints.

c. Fingerprints and related arrest data
are removed from the JABS upon receipt
of court orders for expunction when
accompanied by necessary identifying
information.

SYSTEM MANAGER(S) AND ADDRESS:

JABS Program Management Office,
U.S. Department of Justice, Washington,
DC 20530.

NOTIFICATION PROCEDURE:
Same as “Record Access Procedures.”

RECORD ACCESS PROCEDURE:

Inquiries must be addressed in
writing and should be sent to the JABS
Program Management Office, at above
address. Provide name, assigned
computer location, and a description of
information being sought, including the
time frame during which the record(s)
may have been generated. Provide
verification of identity as instructed in
28 CFR 16.41(d).

CONTESTING RECORDS PROCEDURE:
Same as above.

RECORD SOURCE CATEGORIES:

The record subject; federal law
enforcement personnel; the courts; and
medical personnel.

SYSTEM EXEMPTED FROM CERTAIN PROVISIONS
OF THE ACT:

Pursuant to 5 U.S.C. 552a(j)(2) and
(k)(2), the Attorney General has
exempted records in this system from
subsections (c)(3) and (4), (d), (3)(1), (2)
and (3), (4)(G) and (H), (e)(5), (e)(8), (f)
and (g) of the Privacy Act. Rules have
been promulgated in accordance with
the requirements of 5 U.S.C. 553(b), (c),
and (e) and are published in today’s
Federal Register.

[FR Doc. 01-9910 Filed 4—20-01; 8:45 am)]
BILLING CODE 4410-FB-M

DEPARTMENT OF JUSTICE
Drug Enforcement Administration

Agency Information Collection
Activities: Proposed Collection;
Comment Requested

ACTION: Notice of information collection
under review; extension of a currently
approved collection; application for
Procurement Quota for Controlled
Substances (DEA Form 250).

The Department of Justice, Drug
Enforcement Administration (DEA), has
submitted the following information
collection request for review and
clearance in accordance with the
Paperwork Reduction Act of 1995.
Office of Management and Budget
approval is being sought for the
information collection listed below.
This proposed information collection
was previously published in the Federal
Register on February 20, 2001, in Vol.
66, Number 34, allowing for a 60-day
public comment period.

The purpose of this notice is to allow
an additional 30 days for public
comment until May 23, 2001. This
process is conducted in accordance with
5 CFR 1320.10. Written comments and/
or suggestions regarding the item(s)
contained in this notice, especially
regarding the estimated public burden
and associated response time, should be
directed to the Office of Management
and Budget, Office of Information and
Regulatory Affairs, Attention:
Department of Justice Desk Officer,
Washington, DC 20503. Comments may
also be submitted to the Department of
Justice (DQJ), Justice Management
Division, Information Management and
Security Staff, Attention: Department
Clearance Officer, National Place
Building, 1331 Pennsylvania Avenue,

NW., Suite 1220, Washington, DC
20530.

Written comments and/or suggestions
from the public and affected agencies
concerning the proposed collection of
information should address one or more
of the four points:

1. Evaluate whether the proposed
collection of information is necessary
for the proper performance of the
function of the agency, including
whether the information will have
practical utility;

2. Evaluate the accuracy of the
agency’s estimate of the burden of the
proposed collection of information,
including the validity of the
methodology and assumptions used;

3. Enhance the quality, utility, and
clarity of the information to be
collected; and

4. Minimize the burden of the
collection of information on those who
are to respond, including through the
use of appropriate automated,
electronic, mechanical, or other
technological collection techniques or
other forms of information technology,
e.g., permitting electronic submission of
responses.

Overview of This Information

1. Type of information collection:
Extension of a currently approved
collection.

2. The title of the form/collection:
Application for Procurement Quota for
Controlled Substances.

3. The agency form number, if any,
and the applicable component of the
Department sponsoring the collection:
Form Number: DEA Form 250.
Applicable component of the
Department sponsoring the collection:
Office of Diversion Control, Drug
Enforcement Administration, U.S.
Department of Justice.

4. Affected public who will be asked
or required to respond, as well as a brief
abstract:

Primary: Business or other for-profit.
Other: None.

Abstract: Title 21, CFR 1303.12(b),
requires that U.S. companies who desire
to use any basic class of controlled
substances listed in Schedule I or II for
purposes of manufacturing during the
next calendar year, shall apply on DEA
Form 250 for a procurement quota for
such class.

5. An estimate of the total number of
respondents, responses and the amount
of time estimated for an average
respondent to respond/reply: 243
respondents, 807 responses, one hour
per response. A respondent may submit
multiple responses. A respondent will
take an estimate of one hour to complete
each form.
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