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participants who are minors, CPSC 
plans to collect the following 
information about the child: Name, 
grade in school, state of residence. CPSC 
also plans to collect the following 
information about the child’s parent or 
guardian: name, mailing address 
(including city and state), telephone 
number and email address. CPSC will 
continue to collect social security 
numbers from contest winners to 
process and report payments or other 
prize awards, as the case may be. 

CPSC published a Privacy Impact 
Assessment (PIA) for Contests, 
Challenges, and Awards on CPSC’s Web 
site (http://www.cpsc.gov/About-CPSC/ 
Agency-Reports/PIA-Reports/) and will 
publish PIAs addressing future contests 
on this Web site. The PIAs provides 
additional background information and 
context for the system of records, 
including specific information on 
measures taken by CPSC to protect the 
privacy of persons whose information is 
contained in the system of records. 

The proposed amendment is not 
within the purview of subsection (r) of 
the Privacy Act of 1974 (5 U.S.C. 552a), 
as amended, and does not require 
submission of a new or altered system 
report. 

Todd A. Stevenson, 
Secretary, Consumer Product Safety 
Commission. 

System name: 

CPSC–31, Contests, Challenges, and 
Awards Programs 

SYSTEM LOCATION: 
Office of Communications, Consumer 

Product Safety Commission, 4330 East 
West Highway, Bethesda, MD 20814. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Members of the public, including 
individuals who are minors and/or the 
parents or guardians of minors, and 
companies and organizations. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Information in the records may 

include the individuals’ names, 
telephone numbers, email addresses, 
ages, grade levels in school, street 
addresses, company names, 
organization’s names, posters, videos, 
products, or other submissions made by 
individuals for contests, challenges or 
awards. For contests where minors are 
the entrants, CPSC may collect the 
above-listed information for the parents 
or guardians of the contest entrants. 
Contest entrants who win prizes from 
CPSC are required to provide their 
social security numbers so that 
monetary payments can be processed by 

the U.S. government and the value of 
any prize can be reported to the U.S. 
government. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
15 U.S.C. 205(9b), OMB 

Memorandum on the Use of Challenges 
and Prizes to Promote Open 
Government, M–10–11, March 8, 2010. 

PURPOSE(S): 
CPSC hosts contests, challenges, and 

award programs to educate the public, 
including adults and children, about 
product safety to prevent injuries and 
deaths associated with product hazards, 
and to identify and honor people and 
organizations that have made significant 
contributions to consumer product 
safety. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Records are maintained for the 
contest, challenge, or award program for 
purposes of evaluating contest 
submissions, contacting winners and 
finalists, awarding prizes and reporting 
prize awards as may be required by law. 
Categories of users include CPSC 
employees, contractors, and Web sites 
hosting challenges for CPSC. 

Disclosure may be made to 
appropriate agencies, entities, and 
persons when: (1) CPSC suspects or has 
confirmed that the security or 
confidentiality of information in the 
system of records has been 
compromised; (2) CPSC has determined 
that as a result of the suspected or 
confirmed compromise there is a risk of 
harm to the security or integrity of this 
system or other systems or programs 
(whether maintained by CPSC or 
another agency or entity) that rely upon 
the compromised information; and (3) 
the disclosure made to such agencies, 
entities, and persons is reasonably 
necessary to assist with the CPSC’s 
efforts to respond to the suspected or 
confirmed compromise and prevent, 
minimize, or remedy such harm. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

Once the contest or challenge is 
completed, CPSC’s Office of the 
Secretariat maintains for two years hard 
or electronic copies of posters, videos, 
information/photos about products that 
may contain contact information for the 
contest, challenge, or award program 
participants. After that time, the copies 
are destroyed. 

STORAGE: 
Posters, videos, or other submissions 

for contests, challenges, or awards may 

be stored by CPSC for use by the agency, 
for use in agency displays, or for 
disclosure in response to requests under 
the Freedom of Information Act. Posters, 
videos, or other submissions are stored 
in locked file cabinets in the Office of 
the Secretariat or in secure electronic 
format. 

RETRIEVABILITY: 
Contest submissions (including 

posters and videos) become the property 
of CPSC, according to the agency’s 
published contest rules and are not 
returned to the submitter. Access to the 
submissions may be requested to the 
Office of the Secretariat under the 
Freedom of Information Act. 

SAFEGUARDS: 
Posters, videos, or other submissions 

are kept by CPSC’s Office of the 
Secretariat in locked file cabinets or in 
securer electronic format. 

RETENTION AND DISPOSAL: 
Posters, videos, or other submissions 

are disposed of after two years by 
CPSC’s Office of the Secretariat. 

SYSTEM MANAGER(S) AND ADDRESS: 
Office of Communications, 4330 East 

West Highway, Bethesda, MD 20814. 

NOTIFICATION PROCEDURE: 
Freedom of Information/Privacy Act 

Officer, Office of the Secretariat, 
Consumer Product Safety Commission 
4330 East West Highway, Bethesda, MD 
20814. 

RECORD ACCESS PROCEDURES: 
Same as notification. 

CONTESTING RECORD PROCEDURES: 
Same as notification. 

RECORD SOURCE CATEGORIES: 
The information is provided by the 

contest, challenge, or award program 
participant, the participant’s parent or 
guardian, or the participant’s company. 

Dated: May 1, 2014. 
Todd A. Stevenson, 
Secretariat, Consumer Product Safety 
Commission. 
[FR Doc. 2014–10393 Filed 5–6–14; 8:45 am] 
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ACTION: Notice. 

SUMMARY: In compliance with Section 
3506(c)(2)(A) of the Paperwork 
Reduction Act of 1995, the Office of the 
Under Secretary of Defense (Personnel 
and Readiness) announces a proposed 
public information collection and seeks 
public comment on the provisions 
thereof. Comments are invited on: (a) 
Whether the proposed collection of 
information is necessary for the proper 
performance of the functions of the 
agency, including whether the 
information shall have practical utility; 
(b) the accuracy of the agency’s estimate 
of the burden of the proposed 
information collection; (c) ways to 
enhance the quality, utility, and clarity 
of the information to be collected; and 
(d) ways to minimize the burden of the 
information collection on respondents, 
including through the use of automated 
collection techniques or other forms of 
information technology. 
DATES: Consideration will be given to all 
comments received by July 7, 2014. 
ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

• Mail: Federal Docket Management 
System Office, 4800 Mark Center Drive, 
East Tower, Suite 02G09, Alexandria, 
VA 22350–3100. 

Instructions: All submissions received 
must include the agency name, docket 
number and title for this Federal 
Register document. The general policy 
for comments and other submissions 
from members of the public is to make 
these submissions available for public 
viewing on the Internet at http:// 
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

Any associated form(s) for this 
collection may be located within this 
same electronic docket and downloaded 
for review/testing. Follow the 
instructions at http:// 
www.regulations.gov for submitting 
comments. Please submit comments on 
any given form identified by docket 
number, form number, and title. 
FOR FURTHER INFORMATION CONTACT: To 
request more information on this 
proposed information collection or to 
obtain a copy of the proposal and 
associated collection instruments, 
please write to the Defense Language 
and National Security Education Office 
(DLNSEO), ATTN: Alison Patz, 1101 
Wilson Boulevard, Suite 1210, 
Arlington, VA 22209, or call DLNSEO at 
(703) 696–1991. 

SUPPLEMENTARY INFORMATION: 
Title; Associated Form; and OMB 

Number: National Security Education 
Program (Service Agreement Report for 
Scholarship and Fellowship Awards); 
DD Form 2752, DD Form 2753; OMB 
Control Number 0704–0368. 

Needs and Uses: The information 
collection requirement is necessary to 
record the original award amount and 
service requirement for each NSEP 
award recipient (DD Form 2752) and the 
progress of each NSEP award recipient 
in fulfilling his/her Congressionally- 
mandated service requirement signed at 
the time of award (DD Form 2753). 

Affected Public: Individuals or 
households. 

Annual Burden Hours: 1,558. 
Number of Respondents: 5,500. 
Responses Per Respondent: 1. 
Total Annual Responses: 5,500. 
Average Burden per Response: 17 

minutes. 
Frequency: On occasion. 
Respondents are undergraduate and 

graduate students who agree to the 
terms of their award (DD Form 2752) 
and who agree upon receipt of award to 
submit the Service Agreement Report 
(DD Form 2753) annually until their 
service requirement is completed in full. 
The information is used to monitor the 
progress of award recipients as they 
fulfill their service obligation, namely, 
to work in positions related to national 
security. 

Dated: May 2, 2014. 
Aaron Siegel, 
Alternate OSD Federal Register, Liaison 
Officer, Department of Defense. 
[FR Doc. 2014–10480 Filed 5–6–14; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID: DoD–2014–0S–0062] 

National Environmental Policy Act 
Implementation Procedures 

AGENCY: Missile Defense Agency, 
Department of Defense. 
ACTION: Proposed guidance with a 
request for comment. 

SUMMARY: The Missile Defense Agency 
(MDA or the Agency) plans to issue 
procedures to implement the National 
Environmental Policy Act (NEPA), 
Executive Order (E.O.) 11514, and 
Council on Environmental Quality 
(CEQ) regulations on implementing 
NEPA. Pursuant to CEQ regulations, the 
MDA is soliciting comments on its 
proposed procedures. 

DATES: MDA is providing a 30-day 
review period. Comments must be 
received by: June 6, 2014. 
ADDRESSES: You may submit comments, 
identified by docket number and title, 
using the Federal eRulemaking Portal: 
http://www.regulations.gov. All 
submissions received must include the 
agency name, docket number and title 
for this Federal Register document. The 
general policy for comments and other 
submissions from members of the public 
is to make these submissions available 
for public viewing on the Internet at 
http://www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: Mr. 
Eric Sorrells, Chief, Environmental 
Management, at (256) 450–2677 or by 
email at eric.sorrells@mda.mil. 
SUPPLEMENTARY INFORMATION: MDA is 
responsible for developing, testing, and 
fielding an integrated, layered, Ballistic 
Missile Defense System (BMDS) to 
defend the United States, its deployed 
forces, allies, and friends against all 
ranges of enemy ballistic missiles in all 
phases of flight. Using complementary 
interceptors; land-, sea-, air-, and space- 
based sensors; and battle management, 
command and control, and 
communications systems, the planned 
BMDS is intended to engage and negate 
all classes and ranges of ballistic missile 
threats. 

MDA and its predecessor 
organizations prepared several 
programmatic BMDS National 
Environmental Policy Act (NEPA) 
documents to analyze the 
environmental impacts of its actions. In 
addition, MDA has prepared or been a 
cooperating agency for over 70 
environmental assessments (EAs) or 
environmental impact statements (EISs) 
for specific program activities. These 
NEPA documents cover activities 
including research and development, 
site preparation and construction, 
maintenance and sustainment, 
manufacture of test articles (prototypes), 
test and evaluation, fielding of missile 
defense systems and components, and 
the ultimate decommissioning and 
disposal or transfer of BMDS 
components and assets at many DoD 
installations, other agency sites, and 
industrial sites around the globe. 
Additionally, MDA has carefully 
considered over 200 records of 
environmental consideration (RECs)/ 
records of categorical exclusion/Air 
Force Form 813s documenting the use 
of the respective military Service’s 
Categorical Exclusions (CATEXs) for 
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