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obtaining testing, academic,
socioeconomic, and related
demographic data so that analytical
personnel studies of the Department of
Defense civilian and military workforce
can be conducted.

NOTE 4: Data obtained from such
organizations and used by DoD does not
contain any information which
identifies the individual about whom
the data pertains.

The ‘Blanket Routine Uses’ set forth at
the beginning of the DLA compilation of
record system notices apply to this
record system.

NOTE 5: Military drug test
information involving individuals
participating in a drug abuse
rehabilitation program shall be
confidential and be disclosed only for
the purposes and under the
circumstances expressly authorized in
42 U.S.C. 290dd–2. This statute takes
precedence over the Privacy Act of 1974,
in regard to accessibility of such records
except to the individual to whom the
record pertains. The DLA’s ‘Blanket
Routine Uses’ do not apply to these
types records.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Electronic storage media.

RETRIEVABILITY:

Retrieved by name, Social Security
Number, occupation, or any other data
element contained in system.

SAFEGUARDS:

Access to personal information at
both locations is restricted to those who
require the records in the performance
of their official duties. Access to
personal information is further
restricted by the use of passwords
which are changed periodically.
Physical entry is restricted by the use of
locks, guards, and administrative
procedures.

RETENTION AND DISPOSAL:

Disposition pending.

SYSTEM MANAGER(S) AND ADDRESS:

Deputy Director, Defense Manpower
Data Center, DoD Center Monterey Bay,
400 Gigling Road, Seaside, CA 93955–
6771.

NOTIFICATION PROCEDURE:

Individuals seeking to determine
whether this system of records contains
information about themselves should
address written inquiries to the Privacy
Act Officer, Headquarters, Defense
Logistics Agency, ATTN: CAAR, 8725

John J. Kingman Road, Suite 2533, Fort
Belvoir, VA 22060–6221.

Written requests should contain the
full name, Social Security Number, date
of birth, and current address and
telephone number of the individual.

RECORD ACCESS PROCEDURES:

Individuals seeking access to records
about themselves contained in this
system of records should address
inquiries to the Privacy Act Officer,
Headquarters, Defense Logistics Agency,
ATTN: CAAR, 8725 John J. Kingman
Road, Suite 2533, Fort Belvoir, VA
22060–6221.

Written requests should contain the
full name, Social Security Number, date
of birth, and current address and
telephone number of the individual.

CONTESTING RECORD PROCEDURES:

The DLA rules for accessing records,
for contesting contents and appealing
initial agency determinations are
contained in DLA Regulation 5400.21,
32 CFR part 323, or may be obtained
from the Privacy Act Officer,
Headquarters, Defense Logistics Agency,
ATTN: CAAR, 8725 John J. Kingman
Road, Suite 2533, Fort Belvoir, VA
22060–6221.

RECORD SOURCE CATEGORIES:

The military services, the Department
of Veteran Affairs, the Department of
Education, Department of Health and
Human Services, from individuals via
survey questionnaires, the Department
of Labor, the Office of Personnel
Management, Federal and Quasi-Federal
agencies, and the Selective Service
System.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

[FR Doc. 00–17660 Filed 7–12–00; 8:45 am]
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AGENCY: Department of the Navy, DOD.
ACTION: Delete a Records System.

SUMMARY: The Department of the Navy
proposes to delete a system of records
notice in its inventory of record systems
subject to the Privacy Act of 1974 (5
U.S.C. 552a), as amended.
DATES: The action will be effective on
August 14, 2000 unless comments are
received that would result in a contrary
determination.

ADDRESSES: Send comments to the
Department of the Navy, PA/FOIA
Policy Branch, Chief of Naval
Operations (N09B30), 2000 Navy
Pentagon, Washington, DC 20350–2000.
FOR FURTHER INFORMATION CONTACT: Mrs.
Doris Lama at (202) 685–6545 or DSN
325–6545.
SUPPLEMENTARY INFORMATION: The
Department of the Navy’s record system
notices for records systems subject to
the Privacy Act of 1974 (5 U.S.C. 552a),
as amended, have been published in the
Federal Register and are available from
the address above.

The Department of the Navy proposes
to delete a system of records notice in
its inventory of record systems subject
to the Privacy Act of 1974 (5 U.S.C.
552a), as amended. The deletion is not
within the purview of subsection (r) of
the Privacy Act of 1974 (5 U.S.C. 552a),
as amended, which requires the
submission of a new or altered system
report.

Dated: July 6, 2000.
C.M. Robinson,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.

N07230–1

SYSTEM NAME:

Navy Standard Civilian Payroll
System (NAVSCIPS) (February 22, 1993,
58 FR 10805).

Reason: These records are now under
the cognizance of the Defense Finance
and Accounting Service. See system of
records notice T7335, Defense Civilian
Pay System (DCPS).
[FR Doc. 00–17659 Filed 7–12–00; 8:45 am]
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AGENCY: Department of the Navy, DOD.
ACTION: Notice to Add a System of
Records.

SUMMARY: The Department of the Navy
proposes to add a system of records
notice to its inventory of record systems
subject to the Privacy Act of 1974 (5
U.S.C. 552a), as amended.
DATES: This action will be effective on
August 14, 2000 unless comments are
received that would result in a contrary
determination.
ADDRESSES: Send comments to the
Department of the Navy, PA/FOIA
Policy Branch, Chief of Naval
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