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installations with security force 
personnel performing installation access 
control and random patrols. Common 
Access Cards and personal 
identification numbers are used to 
authenticate authorized desktop and 
laptop computer users. Computer 
servers are scanned quarterly or 
monthly to assess system 
vulnerabilities. Systems security 
updates are accomplished daily. The 
computer files are password protected 
with access restricted to authorized 
users with a need for the information. 
Records are secured in locked or 
guarded buildings, locked offices, or 
locked cabinets during non duty hours, 
with access restricted during duty hours 
to authorized users with a need for the 
information. 

RETENTION AND DISPOSAL: 
Destroy 6 months after cancellation of 

registration or departure of the registrant 
from the jurisdiction of the registering 
activity. 

SYSTEM MANAGER(S) AND ADDRESS: 
Security managers within the DLA 

field activity responsible for the 
operation of security forces and staff at 
the DLA field activity. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system of records 
should address written inquiries to the 
Privacy Act Office, Headquarters, 
Defense Logistics Agency, ATTN: DGA, 
8725 John J. Kingman Road, Suite 1644, 
Fort Belvoir, VA 22060–6221. 

Inquiry should contain subject 
individual’s full name, Social Security 
Number, home address, and location of 
DLA installation where firearm was 
registered. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about them contained in 
this system of records should address 
written inquiries to the Privacy Act 
Office, Headquarters, Defense Logistics 
Agency, ATTN: DGA, 8725 John J. 
Kingman Road, Suite 1644, Fort Belvoir, 
VA 22060–6221. 

Inquiry should contain subject 
individual’s full name, current address 
and telephone numbers of the 
individual. 

CONTESTING RECORD PROCEDURES: 
The DLA rules for accessing records, 

for contesting contents, and appealing 
initial agency determinations are 
contained in 32 CFR part 323, or may 
be obtained from the Privacy Act Office, 
Headquarters, Defense Logistics Agency, 
ATTN: DGA, 8725 John J. Kingman 

Road, Suite 1644, Fort Belvoir, VA 
22060–6221. 

RECORD SOURCE CATEGORIES: 

The individual, security and police 
force personnel. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 

[FR Doc. E9–9906 Filed 4–29–09; 8:45 am] 
BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID DoD–2009–OS–0060] 

Privacy Act of 1974; System of 
Records 

AGENCY: Defense Contract Audit 
Agency, DoD. 

ACTION: Notice to delete a System of 
Records. 

SUMMARY: The Defense Contract Audit 
Agency (DCAA) proposes to delete a 
system of records notice from its 
existing inventory of record systems 
subject to the Privacy Act of 1974 (5 
U.S.C. 552a), as amended. 

DATES: This proposed action will be 
effective without further notice on June 
1, 2009 unless comments are received 
which result in a contrary 
determination. 

ADDRESSES: Send comments to 
Headquarters, Defense Contract Audit 
Agency, Information and Records 
Management Branch, 8725 John J. 
Kingman Road, Suite 2135, Fort Belvoir, 
VA 22060–6219. 

FOR FURTHER INFORMATION CONTACT: 
Defense Contract Audit Agency Privacy 
Adviser at (703) 767–1022. 

SUPPLEMENTARY INFORMATION: The 
Defense Contract Audit Agency (DCAA) 
systems of records notices subject to the 
Privacy Act of 1974 (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the address above. 

The Defense Contract Audit Agency 
proposes to delete a system of records 
notice from its inventory of record 
systems subject to the Privacy Act of 
1974 (5 U.S.C. 552a), as amended. The 
proposed deletion is not within the 
purview of subsection (r) of the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
which requires the submission of new 
or altered systems reports. 

Dated: April 24, 2009. 
Morgan E. Frazier, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

RDCAA 201.1 

SYSTEM NAME: 

Individual Access Files (November 
20, 1997, 62 FR 62003). 

Reason: The Defense Contract Audit 
Agency no longer issues Auditor 
Credential Cards or Identification Cards 
to employees. Because these 
Identification Cards are no longer issued 
by the Agency, system notice RDCAA 
201.1 is not needed and should be 
deleted. 
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SUMMARY: The Defense Security Service 
proposes to alter a system of records 
notice in its inventory of record systems 
subject to the Privacy Act of 1974 (5 
U.S.C. 552a), as amended. The alteration 
changes the name and location of the 
system and adds one additional purpose 
for how the records are used. 
DATES: The proposed action will be 
effective without further notice on June 
1, 2009 unless comments are received 
which would result in a contrary 
determination. 

ADDRESSES: Send comments to the 
Privacy Act Officer, Defense Security 
Service, Office of FOIA/PA, 1340 
Braddock Place, Alexandria, VA 22314– 
1651. 
FOR FURTHER INFORMATION CONTACT: Mr. 
Leslie R. Blake at (703) 325–9450. 
SUPPLEMENTARY INFORMATION: The 
Defense Security Service notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address above or online at http:// 
www.dss.mil. 

The proposed system report, as 
required by 5 U.S.C. 552a (r), of the 
Privacy Act of 1974, as amended, was 
submitted on April 22, 2009, to the 
House Committee on Oversight and 
Government Reform, the Senate 
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