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Metropolitan Area Transit Authority 
(WMATA or the Authority), which 
includes but is not limited to the 
collection of data from Rail, Bus, 
Information Technology, and Command 
Center personnel. This data collection 
effort supports a multi-year program 
focused on improving the Authority in 
its entirety, by collecting and analyzing 
data and information on close calls and 
other unsafe occurrences within 
WMATA. The program is co-sponsored 
by WMATA and labor leadership 
including: the President/Business Agent 
of the Amalgamated Transit Union 
(ATU) Local 689, the International 
Brotherhood of Teamsters (IBT) Local 
922 and Office & Professional 
Employees International Union (OPEIU) 
Local 2. The Close Call program is 
designed to identify safety issues and 
propose preventive actions based on 
voluntary reports of a close call 
submitted confidentially to BTS, an 
Agency within the U.S. Department of 
Transportation. This information 
collection is necessary for 
systematically analyzing data to identify 
root causes of potentially unsafe events. 
On January 23, 2023, BTS published 
Federal Register notice, allowing for a 
60-day comment period on the ICR. The 
comment period closed on March 24, 
2023. The agency received no 
comments. The purpose of this notice is 
to allow 30 days for public comment to 
OMB on this collection from all 
interested individuals and 
organizations. 
DATES: Written comments should be 
submitted by May 10, 2023. 
ADDRESSES: The agency seeks public 
comments on its proposed information 
collection. Comments should address 
whether the information will have 
practical utility; the accuracy of the 
agency’s estimate of the burden of the 
proposed information collection; ways 
to enhance the quality, utility and 
clarity of the information to be 
collected; and ways to minimize the 
burden of the collection of information 
on respondents, including the use of 
automated collection techniques or 
other forms of information technology. 
Send comments to the Office of 
Information and Regulatory Affairs, 
Office of Management and Budget, 725 
17th Street NW, Washington, DC 20503, 
Attention: BTS Desk Officer. 
FOR FURTHER INFORMATION CONTACT: 
Demetra V. Collia, Bureau of 
Transportation Statistics, Office of the 
Assistant Secretary for Research and 
Technology, U.S. Department of 
Transportation, Office of Safety Data 
and Analysis, RTS–31, E36–302, 1200 
New Jersey Avenue SE, Washington, DC 

20590–0001; Phone No. (202) 366–1610; 
Fax No. (202) 366–3383; email: 
demetra.collia@dot.gov. Office hours are 
from 8:30 a.m. to 5 p.m., EST, Monday 
through Friday, except Federal holidays. 

Data Confidentiality Provisions: The 
confidentiality of Close Call data is 
protected under the BTS confidentiality 
statute (49 U.S.C. 6307) and the 
Confidential Information Protection and 
Statistical Efficiency Act (CIPSEA) of 
2018 (Pub. L. 115–435 Foundations for 
Evidence-Based Policymaking Act of 
2018, Title III). In accordance with these 
confidentiality statutes, only statistical 
(aggregated) and non-identifying data 
will be made publicly available by BTS 
through reports. BTS will not release to 
WMATA or any other public or private 
entity any information that might reveal 
the identity of individuals who have 
submitted a report. 
SUPPLEMENTARY INFORMATION: 

I. The Data Collection 

The Paperwork Reduction Act of 1995 
(44 U.S.C. chapter 35; as amended) and 
5 CFR part 1320 require each Federal 
agency to obtain OMB approval to 
continue an information collection 
activity. BTS is seeking OMB approval 
for the following BTS information 
collection activity: 

Title: Confidential Close Call Transit 
Data. 

OMB Control Number: 2138–0044. 
Type of Review: Continue to Collect. 
Respondents: WMATA employees. 
Number of Respondents: 150 (per 

annum). 
Estimated Time per Response: 1 hour. 
Frequency: Intermittent for 3 years. 

(Reports are submitted when there is a 
qualifying event 

Total Annual Burden: 150 hours. 

Demetra V. Collia, 
Office Director. 
[FR Doc. 2023–07438 Filed 4–7–23; 8:45 am] 

BILLING CODE 4910–HY–P 

DEPARTMENT OF THE TREASURY 

Office of Foreign Assets Control 

Notice of OFAC Sanctions Action 

AGENCY: Office of Foreign Assets 
Control, Treasury. 
ACTION: Notice. 

SUMMARY: The U.S. Department of the 
Treasury’s Office of Foreign Assets 
Control (OFAC) is publishing the name 
of one entity that has been placed on 
OFAC’s Specially Designated Nationals 
and Blocked Persons List based on 
OFAC’s determination that one or more 

applicable legal criteria were satisfied. 
All property and interests in property 
subject to U.S. jurisdiction of this entity 
are blocked, and U.S. persons are 
generally prohibited from engaging in 
transactions with it. 

DATES: See SUPPLEMENTARY INFORMATION 
section for effective date(s). 

FOR FURTHER INFORMATION CONTACT: 
OFAC: Andrea Gacki, Director, tel.: 
202–622–2490; Associate Director for 
Global Targeting, tel.: 202–622–2420; 
Assistant Director for Licensing, tel.: 
202–622–2480; Assistant Director for 
Regulatory Affairs, tel.: 202–622–4855; 
or the Assistant Director for Sanctions 
Compliance & Evaluation, tel.: 202–622– 
2490. 

SUPPLEMENTARY INFORMATION: 

Electronic Availability 

The Specially Designated Nationals 
and Blocked Persons List and additional 
information concerning OFAC sanctions 
programs are available on OFAC’s 
website (https://www.treasury.gov/ofac). 

Notice of OFAC Action 

On April 5, 2023, OFAC determined 
that the property and interests in 
property subject to U.S. jurisdiction of 
the following entity are blocked under 
the relevant sanctions authority listed 
below. 

Entity 

1. GENESIS MARKET (a.k.a. ‘‘GENESIS 
MARKETPLACE’’; a.k.a. ‘‘GENESIS 
STORE’’), Russia; website genesis.market; alt. 
Website G3n3sis.org; alt. Website genesis7
zoveavupiiwnrycmaq6uro3kn5h2
be3el7wdnbjti2ln2wid.onion; alt. Website 
g3n3sis.pro; Secondary sanctions risk: 
Ukraine-/Russia-Related Sanctions 
Regulations, 31 CFR 589.201; Organization 
Established Date 01 Mar 2018 [CYBER2]. 

Designated pursuant to Section 1(a)(ii)(D) 
of Executive Order 13694 of April 1, 2015 
‘‘Blocking the Property of Certain Persons 
Engaging in Significant Malicious Cyber- 
Enabled Activities,’’ 80 FR 18077, 3 C.F.R, 
2015 Comp., p. 297, as amended by 
Executive Order 13757 of December 28, 2016, 
‘‘Taking Additional Steps to Address the 
National Emergency With Respect to 
Significant Malicious Cyber-Enabled 
Activities,’’ 82 FR 1, 3 C.F.R, 2016 Comp., p. 
659 (E.O. 13694, as amended) for being 
responsible for or complicit in, or to have 
engaged in, directly or indirectly, an activity 
described in section 1(a)(ii) of E.O. 13694, as 
amended. 

Dated: April 5, 2023. 
Andrea Gacki, 
Director, Office of Foreign Assets Control, 
U.S. Department of the Treasury. 
[FR Doc. 2023–07446 Filed 4–7–23; 8:45 am] 
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