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1 Secure and Trusted Communications Network 
Act of 2019, Public Law 116–124, § 8, 134 Stat. 158, 
168 (2020) (codified at 47 U.S.C. 1607). 

2 See id. § 8(a)(2)(A), (B). 
3 See id. § 8(a)(2)(C). 

4 See NTIA, Notice; request for public comments, 
Promoting the Sharing of Supply Chain Security 
Risk Information Between Government and 
Communications Providers and Suppliers, 85 FR 
35919 (June 12, 2020), available at https://
www.ntia.doc.gov/federal-register-notice/2020/ 
request-comments-promoting-sharing-supply-chain- 
security-risk. 

and the findings in the initial IHA 
remain valid. 

Dated: June 30, 2020. 
Donna S. Wieting, 
Director, Office of Protected Resources, 
National Marine Fisheries Service. 
[FR Doc. 2020–14617 Filed 7–7–20; 8:45 am] 

BILLING CODE 3510–22–P 

DEPARTMENT OF COMMERCE 

National Telecommunications and 
Information Administration 

Establishment of the Communications 
Supply Chain Risk Information 
Partnership 

AGENCY: National Telecommunications 
and Information Administration, U.S. 
Department of Commerce. 
ACTION: Notice. 

SUMMARY: The National 
Telecommunications and Information 
Administration (NTIA) announces the 
establishment of the Communications 
Supply Chain Risk Information 
Partnership (C–SCRIP) in support of the 
requirements of Section 8 of the Secure 
and Trusted Communications Network 
Act of 2019 (Act). The Act directs NTIA, 
in cooperation with other designated 
federal agencies, to establish a program 
to share supply chain security risk 
information with trusted providers of 
advanced communications service and 
suppliers of communications equipment 
or services. 
DATES: Applicable on July 8, 2020. 
ADDRESSES: C–SCRIP, National 
Telecommunications and Information 
Administration, U.S. Department of 
Commerce, 1401 Constitution Avenue 
NW, Washington, DC 20230. 
FOR FURTHER INFORMATION CONTACT: 
Megan Doscher, National 
Telecommunications and Information 
Administration, U.S. Department of 
Commerce, 1401 Constitution Avenue 
NW, Room 4725, Washington, DC 
20230; telephone (202) 482–2503; 
mdoscher@ntia.gov. Please direct media 
inquiries to NTIA’s Office of Public 
Affairs, (202) 482–7002, or at press@
ntia.gov. 

SUPPLEMENTARY INFORMATION: Section 8 
of the Secure and Trusted 
Communications Network Act of 2019 
(Act) directs NTIA, in cooperation with 
the Office of the Director of National 
Intelligence (ODNI), the Department of 
Homeland Security (DHS), the Federal 
Bureau of Investigation (FBI), and the 
Federal Communications Commission 
(FCC), to establish a program to share 
‘‘supply chain security risk’’ 

information with trusted providers of 
‘‘advanced communications service’’ 
and suppliers of communications 
equipment or services.1 Through this 
Notice, NTIA is announcing the 
establishment of the Communications 
Supply Chain Risk Information 
Partnership (C–SCRIP), a partnership to 
share supply chain security risk 
information with trusted 
communications providers and 
suppliers. 

NTIA is collaborating with the ODNI, 
DHS, FBI, and FCC to establish the 
program. This program is aimed 
primarily at trusted small and rural 
communications providers and 
equipment suppliers, with the goal of 
improving their access to risk 
information about key elements in their 
supply chain.2 C–SCRIP will allow for 
regularly scheduled informational 
briefings, with a goal of providing more 
targeted information for C–SCRIP 
participants as the program matures 
over time. NTIA will aim to ensure that 
the risk information identified for 
sharing under the program is relevant 
and accessible, and will work with its 
government partners to enable the 
granting of security clearances under 
established guidelines when necessary. 

NTIA is using a phased approach to 
establish the C–SCRIP program, in 
cooperation with its government 
partners. In Phase 1, NTIA establishes 
the program and develops the required 
report to Congress on NTIA’s plan to 
work with its interagency partners on: 
(1) Declassifying material to help share 
information on supply chain risks with 
trusted providers; and (2) expediting 
and expanding the provision of security 
clearances for representatives of trusted 
providers.3 During Phase 1, NTIA will 
coordinate closely with its federal 
partners to take advantage of the 
existing processes and procedures in 
place for the processing of security 
clearances and the declassification of 
threat intelligence and to develop a 
strategic implementation plan for the C– 
SCRIP program to establish primary 
goals and operating principles for the 
partnership. The strategic 
implementation plan is intended to 
harmonize the C–SCRIP program with 
other government programs to ensure 
cohesion and to avoid overlap. 

In Phase 2, NTIA will operationalize 
the program, informed by public 
comments, and will establish the 
methods and means to initiate and 

sustain the partnership community of 
providers and suppliers that are eligible 
under the Act to receive supply chain 
security risk information.4 Phase 2 will 
be driven by the strategic 
implementation plan. In particular, 
NTIA expects to establish partnership 
guidelines during Phase 2, as driven by 
the Act’s requirements. NTIA will also 
initiate ad hoc briefings to trusted 
providers during Phase 2 on an as- 
needed basis. 

In Phase 3, NTIA will refine its 
methods and means for generating and 
sharing information with the C–SCRIP 
partnership community to best secure 
U.S. communications networks against 
supply chain threats. NTIA also expects 
to formalize its process and schedule for 
briefings and alerts during this phase, 
and to establish mechanisms for 
ongoing coordination and 
communication. 

During Phase 4, NTIA will evaluate 
the initiation period of the program and 
make recommendations for adjustments 
or enhancements to advance the goal of 
diminishing supply chain risk among 
program participants. 

Dated: July 2, 2020. 
Douglas Kinkoph, 
Associate Administrator, Office of 
Telecommunications and Information 
Applications, performing the non-exclusive 
functions and duties of the Assistant 
Secretary of Commerce for Communications 
and Information. 
[FR Doc. 2020–14725 Filed 7–7–20; 8:45 am] 

BILLING CODE 3510–60–P 

DEPARTMENT OF DEFENSE 

Department of the Army 

Board of Visitors, United States 
Military Academy 

AGENCY: Department of the Army, DoD. 
ACTION: Notice of open Federal advisory 
committee virtual meeting. 

SUMMARY: The Department of the Army 
is publishing this notice to announce 
the Federal Advisory Committee 
Microsoft Office 365 Teams virtual 
meeting of the U.S. Military Academy 
Board of Visitors (Board). This meeting 
is open to the public. For additional 
information about the Board, please 
visit the committee’s website at https:// 
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www.westpoint.edu/about/ 
superintendent/board-of-visitors. 
DATES: The United States Military 
Academy Board of Visitors will conduct 
a Microsoft Office 365 Teams virtual 
meeting from 10:00 a.m. to 12:00 p.m., 
July 29, 2020. 
ADDRESSES: Microsoft Office 365 Teams 
virtual meeting. The U.S. Military 
Academy Board of Visitors meeting will 
be a Microsoft Office 365Teams virtual 
meeting. To participate in the meeting, 
see the Meeting Accessibility section for 
instructions. 
FOR FURTHER INFORMATION CONTACT: Mrs. 
Deadra K. Ghostlaw, the Designated 
Federal Officer (DFO) for the committee, 
in writing in writing at: Secretary of the 
General Staff, ATTN: Deadra K. 
Ghostlaw, 646 Swift Road, West Point, 
NY 10996; by email at: 
deadra.ghostlaw@westpoint.edu or 
BoV@westpoint.edu; or by telephone at 
(845) 938–4200. 
SUPPLEMENTARY INFORMATION: The 
USMA BoV provides independent 
advice and recommendations to the 
President of the United States on 
matters related to morale, discipline, 
curriculum, instruction, physical 
equipment, fiscal affairs, academic 
methods, and any other matters relating 
to the Academy that the Board decides 
to consider. 

Purpose of the Meeting: This is the 
2020 Summer Meeting of the USMA 
BoV. Members of the Board will be 
provided updates on Academy issues. 
Agenda: Board Business; Lessons 
learned from COVID–19; Update on 
USMA Campaign Plan: Develop Leaders 
of Character; Cultivate a Culture of 
Character Growth; Build Diverse, 
Effective, and Winning Teams; 
Modernize, Secure, and Reform; 
Strategic Partnerships. 

Availability of Materials for the 
Meeting. A copy of the agenda or any 
updates to the agenda for the July 29, 
2020 Microsoft Office 365 Teams virtual 
meeting will be available. The final 
version will be available at the 
Microsoft Office 365 Teams virtual 
meeting. All materials will be posted to 
the website after the meeting. 

Meeting Accessibility: Pursuant to 5 
U.S.C. 552b, as amended and 41 CFR 
102–3.140 through 102–3.165, and 
subject to the availability of space, the 
meeting is open through Microsoft 
Office 365 Teams to the public from 
time in 9:45 a.m.–12:00 p.m. Persons 
desiring to participate in the meeting 
through Microsoft Office 365 Teams are 
required to submit their name, 
organization, email and telephone 
contact information to Mrs. Deadra K. 
Ghostlaw at deadra.ghostlaw@

westpoint.edu not later than Monday, 
July 20, 2020. Specific instructions, for 
Microsoft Office 365Teams participation 
in the meeting, will be provided by 
reply email. The meeting agenda will be 
available prior to the meeting on the 
Board’s website at: https://
www.westpoint.edu/about/ 
superintendent/board-of-visitors. 

Special Accommodations: Individuals 
requiring any special accommodations 
related to the virtual public meeting or 
seeking additional information about 
the procedures, should contact Mrs. 
Ghostlaw, the committee DFO, at the 
email address or telephone number 
listed in the FOR FURTHER INFORMATION 
CONTACT section, at least seven (7) 
business days prior to the meeting so 
that appropriate arrangements can be 
made. 

Written Comments or Statements: 
Pursuant to 41 CFR 102–3.105(j) and 
102–3.140 and section 10(a)(3) of the 
Federal Advisory Committee Act, the 
public or interested organizations may 
submit written comments or statements 
to the Board about its mission and/or 
the topics to be addressed in this 
Microsoft Office 365Teams virtual 
public meeting. Written comments or 
statements should be submitted to Mrs. 
Ghostlaw, the committee DFO, via 
electronic mail, the preferred mode of 
submission, at the address listed in the 
FOR FURTHER INFORMATION CONTACT 
section in the following formats: Adobe 
Acrobat or Microsoft Word. The 
comment or statement must include the 
author’s name, title, affiliation, address, 
and daytime telephone number. Written 
comments or statements being 
submitted in response to the agenda set 
forth in this notice must be received by 
the committee DFO at least seven (7) 
business days prior to the meeting so 
that they may be made available to the 
Board for its consideration prior to the 
meeting. Written comments or 
statements received after this date may 
not be provided to the Board until its 
next meeting. Please note that because 
the Board operates under the provisions 
of the Federal Advisory Committee Act, 
as amended, all written comments will 
be treated as public documents and will 
be made available for public inspection. 

Pursuant to 41 CFR 102–3.140d, the 
committee is not obligated to allow a 
member of the public to speak or 
otherwise address the committee during 
the meeting. However, the committee 
Designated Federal Official and 
Chairperson may choose to invite 
certain submitters to present their 
comments verbally during the open 
portion of this meeting or at a future 
meeting. The Designated Federal 
Officer, in consultation with the 

committee Chairperson, may allot a 
specific amount of time for submitters to 
present their comments verbally. 

Brenda S. Bowen, 
Army Federal Register Liaison Officer. 
[FR Doc. 2020–14712 Filed 7–7–20; 8:45 am] 

BILLING CODE 5061–AP–P 

DEPARTMENT OF DEFENSE 

Department of the Army 

[Docket ID: USA–2020–HQ–0013] 

Privacy Act of 1974; System of 
Records 

AGENCY: Department of the Army (USA), 
Department of Defense (DoD). 
ACTION: Notice of a modified System of 
Records. 

SUMMARY: The USA is modifying an 
existing System of Records titled, 
Mobilization Common Operating 
Picture (MOBCOP), A0500–5 DAMO. 
This System of Records will become the 
DoD Mobilization Deployment 
Management Information System 
(MDMIS). The MDMIS supports 
operational exercises, deployments and 
mission movements of military forces. 
The modification will expand the 
System of Records for use by all the 
military services, remove duplication of 
effort, improve efficiency within the 
department, and enhance public 
transparency. 
DATES: This System of Records 
modification is effective upon 
publication; however, comments on the 
Routine Uses will be accepted on or 
before August 7, 2020. The Routine Uses 
are effective at the close of the comment 
period. 
ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

* Federal Rulemaking Portal: https://
www.regulations.gov. Follow the 
instructions for submitting comments. 

* Mail: DoD cannot receive written 
comments at this time due to the 
COVID–19 pandemic. Comments should 
be sent electronically to the docket 
listed above. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the internet at https://
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 
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