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consumer reporting agency to prepare a 
commercial credit report. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records are maintained on computer 

disks, magnetic tape, microfiche, and 
paper file folders. 

RETRIEVABILITY: 
Retrieved by name, Taxpayer 

Identification Number, other 
identification number or system 
identifier, or name of accountable 
disbursing office in whose custody the 
public funds were entrusted when the 
debt arose.

SAFEGUARDS: 
Records are accessed by the custodian 

of the record system and by personnel 
responsible for servicing the record 
system in performance of their official 
duties. Records are stored in locked 
cabinets or rooms, or in guarded 
buildings. 

RETENTION AND DISPOSAL: 
All cases will remain active until 

settled by full payment, waiver, write-
off, or close out. The system contains 
records requiring a retention period of 
up to 10 years after final action. Records 
are retired to National Records Centers. 
Destruction is accomplished by tearing, 
shredding, pulping, macerating, or 
burning. 

SYSTEM MANAGER(S) AND ADDRESS: 
Chief, Debt Management Systems 

Division, Directorate of Debt and Claims 
Management, Defense Finance and 
Accounting Service—Denver Site, 6760 
East Irvington Place, Denver, CO 80279–
8000. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system should 
address written inquiries to the Defense 
Finance and Accounting Service—
Denver Site, DFAS–GA/DE, 6760 East 
Irvington Place, Denver, CO 80279–
8000. 

The individuals should furnish their 
name, Social Security Number, and 
reasonably describe the information 
they are seeking. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about themselves contained 
in this system of records should address 
written inquiries to the Defense Finance 
and Accounting Service—Denver Site, 
DFAS–GA/DE, 6760 East Irvington 
Place, Denver, CO 80279–8000. 

The individuals should furnish their 
name, Social Security Numbers, and 
reasonably describe the information 
they are seeking. 

CONTESTING RECORD PROCEDURES: 
The DFAS rules for accessing records, 

for contesting contents and appealing 
initial agency determinations are 
published in DFAS Regulation 5400.11–
R; 32 CFR part 324; or may be obtained 
from the Privacy Act Officer at any 
DFAS Center. 

RECORD SOURCE CATEGORIES: 
Records are obtained from the debtor, 

DFAS centers, other DoD organizations, 
and agencies of Federal, state, and local 
governments, as applicable or 
appropriate for processing the case. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None.

[FR Doc. 02–16188 Filed 6–26–02; 8:45 am] 
BILLING CODE 5001–08–P

DEPARTMENT OF DEFENSE

Department of the Air Force 

Privacy Act of 1974; System of 
Records

AGENCY: Department of the Air Force, 
DoD.
ACTION: Notice to delete Systems of 
Records. 

SUMMARY: The Department of the Air 
Force is deleting four systems of records 
notices in its existing inventory of 
record systems subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended.

DATES: This proposed action would be 
effective without further notice on July 
29, 2002, unless comments are received 
which result in a contrary 
determination.

ADDRESSES: Send comments to the Air 
Force Privacy Act Manager, Office of the 
Chief Information Officer, AF–CIO/P, 
1155 Air Force Pentagon, Washington, 
DC 20330–1155.
FOR FURTHER INFORMATION CONTACT: Mrs. 
Anne Rollins at (703) 601–4043.
SUPPLEMENTARY INFORMATION: The 
Department of the Air Force systems of 
records notices subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the address above. 

The specific changes to the records 
systems being amended are set forth 
below followed by the notices, as 
amended, published in their entirety. 
The proposed amendments are not 

within the purview of subsection (r) of 
the Privacy Act of 1974, (5 U.S.C. 552a), 
as amended, which requires the 
submission of a new or altered system 
report.

Dated: June 21, 2002. 
Patricia L. Toppings, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.

F044 AFSG B 

SYSTEM NAME: 
Bioenvironmental Engineer Personnel 

Career Information System (June 11, 
1997, 62 FR 31793). 

Reason: Information is now 
maintained under the system of records 
F036 AF PC C, Military Personnel 
Records System. Therefore, this notice 
is obsolete. 

F044 AF SG P 

SYSTEM NAME: 
Nursing Skill Inventory (June 11, 

1997, 62 FR 31793). 
Reason: Records no longer maintained 

because the requirement was cancelled. 

F065 AF SG A 

SYSTEM NAME: 
Control Logs (June 11, 1997, 62 FR 

31793). 
Reason: Records no longer exist 

because requirement was cancelled. 

F031 497IG C 

SYSTEM NAME: 
Security File for Foreign Intelligence 

Collection (June 11, 1997, 62 FR 31793). 
Reason: Records no longer exist; 

organization deactivated.

[FR Doc. 02–16187 Filed 6–26–02; 8:45 am] 
BILLING CODE 5001–08–P

DEPARTMENT OF EDUCATION

Notice of Proposed Information 
Collection Requests

AGENCY: Department of Education.
SUMMARY: The Leader, Regulatory 
Information Management Group, Office 
of the Chief Information Officer, invites 
comments on the proposed information 
collection requests as required by the 
Paperwork Reduction Act of 1995.
DATES: Interested persons are invited to 
submit comments on or before August 
26, 2002.
SUPPLEMENTARY INFORMATION: Section 
3506 of the Paperwork Reduction Act of 
1995 (44 U.S.C. Chapter 35) requires 
that the Office of Management and 
Budget (OMB) provide interested 
Federal agencies and the public an early
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