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of 1930; this notice is published pursuant to 
section 207.62 of the Commission’s rules.

By order of the Commission.
Issued: September 19, 2002. 

Marilyn R. Abbott, 
Secretary to the Commission.
[FR Doc. 02–24239 Filed 9–23–02; 8:45 am] 
BILLING CODE 7020–02–P

DEPARTMENT OF JUSTICE

[AAG/A Order No. 286–2002] 

Privacy Act of 1974 as Amended by the 
Computer Matching and Privacy 
Protection Act of 1988

This notice is published as an 
addendum to AAG/A Order No. 277–
2002, published in the Federal Register 
on July 25, 2002 (67 FR 48671) in 
accordance with the requirements of the 
Privacy Act, as amended by the 
Computer Matching and Privacy 
Protection Act of 1988 (CMPPA) (5 
U.S.C. 552a(e)(12)). That notice 
announced that the Immigration and 
Naturalization Service (INS) is 
participating in computer matching 
programs with the District of Columbia 
and seven State agencies, to permit 
eligibility determinations specified in 
the notice. Paragraph 2 of the notice 
stated: 

Specifically, the matching activities 
will permit the following eligibility 
determinations:
* * * * *

(2) The California Department of 
Social Services will be able to determine 
eligibility status of aliens applying for or 
receiving benefits under the TANF 
(‘‘Temporary Assistance for Needy 
Families’’) program, and upon the 
submission of favorable cost-benefit 
data to the Department of Justice (DOJ) 
Data Integrity Board, will also be able to 
determine eligibility status of non-
TANF Food Stamp applicants and 
recipients.
* * * * *

The purpose of this addendum is to 
provide notice that the California 
Department of Social Services has 
submitted favorable cost-benefit data to 
the DOJ Data Integrity Board. Based on 
that data, the Board has approved 
verifications of immigration status for 
non-TANF Food Stamp applicants and 
recipients under the subject computer 
matching agreement.
* * * * *

Inquiries may be addressed to 
Kathleen M. Riddle, Procurement 
Analyst, Management and Planning 
Staff, Justice Management Division, 
Department of Justice, Washington, DC 
20530.

Dated: September 12, 2002. 
Robert F. Diegelman, 
Acting Assistant Attorney General for 
Administration.
[FR Doc. 02–24208 Filed 9–23–02; 8:45 am] 
BILLING CODE 4410–10–M

DEPARTMENT OF JUSTICE

[AAG/A Order No. 287–2002] 

Privacy Act of 1974; System of 
Records 

Pursuant to the provisions of the 
Privacy Act of 1974 (5 U.S.C. 552a), 
notice is given that the Department of 
Justice proposes to establish a new 
Department-wide system of records 
entitled ‘‘Personnel Investigation and 
Security Clearance Records for the 
Department of Justice’’ DOJ–006, which 
generally covers the described records 
maintained by all components other 
than the Federal Bureau of Investigation 
(FBI). The Justice Management 
Division’s (JMD’s) system of records for 
background investigation records, 
‘‘Security Clearance Information 
System,’’ JMD–008, was previously 
published in the Federal Register at 55 
FR 34629, dated Thursday, August 23, 
1990. JMD maintains the personnel 
investigation and clearance records of 
certain categories of individuals, while 
the records of other categories of 
individuals are maintained by 
individual Bureaus and some other 
components. This notice of a new 
system of records replaces JMD’s notice, 
and it also provides notice for 
components to the extent that they 
maintain records that are not covered by 
an existing system notice. For example, 
some components’ personnel 
investigation and clearance records are 
covered by Office of Personnel 
Management (OPM)/Central-9 to the 
extent that the components maintain 
only a copy of what OPM maintains; 
however, to the extent that such 
components may also maintain 
additional personnel investigation and 
clearance records, as described in this 
notice, those records and any new 
compilation of the file are covered by 
this system notice. Disclosure 
determinations regarding any 
investigative records from an OPM or 
FBI investigation will be made only in 
accordance with the investigating 
agency’s disclosure policies. 

The purpose of publishing this 
Department-wide notice is to update 
and clarify what records are maintained 
by the Department, including the 
addition of certain categories of 
individuals and categories of records, 
and to increase administrative efficiency 

by publishing a centralized notice, 
while providing the public with a 
relatively simple procedure for 
requesting access to such information. 
This system notice does not supersede 
systems of records covered by 
separately-noticed systems, except for 
JMD–008 and Subsystem 0 of INS–001. 

Accordingly, this Department-wide 
system notice replaces, and the 
Department hereby removes, on the 
effective date of this notice, the 
following:

Justice Management Division, ‘‘Security 
Clearance Information System (SCIS),’’ 
Justice/JMD–008 (55 FR 34629, Aug. 23, 
1990) Immigration and Naturalization 
Service, ‘‘Security Access Clearance Index,’’ 
Justice/INS–001, Subsystem O only. INS–001 
was last published at 58 FR 51847, October 
5, 1993.

In accordance with 5 U.S.C. 552a(e)(4) 
and (11), the public is given a 30-day 
period in which to comment; and the 
Office of Management and Budget 
(OMB), which has oversight 
responsibility under the Act, requires a 
40-day period in which to conclude its 
review of the system. Therefore, please 
submit any comments by October 24, 
2002. The public, OMB, and the 
Congress are invited to submit any 
comments to Mary E. Cahill, 
Management and Planning Staff, Justice 
Management Division, Department of 
Justice, Washington, DC 20530 (Room 
1400, National Place Building). 

In accordance with 5 U.S.C. 552a(r), 
the Department has provided a report to 
OMB and the Congress.

Dated: September 12, 2002. 
Robert F. Diegelman, 
Acting Assistant Attorney General for 
Administration.

Department of Justice—006 

SYSTEM NAME: 
Personnel Investigation and Security 

Clearance Records for the Department of 
Justice, DOJ–006. 

SYSTEM LOCATION: 
U.S. Department of Justice, 950 

Pennsylvania Avenue, NW, Washington, 
DC 20530, other Department of Justice 
Component locations (see system 
manager listings). Working copies of 
records may reside temporarily at 
locations operated by contractors 
authorized to provide computer services 
and other agency functions related to 
this system of records. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Current and former employees of the 
Department, including but not limited 
to full and part time employees, interns, 
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detailees, volunteers, and task force 
personnel; 

Current and former contractor 
employees and prospective contractor 
employees, for whom an investigation is 
initiated and/or conducted; Current and 
former Congressional staff personnel, 
Executive Office of National Security 
personnel, Office of Independent 
Counsel personnel, Special Counsel 
personnel, Foreign Intelligence 
Surveillance Act judges and staff, 
Presidential Transition personnel, and 
other individuals employed by or 
performing services for the Federal 
Government who require background 
investigations; 

Any or all persons associated with 
and/or acting for the defense or for the 
courts in a criminal proceeding 
involving classified information and any 
Department component; 

Applicants for paid or unpaid 
employment with the Department for 
whom an investigation is initiated and/
or conducted; and 

Individuals who have been 
investigated for purposes of determining 
eligibility for access to sensitive or 
national security information. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Identifying information regarding the 

individuals in the Categories of 
Individuals above, including one or 
more of the following: (1) Standard 
Form 86 ‘‘Questionnaire for National 
Security Position,’’ Standard Form 85P 
‘‘Questionnaire for Public Trust 
Positions,’’ Standard Form 85P–S 
‘‘Supplemental Questionnaire for 
Selected Positions,’’ and/or Standard 
Form 85 ‘‘Questionnaire for Non-
Sensitive Positions’’ and predecessor 
and successor forms of the same type; 
(2) Copies of investigative reports from 
the Office of Personnel Management, the 
Federal Bureau of Investigation (FBI), 
and/or other Federal investigative 
agencies; (3) Correspondence, 
information, and other supporting 
documentation related to the 
investigation and adjudication for 
public trust and national security 
information positions (references in this 
notice to classified and national security 
information include Sensitive 
Compartmented Information); (4) Form 
DOJ–555 ‘‘Disclosure and Authorization 
Pertaining to Consumer Reports 
Pursuant to the Fair Credit Reporting 
Act’’ and other consent or waiver forms, 
and the results of credit checks; (5) 
Waivers of the pre-employment 
background investigation requirement; 
(6) Records of security clearance 
certifications; (7) Other information 
relating to the loyalty or trustworthiness 
of the individual, or relevant to the 

individual’s eligibility for access to 
national security information; and (8) 
Records reviewed by the Access Review 
Committee (ARC) and generated in 
connection with the ARC appeals 
procedure (Executive Order 12968, 
Section 5.2.(a)(7)). 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Presidential Executive Orders 10450, 
‘‘Security Requirements for Government 
Employment’’ and 12968, ‘‘Access to 
Classified Information,’’ and the 
Classified Information Procedures Act of 
1980. 

PURPOSE(S): 

Records in this system are used to 
determine the loyalty, trustworthiness, 
suitability, eligibility and/or 
qualifications of employees for initial or 
continued employment in the 
Department of Justice, and for 
employment in sensitive positions 
involving eligibility and continued 
eligibility for access to classified 
information. The records are also used 
to make similar suitability and security 
determinations regarding the 
employment of contractors to perform a 
service for the Department and to 
establish the trustworthiness for access 
to classified information of persons 
associated with and/or acting for the 
court or the defense during criminal 
proceedings, or in other specified cases 
where individuals employed by or 
performing services for the Federal 
Government require background 
investigations, including during 
Presidential transitions. Records in this 
system are also used by the Access 
Review Committee when an appeal is 
made to the ARC to review a security 
clearance denial or revocation pursuant 
to E.O. 12968. Records in this system 
are also used to track the status and 
types of investigations, the dates of 
clearances and level of clearances. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Disclosure determinations regarding 
any investigative records from an OPM 
or Federal Bureau of Investigation (FBI) 
investigation will be made only in 
accordance with the investigating 
agency’s disclosure policies.

Records or information in this system 
of records may be disclosed to the 
following parties when it has been 
determined by the Department of Justice 
that such a need exists: 

(a) Designated officers and employees 
of agencies, offices, and other 
establishments in the executive, 
legislative, and judicial branches of the 
Federal Government, in connection with 

the hiring or continued employment of 
an employee or contractor, the conduct 
of a suitability or security investigation 
of an employee or contractor, or the 
grant, renewal, suspension, or 
revocation of a security clearance, to the 
extent that the information is relevant 
and necessary to the hiring agency’s 
decision. 

(b) Designated officers and employees 
of state or local (including the District 
of Columbia) law enforcement or 
detention agencies in connection with 
the hiring or continued employment of 
an employee or contractor, where the 
employee or contractor would occupy or 
occupies a position of public trust as a 
law enforcement officer or detention 
officer having direct contact with the 
public or with prisoners or detainees, to 
the extent that the information is 
relevant and necessary to the recipient 
agency’s decision. 

(c) Members of a Presidential 
Transition Team for evaluating potential 
appointees. 

(d) Security officials and investigators 
of Federal Government Agencies or 
Departments for liaison or training 
purposes where appropriate during 
meetings, conferences, or training 
courses involving access to classified 
material. 

(e) Federal, state, local, or private 
entities where appropriate for purposes 
of certification of security clearances of 
participants in training, conferences, 
meetings, facility visits, and similar 
activities. 

(f) In an appropriate proceeding 
before a court or administrative or 
regulatory body when records are 
determined by the Department of Justice 
to be arguably relevant to the 
proceeding. 

(g) The intelligence agencies of the 
Department of Defense, the National 
Security Agency, and the Central 
Intelligence Agency for use in 
intelligence activities. 

(h) In the event that a record in this 
system, either alone or in conjunction 
with other information, indicates a 
violation or potential violation of law—
criminal, civil, or regulatory in nature—
the relevant records may be referred to 
the appropriate federal, state, local, 
foreign, or tribal law enforcement 
authority or other appropriate agency 
charged with the responsibility for 
investigating or prosecuting such 
violation or charged with enforcing or 
implementing such law. 

(i) An employee’s designated 
representative in connection with the 
ARC appeals process. 

(j) The news media and the public 
pursuant to 28 CFR 50.2 unless it is 
determined that release of the specific 
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information in the context of a 
particular case would constitute an 
unwarranted invasion of personal 
privacy. 

(k) A Member of Congress or staff 
acting upon the Member’s behalf when 
the Member or staff requests the 
information on behalf of and at the 
request of the individual who is the 
subject of the record. 

(l) The National Archives and Records 
Administration and the General 
Services Administration in records 
management inspections conducted 
under the authority of 44 U.S.C. 2904 
and 2906. 

(m) Contractors, grantees, experts, 
consultants, students, and others 
performing or working on a contract, 
service, grant, cooperative agreement, or 
other assignment for the Federal 
government, when necessary to 
accomplish an agency function related 
to this system of records. 

(n) Former employees of the 
Department for purposes of: Responding 
to an official inquiry by a federal, state, 
or local government entity or 
professional licensing authority, in 
accordance with applicable Department 
regulations; or facilitating 
communications with a former 
employee that may be necessary for 
personnel-related or other official 
purposes where the Department requires 
information and/or consultation 
assistance from the former employee 
regarding a matter within that person’s 
former area of responsibility. 

(o) An actual or potential party to 
litigation or the party’s authorized 
representative for the purpose of 
negotiation or discussion on such 
matters as settlement, plea bargaining, 
or in informal discovery proceedings. 

(p) Federal, state, and local licensing 
agencies or associations which require 
information concerning the suitability 
or eligibility of an individual for a 
license or permit. 

(q) Such recipients and under such 
circumstances and procedures as are 
mandated by federal statute or treaty. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Data is stored in electronic media via 
a configuration of personal computer, 
client/server, and mainframe systems 
architecture. Computerized records are 
maintained on hard disk, floppy 
diskettes, compact discs, magnetic tape, 
and/or optical disks. Paper files are 
stored as follows: (1) In a secure file 
room with controlled access; (2) locked 
file cabinets; and/or (3) other 

appropriate GSA approved security 
containers. 

RETRIEVABILITY: 

Data is retrieved by searching under 
the individual’s name, social security 
account number, or other identifier. 

SAFEGUARDS: 

Security measures include the use of 
safes, locked file cabinets, and/or 
restricted access space for manual 
records. Electronic records are 
safeguarded in accordance with DOJ 
rules and policy governing automated 
systems security and access. These 
safeguards include the maintenance of 
technical equipment in restricted areas, 
and the required use of individual 
passwords and user identification codes 
to access the system. 

RETENTION AND DISPOSAL:

Records are retained and disposed of 
in accordance with items 22, 23, 24, and 
25 of the General Records Schedule 18 
as approved by the Archivist of the 
United States. Some records (such as 
Presidential Transition records) are 
retained only temporarily and then 
transferred to the appropriate agency. 

SYSTEM MANAGERS AND ADDRESSES: 

For records regarding former and 
current personnel and contractors 
employed by the Offices, Boards, or 
Divisions (OBDs) as well as records 
regarding all Department attorneys, 
interns, honor program applicants, 
Schedule C personnel, non-career SES 
appointments, Presidential appointees, 
non-Departmental Federal Government 
personnel, and ARC appeals for OBDs, 
contact: Director, Security and 
Emergency Planning Staff, Attention: 
Associate Director Personnel Security 
Group, Justice Management Division, 
U.S. Department of Justice, 950 
Pennsylvania Avenue, NW., 
Washington, DC 20530. 

For records regarding former and 
current Bureau non-attorney personnel 
not specifically listed above and 
contractors, contact the individual 
Bureaus: 

Security Programs Manager, Drug 
Enforcement Administration (DEA), 700 
Army Navy Drive, Arlington, VA 22202. 

Security Programs Manager, Federal 
Bureau of Prisons (BOP), 320 First 
Street, NW., Washington, DC 20543. 

Security Programs Manager, 
Immigration and Naturalization Service 
(INS), 425 I Street, NW., Washington, 
DC 20536. 

Security Programs Manager, Federal 
Bureau of Investigation (FBI), 935 
Pennsylvania Avenue, NW., 
Washington, DC 20535. 

Security Programs Manager, U.S. 
Marshals Service (USMS), 600 Army 
Navy Drive, Arlington, VA 22202. 

Security Programs Manager, Executive 
Office for U.S. Trustees (EOUST), 901 E 
Street, NW., Washington, DC 20530. 

Security Programs Manager, National 
Drug Intelligence Center (NDIC), 319 
Washington Street, Johnstown, PA 
15901. 

NOTIFICATION PROCEDURES: 
Address inquiries to System Manager 

named above. 

RECORD ACCESS PROCEDURES: 
A request for access to a record from 

this system shall be made in writing to 
the System Manager, or in the case of 
BOP and INS records, to the FOIA/PA 
Section, with the envelope and the letter 
clearly marked ‘‘Privacy Access 
Request.’’ The request should include a 
general description of the records 
sought and must include the requester’s 
full name, current address, and date and 
place of birth. The request must be 
signed and either notarized or submitted 
under penalty of perjury. Some 
information may be exempt from access 
provisions as described in the section 
entitled ‘‘Systems Exempted from 
Certain Provisions of the Act.’’ An 
individual who is the subject of a record 
in this system may access those records 
that are not exempt from disclosure. A 
determination whether a record may be 
accessed will be made at the time a 
request is received. 

Requests for copies of the 
investigative report should be directed 
to the appropriate investigative agency: 
the Office of Personnel Management at 
1900 E St., NW., Room 5416, 
Washington, DC 20415; the Federal 
Bureau of Investigation at the address 
above, or other investigative agency. 

CONTESTING RECORD PROCEDURES: 
Individuals desiring to contest or 

amend information maintained in the 
system should direct their request 
according to the Record Access 
procedures listed above, stating clearly 
and concisely what information is being 
contested, the reasons for contesting it, 
and the proposed amendment to the 
information sought. Some information is 
not subject to amendment, such as tax 
return information. Some information 
may be exempt from contesting record 
procedures as described in the section 
entitled ‘‘Systems Exempted from 
Certain Provisions of the Act.’’ An 
individual who is the subject of a record 
in this system may amend those records 
that are not exempt. A determination 
whether a record may be amended will 
be made at the time a request is 
received. 
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RECORD SOURCE CATEGORIES: 

Sources of information contained in 
this system are the individuals covered 
by the system, individuals and entities 
contacted by investigators, adjudicators, 
or other authorized personnel regarding 
individuals covered by the system, 
government records, and consumer 
reporting agencies. 

SYSTEM EXEMPTED FROM CERTAIN PROVISIONS 
OF THE ACT: 

The Attorney General has exempted 
this system from 5 U.S.C. 552a(c)(3) and 
(4); (d)(1), (2), (3), and (4); (e)(1), (2), (3), 
(5) and (8); and (g). The exemptions will 
be applied only to the extent that 
information in a record is subject to 
exemption pursuant to 5 U.S.C. 552a(j) 
and (k). A determination as to 
exemption shall be made at the time a 
request for access or amendment is 
received. Rules have been promulgated 
in accordance with the requirements of 
5 U.S.C. 553(b), (c) and (e) and have 
been published in the Federal Register.

[FR Doc. 02–24206 Filed 9–23–02; 8:45 am] 
BILLING CODE 4410–FB–P

NATIONAL AERONAUTICS AND 
SPACE ADMINISTRATION 

[Notice 02–110] 

U.S. Centennial of Flight Commission

AGENCY: National Aeronautics and 
Space Administration.
ACTION: Notice of meeting.

SUMMARY: In accordance with the 
Federal Advisory Committee Act, Public 
Law 92–463, as amended, the National 
Aeronautics and Space Administration 
announces a meeting of the U.S. 
Centennial of Flight Commission and 
the First Flight Centennial Federal 
Advisory Board.
DATES: Thursday, October 24, 2002, 9:00 
a.m. to 12 noon.
ADDRESSES: Paul Laurence Dunbar 
Library, First Floor Group Study Room, 
Wright State University, 3640 Col. 
Glenn Hwy, Dayton, OH.
FOR FURTHER INFORMATION CONTACT: Ms. 
Beverly Farmarco, Code I–2, National 
Aeronautics and Space Administration, 
Washington, DC 20546, 202/358–1903.
SUPPLEMENTARY INFORMATION: The 
meeting will be open to the public up 
to the seating capacity of the room. The 
agenda for the meeting is as follows:
—Opening Comments 
—Inventing Flight—Educational 

Curriculum 
—Educational Tool Kit 
—Status of EAA Centennial Activities 

—Wolf Trap Foundation for the 
Performing Arts 

—Rockefeller Center Exhibition 
—Space Day Foundation 
—Centennial Partners 
—Kick-Off Update 
—Outreach Activities 
—Centennial Song by Tena Clark 
—Closing Comments

It is imperative that the meeting be 
held on this date to accommodate the 
scheduling priorities of the key 
participants. Visitors will be requested 
to sign a visitor’s register.

June W. Edwards, 
Advisory Committee Management Officer, 
National Aeronautics and Space 
Administration.
[FR Doc. 02–24205 Filed 9–23–02; 8:45 am] 
BILLING CODE 7510–01–P

NUCLEAR REGULATORY 
COMMISSION 

[Docket Nos. 50–267, 50–270, and 50–287] 

Duke Energy Corporation; Notice of 
Withdrawal of Application for 
Amendment to Facility Operating 
License 

The U.S. Nuclear Regulatory 
Commission (the Commission) has 
granted the request of Duke Energy 
Corporation (the licensee) to withdraw 
its December 20, 2001, application for 
proposed amendment to Renewed 
Facility Operating License No. DPR–38, 
DPR–47, and DPR–55 for the Oconee 
Nuclear Station, Units 1, 2, and 3, 
located in Seneca, South Carolina. 

The proposed amendment would 
have revised the licensing basis 
associated with the failure of non-
Category I (non-seismic) piping in the 
auxiliary building. 

The Commission had previously 
issued a Notice of Consideration of 
Issuance of Amendment published in 
the Federal Register on January 22, 
2002 (67 FR 2922). However, by letter 
dated April 23, 2002, the licensee 
withdrew the proposed change. 

For further details with respect to this 
action, see the application for 
amendment dated December 20, 2001, 
and the licensee’s letter dated April 23, 
2002, which withdrew the application 
for license amendment. Documents may 
be examined, and/or copied for a fee, at 
the NRC’s Public Document Room 
(PDR), located at One White Flint North, 
11555 Rockville Pike (first floor), 
Rockville, Maryland. Publicly available 
records will be accessible electronically 
from the Agencywide Documents 
Access and Management Systems 
(ADAMS) Public Electronic Reading 

Room on the internet at the NRC Web 
site, http://www.nrc.gov/reading-rm/
adams/html. Persons who do not have 
access to ADAMS or who encounter 
problems in accessing the documents 
located in ADAMS, should contact the 
NRC PDR Reference staff by telephone 
at 1–800–397–4209, or 301–415–4737 or 
by email to pdr@nrc.gov.

Dated at Rockville, Maryland, this 18th day 
of September 2002. 

For the Nuclear Regulatory Commission. 
Leonard N. Olshan, 
Project Manager, Section 1, Project 
Directorate II, Division of Licensing Project 
Management, Office of Nuclear Reactor 
Regulation.
[FR Doc. 02–24222 Filed 9–23–02; 8:45 am] 
BILLING CODE 7590–01–P

NUCLEAR REGULATORY 
COMMISSION 

Sunshine Act Meeting Notice

AGENCY HOLDING THE MEETING: Nuclear 
Regulatory Commission.
DATE: Weeks of September 23, 30, 
October 7, 14, 21, 28, 2002.
PLACE: Commissioner’ Conference 
Room, 11555 Rockville Pike, Rockville, 
Maryland.
STATUS: Public and Closed.
MATTERS TO BE CONSIDERED: 

Week of September 23, 2002

There are no meetings scheduled for 
the Week of September 23, 2002. 

Week of September 30, 2002—Tentative 

Tuesday, October 1, 2002

9:25 a.m.—Affirmation Session (Public 
Meeting) a. Private Fuel Storage 
(Independent Spent Fuel Storage 
Installation) Docket No. 72–22–ISFSI; 
Review of LBP–02–08, consideration 
under NEPA of environmental justice 
issues b. International Uranium (USA) 
Corporation (White Mesa Uranium 
Mill) (MLA–10/Maywood material) 
Appeal of LBP–02–12 

9:30 a.m.—Briefing on 
Decommissioning Activities and 
Status (Public Meeting) (Contact: John 
Buckley, 301–415–6607) 
This meeting will be webcast live at 

the Web address—www.nrc.gov.

Wednesday, October 2, 2002

10:00 a.m.—Briefing on Strategic 
Workforce Planning and Human 
Capital Initiatives (Closed—Ex. 2) 

Week of October 7, 2002—Tentative 

There are no meeting scheduled for 
the Week of October 7, 2002. 
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