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SUMMARY: The Secretary of Homeland 
Security has determined that the 
renewal of the charter of the Data 
Privacy and Integrity Advisory 
Committee is necessary and in the 
public interest in connection with the 
Department of Homeland Security’s 
performance of its duties. This 
determination follows consultation with 
the Committee Management Secretariat, 
General Services Administration. 
DATES: The committee’s charter is 
effective May 8, 2012, and expires May 
8, 2014. 
ADDRESSES: If you desire to submit 
comments on this action, they must be 
submitted by (60 days after publication 
of Notice). Comments must be identified 
by DHS Docket Number (DHS–2012– 
0029) and may be submitted by one of 
the following methods: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

• Email: PrivacyCommittee@dhs.gov. 
Include the Docket Number (DHS– 
2012–0029) in the subject line of the 
message. 

• Fax: (703) 483–2999 
• Mail: Shannon Ballard, Designated 

Federal Officer, Data Privacy and 
Integrity Advisory Committee, 
Department of Homeland Security, 245 
Murray Lane SW., Mail Stop 0655, 
Washington, DC 20528. 

Instructions: All submissions must 
include the words ‘‘Department of 
Homeland Security’’ and DHS–2012– 
0029, the docket number for this action. 
Comments received will be posted 
without alteration at http:// 
www.regulations.gov, including any 
personal information provided. 

Docket: For access to the docket to 
read background documents or 
comments received, go to http:// 
www.regulations.gov. 

FOR FURTHER INFORMATION CONTACT: 
Shannon Ballard, Designated Federal 
Officer, DHS Data Privacy and Integrity 
Advisory Committee, Department of 
Homeland Security, 245 Murray Lane 
SW., Mail Stop 0655, Washington, DC 
20528, by telephone (703) 235–0780, by 
fax (703) 235–0442, or by email to 
PrivacyCommittee@dhs.gove. 

Responsible DHS Officials: Mary 
Ellen Callahan, Chief Privacy Officer 
and Shannon Ballard, Designated 
Federal Officer, 245 Murray Lane SW., 
Mail Stop 0655, Washington, DC 20528, 
PrivacyCommittee@dhs.gov, 703–235– 
0780. 

SUPPLEMENTARY INFORMATION: Purpose 
and Objective: Under the authority of 6 
U.S.C. 451, this charter renews the Data 
Privacy and Integrity Advisory 

Committee as a discretionary 
committee, which shall operate in 
accordance with the provisions of the 
Federal Advisory Committee Act 
(FACA), 5 U.S.C. App. 2. The 
Committee provides advice at the 
request of the Secretary of Homeland 
Security and the DHS Chief Privacy 
Officer on programmatic, policy, 
operational, administrative, and 
technological issues within the DHS 
that relate to personally identifiable 
information (PII), as well as data 
integrity and other privacy-related 
matters. 

Dated: May 23, 2012. 
Mary Ellen Callahan, 
Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. 2012–13051 Filed 5–31–12; 8:45 am] 

BILLING CODE 9110–9L–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. DHS–2012–0008] 

Critical Infrastructure Partnership 
Advisory Council (CIPAC) 

AGENCY: National Protection and 
Programs Directorate, DHS. 
ACTION: Quarterly CIPAC membership 
update. 

SUMMARY: The Department of Homeland 
Security (DHS) announced the 
establishment of the Critical 
Infrastructure Partnership Advisory 
Council (CIPAC) by notice published in 
the Federal Register Notice (71 FR 
14930–14933) dated March 24, 2006. 
That notice identified the purpose of 
CIPAC as well as its membership. This 
notice provides: (i) The quarterly CIPAC 
membership updates; (ii) instructions 
on how the public can obtain the CIPAC 
membership roster and other 
information on the council; and, (iii) 
information on recently completed 
CIPAC meetings. 
FOR FURTHER INFORMATION CONTACT: 
Larry May, Designated Federal Officer, 
Critical Infrastructure Partnership 
Advisory Council, Sector Outreach and 
Programs Division, Office of 
Infrastructure Protection, National 
Protection and Programs Directorate, 
U.S. Department of Homeland Security, 
245 Murray Lane, Mail Stop 0607, 
Arlington, VA 20598–0607, by 
telephone (703) 603–5070 or via email 
at CIPAC@dhs.gov. 

Responsible DHS Official: Larry May, 
Designated Federal Officer, Critical 
Infrastructure Partnership Advisory 
Council, Sector Outreach and Programs 
Division, Office of Infrastructure 

Protection, National Protection and 
Programs Directorate, U.S. Department 
of Homeland Security, 245 Murray 
Lane, Mail Stop 0607, Arlington, VA 
20598–0607, by telephone (703) 603– 
5070 or via email at CIPAC@dhs.gov. 
SUPPLEMENTARY INFORMATION: 

Purpose and Activity: The CIPAC 
facilitates interaction between 
government officials and representatives 
of the community of owners and/or 
operators for each of the critical 
infrastructure sectors defined by 
Homeland Security Presidential 
Directive 7 (HSPD–7) and identified in 
the National Infrastructure Protection 
Plan (NIPP). The scope of activities 
covered by the CIPAC includes 
planning; coordinating among 
government and critical infrastructure 
owner/operator security partners; 
implementing security program 
initiatives; conducting operational 
activities related to critical 
infrastructure protection security 
measures, incident response, recovery, 
infrastructure resilience, reconstituting 
critical infrastructure assets and systems 
for both man-made as well as naturally 
occurring events; and sharing threat, 
vulnerability, risk mitigation, and 
infrastructure continuity information. 

Organizational Structure: CIPAC 
members are organized into eighteen 
(18) critical infrastructure sectors. 
Within all the sectors containing critical 
infrastructure owners/operators, there 
generally exists a Sector Coordinating 
Council (SCC) that includes critical 
infrastructure owners and/or operators 
or their representative trade 
associations. Each of the sectors also has 
a Government Coordinating Council 
(GCC) whose membership includes a 
lead Federal agency that is defined as 
the Sector Specific Agency (SSA), and 
all relevant Federal, state, local, tribal, 
and/or territorial government agencies 
(or their representative bodies) whose 
mission interests also involve the scope 
of the CIPAC activates for that particular 
sector. 

CIPAC Membership: CIPAC 
Membership may include: 

(i) Critical Infrastructure owner and/ 
or operator members of an SCC; 

(ii) Trade association members who 
are members of an SCC representing the 
interests of critical infrastructure 
owners and/or operators; 

(iii) Each sector’s Government 
Coordinating Council (GCC) members; 
and; 

(iv) State, local, tribal, and territorial 
governmental officials comprising the 
DHS State, Local, Tribal, and Territorial 
GCC. 

CIPAC Membership Roster and 
Council Information: The current roster 
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of CIPAC membership is published on 
the CIPAC Web site (http:// 
www.dhs.gov/cipac) and is updated as 
the CIPAC membership changes. 
Members of the public may visit the 
CIPAC Web site at any time to obtain 
current CIPAC membership as well as 
the current and historic list of CIPAC 
meetings and agendas. 

Dated: May 23, 2012. 
Larry May, 
Designated Federal Officer for the CIPAC. 
[FR Doc. 2012–13236 Filed 5–31–12; 8:45 am] 

BILLING CODE 9110–9P–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Coast Guard 

[USCG–2012–0472] 

Information Collection Requests to 
Office of Management and Budget 

AGENCY: Coast Guard, DHS. 
ACTION: Sixty-day notice requesting 
comments. 

SUMMARY: In compliance with the 
Paperwork Reduction Act of 1995, the 
U.S. Coast Guard intends to submit 
Information Collection Requests (ICRs) 
to the Office of Management and Budget 
(OMB), Office of Information and 
Regulatory Affairs (OIRA), requesting 
approval of a revision to the following 
collections of information: 1625–0016, 
Welding and Hot Work Permits; Posting 
of Warning Signs; 1625–0023, Barge 
Fleeting Facility Records; 1625–0038, 
Plan Approval and Records for Tank 
Vessels, Passenger Vessels, Cargo and 
Miscellaneous Vessels, Mobile Offshore 
Drilling Units, Nautical School Vessels 
and Oceanographic Research Vessels— 
46 CFR Subchapters D, H, I, I–A, R and 
U; and 1625–0039, Declaration of 
Inspection Before Transfer of Liquid 
Cargo in Bulk. Our ICRs describe the 
information we seek to collect from the 
public. Before submitting these ICRs to 
OIRA, the Coast Guard is inviting 
comments as described below. 
DATES: Comments must reach the Coast 
Guard on or before July 31, 2012. 
ADDRESSES: You may submit comments 
identified by Coast Guard docket 
number [USCG–2012–0472] to the 
Docket Management Facility (DMF) at 
the U.S. Department of Transportation 
(DOT). To avoid duplicate submissions, 
please use only one of the following 
means: 

(1) Online: http:// 
www.regulations.gov. 

(2) Mail: DMF (M–30), DOT, West 
Building Ground Floor, Room W12–140, 

1200 New Jersey Avenue SE., 
Washington, DC 20590–0001. 

(3) Hand delivery: Same as mail 
address above, between 9:00 a.m. and 
5:00 p.m., Monday through Friday, 
except Federal holidays. The telephone 
number is 202–366–9329. 

(4) Fax: 202–493–2251. To ensure 
your comments are received in a timely 
manner, mark the fax, to attention Desk 
Officer for the Coast Guard. 

The DMF maintains the public docket 
for this Notice. Comments and material 
received from the public, as well as 
documents mentioned in this Notice as 
being available in the docket, will 
become part of the docket and will be 
available for inspection or copying at 
room W12–140 on the West Building 
Ground Floor, 1200 New Jersey Avenue 
SE., Washington, DC, between 9:00 a.m. 
and 5:00 p.m., Monday through Friday, 
except Federal holidays. You may also 
find the docket on the Internet at 
http://www.regulations.gov. 

Copies of the ICRs are available 
through the docket on the Internet at 
http://www.regulations.gov. 
Additionally, copies are available from: 
Commandant (CG–611), ATTN 
Paperwork Reduction Act Manager, US 
Coast Guard, 2100 2nd ST SW STOP 
7101, Washington, DC 20593–7101. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Kenlinishia Tyler, Office of Information 
Management, telephone 202–475–3652, 
or fax 202–475–3929, for questions on 
these documents. Contact Ms. Renee V. 
Wright, Program Manager, Docket 
Operations, 202–366–9826, for 
questions on the docket. 
SUPPLEMENTARY INFORMATION: 

Public Participation and Request for 
Comments 

This Notice relies on the authority of 
the Paperwork Reduction Act of 1995; 
44 U.S.C. Chapter 35, as amended. An 
ICR is an application to OIRA seeking 
the approval, extension, or renewal of a 
Coast Guard collection of information 
(Collection). The ICR contains 
information describing the Collection’s 
purpose, the Collection’s likely burden 
on the affected public, an explanation of 
the necessity of the Collection, and 
other important information describing 
the Collections. There is one ICR for 
each Collection. 

The Coast Guard invites comments on 
whether these ICRs should be granted 
based on the Collections being 
necessary for the proper performance of 
Departmental functions. In particular, 
the Coast Guard would appreciate 
comments addressing: (1) The practical 
utility of the Collections; (2) the 
accuracy of the estimated burden of the 

Collections; (3) ways to enhance the 
quality, utility, and clarity of 
information subject to the Collections; 
and (4) ways to minimize the burden of 
the Collections on respondents, 
including the use of automated 
collection techniques or other forms of 
information technology. In response to 
your comments, we may revise these 
ICRs or decide not to seek approval of 
revisions of the Collections. We will 
consider all comments and material 
received during the comment period. 

We encourage you to respond to this 
request by submitting comments and 
related materials. Comments must 
contain the OMB Control Number of the 
ICR and the docket number of this 
request, [USCG–2012–0472], and must 
be received by July 31, 2012. We will 
post all comments received, without 
change, to http://www.regulations.gov. 
They will include any personal 
information you provide. We have an 
agreement with DOT to use their DMF. 
Please see the ‘‘Privacy Act’’ paragraph 
below. 

Submitting Comments 
If you submit a comment, please 

include the docket number [USCG– 
2012–0472], indicate the specific 
section of the document to which each 
comment applies, providing a reason for 
each comment. You may submit your 
comments and material online (via 
http://www.regulations.gov), by fax, 
mail, or hand delivery, but please use 
only one of these means. If you submit 
a comment online via 
www.regulations.gov, it will be 
considered received by the Coast Guard 
when you successfully transmit the 
comment. If you fax, hand deliver, or 
mail your comment, it will be 
considered as having been received by 
the Coast Guard when it is received at 
the DMF. We recommend you include 
your name, mailing address, an email 
address, or other contact information in 
the body of your document so that we 
can contact you if we have questions 
regarding your submission. 

You may submit your comments and 
material by electronic means, mail, fax, 
or delivery to the DMF at the address 
under ADDRESSES; but please submit 
them by only one means. To submit 
your comment online, go to http:// 
www.regulations.gov, and type ‘‘USCG– 
2012–0472’’ in the ‘‘Keyword’’ box. If 
you submit your comments by mail or 
hand delivery, submit them in an 
unbound format, no larger than 81⁄2 by 
11 inches, suitable for copying and 
electronic filing. If you submit 
comments by mail and would like to 
know that they reached the Facility, 
please enclose a stamped, self-addressed 
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