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with a federated infrastructure. The 
required solution to satisfy the scope of 
HAIMS will consist of industry standard 
COTS, as well as government off the 
shelf (GOTS). The expected business 
outcomes have been defined and 
constraints/dependencies have been 
identified in satisfying the functional, 
technical and system requirements to 
develop, field and support HAIMS 
throughout the life cycle. 

HAIMS interfaces with external 
repositories to register and access 
patient A&I. Patient demographic 
information from the Clinical Data 
Repository (CDR) is used to associate 
A&I with the patient. Another method of 
collecting data is through bulk scanning 
of patient artifacts into HAIMS. The 
user will first select the patient for 
which the artifact is associated with, 
and then enters in relevant metadata of 
the artifacts. 

The information in HAIMS is 
sensitive; therefore, it contains built-in 
safeguards to limit access and visibility 
of this information. HAIMS uses role- 
based security so a user sees only the 
information for which permission has 
been granted. It uses encryption security 
for transactions. It is DIACAP certified 
having been subjected to and passed 
thorough security testing and evaluation 
by independent parties. It meets 
safeguards specified by the Privacy Act 
of 1974 in that it maintains a published 
Department of Defense (DoD) Privacy 
Impact Assessment and System of 
Record covering Active Duty Military, 
Reserve, National Guard, and 
government civilian employees, to 
include non-appropriated fund 
employees and foreign nationals, DoD 
contractors, and volunteers. HAIMS 
servers are hosted at Military Treatment 
Facilities (MTFs) and physically 
secured by the Services and within the 
MHS enclave, Enterprise Infrastructure 
maintains information security. 

Dated: March 12, 2014. 

Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2014–05777 Filed 3–14–14; 8:45 am] 
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Submission for OMB Review; 
Comment Request 

ACTION: Notice. 

SUMMARY: The Department of Defense 
has submitted to OMB for clearance, the 
following proposal for collection of 
information under the provisions of the 
Paperwork Reduction Act (44 U.S.C. 
Chapter 35). 
DATES: Consideration will be given to all 
comments received by April 16, 2014. 
FOR FURTHER INFORMATION CONTACT: Fred 
Licari, 571–372–0493. 
SUPPLEMENTARY INFORMATION: 

Title, Associated Form and OMB 
Number: Physical Access Control 
System—LENEL; DLA Form 1815, DSCC 
2310–1, DSCC 2310–2, DSCC 2313; 
OMB Control Number 0704–XXXX. 

Type of Request: New Collection. 
Number of Respondents: 60,000. 
Responses per Respondent: 1. 
Annual Responses: 60,000. 
Average Burden per Response: 15 

Minutes. 
Annual Burden Hours: 15,000 hours. 
Needs and Uses: The information 

collection requirement is needed to 
obtain the necessary data to verify 
eligibility for a Department of Defense 
physical access card for personnel who 
are not entitled to a Common Access 
Card or other approved DoD 
identification card. The information is 
used to establish eligibility for the 
physical access to the DLA Distribution 
San Joaquin, DLA Distribution 
Susquehanna, or DLA Land and 
Maritime installations or facilities, 
detect fraudulent identification cards, 
provide physical access and population 
demographics reports, provide law 
enforcement data, and in some cases, 
provide antiterrorism screening. 

Affected Public: Individuals and 
Households. 

Frequency: On occasion. 
Respondent’s Obligation: Required to 

Obtain or Retain Benefit. 
OMB Desk Officer: Ms. Jasmeet 

Seehra. 
Written comments and 

recommendations on the proposed 
information collection should be sent to 
Ms. Jasmeet Seehra at the Office of 
Management and Budget, Desk Officer 
for DoD, Room 10236, New Executive 
Office Building, Washington, DC 20503. 

You may also submit comments, 
identified by docket number and title, 
by the following method: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

Instructions: All submissions received 
must include the agency name, docket 
number and title for this Federal 
Register document. The general policy 
for comments and other submissions 
from members of the public is to make 
these submissions available for public 
viewing on the Internet at http://
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

DOD Clearance Officer: Ms. Patricia 
Toppings. 

Written requests for copies of the 
information collection proposal should 
be sent to Ms. Toppings at WHS/ESD 
Information Management Division, 4800 
Mark Center Drive, East Tower, Suite 
02G09, Alexandria, VA 22350–3100. 

Dated: March 12, 2014. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2014–05813 Filed 3–14–14; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Transmittal Nos. 13–76] 

36(b)(1) Arms Sales Notification 

AGENCY: Defense Security Cooperation 
Agency, Department of Defense. 
ACTION: Notice. 

SUMMARY: The Department of Defense is 
publishing the unclassified text of a 
section 36(b)(1) arms sales notification. 
This is published to fulfill the 
requirements of section 155 of Public 
Law 104–164 dated July 21, 1996. 
FOR FURTHER INFORMATION CONTACT: Ms. 
B. English, DSCA/DBO/CFM, (703) 601– 
3740. 

The following is a copy of a letter to 
the Speaker of the House of 
Representatives, Transmittal 13–76 with 
attached transmittal, and policy 
justification. 

Dated: March 12, 2014. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
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