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1 The Comptroller of the Currency, the Board of 
Governors of the Federal Reserve System, the 
Federal Deposit Insurance Corporation, and the 
National Credit Union Administration. 

intends to interchange traffic with 
BNSF. 

This transaction is related to a 
concurrently filed verified notice of 
exemption in Tennessee Southern 
Railroad Company, Patriot Rail, LLC, 
Patriot Rail Holdings LLC, and Patriot 
Rail Corp.—Continuance in Control 
Exemption—Kingman Terminal 
Railroad, LLC, Docket No. FD 35619, 
wherein Tennessee Southern Railroad 
Company, Patriot Rail, LLC, and its 
subsidiaries Patriot Rail Holdings LLC 
and Patriot Rail Corp., seek Board 
approval to continue in control of KTRR 
upon KTRR’s becoming a Class III rail 
carrier. 

According to KTRR, the transaction is 
expected to be consummated on or after 
May 27, 2012, the effective date of the 
exemption (30 days after the notice of 
exemption was filed). 

KTRR certifies that its projected 
annual revenues as a result of this 
transaction will not exceed those that 
would make it a Class III carrier and 
would not exceed $5 million. 

If the verified notice contains false or 
misleading information, the exemption 
is void ab initio. Petitions to revoke the 
exemption under 49 U.S.C. 10502(d) 
may be filed at any time. The filing of 
a petition to revoke will not 
automatically stay the effectiveness of 
the exemption. Petitions to stay must be 
filed no later than May 18, 2012 (at least 
7 days before the exemption becomes 
effective). 

An original and 10 copies of all 
pleadings, referring to Docket No. FD 
35618, must be filed with the Surface 
Transportation Board, 395 E Street SW., 
Washington, DC 20423–0001. In 
addition, a copy of each pleading must 
be served on Louis E. Gitomer, Law 
Offices of Louis E. Gitomer LLC, 600 
Baltimore Avenue, Suite 301, Towson, 
MD 21204. 

Board decisions and notices are 
available on our Web site at 
www.stb.dot.gov. 

Decided: May 8, 2012. 

By the Board, Rachel D. Campbell, 
Director, Office of Proceedings. 

Raina S. White, 
Clearance Clerk. 
[FR Doc. 2012–11440 Filed 5–10–12; 8:45 am] 

BILLING CODE 4915–01–P 

DEPARTMENT OF THE TREASURY 

Office of the Comptroller of the 
Currency 

Agency Information Collection 
Activities; Renewal of a Currently 
Approved Collection; Comment 
Request 

AGENCY: Office of the Comptroller of the 
Currency (OCC). 
ACTION: Notice and request for 
comments. 

SUMMARY: The OCC, as part of its 
continuing effort to reduce paperwork 
and respondent burden, invites the 
general public and other Federal 
agencies to take this opportunity to 
comment on information collections, as 
required by the Paperwork Reduction 
Act of 1995, Public Law 104–13 (44 
U.S.C. 3506(c)(2)(A)). The OCC is 
soliciting comments concerning the 
currently approved Minimum Security 
Devices and Procedures, Reports of 
Suspicious Activities, and Bank Secrecy 
Act Compliance Program information 
collection, which is being renewed 
without change. 
DATES: Written comments should be 
received on or before July 10, 2012. 
ADDRESSES: Interested parties are 
invited to submit written comments to 
the OCC. All comments should refer to 
the Office of Management and Budget 
(OMB) control numbers. Direct all 
written comments as follows: 

Communications Division, Office of 
the Comptroller of the Currency, Public 
Information Room, Mailstop 2–3, 
Attention: 1557–0180, 250 E Street SW., 
Washington, DC 20219. In addition, 
comments may be sent by fax to (202) 
874–5274, or by electronic mail to 
regs.comments@occ.treas.gov. You may 
personally inspect and photocopy 
comments at the OCC’s Public 
Information Room, 250 E Street SW., 
Washington, DC. For security reasons, 
the OCC requires that visitors make an 
appointment to inspect comments. You 
may do so by calling (202) 874–4700. 
Upon arrival, visitors will be required to 
present valid government-issued photo 
identification and submit to security 
screening in order to inspect and 
photocopy comments. 

Additionally, you should send a copy 
of your comments to OCC Desk Officer, 
1557–0180, by mail to U.S. Office of 
Management and Budget, 725 17th 
Street NW., #10235, Washington, DC 
20503, or by fax to (202) 395–6974. 
FOR FURTHER INFORMATION CONTACT: You 
can request additional information or a 
copy of the collection from Mary H. 
Gottlieb, OCC Clearance Officer, (202) 

874–5090, Office of the Comptroller of 
the Currency, 250 E Street SW., 
Washington, DC 20219. 
SUPPLEMENTARY INFORMATION: 

The OCC is renewing without change 
all information collections covered 
under the information collection titled: 
‘‘Minimum Security Devices and 
Procedures, Reports of Suspicious 
Activities, and Bank Secrecy Act 
Compliance.’’ 

Title: Minimum Security Devices and 
Procedures, Reports of Suspicious 
Activities, and Bank Secrecy Act 
Compliance program. 

OMB Control No.: 1557–0180. 
Form Numbers: 8010–1/8010–9. 
Abstract: In 1985, the bank 

supervisory agencies (Agencies),1 issued 
procedures to be used by banks and 
certain other financial institutions 
operating in the United States to report 
known or suspected criminal activities 
to the appropriate law enforcement and 
Banking Supervisory Agencies. 
Beginning in 1994, the Agencies and the 
Financial Crimes Enforcement Network 
(FinCEN) undertook a redesign of the 
reporting process and developed the 
Suspicious Activity Report, which 
became effective in April 1996. The 
report is authorized by the following 
regulations: 31 CFR 103.18 (FinCEN); 12 
CFR 21.11 and 12 CFR 163.180 (OCC); 
12 CFR 208.62(c), 211.5(k), 211.24(f), 
and 225.4(f) (Board); 12 CFR 353.3 
(FDIC); 12 CFR 748.1 (NCUA). The 
regulations were issued under the 
authority contained in the following 
statutes: 31 U.S.C. 5318(g) (FinCEN); 12 
U.S.C. 93a, 1463, 1464, 1818, 1881–84, 
3401–22, 31 U.S.C. 5318 (OCC); 12 
U.S.C. 248(a)(1), 625, 1818, 1844(c), 
3105(c)(2) and 3106(a) (Board); 12 
U.S.C1818–1820 (FDIC); 12 U.S.C. 
1766(a), 1789(a) (NCUA). 

Current Action: The OCC proposes to 
renew, without revision, the currently 
approved collection. 

Type of Review: Regular. 
Affected Public: Business, for-profit 

institutions, and non-profit institutions. 
Estimated Number of Respondents: 

2,021. 
Estimated Total Annual Responses: 

424,410. 
Estimated Burden per Response: 1 

hour per form. 
Estimated Total Annual Burden: 

548,560 hours. 
An agency may not conduct or 

sponsor, and a person is not required to 
respond to, a collection of information 
unless the collection of information 
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displays a valid Office of Management 
and Budget control number. Records 
required to be retained under the Bank 
Secrecy Act and these regulations 
issued by the Banking Supervisory 
Agencies must be retained for five years. 
Generally, information collected 
pursuant to the Bank Secrecy Act is 
confidential, but may be shared as 
provided by law with regulatory and 
law enforcement authorities. 

Comments submitted in response to 
this notice will be summarized and/or 
included in the request for Office of 
Management and Budget approval. All 
comments will become a matter of 
public record. Comments are invited on: 

(a) Whether the collection of 
information is necessary for the proper 
performance of the functions of the 
OCC, including whether the information 
shall have practical utility; 

(b) The accuracy of the OCC’s 
estimate of the burden of the collection 
of information; 

(c) Ways to enhance the quality, 
utility, and clarity of the information to 
be collected; 

(d) Ways to minimize the burden of 
the collection of information on 
respondents, including through the use 
of automated collection techniques or 
other forms of information technology, 
and 

(e) Estimates of capital or start-up 
costs and costs of operation, 
maintenance, and purchase of services 
to provide information. 

Dated: May 8, 2012. 
Michele Meyer, 
Assistant Director, Legislative and Regulatory 
Activities Division. 
[FR Doc. 2012–11417 Filed 5–10–12; 8:45 am] 

BILLING CODE 4810–33–P 

DEPARTMENT OF VETERANS 
AFFAIRS 

Privacy Act of 1974; System of 
Records 

AGENCY: Department of Veterans Affairs. 
ACTION: Notice of New System of 
Records ‘‘Virtual Lifetime Electronic 
Record (VLER)-VA’’ (168VA10P2). 

SUMMARY: The Privacy Act of 1974 (5 
U.S.C. 552(e)(4)) requires that all 
agencies publish in the Federal Register 
a notice of the existence and character 
of their systems of records. Notice is 
hereby given that the Department of 
Veterans Affairs (VA) is establishing a 
new system of records entitled ‘‘Virtual 
Lifetime Electronic Record (VLER)–VA’’ 
(168VA10P2). 
DATES: Comments on this new system of 
records must be received no later than 

June 11, 2012. If no public comment is 
received during the period allowed for 
comment or unless otherwise published 
in the Federal Register by the VA, the 
new system will become effective June 
11, 2012. 
ADDRESSES: Written comments 
concerning the proposed amended 
system of records may be submitted 
through www.regulations.gov; by mail or 
hand-delivery to Director, Regulations 
Management (02REG), Department of 
Veterans Affairs, 810 Vermont Avenue 
NW., Room 1068, Washington, DC 
20420; or by fax to (202) 273–9026. All 
comments received will be available for 
public inspection in the Office of 
Regulation Policy and Management, 
Room 1063B, between the hours of 8:00 
a.m. and 4:30 p.m., Monday through 
Friday (except holidays). Please call 
(202) 461–4902 for an appointment. In 
addition, during the comment period, 
comments may be viewed online 
through the Federal Docket Management 
System (FDMS) at www.regulations.gov. 
FOR FURTHER INFORMATION CONTACT: 
Veterans Health Administration (VHA) 
Privacy Officer, Department of Veterans 
Affairs, 810 Vermont Avenue NW., 
Washington, DC 20420, telephone (704) 
245–2492. 
SUPPLEMENTARY INFORMATION: 

I. Description of Proposed Systems of 
Records 

Background 
The Virtual Lifetime Electronic 

Record (VLER) is an overarching 
program being developed by the 
Department of Veterans Affairs (VA) as 
a result of President Obama’s direction 
on April 9, 2009, to the VA and the 
Department of Defense (DoD) to create 
the VLER, which will allow the 
electronic sharing with VA, DoD and 
NwHIN participants. The purpose of use 
will include, but not limited to 
healthcare treatment information, 
disability adjudication, and benefits. 

For this proposed system of records 
the individuals covered by the system 
include Veterans and their family 
members or caregivers; members of the 
Armed Services, Reserves or National 
Guard; and VA employees who access 
information through VLER. 

The proposed system of records 
contains patient demographic 
information (e.g., name, address, phone 
numbers, date of birth, social security 
number, internal control number); 
patient demographic and health 
information from external health care 
providers (e.g., medication listing 
allergies, consultations and referrals, 
progress notes, history and physicals, 
discharge summaries, diagnostic studies 

and procedure notes, Advanced 
Directives, problem lists, laboratory 
reports, lists of procedures and 
encounters); benefits information (e.g., 
disability rating, service connection 
rating); and information on Veterans’ 
preferences for restricting the sharing of 
their health information (e.g., 
authorizations, restriction requests, 
revocation of authorizations). The 
records include information provided 
by Veterans and their family members 
or caregivers, members of the Armed 
Services, Reserves or National Guard, 
and VA employees; and information 
from VA computer systems and 
databases including, but not limited to, 
Veterans Health Information Systems 
and Technology Architecture (VistA)- 
VA (79VA19) and National Patient 
Databases-VA (121VA19), VA Medical 
Centers (VAMC), federal and non- 
federal VLER/NwHIN partners and the 
Department of Defense. 

The purpose of the system of records 
is to provide a repository for the clinical 
and administrative information that is 
used to accomplish the purposes 
described. The purpose of use will 
include, but not be limited to, health 
care treatment information, disability 
adjudication, and benefits to the Veteran 
both within the VA Medical Center and 
in sharing with partners who are 
participating through the Nationwide 
Health Information Network (NwHIN) in 
the VLER pilots and subsequent 
national roll-out. Data stored in the 
VLER Veterans Authorizations and 
Preferences (VAP) system is used to 
prepare various management, tracking 
and follow-up reports that are used to 
assist in the management and operation 
of the health care facility, and the 
planning and delivery of patient 
medical care. Data may be used to track 
and evaluate patient care services, the 
distribution and utilization of resources, 
and the performance of vendors and 
employees. The data may also be used 
for such purposes as scheduling patient 
treatment services, including nursing 
care, clinic appointments, survey, 
diagnostic and therapeutic procedures. 
Data may also be used to track the 
ordering, delivery, maintenance and 
repair of equipment, and for follow-up 
activities to determine if the actions 
were accomplished and to evaluate the 
results. 

II. Proposed Routine Use Disclosures of 
Data in the System 

To the extent that records contained 
in the system include information 
protected by 45 CFR parts 160 and 164, 
i.e., individually identifiable health 
information, and 38 U.S.C. 7332, i.e., 
medical treatment information related to 
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