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with U.S. threat data. Releasable 
technical manuals for operation and 
maintenance are classified 
CONFIDENTIAL. Releasable technical 
data (technical performance) are 
classified SECRET. The system can be 
programmed with threat data provided 
by the purchasing country. 

d. AN/AVR–2B, Laser Warning Set— 
A passive laser warning system that 
receives, processes, and displays threat 
information resulting from aircraft 
illumination by lasers, on the multi- 
functional display. The hardware is 
classified CONFIDENTIAL. Releasable 
technical manuals for operation and 
maintenance are classified SECRET. 
Reverse engineering is not a major 
concern. 

2. Software, hardware, and other data/ 
information that is classified or 
sensitive is reviewed prior to release to 
protect system vulnerabilities, design 
data, and performance parameters. 
Some end-item hardware, software, and 
other data identified above are classified 
at the CONFIDENTIAL level. 

3. Loss of this hardware, software, 
documentation and/or data could 
permit development of information 
which may lead to a significant threat to 
future U.S. military operations. If a 
technologically advanced adversary 
were to obtain knowledge of the specific 
hardware and software elements, the 
information could be used to develop 
countermeasures or equivalent systems 
which might reduce weapon system 
effectiveness or be used in the 
development of a system with similar or 
advanced capabilities. 

4. A determination has been made 
that Saudi Arabia can provide 
substantially the same degree of 
protection for this technology as the 
U.S. Government. This proposed sale is 
necessary in furtherance of the U.S. 
foreign policy and national security 
objectives outlined in the Policy 
Justification. 

5. All of the defense articles and 
services listed in this transmittal have 
been authorized for release and export 
to the Kingdom of Saudi Arabia. 
[FR Doc. 2015–27504 Filed 10–28–15; 8:45 am] 
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AGENCY: Office of the Secretary of 
Defense, DoD. 

ACTION: Notice to delete a system of 
records. 

SUMMARY: The Office of the Secretary of 
Defense is deleting a system of records 
notice from its existing inventory of 
record systems subject to the Privacy 
Act of 1974, as amended. The system of 
records notice is WUSU 19, entitled 
‘‘Travel Records’’ (February 22, 1993, 58 
FR 10920). 

DATES: Comments will be accepted on or 
before November 30, 2015. This 
proposed action will be effective on the 
day following the end of the comment 
period unless comments are received 
which result in a contrary 
determination. 

ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

* Federal Rulemaking Portal: http://
www.regulations.gov. Follow the 
instructions for submitting comments. 

* Mail: Department of Defense, Office 
of the Deputy Chief Management 
Officer, Directorate of Oversight and 
Compliance, Regulatory and Audit 
Matters Office, 9010 Defense Pentagon, 
Washington, DC 20301–9010. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the Internet at http://
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: Mrs. 
Cindy Allard at (571) 372–0461. 

SUPPLEMENTARY INFORMATION: The Office 
of the Secretary of Defense systems of 
records notices subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address in FOR FURTHER INFORMATION 
CONTACT or at the Defense Privacy and 
Civil Liberties Division Web site at 
http://dpcld.defense.gov/. The Office of 
the Secretary of Defense proposes to 
delete one system of records notice from 
its inventory of record systems subject 
to the Privacy Act of 1974 (5 U.S.C. 
552a), as amended. The proposed 
deletion is not within the purview of 
subsection (r) of the Privacy Act of 1974 
(5 U.S.C. 552a), as amended, which 
requires the submission of a new or 
altered system report. 

Dated: October 23, 2015. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

DELETION 

WUSU 19 

Travel Records (February 22, 1993, 58 
FR 10920) 

Reason: Based on a recent review of 
WUSU 19, Travel Records, it has been 
determined that this system of records 
is covered by system of records notice 
DHRA 08 DoD, Defense Travel System 
(March 24, 2010, 75 FR 14142); 
therefore, WUSU 19, Travel Records can 
be deleted. 
[FR Doc. 2015–27514 Filed 10–28–15; 8:45 am] 
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DEPARTMENT OF DEFENSE 
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[Docket ID USN–2014–0024] 

Submission for OMB Review; 
Comment Request 

ACTION: Notice. 

SUMMARY: The Department of Defense 
has submitted to OMB for clearance, the 
following proposal for collection of 
information under the provisions of the 
Paperwork Reduction Act. 
DATES: Consideration will be given to all 
comments received by November 30, 
2015. 

FOR FURTHER INFORMATION CONTACT: Fred 
Licari, 571–372–0493. 
SUPPLEMENTARY INFORMATION: 

Title, Associated Form and OMB 
Number: Department of the Navy (DON) 
Reasonable Accommodations (RA) 
Tracker; SECNAV 12306/1T 
Confirmation of Reasonable 
Accommodation Request; OMB Control 
Number 0703–XXXX. 

Type of Request: New Collection 
Number of Respondents: 100 
Responses per Respondent: 1 
Annual Responses: 100 
Average Burden per Response: 20 

minutes 
Annual Burden Hours: 33 
Needs and Uses: The information 

collection requirement is necessary to 
track, monitor, review, and process 
requests for reasonable accommodations 
for employees, contractors, and 
applicants for employment. This 
information will be collected by DON 
EEO personnel involved in the 
Reasonable Accommodation process 
and data input into the Reasonable 
Accommodation Tracker (electronic 
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