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ESTIMATES OF ANNUALIZED HOUR BURDEN 1—CSAT GPRA CLIENT OUTCOME MEASURES FOR DISCRETIONARY 
PROGRAMS—Continued 

Center/form/respondent 
type 

Number of 
respondents 

Responses 
per 

respondent 

Total 
responses 

Hours per 
response 

Total hour 
burden 

Added burden 
proportion 2 

Total annual 
burden hours 

Total ........... 326,586 ........ ........................ 1,050,236 ...................... 165,841 ........................ 66,326 

NOTES: 
1 This table represents the maximum additional burden if adult respondents, for the discretionary services programs including ATR, provide 

three sets of responses/data and if CSAT adolescent respondents provide four sets of responses/data. 
2 Added burden proportion is an adjustment reflecting customary and usual business practices programs engage in (e.g., they already collect 

the data items). 
3 Screening, Brief Intervention, Treatment and Referral (SBIRT) grant program: 
* 150,618 Screening Only (SO) respondents complete section A of the GPRA instrument, all of these items are asked during a customary and 

usual intake process resulting in zero burden; and 
* 27,679 Brief Intervention (BI) respondents complete sections A & B of the GPRA instrument, all of these items are asked during a customary 

and usual intake process resulting in zero burden; and 
* 9,200 Brief Treatment (BT) & Referral to Treatment (RT) respondents complete all sections of the GPRA instrument. 
4 Data Extract by Grants: Grant burden for capturing customary and usual data. 
5 Upload: All 24 ATR grants upload data. 
6 Upload: 5 of the 7 SBIRT grants upload data; the other 2 grants conduct direct data entry. 

The estimates in this table reflect the 
maximum annual burden for currently 
funded discretionary services programs. 
The number of clients/participants 
served in following years is estimated to 
be the same assuming level funding of 
the discretionary programs, resulting in 
the same annual burden estimate for 
those years. 

Written comments and 
recommendations concerning the 
proposed information collection should 
be sent by December 31, 2008 to: 
SAMHSA Desk Officer, Human 
Resources and Housing Branch, Office 
of Management and Budget, New 
Executive Office Building, Room 10235, 
Washington, DC 20503; due to potential 
delays in OMB’s receipt and processing 
of mail sent through the U.S. Postal 
Service, respondents are encouraged to 
submit comments by fax to: 202–395– 
6974. 

Dated: November 24, 2008. 
Elaine Parry, 
Acting Director, Office of Program Services. 
[FR Doc. E8–28431 Filed 11–28–08; 8:45 am] 
BILLING CODE 4162–20–P 

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

Substance Abuse and Mental Health 
Services Administration 

Center for Substance Abuse 
Treatment; Notice of Meeting 

Pursuant to Public Law 92–463, 
notice is hereby given of the meeting of 
the Center for Substance Abuse 
Treatment (CSAT) National Advisory 
Council on December 11, 2008. 

The meeting is open to the public and 
will include discussion of the Center’s 
policy issues, and current 

administrative, legislative, and program 
developments. 

Attendance by the public will be 
limited to space available. Public 
comments are welcome. Please 
communicate with the CSAT Council’s 
Designated Federal Official, Ms. Cynthia 
Graham (see contact information below), 
to make arrangements to attend, 
comment or to request special 
accommodations for persons with 
disabilities. 

Substantive program information, a 
summary of the meeting, and a roster of 
Council members may be obtained as 
soon as possible after the meeting, either 
by accessing the SAMHSA Committee 
Web site, http://www.nac.samhsa.gov/ 
CSAT/csatnac.aspx, or by contacting 
Ms. Graham. The transcript for the 
meeting will also be available on the 
SAMHSA Committee Web site within 
three weeks after the meeting. 

Committee Name: Substance Abuse and 
Mental Health Services Administration, 
CSAT National Advisory Council. 

Date/Time/Type: December 11, 2008. From 
8:30 a.m.–5 p.m.: Open. 

Place: 1 Choke Cherry Road, Sugarloaf and 
Seneca Conference Rooms, Rockville, 
Maryland 20857. 

Contact: Cynthia Graham, M.S., Designated 
Federal Official, SAMHSA/CSAT National 
Advisory Council, 1 Choke Cherry Road, 
Room 5–1036, Rockville, MD 20857, 
Telephone: (240) 276–1692. 

Fax: (240) 276–1690, E-mail: 
cynthia.graham@samhsa.hhs.gov. 

Toian Vaughn, 
Committee Management Officer, Substance 
Abuse and Mental Health, Services 
Administration. 
[FR Doc. E8–28309 Filed 11–28–08; 8:45 am] 

BILLING CODE 4162–20–P 

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

Substance Abuse and Mental Health 
Services Administration 

Center for Substance Abuse 
Prevention; Notice of Meeting 

Pursuant to Public Law 92–463, 
notice is hereby given that the 
Substance Abuse and Mental Health 
Services Administration’s (SAMHSA) 
Center for Substance Abuse Prevention 
(CSAP) National Advisory Council will 
meet on December 15, 2008, from 2 p.m. 
to 3 p.m. via teleconference. 

The meeting will include discussion 
and evaluation of grant applications 
reviewed by Initial Review Groups. 
Therefore, the meeting will be closed to 
the public as determined by the 
Administrator, SAMHSA, in accordance 
with Title 5 U.S.C. 552b(c)(6) and 5 
U.S.C. App. 2, Section 10(d). 

Substantive program information, a 
summary of the meeting, and a roster of 
Committee members may be obtained 
either by accessing the SAMHSA 
Committee’s Web site at https:// 
www.samhsa.gov/council/csap/ 
csapnac.aspx as soon as possible after 
the meeting, or by contacting CSAP 
National Advisory Council’s Designated 
Federal Official, Ms. Tia Haynes (see 
contact information below). 

Committee Name: Substance Abuse and 
Mental Health Services Administration 
Center for Substance Abuse Prevention 
National Advisory Council. 

Date/Time/Type: December 15, 2008, 2 
p.m. to 3 p.m.: CLOSED. 

Place: 1 Choke Cherry Road, Conference 
Room 4–1058, Rockville, Maryland 20857. 

Contact: Tia Haynes, Designated Federal 
Official, SAMHSA/CSAP National Advisory 
Council, 1 Choke Cherry Road, Room 4–1066, 
Rockville, MD 20857, Telephone: (240) 276– 
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2436; FAX: (240) 276–2430, E-mail: 
tia.haynes@samhsa.hhs.gov. 

Toian Vaughn, 
Committee Management Officer, Substance 
Abuse and Mental Health Services 
Administration. 
[FR Doc. E8–28310 Filed 11–28–08; 8:45 am] 
BILLING CODE 4162–20–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Office of the Secretary 

Published Privacy Impact 
Assessments on the Web 

AGENCY: Privacy Office, DHS. 
ACTION: Notice of Publication of Privacy 
Impact Assessments. 

SUMMARY: The Privacy Office of the 
Department of Homeland Security 
(DHS) is making available eighteen (18) 
Privacy Impact Assessments on various 
programs and systems in the 
Department. These assessments were 
approved and published on the Privacy 
Office’s Web site between July 1 and 
September 30, 2008. 
DATES: The Privacy Impact Assessments 
will be available on the DHS Web site 
until January 30, 2009, after which they 
may be obtained by contacting the DHS 
Privacy Office (contact information 
below). 

FOR FURTHER INFORMATION CONTACT: 
Hugo Teufel III, Chief Privacy Officer, 
Department of Homeland Security, Mail 
Stop 0550, Washington, DC 20528, or e- 
mail: pia@dhs.gov. 
SUPPLEMENTARY INFORMATION: Between 
July 1 and September 30, 2008, the 
Chief Privacy Officer of the Department 
of Homeland Security (DHS) approved 
and published eighteen (18) Privacy 
Impact Assessments (PIAs) on the DHS 
Privacy Office Web site, http:// 
www.dhs.gov/privacy, under the link for 
‘‘Privacy Impact Assessments.’’ These 
PIAs cover eighteen (18) separate DHS 
programs. Below is a short summary of 
those programs, indicating the DHS 
component responsible for the system, 
and the date on which the PIA was 
approved. Additional information can 
be found on the Web site or by 
contacting the Privacy Office. 

System: United States Visitor and 
Immigrant Status Indicator Technology 
Program/Department of Homeland 
Security and the United Kingdom 
Border Agency’s International Group 
Visa Services Project. 

Component: US–VISIT. 
Date of approval: July 1, 2008. 

DHS provides the United Kingdom 
Border Agency’s (UKBA) International 
Group Visa Services (formerly known as 
UKvisas) with additional information to 
determine whether visa applicants for 
entry into the United Kingdom are 
eligible to obtain a visa or other travel 
documents according to applicable 
United Kingdom laws. Accordingly, the 
United States Visitor and Immigrant 
Status Indicator Technology (US VISIT) 
Program will receive biometric and 
biographic information from UKBA 
International Group Visa Services about 
applicants for visas to the United 
Kingdom and will query those 
applicants’ biometric information 
against the Automated Biometric 
Identification System’s (IDENT) list of 
subjects of interest (e.g., ‘‘Subjects of 
interest’’ are people of interest to the 
U.S. or international law enforcement 
and/or intelligence agencies because of 
suspected or confirmed illegal activity). 
US-VISIT provides UKBA with results 
from the query, along with, in some 
cases, details of the analysis supporting 
the returned results. US–VISIT 
published this PIA because US–VISIT 
will receive and share personally 
identifiable information (PII) with the 
UKBA. 

System: Procedures for Processing 
Travel Documents at the Border. 

Component: Customs and Border 
Protection. 

Date of approval: July 2, 2008. 
U.S. Customs and Border Protection 

(CBP), published this PIA to give notice 
of its procedures for recording certain 
border crossing information and 
validating the travel documents 
provided by individuals at air, land, and 
sea ports of entry who are admitted or 
paroled into the United States. CBP 
maintains information regarding 
persons who are admitted or paroled 
into the United States, and where 
applicable exit the United States in 
accordance with the Privacy Act system 
of records notices for the Border 
Crossing Information (BCI) and for the 
Treasury Enforcement Communications 
System (TECS), which is being revised 
and will be republished in the future as 
TECS (no longer an acronym). 

As part of processing travelers at the 
border, CBP accepts different types of 
documents for purposes of establishing 
the identity, citizenship, and 
admissibility of travelers seeking to 
enter the United States. CBP populates 
BCI with certain information provided 
by or on behalf of persons who are 
admitted, paroled into, or depart the 
U.S. In addition the information 
maintained by BCI regarding such 
persons may be derived from different 

DHS systems of records, Department of 
State systems of records, and the 
systems of other governmental or tribal 
authorities (including foreign 
governments). CBP uses this 
information to validate the travel 
documentation provided by or on behalf 
of the individual, make determinations 
regarding an individual’s admissibility, 
and ensure compliance with all other 
U.S. laws enforced by CBP at the border. 

This PIA explains the information 
technology and the information flow 
between BCI, TECS, and other Privacy 
Act system of records, including the 
Non-Federal Entity Data System. 

System: Operations Center Incident 
Management System. 

Component: Transportation Security 
Administration. 

Date of approval: July 7, 2008. 
Under the Aviation and 

Transportation Security Act (ATSA), the 
Transportation Security Administration 
(TSA) has ‘‘responsibility for security in 
all modes of transportation.’’ TSA uses 
an operations center incident 
management system called WebEOC to 
perform incident management, 
coordination, and situation awareness 
functions for all modes of 
transportation. The system stores 
information that it receives about the 
following categories of individuals: (1) 
Individuals who violate, or are 
suspected of violating transportation 
security laws, regulations, policies or 
procedures; (2) individuals whose 
behavior or suspicious activity resulted 
in referrals by Ticket Document 
Checkers (TDC) to Behavior Detection 
Officer (BDO) or Law Enforcement 
Officer (LEO) interview (primarily at 
airports); or (3) individuals whose 
identity must be verified, or checked 
against Federal watch lists. Individuals 
whose identity must be verified 
includes both those individuals who fail 
to show acceptable identification 
documents to compare to boarding 
documents and law enforcement 
officials seeking to fly armed. The 
system also collects and compiles 
reports from Federal, state, local, tribal, 
or private sector security officials 
related to incidents that may pose a 
threat to transportation or national 
security. Daily reports will be provided 
to executives at TSA and DHS to assist 
in incident and operational response 
management. 

System: RealEyes Project. 
Component: Science & Technology. 
Date of approval: July 21, 2008. 
RealEyes is a research and 

development project in the DHS Science 
& Technology Directorate (S&T) that 
seeks to test the operational 
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