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and the Information Provider have, 
within their sole discretion, the 
opportunity to seek appropriate relief 
such as an injunction or protective order 
prior to SBA Lender’s disclosure. In 
addition, SBA Lender agrees to ensure 
that each permitted party is aware of the 
requirements of the Agreement and to 
ensure that each such permitted party 
agrees to the terms and conditions. SBA 
Lender agrees not to disclose, and agrees 
to protect from disclosure, SBA Lender’s 
password to enter the Portal. Further, 
any disclosure of Confidential 
Information other than as permitted by 
the Agreement may result in appropriate 
action as authorized by law. The 
Confidentiality Agreement also provides 
that SBA Lender agrees to indemnify 
and hold harmless each of SBA and any 
provider of the Confidential Information 
from and against any and all claims, 
demands, suits, actions, and liabilities 
to any degree based upon or resulting 
from the unauthorized use or disclosure 
of the Confidential Information. 
‘‘Information Provider’’ means Dun & 
Bradstreet. (Mail Provider Information 
notice to Dun & Bradstreet, Legal 
Department, 103 JFK Parkway, Short 
Hills, NJ 07078.) 

No information contained in the 
Portal shall be relied upon for any 
purpose other than SBA’s lender 
oversight and SBA’s portfolio 
management purposes. In addition, SBA 
Lender acknowledges and agrees that 
the Confidentiality Agreement is for the 
benefit not only of the SBA but also of 
any party providing the Confidential 
Information. Any such party shall have 
the right and standing to pursue all legal 
and equitable remedies against the SBA 
Lender in the event of unauthorized use 
or disclosure. 

Portal Inquiries 

For general inquiries, an SBA Lender 
may submit its inquiry by e-mail to 
lender.portal@sba.gov. If an SBA Lender 
needs to speak to an individual on a 
non-technical matter, it may contact 
Paul Bishop, Institutional Financial 
Analyst at 202–205–7516. SBA advises 
an SBA Lender to state upfront its SBA 
Lender name, address, FIRS number, 
and user name to expedite processing of 
all inquiries. 

(Authority: 15 U.S.C. 634(b)(7), and 15 U.S.C. 
687(f)) 

Dated: May 8, 2007. 

Steven C. Preston, 
Administrator. 
[FR Doc. E7–9442 Filed 5–15–07; 8:45 am] 

BILLING CODE 8025–01–P 

SMALL BUSINESS ADMINISTRATION 

Audit and Financial Management 
Advisory (AFMAC) Committee Meeting 

Pursuant to the Federal Advisory 
Committee Act, Appendix 2 of title 5, 
United States Code, Public Law 92–463, 
notice is hereby given that the U.S. 
Small Business Administration, Audit 
and Financial Management Advisory 
Committee (AFMAC) will host a federal 
public meeting on Wednesday, May 23, 
2007 at 8 a.m. The meeting will take 
place at the U.S. Small Business 
Administration, 409 3rd Street, SW., 
Office of the Chief Financial Officer 
Conference Room, 6th Floor, 
Washington, DC 20416. The purpose of 
this meeting is to discuss the SBA’s FY 
2006 audit remediation, FY 2007 
Financial Reporting, FY 2007 Credit 
Subsidy Modeling, A–123 Internal 
Control Program, Fraud Detection and 
Prevention Measures, Information 
System Security, Performance 
Management Framework, FY 2007 PAR 
Content and Production and FY 2007 
Financial Audit. 

Anyone wishing to attend must 
contact Jennifer Main in writing or by 
fax. Jennifer Main, Chief Financial 
Officer, 409 3rd Street, SW., 6th Floor, 
Washington, DC 20416, phone: (202) 
205–6449, fax: (202) 205–6969, e-mail: 
Jennifer.main@sba.gov. 

Matthew Teague, 
Committee Management Officer. 
[FR Doc. E7–9416 Filed 5–15–07; 8:45 am] 
BILLING CODE 8025–01–P 

SOCIAL SECURITY ADMINISTRATION 

[Docket No. SSA 2007–0038] 

Privacy Act of 1974, as Amended; 
Computer Matching Program (SSA/ 
States, SVES Files)—Match 6010 

AGENCY: Social Security Administration 
(SSA). 
ACTION: Notice of a renewal of an 
existing computer matching program 
which is scheduled to expire on June 
30, 2007. 

SUMMARY: In accordance with the 
provisions of the Privacy Act, as 
amended, this notice announces a 
renewal of an existing computer 
matching program that SSA is currently 
conducting with the States. 
DATES: SSA will file a report of the 
subject matching program with the 
Committee on Homeland Security and 
Governmental Affairs of the Senate, the 
Committee on Oversight and 
Government Reform of the House of 

Representatives, and the Office of 
Information and Regulatory Affairs, 
Office of Management and Budget 
(OMB). The matching program will be 
effective as indicated below. 

ADDRESSES: Interested parties may 
comment on this notice by either 
telefaxing to (410) 965–8582 or writing 
to the Associate Commissioner, Office of 
Income Security Programs, 252 
Altmeyer Building, 6401 Security 
Boulevard, Baltimore, MD 21235–6401. 
All comments received will be available 
for public inspection at this address. 

FOR FURTHER INFORMATION CONTACT: The 
Associate Commissioner for Income 
Security Programs as shown above. 

SUPPLEMENTARY INFORMATION: 

A. General 

The Computer Matching and Privacy 
Protection Act of 1988 (Pub. L. 100– 
503), amended the Privacy Act (5 U.S.C. 
552a) by describing the manner in 
which computer matching involving 
Federal agencies could be performed 
and adding certain protections for 
individuals applying for, and receiving, 
Federal benefits. Section 7201 of the 
Omnibus Budget Reconciliation Act of 
1990 (Pub. L. 101–508) further amended 
the Privacy Act regarding protections for 
such individuals. 

The Privacy Act, as amended, 
regulates the use of computer matching 
by Federal agencies when records in a 
system of records are matched with 
other Federal, State, or local government 
records. It requires Federal agencies 
involved in computer matching 
programs to: 

(l) Negotiate written agreements with 
the other agency or agencies 
participating in the matching programs; 

(2) Obtain the Data Integrity Boards’ 
approval of the match agreements; 

(3) Publish notice of the computer 
matching program in the Federal 
Register; 

(4) Furnish detailed reports about 
matching programs to Congress and 
OMB; 

(5) Notify applicants and beneficiaries 
that their records are subject to 
matching; and 

(6) Verify match findings before 
reducing, suspending, terminating, or 
denying an individual’s benefits or 
payments. 

B. SSA Computer Matches Subject to 
the Privacy Act 

We have taken action to ensure that 
all of SSA’s computer matching 
programs comply with the requirements 
of the Privacy Act, as amended. 

VerDate Aug<31>2005 15:27 May 15, 2007 Jkt 211001 PO 00000 Frm 00083 Fmt 4703 Sfmt 4703 E:\FR\FM\16MYN1.SGM 16MYN1cp
ric

e-
se

w
el

l o
n 

P
R

O
D

1P
C

66
 w

ith
 N

O
T

IC
E

S



27621 Federal Register / Vol. 72, No. 94 / Wednesday, May 16, 2007 / Notices 

Dated: May 8, 2007. 
Manuel J. Vaz, 
Acting Deputy Commissioner for Disability 
and Income Security Programs. 

Notice of Computer Matching Program, 
Social Security Administration (SSA) with 
the States 

A. PARTICIPATING AGENCIES 

SSA and the States. 

B. PURPOSE OF THE MATCHING PROGRAM 

The purpose of this matching program 
is to establish the conditions, safeguards 
and procedures under which the States 
may obtain SSN verification and certain 
SSA information relating to the 
eligibility for, and payment of, Social 
Security benefits. This information is 
available from various SSA systems of 
records. 

Individual agreements with the States 
will describe the information to be 
disclosed and the conditions under 
which SSA agrees to disclose such 
information. 

C. AUTHORITY FOR CONDUCTING THE MATCHING 
PROGRAM 

This matching program is carried out 
under the authority of the Privacy Act 
of 1974, as amended; sections 1137 and 
1106 of the Social Security Act; Pub. L. 
108–458; and SSA’s Privacy Act 
Regulations (20 CFR 401.150). 

D. CATEGORIES OF RECORDS AND INDIVIDUALS 
COVERED BY THE MATCHING PROGRAM 

States will provide SSA with names 
and other identifying information of 
appropriate benefit applicants or 
recipients. Specific information from 
participating States will be matched, as 
provided in the agreement for the 
specific programs, with the following 
systems of records maintained by SSA. 

1. Master Files of SSN Holders and 
SSN Applications, SSA/OEEAS (60– 
0058); 

2. MBR, SSA/ORSIS (60–0090); 
3. SSR/SVB, SSA/ODSSIS (60–0103). 

E. INCLUSIVE DATES OF THE MATCHING PROGRAM 

The matching program will become 
effective no sooner than 40 days after 
notice of the matching program is sent 
to Congress and OMB, or 30 days after 
publication of this notice in the Federal 
Register, whichever date is later. The 
matching program will continue for 18 
months from the effective date and may 
be extended for an additional 12 months 
thereafter, if certain conditions are met. 

Individual State matching agreements 
under the matching program will 
become effective upon the effective date 
of this matching program or the signing 
of the agreements by the parties to the 
individual agreements, whichever is 

later. The duration of individual State 
matching agreements will be subject to 
the timeframes and limitations 
contained in this matching program. 

[FR Doc. E7–9395 Filed 5–15–07; 8:45 am] 
BILLING CODE 4191–02–P 

DEPARTMENT OF STATE 

[Public Notice 5763] 

Overseas Security Advisory Council 
(OSAC) Meeting Notice 

Closed Meeting 

The Department of State announces a 
meeting of the U.S. State Department— 
Overseas Security Advisory Council on 
June 6, 2007 at the U.S. Secret Service, 
Washington, DC. Pursuant to Section 
10(d) of the Federal Advisory 
Committee Act and 5 U.S.C. 552b(c)(4) 
and 5 U.S.C. 552b(c)(7)(E), it has been 
determined that the meeting will be 
closed to the public. The meeting will 
focus on an examination of corporate 
security policies and procedures and 
will involve extensive discussion of 
proprietary commercial information that 
is considered privileged and 
confidential, as well as discussion of 
law enforcement investigative 
techniques and procedures. The agenda 
will include updated committee reports, 
a global threat overview, and other 
matters relating to private sector 
security policies and protective 
programs and the protection of U.S. 
business information overseas. 

For more information, contact Marsha 
Thurman, Overseas Security Advisory 
Council, Department of State, 
Washington, DC 20522–2008, phone: 
571–345–2214. 

Dated: May 7, 2007. 
Patrick D. Donovan, 
Acting Director of the Diplomatic Security 
Service, Department of State. 
[FR Doc. E7–9424 Filed 5–15–07; 8:45 am] 
BILLING CODE 4710–43–P 

DEPARTMENT OF TRANSPORTATION 

Office of the Secretary 

Notice of Applications for Certificates 
of Public Convenience and Necessity 
and Foreign Air Carrier Permits Filed 
Under Subpart B (Formerly Subpart Q) 
During the Week Ending May 4, 2007 

The following Applications for 
Certificates of Public Convenience and 
Necessity and Foreign Air Carrier 
Permits were filed under Subpart B 
(formerly Subpart Q) of the Department 

of Transportation’s Procedural 
Regulations (See 14 CFR 301.201 et 
seq.). The due date for Answers, 
Conforming Applications, or Motions to 
Modify Scope are set forth below for 
each application. Following the Answer 
period DOT may process the application 
by expedited procedures. Such 
procedures may consist of the adoption 
of a show-cause order, a tentative order, 
or in appropriate cases a final order 
without further proceedings. 

Docket Number: OST–2007–28129. 
Date Filed: May 3, 2007. 
Due Date for Answers, Conforming 

Applications, or Motion To Modify 
Scope: May 24, 2007. 

Description: Application of Oy Air 
Finland Ltd., requesting an exemption 
and foreign air carrier permit to engage 
in charter foreign air transportation of 
persons, property, and mail between a 
point or points in Finland, on the one 
hand and a point or points in the United 
States, on the other hand, via 
intermediate points. 

Docket Number: OST–2007–28149. 
Date Filed: May 4, 2007. 
Due Date for Answers, Conforming 

Applications, or Motion To Modify 
Scope: May 25, 2007. 

Description: Application of British 
Airways Plc, requesting issuance of an 
amended foreign air carrier permit to 
the full extent authorized by the Air 
Transport Agreement between the 
United States and the European 
Community and the Member States of 
the European Community to enable it to 
engage in: (i) Foreign scheduled and 
charter air transportation of persons, 
property and mail from any point or 
points behind and Member State of the 
European Union via any point or points 
in any Member State and via 
intermediate points to any point or 
points in the United States and beyond; 
(ii) foreign scheduled and charter air 
transportation of persons, property and 
mail between any point or points in the 
United States and beyond; (iii) foreign 
scheduled and charter cargo air 
transportation between any point or 
points in the United States and any 
other point or points; (iv) other charters 
pursuant to the prior approval 
requirements set forth in Part 212 of the 
Department’s Economic Regulations; 
and (v) transportation authorized by any 
additional route rights made available to 
European Community carriers in the 
future. British Airways further requests 
a corresponding exemption to the extent 
necessary to enable it to provide the 
service described above pending 
issuance of an amended foreign air 
carrier permit and such additional or 
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