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9 15 U.S.C. 78s(b)(3)(A)(ii).
10 17 CFR 240.19–4(f)(2).
11 For purposes of determining the effective date 

and calculating the 60-day abrogation date, the 
Commission considers August 30, 2002, the date 
Nasdaq filed Amendment No. 2, to be the effective 
date of the proposed rule change. 12 17 CFR 200.30–3(a)(12).

C. Self-Regulatory Organization’s 
Statement on Comments on the 
Proposed Rule Change Received From 
Members, Participants, or Others 

Written comments were neither 
solicited nor received. 

III. Date of Effectiveness of the 
Proposed Rule Change and Timing for 
Commission Action 

The foregoing rule change has become 
effective pursuant to section 
19(b)(3)(A)(ii) of the Act 9 and Rule 19b–
4(f)(2)10 thereunder because it 
establishes or changes a due, fee, or 
charge imposed by the self-regulatory 
organization. At any time within 60 
days of the filing of such proposed rule 
change, the Commission may summarily 
abrogate such rule change if it appears 
to the Commission that such action is 
necessary or appropriate in the public 
interest, for the protection of investors, 
or otherwise in furtherance of the 
purposes of the Act.11

IV. Solicitation of Comments 

Interested persons are invited to 
submit written data, views and 
arguments concerning the foregoing, 
including whether the proposed rule 
change, as amended, is consistent with 
the Act. Persons making written 
submissions should file six copies 
thereof with the Secretary, Securities 
and Exchange Commission, 450 Fifth 
Street, NW, Washington, DC 20549–
0609. Copies of the submission, all 
subsequent amendments, all written 
statements with respect to the proposed 
rule change that are filed with the 
Commission, and all written 
communications relating to the 
proposed rule change between the 
Commission and any person, other than 
those that may be withheld from the 
public in accordance with the 
provisions of 5 U.S.C. 552, will be 
available for inspection and copying in 
the Commission’s Public Reference 
Room. Copies of the filing will also be 
available for inspection and copying at 
the principal office of the Association. 
All submissions should refer to File No. 
SR–NASD–2002–106 and should be 
submitted by October 1, 2002.

For the Commission, by the Division of 
Market Regulation, pursuant to delegated 
authority.12

Margaret H. McFarland, 
Deputy Secretary.
[FR Doc. 02–22892 Filed 9–9–02; 8:45 am] 
BILLING CODE 8010–01–P

SMALL BUSINESS ADMINISTRATION

[Declaration of Disaster #3428] 

State of Texas 

Amendment #9 

In accordance with notices received 
from the Federal Emergency 
Management Agency, dated August 27 
and August 30, 2002, the above 
numbered declaration is hereby 
amended to include Bee County in the 
State of Texas as a disaster area due to 
damages caused by severe storms and 
flooding beginning on June 29, 2002 and 
continuing through July 31, 2002. This 
declaration is also amended to extend 
the deadline for filing applications for 
physical damages as a result of this 
disaster to September 16, 2002. 

All other counties contiguous to the 
above named primary counties have 
been previously declared. 

All other information remains the 
same, i.e., the deadline for filing 
applications for economic injury is 
April 4, 2003.
(Catalog of Federal Domestic Assistance 
Program Nos. 59002 and 59008)

Dated: September 3, 2002. 
Herbert L. Mitchell, 
Associate Administrator for Disaster 
Assistance.
[FR Doc. 02–22931 Filed 9–9–02; 8:45 am] 
BILLING CODE 8025–01–P

SMALL BUSINESS ADMINISTRATION

Privacy Act of 1974; Revision of 
Privacy Act System of Records

AGENCY: Small Business Administration.
ACTION: Notice of revision of Privacy Act 
System of Records. 

SUMMARY: The Small Business 
Administration (SBA) Office of 
Inspector General (OIG) is revising its 
Privacy Act System of Records, SBA 
120, Security and Investigations Files, 
and SBA 130, Investigations Division 
Management Information System, to 
include as routine uses the disclosure of 
information to the public when: (1) An 
investigation has become public 
knowledge; (2) it is necessary to 

preserve confidence in the integrity of 
the investigative process; (3) it is 
necessary to demonstrate the 
accountability of individuals covered by 
this system; (4) a legitimate public 
interest exists; or (5) it is necessary for 
the protection from imminent threat to 
life or property. 

In addition, the revision includes a 
routine use to allow the disclosure of 
information to members of the 
President’s Council on Integrity and 
Efficiency (PCIE) for the purpose of 
accurate reporting to the President and 
Congress on the activities of the 
Inspectors General. The revision further 
includes a routine use to allow 
disclosures to members of the PCIE, the 
Department of Justice, the Federal 
Bureau of Investigation, or the U.S. 
Marshals Service, as necessary, for 
investigative qualitative assessment 
review. The PCIE is establishing a peer 
review process to ensure that adequate 
internal safeguards and management 
procedures continue to exist. The 
objectives of the review are to assess 
whether adequate internal safeguards 
and management procedures are met, 
foster high-quality investigations and 
investigative processes, ensure that the 
highest levels of professionalism are 
maintained, and promote consistency in 
investigative standards and practices 
within the Inspector General 
investigative community.
DATES: The changes to this System of 
Records are effective without further 
notice October 10, 2002, unless 
comments are received that result in 
further modifications.
ADDRESSES: Address comments to David 
R. Gray, Counsel to the Inspector 
General, Office of Inspector General, 
Small Business Administration, 409 
Third Street SW., 5th Floor, 
Washington, DC 20416.
FOR FURTHER INFORMATION CONTACT: 
David R. Gray, Counsel to the Inspector 
General, Office of Inspector General, 
Small Business Administration, 409 
Third Street SW., 5th Floor, 
Washington, DC 20416, (202) 205–7200.
SUPPLEMENTARY INFORMATION: This 
publication is in accordance with the 
Privacy Act requirement that Agencies 
publish their amended Systems in the 
Federal Register when there is a 
revision, change, or addition. SBA is 
amending the Routine Uses of System of 
Records, SBA 120 Security and 
Investigations Files, and SBA 130 
Investigations Division Management 
Information System previously 
published at 56 FR 8030 (Feb. 26, 1991) 
and 56 FR 8034 (Feb. 26, 1991). The 
Routine Use Notices of System 120, 
Security and Investigation Files, and 
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System 130, Investigations Division 
Management Information System, are 
being amended to specifically allow the 
disclosure of names of indicted or 
convicted individuals in the Office of 
Inspector General (OIG) Semiannual 
Report, monthly reports, and press 
releases or other forms of 
communication with the media. SBA’s 
objective in allowing disclosure of 
names is to enhance the deterrence of 
similar crimes against the Agency. In 
addition, the amended routine uses 
would allow the disclosure of 
information to the PCIE for the 
preparation of reports to the President 
and Congress on the activities of the 
Inspectors General. Finally, the 
amendments would allow the disclosure 
of information to members of the PCIE, 
the Department of Justice, the Federal 
Bureau of Investigation, or the U.S. 
Marshals Service, as necessary, for the 
purpose of investigative qualitative 
assessment reviews to ensure adequate 
internal safeguards and management 
procedures are maintained.

These notices contain minor 
typographical changes. Several data 
elements have also been updated and 
clarified: (1) SBA 120, Security and 
Investigations Files—safeguards, 
retention and disposal, system 
manager(s) and address, and record 
source categories, and (2) SBA 130, 
Investigations Division Management 
Information System—retention and 
disposal, system manager(s) and 
address, and record source categories. 

System Name: 
Security and Investigations Files—

SBA 120. 

Routine Uses of Records Maintained in 
the System, Including Categories of 
Users and the Purposes of Such Uses: 

These records may be disclosed, as a 
routine use, to the public when: (1) The 
matter under investigation has become 
public knowledge, or (2) when the 
Inspector General determines that such 
disclosure is necessary (a) to preserve 
confidence in the integrity of the OIG 
investigative process, or (b) to 
demonstrate the accountability of SBA 
officers, or employees, or other 
individuals covered by this system; 
unless the Inspector General determines 
that disclosure of the specific 
information in the context of a 
particular case would constitute an 
unwarranted invasion of personal 
privacy. 

These records may be disclosed, as a 
routine use, to the news media and 
public when there exists a legitimate 
public interest (e.g., to provide 
information on events in the criminal 

process, such as indictments), or when 
necessary for protection from imminent 
threat to life or property. 

These records may be disclosed, as a 
routine use, to members of the 
President’s Council on Integrity and 
Efficiency, for the preparation of reports 
to the President and Congress on the 
activities of the Inspectors General. 

These records may be disclosed, as a 
routine use, to members of the 
President’s Council on Integrity and 
Efficiency, the Department of Justice, 
the Federal Bureau of Investigation, or 
the U.S. Marshals Service, as necessary, 
for the purpose of conducting 
qualitative assessment reviews of the 
investigative operations of SBA OIG to 
ensure that adequate internal safeguards 
and management procedures are 
maintained. 

System Name: 
Investigations Division Management 

Information System—SBA 130. 

Routine Uses of Records Maintained in 
the System, Including Categories of 
Users and the Purposes of Such Uses: 

These records may be disclosed, as a 
routine use, to the public when: (1) The 
matter under investigation has become 
public knowledge, or (2) when the 
Inspector General determines that such 
disclosure is necessary (a) to preserve 
confidence in the integrity of the OIG 
investigative process, or (b) to 
demonstrate the accountability of SBA 
officers, or employees, or other 
individuals covered by this system; 
unless the Inspector General determines 
that disclosure of the specific 
information in the context of a 
particular case would constitute an 
unwarranted invasion of personal 
privacy. 

These records may be disclosed, as a 
routine use, to the news media and 
public when there exists a legitimate 
public interest (e.g., to provide 
information on events in the criminal 
process, such as indictments), or when 
necessary for protection from imminent 
threat to life or property. 

These records may be disclosed, as a 
routine use, to members of the 
President’s Council on Integrity and 
Efficiency, for the preparation of reports 
to the President and Congress on the 
activities of the Inspectors General. 

These records may be disclosed, as a 
routine use, to members of the 
President’s Council on Integrity and 
Efficiency, the Department of Justice, 
the Federal Bureau of Investigation, or 
the U.S. Marshals Service, as necessary, 
for the purpose of conducting 
qualitative assessment reviews of the 
investigative operations of SBA OIG to 

ensure that adequate internal safeguards 
and management procedures are 
maintained.

Dated: August 28, 2002. 
Gloria E. Blazsik, 
Acting Senior Privacy Act Official.

SBA 120 

SYSTEM NAME: 

Security and Investigations Files—
SBA 120. 

SYSTEM LOCATION: 

Office of Inspector General (OIG), 
Investigations Division, Central Office 
duty stations in the field, and Federal 
Records Centers. See Appendices A and 
B for addresses. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Applicants for, recipients of, and 
other parties in interest (e.g., guarantors) 
to SBA disaster loans. Principals and 
representatives of applicant and 
recipient businesses and other parties in 
interest to, as well as governmental 
entities, participating in the various 
SBA programs, including but not 
limited to all types of direct and 
guaranteed loans and other guarantee 
programs, the Small Business 
Investment Company (SBIC) program, 
the state, local, and Certified 
Development Company programs, the 
section 7(j) assistance program and 
section 8(a) business development 
program, as well as other contractors, 
grantees, and participants in cooperative 
agreements with SBA. Records are also 
maintained on the principal SBIC 
directors and stockholders. In addition, 
records are maintained on persons who 
supply information and the information 
supplied on SBA employees against 
whom allegations have been made and 
investigations conducted; and on 
members of Advisory Councils, the 
Service Corps of Retired Executives, and 
the Active Corps of Executives 
volunteers. 

CATEGORIES OF THE RECORDS IN THE SYSTEM: 

This system of records contains 
material gathered or created during the 
preparation for, conduct of, and follow 
up on, investigations conducted by OIG, 
the Federal Bureau of Investigation (FBI) 
and other Federal, state, local or foreign 
regulatory or law enforcement agencies 
as well as other material submitted to or 
gathered by OIG in furtherance of its 
investigative function. These records 
include FBI and other Federal, state, 
local and foreign regulatory or law 
enforcement investigative reports and 
include personal history statements, 
background character checks, field 
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investigations, arrest and conviction 
records, parole and probation data, 
recommendations and related 
correspondence. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
5 U.S.C. app.; 15 U.S.C. chs. 14A and 

14B; 44 U.S.C. 3101. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In the event that a system of records 
maintained by this Agency to carry out 
its functions indicates a violation or 
potential violation of law, whether civil, 
criminal or administrative in nature, 
and whether arising by general statute 
or particular program statute, or by 
regulation, rule or order issued pursuant 
thereto, the relevant records in the 
system of records may be referred, as a 
routine use, to the appropriate agency, 
whether Federal, state, local, foreign, 
international, private agency or 
organization involved in investigation 
or prosecution of such violations or 
charged with enforcing or implementing 
the statute or rule, regulation or order 
issued pursuant thereto. 

A record from this system of records 
may be disclosed, as a routine use, in 
the course of presenting evidence in or 
to a court, magistrate, administrative 
tribunal, or grand jury, including 
disclosures to opposing counsel in the 
course of such proceedings or in 
settlement negotiations. 

A record from this system of records 
which indicates either by itself or in 
combination with other information 
within the agency’s possession, a 
violation or potential violation of law, 
whether civil, criminal or regulatory 
and whether arising by general statute 
or particular program statute, or by 
regulation, rule or order issued pursuant 
thereto, may be disclosed, as a routine 
use, to the appropriate Federal, state, 
local, foreign, international, private 
agency or organization charged with the 
responsibility of investigating or 
prosecuting such violation or charged 
with enforcing or implementing or 
investigating or prosecuting such 
violation or charged with enforcing or 
implementing the statute or rule, 
regulation or order issued pursuant 
thereto. 

These records may be disclosed, as a 
routine use, to any source or person, 
either private or governmental, to the 
extent necessary to secure from such 
source information relevant to, and 
sought in furtherance of, a legitimate 
investigation concerning a violation of 
any Federal, state, local or foreign law, 
rule, regulation or order or the 
commission of an offense.

These records may routinely be 
disclosed to other Federal agencies, in 
response to their requests in connection 
with the conduct of background checks. 
Disclosure will be made only to the 
extent that the information is relevant 
and necessary to the requesting 
agencies’ function. 

These records may be disclosed, as a 
routine use, to any Federal, state, local, 
foreign, international, private agency or 
organization in connection with such 
entity’s assignment, hiring or retention 
of an individual, issuance of a security 
clearance, reporting of an investigation 
of an individual, letting of a contract or 
issuance of a license, grant or other 
benefit, to the extent that the 
information is relevant and necessary to 
such agency’s decision on the matter. 

These records may be disclosed as a 
routine use, to a domestic, foreign, or 
international governmental agency 
maintaining civil, criminal or other 
relevant enforcement information, or 
other pertinent information, in order to 
obtain information relevant to an agency 
decision concerning the assignment, 
hiring or retention of an individual, the 
issuance of a security clearance, the 
letting of a contract, or the issuance of 
a license, grant, or other benefit. 

These records may be disclosed to 
Federal, state or local bar associations 
and other professional regulatory or 
disciplinary bodies for use in 
disciplinary proceedings and inquiries 
preparatory thereto. 

These records may be disclosed, as a 
routine use, to a Member of Congress 
who submits an inquiry on behalf of an 
individual when the Member of 
Congress informs the appropriate 
agency official that the individual to 
whom the record pertains has 
authorized the Member of Congress to 
have access. In such cases, the member 
has no greater right to the record than 
does the individual. These records may 
be used to provide data to the General 
Accounting Office for periodic reviews 
of this Agency. 

These records may be disclosed, as a 
routine use, to the Office of Government 
Ethics for any purpose consistent with 
that office’s mission, including the 
compilation of statistical data. 

These records may be disclosed, as a 
routine use, to the General Accounting 
Office and to the General Services 
Administration’s Board of Contract 
Appeals in bid protest cases involving 
an agency procurement. 

These records may be disclosed, as a 
routine use, to any Federal agency 
which has the authority to subpoena 
other Federal agencies’ records and 
which has issued a facially valid 
subpoena for the record. 

These records may be disclosed, as a 
routine use, to the Department of the 
Treasury and the Department of Justice 
when an agency is seeking an ex parte 
court order to obtain taxpayer 
information from the Internal Revenue 
Service. 

These records may be disclosed, as a 
routine use, to debt collection 
contractors for the purpose of collecting 
delinquent debts as authorized by the 
Debt Collection Act of 1982, 31 U.S.C. 
3718. 

These records may be disclosed, as a 
routine use, to a ‘‘consumer reporting 
agency’’ as that term is defined in the 
Fair Credit Reporting Act (15 U.S.C. 
1681a(f)) and the Federal Claims 
Collection Act of 1966 (31 U.S.C. 
3701(a)(3)), for the purposes of 
obtaining information in the course of 
an investigation. 

These records may be disclosed, as a 
routine use, to agency personnel 
responsible for bringing Program Fraud 
Civil Remedies Act litigation, to the 
persons constituting the tribunal 
hearing such litigation or any appeals 
therefrom, and to counsel for the 
defendant party in any such litigation. 

These records may be disclosed, as a 
routine use, to a grand jury agent 
pursuant either to a Federal or state 
grand jury subpoena or to a prosecution 
request that such record be released for 
the purpose of its introduction to a 
grand jury. 

These records may be disclosed, as a 
routine use, to members of the public 
under the Freedom of Information Act, 
5 U.S.C. 552. 

These records may be disclosed, as a 
routine use, to the U.S. Department of 
Justice in order to obtain that 
department’s advice regarding an 
agency’s disclosure obligations under 
the Freedom of Information Act. 

These records may be disclosed, as a 
routine use, to the Office of 
Management and Budget in order to 
obtain that office’s advice regarding an 
agency’s obligations under the Privacy 
Act. 

It shall be routine use of the records 
in this system of records to disclose 
them to the Department of Justice when: 

(a) SBA, or any component thereof; or 
(b) Any employee of SBA in his or her 

official capacity; or 
(c) Any employee of SBA in his or her 

individual capacity where the 
Department of Justice has agreed to 
represent the employee; or 

(d) The United States, where SBA 
determines that litigation is likely to 
affect SBA or any of its components, is 
a party to litigation or has an interest in 
such litigation, and the use of such 
records by the Department of Justice is 
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deemed by SBA to be relevant and 
necessary to the litigation, provided, 
however, that in each case, the Agency 
determines that disclosures of the 
records to the Department of Justice is 
a use of the information contained in 
the records that is compatible with the 
purpose for which the records were 
collected. 

These records may be disclosed, as a 
routine use, to the Agency’s legal 
representative, to include the 
Department of Justice and other outside 
counsel, where the Agency is a party in 
litigation or has an interest in litigation 
when: 

(a) SBA, or any component thereof; or 
(b) Any employee of SBA in his or her 

official capacity; or 
(c) Any employee of SBA in her or her 

individual capacity, where the 
Department of Justice has agreed or is 
considering a request to represent the 
employee; or 

(d) The United States, where SBA 
determines that litigation is likely to 
affect SBA or any of its components, is 
a party to litigation or has an interest in 
such litigation, and SBA determines that 
the use of such records by the 
Department of Justice is relevant and 
necessary to litigation; provided 
however, that in each case, SBA 
determines that disclosures to the 
records to the Department of Justice is 
a use of the information contained in 
the records that is compatible with the 
purpose for which the records were 
collected. 

It shall be a routine use of records 
maintained by SBA to disclose them in 
a proceeding before a court, grand jury 
or adjudicative body before which SBA 
is authorized to appear, when: 

(a) SBA or any component thereof; or 
(b) Any employee of SBA in his or her 

official capacity; or 
(c) Any employee of SBA in his or her 

individual capacity where SBA has 
agreed to represent the employee; or 

(d) The United States, where SBA 
determines that litigation is likely to 
affect SBA or any of its components, is 
a party to litigation or has an interest in 
such litigation, and the SBA determines 
that the use of such record is relevant 
and necessary to the litigation; 
provided, however, that in each case 
SBA determines that disclosure of the 
records is a use of the information 
contained in the records that is 
compatible with the purpose for which 
the records were collected. 

These records may be disclosed, as a 
routine use, to the public when: (1) The 
matter under investigation has become 
public knowledge, or (2) when the 
Inspector General determines that such 
disclosure is necessary (a) to preserve 

confidence in the integrity of the OIG 
investigative process, or (b) to 
demonstrate the accountability of SBA 
officers, or employees, or other 
individuals covered by this system; 
unless the Inspector General determines 
that disclosure of the specific 
information in the context of a 
particular case would constitute an 
unwarranted invasion of personal 
privacy. 

These records may be disclosed, as a 
routine use, to the news media and 
public when there exists a legitimate 
public interest (e.g., to provide 
information on events in the criminal 
process, such as indictments), or when 
necessary for protection from imminent 
threat to life or property. 

These records may be disclosed, as a 
routine use, to members of the 
President’s Council on Integrity and 
Efficiency, for the preparation of reports 
to the President and Congress on the 
activities of the Inspectors General.

These records may be disclosed, as a 
routine use, to members of the 
President’s Council on Integrity and 
Efficiency, the Department of Justice, 
the Federal Bureau of Investigation, or 
the U.S. Marshals Service, as necessary, 
for the purpose of conducting 
qualitative assessment reviews of the 
investigative operations of SBA OIG to 
ensure that adequate internal safeguards 
and management procedures are 
maintained. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
These records are currently 

maintained in rotary diebold power 
files, filing cabinets, file folders and 
computer databases. 

RETRIEVABILITY: 
These records are indexed by name 

and cross-referenced to OIG files 
containing related material. 

SAFEGUARDS: 

Information is released only to 
authorized persons. Files are 
maintained in secure, controlled access 
rooms. 

RETENTION AND DISPOSAL: 
Following final agency action as the 

result of an investigation, field 
investigation records are transferred to 
the Central Office. In accordance with 
established record retention schedules, 
records are maintained in the 
Investigations Division’s file room for 
six years and then transferred to the 
Federal Records Center, which destroys 
them after fifteen years. An electronic 

alphabetical index is maintained on all 
investigations for an indefinite period of 
time. 

SYSTEM MANAGER(S) AND ADDRESS: 

Assistant Inspector General for 
Investigations or Designee. See 
Appendix A for Central Office address. 

NOTIFICATION PROCEDURE: 

An individual may inquire as to 
whether the system contains a record 
pertaining to him or her by addressing 
a request in writing to the Inspector 
General. The address of OIG is 
contained in Appendix A. 

RECORD ACCESS PROCEDURES: 

In response to a request by an 
individual to determine whether the 
system contains a record pertaining to 
him or her, the Inspector General will 
set forth the procedures for gaining 
access to these records. If there is no 
record of the individual, he or she will 
be so advised. 

CONTESTING RECORD PROCEDURES: 

Individuals desiring to contest or 
amend information maintained in the 
system should direct their request to the 
official listed in the above paragraph, 
stating the reasons for contesting it and 
the proposed amendment. 

RECORD SOURCE CATEGORIES: 

Individuals to whom the records 
pertain, Agency personnel, third party 
informants, the Department of Justice, 
the Federal Bureau of Investigation, the 
U.S. Marshals Service, and other 
investigative Government agencies. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

(1) Pursuant to 5 U.S.C. 522a(j)(2), this 
system of records is exempt from the 
application of all provisions of section 
522a except sections (b), (c)(1) and (2), 
(e)(4)(A) thorough (F), (e)(6), (7), (9), 
(10), (11), and (i), to the extent that it 
consists of (A) information compiled for 
the purpose of identifying individual 
criminal offenders and alleged offenders 
and consisting only of identifying data 
and notations of arrests, confinement, 
release, and parole and probation status; 
(B) information compiled for the 
purpose of criminal investigation, 
including reports of informants and 
investigators, and associated with an 
identifiable individual; or (C) reports 
identifiable to an individual compiled at 
any stage of the process of enforcement 
of the criminal laws from arrest or 
indictment through release from 
supervision. This system is exempted in 
order to maintain the efficacy and 
integrity of the OIG’s criminal law 
enforcement function. 
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(2) Pursuant to 5 U.S.C. 552a(k)(2) and 
(k)(5), except as otherwise provided 
therein, all investigatory material 
compiled for law enforcement purposes 
or for the purpose of determining 
suitability, eligibility, or qualifications 
for Federal civilian employment, 
military service, Federal contracts, or 
access to classified information 
contained in this system to records is 
exempt from sections (c)(3), (d), (e)(1), 
(e)(4)(G) through (I), and (f) of the 
Privacy Act. This exemption is 
necessary in order to protect the 
confidentiality of sources of information 
and to maintain access to sources 
necessary in making determinations of 
suitability for employment.

SBA 130 

SYSTEM NAME: 

Investigations Division Management 
Information System—SBA 130 

SYSTEM LOCATION: 

Office of Inspector General (OIG), 
Investigations Division. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Principals and representatives of 
applicants, participants, contractors, 
grantees, participants in cooperative 
agreements, and other parties in interest 
to, as well as governmental entities 
participating in, SBA programs. Records 
are also maintained on SBA employees 
against whom allegations have been 
made and investigations conducted; 
members of Advisory Councils; the 
Service Corps of Retired Executives; and 
the Active Corps of Executives 
volunteers. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

This system of records contains 
material gathered or created during 
preparation for, conduct of, and follow-
up on, investigations conducted by OIG, 
the Federal Bureau of Investigation (FBI) 
and other Federal, state, local, or foreign 
regulatory or law enforcement agency. 
This system of records contains 
alphabetical indices of names and case 
numbers. These records include FBI and 
other Federal, state, local and foreign 
regulatory or law enforcement 
investigative reports and referrals and 
include arrest, indictment, and 
conviction records, parole and 
probation data and related information. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

5 U.S.C. app.; 15 U.S.C. chs. 14A and 
14B; 44 U.S.C. 3101. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSE OF SUCH USES: 

In the event that a system of records 
maintained by this Agency to carry out 
its functions indicates a violation or 
potential violation of law, whether civil, 
criminal, or administrative in nature, 
and whether arising by general statute 
or particular program statute, or by 
regulation, rule or order issued pursuant 
thereto, the relevant records in the 
system of records may be referred, as a 
routine use, to the appropriate agency, 
whether Federal, state, local or foreign, 
charged with responsibility for, or 
otherwise involved in, investigation or 
prosecution of such violations or 
charged with enforcing or implementing 
the statute or rule, regulation or order 
issued pursuant thereto. 

A record from this system of records 
may be disclosed, as a routine use, in 
the course of presenting evidence in or 
to a court, magistrate, administrative 
tribunal or grand jury including 
disclosures to opposing counsel in the 
course of such proceedings or in 
settlement negotiations. 

A record from this system of records, 
which indicates either by itself or in 
combination with other information 
within the agency’s possession, a 
violation or potential violation of law, 
whether civil, criminal or regulatory 
and whether arising by general statute 
or particular program statute, or by 
regulation, rule or order issued pursuant 
thereto, may be disclosed, as a routine 
use, to the appropriate Federal, foreign, 
state, or local agency or professional 
organization charged with the 
responsibility of investigating or 
prosecuting such violation or charged 
with enforcing or implementing or 
investigating or prosecuting such 
violation or charged with enforcing or 
implementing the statute or rule, 
regulation or order issued pursuant 
thereto. 

These records may be disclosed, as a 
routine use, to provide data to the 
General Accounting Office for periodic 
reviews of this Agency. 

These records may be disclosed, as a 
routine use, to the Office of Government 
Ethics for any purpose consistent with 
that office’s mission, including the 
compilation of statistical data. 

It shall be a routine use of the records 
in this system of records to disclose 
them to the Department of Justice when: 

(a) SBA, or any component thereof; or 
(b) Any employee of SBA in his or her 

official capacity; or 
(c) Any employee of SBA in his or her 

individual capacity where the 
Department of Justice has agreed to 
represent the employee; or 

(d) The United States, where SBA 
determines that litigation is likely to 
affect the agency or any of its 
components, is a party to litigation or 
has an interest in such litigation, and 
the use of such records by the 
Department of Justice is deemed by SBA 
to be relevant and necessary to the 
litigation, provided, however, that in 
each case, the agency determines that 
disclosure of the records to the 
Department of Justice is a use of the 
information contained in the records 
that is compatible with the purpose for 
which the records were collected. 

It shall be a routine use of records 
maintained by this agency to disclose 
them in a proceeding before a court, 
grand jury or adjudicative body before 
which SBA is authorized to appear, 
when: 

(a) SBA, or any component thereof; or 
(b) Any employee of SBA in his or her 

official capacity; or 
(c) Any employee of SBA in his or her 

individual capacity where the 
Department of Justice has agreed to 
represent the employee; or 

(d) The United States, where SBA 
determines that litigation is likely to 
affect the agency or any of its 
components, is a party to litigation or 
has an interest in such litigation, and 
SBA determines that use of such records 
is relevant and necessary to the 
litigation, provided, however, that in 
each case, SBA determines that 
disclosure of the records to a court, 
grand jury or other adjudicative body is 
a use of the information contained in 
the records that is compatible with the 
purpose for which the records were 
collected. 

These records may be disclosed, as a 
routine use, to the public when: (1) The 
matter under investigation has become 
public knowledge, or (2) when the 
Inspector General determines that such 
disclosure is necessary (a) to preserve 
confidence in the integrity of the OIG 
investigative process, or (b) to 
demonstrate the accountability of SBA 
officers, or employees, or other 
individuals covered by this system; 
unless the Inspector General determines 
that disclosure of the specific 
information in the context of a 
particular case would constitute an 
unwarranted invasion of personal 
privacy.

These records may be disclosed, as a 
routine use, to the news media and 
public when there exists a legitimate 
public interest (e.g., to provide 
information on events in the criminal 
process, such as indictments), or when 
necessary for protection from imminent 
threat to life or property. 
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These records may be disclosed, as a 
routine use, to members of the 
President’s Council on Integrity and 
Efficiency, for the preparation of reports 
to the President and Congress on the 
activities of the Inspectors General. 

These records may be disclosed, as a 
routine use, to members of the 
President’s Council on Integrity and 
Efficiency, the Department of Justice, 
the Federal Bureau of Investigation, or 
the U.S. Marshals Service, as necessary, 
for the purpose of conducting 
qualitative assessment reviews of the 
investigative operations of SBA OIG to 
ensure that adequate internal safeguards 
and management procedures are 
maintained. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
These records are maintained in a 

secured electronic database system and 
on computer disks. 

RETRIEVABILITY: 
These records are indexed by the 

subject’s name, subject’s Social Security 
Number, company name, case number, 
agent’s name, or agent’s identification 
number. 

SAFEGUARDS: 
Access to and use of these records is 

limited to those persons whose official 
duties require such access. Personnel 
screening is employed to prevent 
unauthorized disclosure. 

RETENTION AND DISPOSAL: 
These records are retained on 

computer disks and deleted when the 
investigative case file is destroyed. In 
accordance with established record 
retention schedules, investigative case 
files are maintained in the 
Investigations Division’s file room for 
six years and then transferred to the 
Federal Records Center, which destroys 
them after fifteen years. 

SYSTEM MANAGER(S) AND ADDRESS: 
Assistant Inspector General for 

Investigations or Designee. See 
Appendix A for address. 

NOTIFICATION PROCEDURE: 
An individual may inquire as to 

whether the system contains a record 
pertaining to them by addressing a 
request in person or in writing to the 
Inspector General. The address of OIG is 
contained in Appendix A. 

RECORD ACCESS PROCEDURES: 
In response to a request by an 

individual to determine whether the 
system contains a record pertaining to 

him or her, the Inspector General will 
set forth the procedures for gaining 
access to these records. If there is no 
record of the individual, he or she will 
be so advised. 

CONTESTING RECORD PROCEDURES: 

Individuals desiring to contest or 
amend information maintained in the 
system should direct their request to the 
official listed in the paragraph above, 
stating the reasons for contesting it and 
the proposed amendment. 

RECORD SOURCE CATEGORIES: 

Individuals to whom the records 
pertain, Agency personnel, third party 
informants, the Department of Justice, 
the Federal Bureau of Investigation, the 
U.S. Marshals Service, and other 
investigative Government agencies. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

(1) Pursuant to 5 U.S.C. 522a(j)(2), this 
system of records is exempt from the 
application of all provisions of section 
522a except sections (b), (c)(1) and (2), 
(e)(4)(A) thorough (F), (e)(6), (7), (9), 
(10), (11), and (i), to the extent that it 
consists of (A) information compiled for 
the purpose of identifying individual 
criminal offenders and alleged offenders 
and consisting only of identifying data 
and notations of arrests, confinement, 
release, and parole and probation status; 
(B) information compiled for the 
purpose of criminal investigation, 
including reports of informants and 
investigators, and associated with an 
identifiable individual; or (C) reports 
identifiable to an individual compiled at 
any stage of the process of enforcement 
of the criminal laws from arrest or 
indictment through release from 
supervision. This system is exempted in 
order to maintain the efficacy and 
integrity of the OIG’s criminal law 
enforcement function. 

(2) Pursuant to 5 U.S.C. 552a(k)(2) and 
(k)(5), except as otherwise provided 
therein, all investigatory material 
compiled for law enforcement purposes 
or for the purpose of determining 
suitability, eligibility, or qualifications 
for Federal civilian employment, 
military service, Federal contracts, or 
access to classified information 
contained in this system to records is 
exempt from sections (c)(3), (d), (e)(1), 
(e)(4) (G) through (I), and (f) of the 
Privacy Act. This exemption is 
necessary in order to protect the 
confidentiality of sources of information 
and to maintain access to sources 
necessary in making determinations of 
suitability for employment.

[FR Doc. 02–22933 Filed 9–9–02; 8:45 am] 
BILLING CODE 8025–01–P

DEPARTMENT OF TRANSPORTATION

Federal Aviation Administration 

Third Party War Risk Liability 
Insurance

AGENCY: Federal Aviation 
Administration, DOT.

ACTION: Notice of extension of aviation 
insurance. 

SUMMARY: This notice contains the text 
of a memo from the Secretary of 
Transportation to the President 
regarding the extension of the provision 
of aviation insurance coverage for U.S. 
flag commercial air carrier service in 
domestic and international operations.

DATES: Dates of extension from August 
18, 2002 through October 16, 2002.

FOR FURTHER INFORMATION CONTACT: 
Helen Kish, Program Analyst, APO–3, or 
Eric Nelson, Program Analyst, APO–3, 
Federal Aviation Administration, 800 
Independence Ave., SW., Washington, 
DC 20591, telephone 202–267–9943 or 
202–267–3090. Or online at FAA 
Insurance Website: http://
insurance.faa.gov.

SUPPLEMENTARY INFORMATION: 
On August 9, 2002, the Secretary of 

Transportation authorized a 60-day 
extension of aviation insurance 
provided by the Federal Aviation 
Administration as follows:

Memorandum to the President 

‘‘Pursuant to the authority delegated to me 
in paragraph (3) of Presidential 
Determination No. 01–29 of September 23, 
2001, I hereby extend that determination to 
allow for the provision of aviation insurance 
and reinsurance coverage for U.S. Flag 
commercial air service in domestic and 
international operations for an additional 60 
days. 

Pursuant to section 44306(c) of chapter 443 
of 49 U.S.C.—Aviation Insurance, the period 
for provision of insurance shall be extended 
from August 18, 2002, through October 16, 
2002.’’
/s/ Norman Y. Mineta

Affected Public: Air Carriers who 
currently have Third Party War-Risk 
Liability Insurance with the Federal 
Aviation Administration.

Issued in Washington, DC on September 4, 
2002. 

Nan Shellabarger, 
Deputy Director, Office of Aviation Policy and 
Plans.
[FR Doc. 02–22937 Filed 9–9–02; 8:45 am] 

BILLING CODE 4910–13–M
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