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Center, 400 Gigling Rd., Seaside, CA 
93955, Ruben Chavez, 571–480–2357, 
email: ruben.chavez49.civ@mail.mil. 
SUPPLEMENTARY INFORMATION: 

Title; Associated Form; and OMB 
Number: Application for Surrogate 
Association for DoD Self-Service (DS) 
Logon; DD Form 3005; OMB Control 
Number 0704–0559. 

Needs and Uses: This information 
collection is needed to obtain the 
necessary data to establish an 
individual’s eligibility for Defense 
Enrollment Eligibility Reporting System 
(DEERS) and DoD Self-service Logon 
(DS) Logon credential issuance as a 
surrogate. Information is collected via 
the DD Form 3005, ‘‘Application for 
Surrogate Association for DS Logon,’’ 
and used to establish a record in DEERS 
and issue a DS Logon credential in 
accordance with DoDM 1341.02, 
Volume 1. The information that is 
collected may be released to Federal and 
State agencies and private entities, on 
matters relating to utilization review, 
professional quality assurance, program 
integrity, civil and criminal litigation, 
and access to Federal government 
facilities, computer systems, networks, 
and controlled areas. 

Affected Public: Individuals or 
households. 

Annual Burden Hours: 333. 
Number of Respondents: 2,500. 
Responses per Respondent: 1. 
Annual Responses: 2,500. 
Average Burden per Response: 8 

minutes. 
Frequency: On Occasion. 
Dated: April 3, 2024. 

Aaron T. Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2024–07462 Filed 4–8–24; 8:45 am] 

BILLING CODE 6001–FR–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID: DoD–2024–OS–0033] 

Privacy Act of 1974; System of 
Records 

AGENCY: Defense Manpower Data Center 
(DMDC), Department of Defense (DoD). 
ACTION: Notice of a modified system of 
records. 

SUMMARY: In accordance with the 
Privacy Act of 1974, the Office of the 
Secretary of Defense is modifying and 
reissuing a current system of records 
titled, ‘‘Joint Duty Assignment 
Management Information System 
(JDAMIS),’’ DMDC 05. The records are 

used for the purpose of tracking military 
officers in joint duty assignments and to 
document Joint Qualified Officer levels. 
Records are also used as a management 
tool for analyzing statistics, tracking, 
reporting as required by Congress, 
evaluating program effectiveness, and 
conducting research. This system of 
records name is changing from ‘‘Joint 
Duty Assignment Management 
Information System’’ to ‘‘Joint 
Management Information System 
(JMIS).’’ In addition to the name change, 
this system of records is being updated 
to incorporate the DoD standard routine 
uses (routine uses A through J). The 
DoD is also modifying various other 
sections within the SORN to improve 
clarity or update information that has 
changed. 
DATES: This system of records is 
effective upon publication; however, 
comments on the Routine Uses will be 
accepted on or before May 9, 2024. The 
Routine Uses are effective at the close of 
the comment period. 
ADDRESSES: You may submit comments, 
identified by docket number and title, 
by either of the following methods: 

* Federal eRulemaking Portal: https:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

* Mail: Department of Defense, Office 
of the Assistant to the Secretary of 
Defense for Privacy, Civil Liberties, and 
Transparency, Regulatory Directorate, 
4800 Mark Center Drive, Attn: Mailbox 
24, Suite 08D09, Alexandria, VA 22350– 
1700. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the internet at https://
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 
FOR FURTHER INFORMATION CONTACT: Mr. 
Samuel Peterson, DHRA Component 
Privacy Officer, 400 Gigling Rd., Rm. 
DODC–MB 7028, Seaside, CA 93955, 
dodhra.mc-alex.dhra-hq.mbx.privacy@
mail.mil or 831–220–7330. 
SUPPLEMENTARY INFORMATION: 

I. Background 
The Joint Management Information 

System (JMIS) records are used to track 
military officers in joint duty 
assignments and to document Joint 
Qualified Officer levels. Records are 
also used as a management tool for 
analyzing statistics, tracking, reporting 
as required by Congress, evaluating 

program effectiveness, and conducting 
research. This system of records name is 
changing from ‘‘Joint Duty Assignment 
Management Information System’’ to 
‘‘Joint Management Information System 
(JMIS).’’ Subject to public comment, the 
OSD will add the standard DoD routine 
uses (A through J). Additional 
modifications are as follows: (1) to the 
System Location and System Manager 
section to update the address; (2) to the 
Purpose section to clarify the scope of 
the collection; (3) to the Categories of 
Records section to remove the SSN and 
replace it with the DoD ID number; (4) 
to the Records Source Categories to add 
additional sources; (5) to the 
Administrative, Technical, and Physical 
Safeguards section to update the 
individual safeguards protecting the 
personally identifiable information; and 
(6) to the Record Access, Notification, 
and Contesting Record Procedures 
section, to reflect the need for 
individuals to identify the appropriate 
DoD office and/or component to direct 
their request and to update the 
appropriate citation for contesting 
records. Furthermore, this notice 
includes non-substantive changes to 
simplify the formatting and text of the 
previously published notice. 

DoD SORNs have been published in 
the Federal Register and are available 
from the address in FOR FURTHER 
INFORMATION CONTACT or on the Privacy 
and Civil Liberties Directorate website 
at https://dpcld.defense.gov/privacy. 

II. Privacy Act 

Under the Privacy Act, ‘‘a system of 
records’’ is a group of records under the 
control of an agency from which 
information is retrieved by the name of 
an individual or by some identifying 
number, symbol, or other identifying 
point assigned to the individual. In the 
Privacy Act, an individual is defined as 
a U.S. citizen or lawful permanent 
resident. 

In accordance with 5 U.S.C. 552a(r) 
and Office of Management and Budget 
(OMB) Circular No. A–108, 
OATSD(PCLT) has provided a report of 
this system of records to the OMB and 
to Congress. 

Dated: April 2, 2024. 
Aaron T. Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

SYSTEM NAME AND NUMBER: 

Joint Management Information System 
(JMIS), DMDC 05. 

SECURITY CLASSIFICATION: 

Unclassified. 
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SYSTEM LOCATION: 
Defense Manpower Data Center 

Privacy Office, DoD Center Monterey 
Bay, 400 Gigling Road, Seaside, CA 
93955–6784. 

SYSTEM MANAGER(S): 
Deputy Director, Defense Manpower 

Data Center, 4800 Mark Center Drive, 
Alexandria, VA 22350–6000. Email: 
dodhra.dodc- 
mb.dmdc.mbx.webmaster@mail.mil. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
10 U.S.C. Chapter 38, Joint Officer 

Management; 10 U.S.C. Chapter 107, 
Professional Military Education; 10 
U.S.C. 136, Under Secretary of Defense 
for Personnel and Readiness; Chairman 
of the Joint Chiefs of Staff Instruction 
1330.05, Joint Officer Management 
Program Procedures; DoD Instruction 
1300.19, DoD Joint Officer Management 
(JOM) Program; and E.O. 9397 (SSN), as 
amended. 

PURPOSE(S) OF THE SYSTEM: 
To enable consolidated tracking of 

joint experiences for the purpose of 
awarding joint qualification experience 
and training and to provide an annual 
report to Congress as required by title 
10, chapter 38, section 667. Records are 
also used as a management tool for 
analyzing statistics, tracking, reporting 
to Congress, evaluating program 
effectiveness, and conducting research. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

All military officers of the U.S. Armed 
Forces who: (1) are serving or have 
served in billets designated as joint duty 
assignment positions; are attending or 
have completed joint professional 
military education schools; are 
designated as joint qualified at various 
levels of qualification; or, (2) are eligible 
to be nominated and designated at 
various joint qualification levels and 
have earned approved joint experience 
or discretionary points. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Personal Information such as: name, 

DoD ID Number, date of birth, gender, 
race, and ethnicity. Employment 
Information such as: rank, date of rank, 
military branch, occupation, duty 
station, joint professional military 
education status, pay grade, joint 
qualification level, skill code, departure 
reason, DoD email address, billets such 
as service, unit identification code, tour 
length, job title, and critical billet code. 

RECORDS SOURCE CATEGORIES: 
Records and information stored in 

this system of records are obtained from: 
Individuals, DMDC Data Center Data 

Base; Defense Enrollment Eligibility 
Reporting System; Military Services, 
and Office of the Joint Chiefs of Staff. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act of 1974, as 
amended, all or a portion of the records 
or information contained herein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

A. To contractors, grantees, experts, 
consultants, students, and others 
performing or working on a contract, 
service, grant, cooperative agreement, or 
other assignment for the Federal 
Government when necessary to 
accomplish an agency function related 
to this system of records. 

B. To the appropriate Federal, State, 
local, territorial, Tribal, foreign, or 
international law enforcement authority 
or other appropriate entity where a 
record, either alone or in conjunction 
with other information, indicates a 
violation or potential violation of law, 
whether criminal, civil, or regulatory in 
nature. 

C. To any component of the 
Department of Justice for the purpose of 
representing the DoD, or its 
components, officers, employees, or 
members in pending or potential 
litigation to which the record is 
pertinent. 

D. In an appropriate proceeding 
before a court, grand jury, or 
administrative or adjudicative body or 
official, when the DoD or other Agency 
representing the DoD determines that 
the records are relevant and necessary to 
the proceeding; or in an appropriate 
proceeding before an administrative or 
adjudicative body when the adjudicator 
determines the records to be relevant to 
the proceeding. 

E. To the National Archives and 
Records Administration for the purpose 
of records management inspections 
conducted under the authority of 44 
U.S.C. 2904 and 2906. 

F. To a Member of Congress or staff 
acting upon the Member’s behalf when 
the Member or staff requests the 
information on behalf of, and at the 
request of, the individual who is the 
subject of the record. 

G. To appropriate agencies, entities, 
and persons when (1) the DoD suspects 
or confirms a breach of the system of 
records; (2) the DoD determines as a 
result of the suspected or confirmed 
breach there is a risk of harm to 
individuals, the DoD (including its 
information systems, programs, and 

operations), the Federal Government, or 
national security; and (3) the disclosure 
made to such agencies, entities, and 
persons is reasonably necessary to assist 
in connection with the DoD’s efforts to 
respond to the suspected or confirmed 
breach or to prevent, minimize, or 
remedy such harm. 

H. To another Federal agency or 
Federal entity, when the DoD 
determines that information from this 
system of records is reasonably 
necessary to assist the recipient agency 
or entity in (1) responding to a 
suspected or confirmed breach; or (2) 
preventing, minimizing, or remedying 
the risk of harm to individuals, the 
recipient agency or entity (including its 
information systems, programs and 
operations), the Federal Government, or 
national security, resulting from a 
suspected or confirmed breach. 

I. To another Federal, State, or local 
agency for the purpose of comparing to 
the agency’s system of records or to non- 
Federal records, in coordination with an 
Office of Inspector General in 
conducting an audit, investigation, 
inspection, evaluation, or some other 
review as authorized by the Inspector 
General Act of 1987, as amended. 

J. To such recipients and under such 
circumstances and procedures as are 
mandated by Federal statute or treaty. 

POLICIES AND PRACTICES FOR STORAGE OF 
RECORDS: 

Electronic storage media. 

POLICIES AND PRACTICES FOR RETREIVAL OF 
RECORDS: 

Records may be retrieved by name 
and DoD ID Number. 

POLICES AND PRACTICES FOR RETENTION AND 
DISPOSAL OF RECORDS: 

Records are retained for 5 years or 
until no longer needed for operational 
purposes—whichever is later, and then 
destroyed. 

ADMINISTRATIVE, TECHNICAL AND PHYSICAL 
SAFEGUARDS: 

Computerized records are maintained 
in a controlled area accessible only to 
authorized personnel. Entry to these 
areas is restricted to those personnel 
with a valid requirement and 
authorization to enter. Physical entry is 
restricted using locks, guards, and 
administrative procedures (e.g., fire 
protection regulations). Access to 
personal information is restricted to 
those who require the records in the 
performance of their official duties, and 
to the individuals who are the subjects 
of the record or their authorized 
representatives. Access to personal 
information is further restricted using 
passwords, which are changed 
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periodically. All individuals granted 
access to this system of records are to 
have received Information Assurance 
and Privacy Act training. 

RECORDS ACCESS PROCEDURES: 

Individuals seeking access to their 
records should address written inquiries 
to the Office of the Secretary of Defense/ 
Joint Staff, Freedom of Information Act 
Requester Service Center, 1155 Defense 
Pentagon, Washington, DC 20301–1155. 
Signed, written requests should contain 
the name and number of this system of 
records notice along with name, DoD ID 
Number, current address, and telephone 
number. In addition, the requester must 
provide either a notarized statement or 
an unsworn declaration made in 
accordance with 28 U.S.C. 1746, in the 
appropriate format: 

If executed outside the United States: 
‘‘I declare (or certify, verify, or state) 
under penalty of perjury under the laws 
of the United States of America that the 
foregoing is true and correct. Executed 
on (date). (Signature).’’ 

If executed within the United States, 
its territories, possessions, or 
commonwealths: ‘‘I declare (or certify, 
verify, or state) under penalty of perjury 
that the foregoing is true and correct. 
Executed on (date). (Signature).’’ 

CONTESTING RECORD PROCEDURES: 

The DoD rules for accessing records, 
for contesting contents, and appealing 
initial agency determinations are 
contained in 32 CFR part 310; or may 
be obtained from the system manager. 

NOTIFICATION PROCEDURES: 

Individuals seeking to determine 
whether information about themselves 
is contained in this system of records 
should follow the instructions for 
Record Access Procedures above. 

EXEMPTIONS PROMULGATED FOR THE SYSTEM: 

None. 

HISTORY: 

October 29, 2015, 80 FR 66510. March 
15, 2011, 76 FR 13992. 
[FR Doc. 2024–07476 Filed 4–8–24; 8:45 am] 

BILLING CODE 6001–FR–P 

DEPARTMENT OF DEFENSE 

Department of the Army, Corps of 
Engineers 

[Permit No. NAN–2022–00901] 

Notice of Final Federal Agency Action 
on the Authorization for the Empire 
Wind 1 Energy Project Offshore New 
York 

AGENCY: Department of the Army, U.S. 
Army Corps of Engineers, DoD. 
ACTION: Notice of limitation on claims 
for judicial review of actions by the U.S. 
Army Corps of Engineers (USACE). 

SUMMARY: USACE announces final 
agency action on the USACE 
authorization for the proposed 
construction and maintenance of the 
Empire Wind 1 project offshore New 
York. USACE has issued a permit 
authorizing the construction and 
maintenance of the Empire Wind 1 
project under section 10 of the Rivers 
and Harbors Act of 1899 (RHA), section 
404 of the Clean Water Act (CWA), and 
section 14 of the Rivers and Harbors Act 
of 1899. The Empire Wind 1 project is 
a ‘‘covered project’’ under title 41 of the 
Fixing America’s Surface Transportation 
Act. 
DATES: A claim seeking judicial review 
of the USACE authorization of 
construction and maintenance of the 
Empire Wind 1 project will be barred 
unless the claim is filed not later than 
two years after this notice’s publication 
date. If the Federal law that allows for 
judicial review of the USACE 
authorization specifies a shorter time 
period for filing such a claim, then that 
shorter time period will apply. 
FOR FURTHER INFORMATION CONTACT: Mr. 
Christopher Minck, Regulatory Project 
Manager, Regulatory Branch, USACE, 
New York District, 26 Federal Plaza, 
New York, New York 10278, (917) 790– 
8511 or cenan.publicnotice@
usace.army.mil. 

SUPPLEMENTARY INFORMATION: Notice is 
hereby given that USACE has taken final 
agency action on its authorization for 
the proposed Empire Wind 1 project by 
issuing a permit authorizing 
construction and maintenance of the 
project under section 10 of the RHA, 
section 404 of the CWA, and section 14 
of the Rivers and Harbors Act of 1899. 
The majority of the authorized work 
will occur in the Atlantic Ocean within 
Bureau of Ocean Energy Management 
(BOEM) Renewable Energy Lease Area 
OCS–0512, which is approximately 14 
miles south of Long Island, New York 
and approximately 19.5 miles east of 
Long Branch, New Jersey. 

The work authorized under the 
USACE permit includes the following: 
(1) installation of up to fifty-seven (57) 
wind turbine generators (WTGs) and 
one (1) offshore substation (OSS) with 
associated scour protection, (2) 
installation of approximately 116 
nautical miles of inter-array cables 
connecting the WTGs and the OSS with 
associated secondary cable protection, 
(3) installation of up to 2 export 
transmission cables with associated 
secondary cable protection within an 
approximately 40 nautical mile long 
offshore export cable corridor extending 
from the lease area to the cable landfall 
location at the South Brooklyn Marine 
Terminal in Brooklyn, New York, and 
(4) bulkhead and shoreline replacement 
activities at the cable landfall location. 

The USACE’s decision to issue a 
permit for the Empire Wind 1 project, 
and the laws under which the action 
was taken, are described in the Empire 
Wind Final Environmental Impact 
Statement (FEIS) published by BOEM 
on September 15, 2023, in the BOEM 
Record of Decision (ROD) issued on 
November 21, 2023, and in other project 
records. The FEIS, ROD, and other 
documents can be viewed and 
downloaded from the BOEM project 
website at https://www.boem.gov/ 
renewable-energy/state-activities/ 
empire-wind. The USACE permit can be 
viewed and downloaded from the 
USACE website at https://
www.nan.usace.army.mil/Missions/ 
Regulatory/Commonly-Requested- 
Issued-Permits-and-Nationwide-Permit- 
Verifications/. By this notice, USACE is 
advising the public of final agency 
action subject to 42 U.S.C. 4370m– 
6(a)(1)(A). 

Authority: 42 U.S.C. 4370m– 
6(a)(1)(A). 

John P. Lloyd, 
Brigadier General, USA, Commanding. 
[FR Doc. 2024–07466 Filed 4–8–24; 8:45 am] 

BILLING CODE 3720–58–P 

DEPARTMENT OF DEFENSE 

Department of the Army, Corps of 
Engineers 

[DA Permit No. NAO–2013–00418 and 
Section 408 Request ID No. 408–NAO–2022– 
0056] 

Notice of Final Federal Agency Action 
on the Authorization for the Coastal 
Virginia Offshore Wind Commercial 
Project 

AGENCY: Department of the Army, U.S. 
Army Corps of Engineers, DoD. 
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