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after transfer or separation of instructor,
and are then destroyed.
* * * * *

A0614–100/200 USMA

SYSTEM NAME:

Evaluation/Assignment of Academic
Instructors.

SYSTEM LOCATION:

Associate Dean for Plans and
Resources, Office of the Dean, U.S.
Military Academy, Dean of Academic
Board, West Point, NY 10996–5000.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Civilian and military personnel who
apply and/or serve on the Staff and
Faculty, U.S. Military Academy.

CATEGORIES OF RECORDS IN THE SYSTEM:

Individual’s application consisting of
name, grade or position, Social Security
Number, educational and professional
qualifications such as the Graduate
Record Examination (GRE) or Graduate
Management Admission Test (GMAT);
evaluations; Officer Record Briefs
(military only); personnel actions;
appointments; official photographs;
curriculum vitae; letters of
endorsement; award recommendations;
assignment orders; application/
acceptance for advanced civil schooling;
correspondence between the U.S.
Military Academy and the Total Army
Personnel Command; and other relevant
documents.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

10 U.S.C. 3013, Secretary of the Army;
10 U.S.C. 4334, Command and
Supervision; 10 U.S.C. 4337, Civilian
Faculty and E.O. 9397 (SSN).

PURPOSE(S):

Used by the U.S. Military Academy
Dean of Academic Board and
department heads to assess
qualifications and suitability, and
manage civilian and military personnel
for assignment to the Staff and Faculty,
U.S. Military Academy.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows: The DoD
‘Blanket Routine Uses’ set forth at the
beginning of the Army’s compilation of
systems of records notices also apply to
this system.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and electronic storage

medium.

RETRIEVABILITY:
By individual’s name and Social

Security Number.

SAFEGUARDS:
Information is available only to

designated people who have a need-to-
know.

RETENTION AND DISPOSAL:
USMA files are maintained for 25

years in current file area, and are then
destroyed.

All other offices, such as
administrative offices, maintain the
records in current file area for 10 years
after transfer or separation of instructor,
and are then destroyed

SYSTEM MANAGER(S) AND ADDRESS:
Associate Dean for Plans and

Resources, Office of the Dean, Dean of
Academic Board, West Point, NY
10996–5000.

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

information about themselves is
contained in this record system should
address written inquiries to the
Associate Dean for Plans and Resources,
Office of the Dean, U.S. Military
Academy, Dean of Academic Board,
West Point, NY 10996–5000.

Individual should provide the full
name, Social Security Number,
sufficient details to locate records,
current mailing address, and signature.

RECORD ACCESS PROCEDURES:
Individuals seeking access to records

about themselves contained in this
record system should address written
inquiries to the Associate Dean for Plans
and Resources, Office of the Dean, U.S.
Military Academy, Dean of Academic
Board, West Point, NY 10996–5000.

Individual should provide the full
name, Social Security Number,
sufficient details to locate records,
current mailing address, and signature.

CONTESTING RECORD PROCEDURES:
The Army’s rules for accessing

records, and for contesting contents and
appealing initial agency determinations
are contained in Army Regulation 340–
21; 32 CFR part 505; or may be obtained
from the system manager.

RECORD SOURCE CATEGORIES:
From the individual; official Army or

other Service records; academic

institutions; letters of endorsement from
third parties; U.S. Army Military
Personnel Center; similar relevant
documents.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.
[FR Doc. 01–22705 Filed 9–10–01; 8:45 am]
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DEPARTMENT OF DEFENSE

Department of the Navy

Meeting of the Ocean Research
Advisory Panel

AGENCY: Department of the Navy, DOD.

ACTION: Notice of open meeting.

SUMMARY: The Ocean Research Advisory
Panel (ORAP) will meet to discuss
National Oceanographic Partnership
Program (NOPP) activities. All sessions
of the meeting will remain open to the
public.

DATES: The meeting will be held on
Tuesday, October 23, 2001, from 8:30
a.m. to 4:30 p.m. In order to maintain
the meeting time schedule, members of
the public will be limited in their time
to speak to the Panel. Members of the
public should submit their comments
one week in advance of the meeting to
the meeting Point of Contact.

ADDRESSES: The meeting will be held at
Monterey Bay Aquarium Research
Institute, 7700 Sandholdt Road, Moss
Landing, CA, 95039–9644.

FOR FURTHER INFORMATION CONTACT: Dr.
Steven E. Ramberg, Office of Naval
Research, 800 North Quincy Street,
Arlington, VA 22217–5660, telephone
(703) 696–4358.

SUPPLEMENTARY INFORMATION: This
notice of meeting is provided in
accordance with the Federal Advisory
Committee Act (5 U.S.C. App. 2). The
purpose of this meeting is to discuss
NOPP activities. The meeting will
include discussions on ocean
observations, current and future NOPP
activities, and other current issues in
the ocean sciences community.

Dated: August 27, 2001.

T. J. Welsh,
Lieutenant Commander, Judge Advocate
General’s Corp, U.S. Navy, Federal Register
Liaison Officer.
[FR Doc. 01–22680 Filed 9–10–01; 8:45 am]
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