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evaluation program to assess the ability 
of the laboratories to test for drug 
resistant M. tuberculosis strains. 
Laboratories also have a self-assessment 
tool to aid in optimizing their skills in 
susceptibility testing. The information 
obtained from the laboratories on 
susceptibility practices and procedures 
is used to establish variables related to 
good performance, assessing training 

needs, and aid with the development of 
practice standards. 

Participants in this program include 
domestic clinical and public health 
laboratories. Data collection from 
laboratory participants occurs twice per 
year. The data collected in this program 
will include the susceptibility test 
results of primary and secondary drugs, 
drug concentrations, and test methods 

performed by laboratories on a set of 
performance evaluation (PE) samples. 
The PE samples are sent to participants 
twice a year. Participants also report 
demographic data such as laboratory 
type and the number of tests performed 
annually. 

There is no cost to respondents to 
participate other than their time. 

ESTIMATED ANNUALIZED BURDEN HOURS 

Type of respondent Form name Number of 
respondents 

Number of 
responses per 

respondent 

Average 
burden per 
response 
(in hours) 

Domestic Laboratory ....................................... Participant Biosafety Compliance Letter of 
Agreement.

93 2 5/60 

MPEP Mycobacterium tuberculosis Results 
Worksheet.

93 2 30/60 

Online Survey Instrument .............................. 93 2 15/60 

Leroy A. Richardson, 
Chief, Information Collection Review Office, 
Office of Scientific Integrity, Office of the 
Associate Director for Science, Office of the 
Director, Centers for Disease Control and 
Prevention. 
[FR Doc. 2016–02519 Filed 2–8–16; 8:45 am] 
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DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

Centers for Disease Control and 
Prevention 

Advisory Committee to the Director 
(ACD), Centers for Disease Control and 
Prevention (CDC): Notice of Charter 
Renewal 

This gives notice under the Federal 
Advisory Committee Act (Pub. L. 92– 
463) of October 6, 1972, that the 
Advisory Committee to the Director, 
Centers for Disease Control and 
Prevention (CDC), Department of Health 
and Human Services (HHS), has been 
renewed for a 2-year period extending 
through February 1, 2018. 

Contact Person For More Information: 
Carmen Villar, M.S.W., Designated 
Federal Officer, Advisory Committee to 
the Director, CDC, 1600 Clifton Road 
NE., Mailstop D14, Atlanta, Georgia 
30333, Telephone 404–639–7000. 

The Director, Management Analysis 
and Services Office, has been delegated 
the authority to sign Federal Register 
notices pertaining to announcements of 
meetings and other committee 
management activities, for both the 
Centers for Disease Control and 

Prevention and the Agency for Toxic 
Substances and Disease Registry. 

Elaine L. Baker, 
Director, Management Analysis and Services 
Office, Centers for Disease Control and 
Prevention. 
[FR Doc. 2016–02480 Filed 2–8–16; 8:45 am] 
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DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

Centers for Medicare & Medicaid 
Services 

[CMS Computer Match No. 2016–12; HHS 
Computer Match No. 1604; SSA Computer 
Match No. 1097–1899] 

Privacy Act of 1974 

AGENCY: Department of Health and 
Human Services (HHS), Centers for 
Medicare & Medicaid Services (CMS). 
ACTION: Notice of Computer Matching 
Program (CMP). 

SUMMARY: In accordance with the 
requirements of the Privacy Act of 1974, 
as amended, this notice announces the 
re-establishment of a CMP that CMS 
plans to conduct with the Social 
Security Administration (SSA). 
DATES: Effective Dates: Comments are 
invited on all portions of this notice. 
Public comments are due 30 days after 
publication. The matching program will 
become effective no sooner than 40 days 
after the report of the matching program 
is sent to the Office of Management and 
Budget (OMB) and Congress, or 30 days 
after publication in the Federal 
Register, whichever is later. 
ADDRESSES: The public should send 
comments to: CMS Privacy Officer, 

Division of Security, Privacy Policy & 
Governance, Information Security & 
Privacy Group, Office of Enterprise 
Information, CMS, Room N1–24–08, 
7500 Security Boulevard, Baltimore, 
Maryland 21244–1850. Comments 
received will be available for review at 
this location, by appointment, during 
regular business hours, Monday through 
Friday from 9:00 a.m.–3:00 p.m., Eastern 
Time zone. 
FOR FURTHER INFORMATION CONTACT: 
Elizabeth Kane, Acting Director, 
Verifications Policy & Operations 
Division, Eligibility and Enrollment 
Policy and Operations Group, Center for 
Consumer Information and Insurance 
Oversight, CMS, 7501 Wisconsin 
Avenue, Bethesda, MD 20814, Office 
Phone: (301) 492–4418, Facsimile: (443) 
380–5531, E-Mail: 
Elizabeth.Kane@cms.hhs.gov. 

SUPPLEMENTARY INFORMATION: The 
Computer Matching and Privacy 
Protection Act of 1988 (Public Law 
(Pub. L.) 100–503), amended the Privacy 
Act (5 U.S.C. 552a) by describing the 
manner in which computer matching 
involving Federal agencies could be 
performed and adding certain 
protections for individuals applying for 
and receiving Federal benefits. Section 
7201 of the Omnibus Budget 
Reconciliation Act of 1990 (Pub. L. 101– 
508) further amended the Privacy Act 
regarding protections for such 
individuals. The Privacy Act, as 
amended, regulates the use of computer 
matching by Federal agencies when 
records in a system of records (SOR) are 
matched with other Federal, state, or 
local government records. It requires 
Federal agencies involved in computer 
matching programs to: 
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