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review and clearance in accordance 
with the Paperwork Reduction Act of 
1995. DHS previously published this 
information collection request (ICR) in 
the Federal Register on Wednesday, 
August 28, 2019 for a 60-day public 
comment period. Two (2) comments 
were received by DHS. The purpose of 
this notice is to allow additional 30- 
days for public comments. 
DATES: Comments are encouraged and 
will be accepted until January 22, 2020. 
This process is conducted in accordance 
with 5 CFR 1320.10. 
ADDRESSES: Interested persons are 
invited to submit written comments on 
the proposed information collection to 
the Office of Information and Regulatory 
Affairs, Office of Management and 
Budget. Comments should be addressed 
to OMB Desk Officer, Department of 
Homeland Security and sent via 
electronic mail to dhsdeskofficer@
omb.eop.gov. 

The Office of Management and Budget 
is particularly interested in comments 
which: 

1. Evaluate whether the proposed 
collection of information is necessary 
for the proper performance of the 
functions of the agency, including 
whether the information will have 
practical utility; 

2. Evaluate the accuracy of the 
agency’s estimate of the burden of the 
proposed collection of information, 
including the validity of the 
methodology and assumptions used; 

3. Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

4. Minimize the burden of the 
collection of information on those who 
are to respond, including through the 
use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 
other forms of information technology, 
e.g., permitting electronic submissions 
of responses. 
SUPPLEMENTARY INFORMATION: Security 
vulnerabilities, defined in section 
102(17) of the Cybersecurity Information 
Sharing Act of 2015, are any attribute of 
hardware, software, process, or 
procedure that could enable or facilitate 
the defeat of a security control. Security 
vulnerability mitigation is a process 
starting with discovery of the 
vulnerability leading to applying some 
solution to resolve the vulnerability. 
There is constantly a search for security 
vulnerabilities within information 
systems, from individuals or nation 
states wishing to bypass security 
controls to gain invaluable information, 
to researchers seeking knowledge in the 
field of cyber security. Bypassing such 

security controls in the DHS 
information systems can cause 
catastrophic damage including but not 
limited to loss in Personally Identifiable 
Information (PII), sensitive information 
gathering, and data manipulation. 

Pursuant to section 101 of the 
Strengthening and Enhancing Cyber- 
capabilities by Utilizing Risk Exposure 
Technology Act commonly known as 
the SECURE Technologies Act 
individuals, organizations, and 
companies will be able to submit 
discovered security vulnerabilities on 
the Department of Homeland Security 
(DHS) Information Systems. This 
collection would be used by these 
individuals, organizations, and 
companies who choose to submit a 
discovered vulnerability in the 
information system of the DHS. 

The form will include the following 
essential information: 
• Vulnerable host(s) 
• Necessary information for 

reproducing the security vulnerability 
• Remediation or suggestions for 

remediation of the vulnerability 
• Potential impact on host, if not 

remediated 

This form will allow the DHS to do 
two things (1) allow the individuals, 
organizations, and companies who 
discover vulnerabilities in the 
information systems of DHS to report 
their findings to the DHS. (2) give DHS 
first insight into newly discovered 
vulnerabilities, as well as zero-day 
vulnerabilities in order to mitigate the 
security issues prior to malicious actors 
acting on the vulnerability for malicious 
intent. The form will benefit researchers 
as it will provide a safe and lawful way 
for them to practice and discover new 
skills while discovering the 
vulnerabilities. Meanwhile, it will 
provide the same benefit to the DHS, in 
addition to enhanced information 
system security following the 
vulnerability mitigation. 

Respondents will be able to fill the 
form out online at https://www.dhs.gov 
and submit it thereafter. Links to the 
form will also be available at any of the 
DHS components websites (https://
www.tsa.gov/, https://www.ice.gov/, 
etc.) 

The collection of this information 
regarding to discovered security 
vulnerabilities by individuals, 
organizations, and companies is needed 
to fulfil the congressional mandate in 
Section 101 of the SECURE 
Technologies Act regarding a 
Vulnerability Disclosure Policy. In 
addition, without the ability to collect 
information on newly discovered 
security vulnerabilities in DHS 

information systems, the DHS will rely 
solely on the internal security personnel 
and or discovery through post 
occurrence of such a breach on security 
controls. 

The is new collection. 

Analysis 

Agency: The Department of Homeland 
Security, Officer of the Chief 
Information Security Officer. 

Title: Vulnerability Discovery 
Program. 

OMB Number: 1601—New. 
Frequency: On Occasion. 
Affected Public: Private Sector. 
Number of Respondents: 3000. 
Estimated Time Per Respondent: 3 

Hours. 
Total Burden Hours: 9000. 
Dated: December 3, 2019. 

Melissa Bruce, 
Executive Director, Business Management 
Office. 
[FR Doc. 2019–27127 Filed 12–20–19; 8:45 am] 

BILLING CODE 9112–fl–P 

DEPARTMENT OF THE INTERIOR 

Fish and Wildlife Service 

[FWS–R8–ES–2019–N111; FXES11140000– 
189–FF08E00000] 

Proposed Upper Santa Ana River 
Habitat Conservation Plan and Draft 
Environmental Impact Statement; San 
Bernardino County, CA; Correction 

AGENCY: Fish and Wildlife Service, 
Interior. 
ACTION: Notice; correction. 

SUMMARY: The U.S. Fish and Wildlife 
Service published a document in the 
December 9, 2019, Federal Register that 
announced the availability of a 
proposed habitat conservation plan 
(HCP) and a draft environmental impact 
statement for public comment. The 
subject heading of the document 
incorrectly referred to the ‘‘Upper Santa 
Ana River Habitat Conservation Plan’’ 
instead of the ‘‘Upper Santa Ana River 
Wash Habitat Conservation Plan,’’ 
which is the correct name of the HCP. 
FOR FURTHER INFORMATION CONTACT: 
Karin Cleary-Rose, 760–322–2070. 
SUPPLEMENTARY INFORMATION: 

Correction 

In notice document 2019–26478, 
appearing at 84 FR 67292 in the issue 
of Monday, December 9, 2019, make the 
following correction: On page 67292, 
the subject heading should read 
‘‘Proposed Upper Santa Ana River Wash 
Habitat Conservation Plan and Draft 
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Environmental Impact Statement; San 
Bernardino County, CA’’. 

Sara Prigan, 
Federal Register Liaison. 
[FR Doc. 2019–27673 Filed 12–20–19; 8:45 am] 

BILLING CODE 4333–15–P 

DEPARTMENT OF THE INTERIOR 

Fish and Wildlife Service 

[Docket No. FWS–HQ–IA–2019–0112; 
FXIA16710900000–201–FF09A30000] 

Foreign Endangered Species; Marine 
Mammals; Receipt of Permit 
Applications 

AGENCY: Fish and Wildlife Service, 
Interior. 
ACTION: Notice of receipt of permit 
applications; request for comments. 

SUMMARY: We, the U.S. Fish and 
Wildlife Service (Service), invite the 
public to comment on applications to 
conduct certain activities with foreign 
species that are listed as endangered 
under the Endangered Species Act 
(ESA) and foreign or native species for 
which the Service has jurisdiction 
under the Marine Mammal Protection 
Act (MMPA). With some exceptions, the 
ESA and the MMPA prohibit activities 
with listed species unless Federal 
authorization is issued that allows such 
activities. The ESA and MMPA also 
require that we invite public comment 
before issuing permits for any activity 
otherwise prohibited by the ESA or 
MMPA with respect to any endangered 
species or marine mammals. 
DATES: We must receive comments by 
January 22, 2020. 
ADDRESSES: Obtaining Documents: The 
applications, application supporting 
materials, and any comments and other 
materials that we receive will be 
available for public inspection at http:// 
www.regulations.gov in Docket No. 
FWS–HQ–IA–2019–0112. 

Submitting Comments: When 
submitting comments, please specify the 
name of the applicant and the permit 
number at the beginning of your 
comment. You may submit comments 
by one of the following methods: 

• Internet: http://
www.regulations.gov. Search for and 
submit comments on Docket No. FWS– 
HQ–IA–2019–0112. 

• U.S. mail or hand-delivery: Public 
Comments Processing, Attn: Docket No. 
FWS–HQ–IA–2019–0112; U.S. Fish and 
Wildlife Service Headquarters, MS: 
PERMA; 5275 Leesburg Pike; Falls 
Church, VA 22041–3803. 

For more information, see Public 
Comment Procedures under 
SUPPLEMENTARY INFORMATION. 
FOR FURTHER INFORMATION CONTACT: 
Brenda Tapia, by phone at 703–358– 
2104, via email at DMAFR@fws.gov, or 
via the Federal Relay Service at 800– 
877–8339. 
SUPPLEMENTARY INFORMATION: 

I. Public Comment Procedures 

A. How do I comment on submitted 
applications? 

We invite the public and local, State, 
Tribal, and Federal agencies to comment 
on these applications. Before issuing 
any of the requested permits, we will 
take into consideration any information 
that we receive during the public 
comment period. 

You may submit your comments and 
materials by one of the methods in 
ADDRESSES. We will not consider 
comments sent by email or fax, or to an 
address not in ADDRESSES. We will not 
consider or include in our 
administrative record comments we 
receive after the close of the comment 
period (see DATES). 

When submitting comments, please 
specify the name of the applicant and 
the permit number at the beginning of 
your comment. Provide sufficient 
information to allow us to authenticate 
any scientific or commercial data you 
include. The comments and 
recommendations that will be most 
useful and likely to influence agency 
decisions are: (1) Those supported by 
quantitative information or studies; and 
(2) those that include citations to, and 
analyses of, the applicable laws and 
regulations. 

B. May I review comments submitted by 
others? 

You may view and comment on 
others’ public comments at http://
www.regulations.gov, unless our 
allowing so would violate the Privacy 
Act (5 U.S.C. 552a) or Freedom of 
Information Act (5 U.S.C. 552). 

C. Who will see my comments? 
If you submit a comment at http://

www.regulations.gov, your entire 
comment, including any personal 
identifying information, will be posted 
on the website. If you submit a 
hardcopy comment that includes 
personal identifying information, such 
as your address, phone number, or 
email address, you may request at the 
top of your document that we withhold 
this information from public review. 
However, we cannot guarantee that we 
will be able to do so. Moreover, all 
submissions from organizations or 
businesses, and from individuals 

identifying themselves as 
representatives or officials of 
organizations or businesses, will be 
made available for public disclosure in 
their entirety. 

II. Background 
To help us carry out our conservation 

responsibilities for affected species, and 
in consideration of section 10(c) of the 
Endangered Species Act of 1973, as 
amended (ESA; 16 U.S.C. 1531 et seq.), 
and section 104(c) of the Marine 
Mammal Protection Act of 1972, as 
amended (MMPA; 16 U.S.C. 1361 et 
seq.), we invite public comments on 
permit applications before final action is 
taken. With some exceptions, the ESA 
and MMPA prohibit certain activities 
with listed species unless Federal 
authorization is issued that allows such 
activities. Permits issued under section 
10(a)(1)(A) of the ESA allow otherwise 
prohibited activities for scientific 
purposes or to enhance the propagation 
or survival of the affected species. 
Service regulations regarding prohibited 
activities with endangered species, 
captive-bred wildlife (CBW) 
registrations, and permits for any 
activity otherwise prohibited by the 
ESA with respect to any endangered 
species are available in title 50 of the 
Code of Federal Regulations in part 17. 
Service regulations regarding permits 
for any activity otherwise prohibited by 
the MMPA with respect to any marine 
mammals are available in title 50 of the 
Code of Federal Regulations in part 18. 
Concurrent with publishing this notice 
in the Federal Register, we are 
forwarding copies of the marine 
mammal applications to the Marine 
Mammal Commission and the 
Committee of Scientific Advisors for 
their review. 

III. Permit Applications 
We invite comments on the following 

applications. 

A. Endangered Species 

Applicant: Purdue University Fort 
Wayne, Fort Wayne, IN; Permit No. 
57460D 

The applicant requests authorization 
for a permit to import samples of wild 
green sea turtle (Chelonia mydas), 
loggerhead sea turtle (Caretta caretta), 
and Hawksbill sea turtle (Eretmochelys 
imbricata) for the purpose of scientific 
research. This notification is for a single 
import. 

Applicant: The San Diego Zoo, San 
Diego, CA; Permit No. 49913D 

The applicant requests authorization 
for a permit to export two male babirusa 
(Babyrousa celebensis) to Tierpark 
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