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DEPARTMENT OF DEFENSE

Office of the Secretary 

President’s Information Technology 
Advisory Committee (PITAC)

AGENCY: Office of the Secretary, DoD.
ACTION: Notice of meeting.

SUMMARY: This PITAC meeting will 
focus on the US government investment 
in information technology and 
networking and some specific 
applications including medicine and 
security. A final agenda will be posted 
on the PITAC Web site (http://
www.itrd.gov/pitac/index.html) 
approximately two weeks before the 
meeting.

DATES: Friday, November 12, 2003, 
11:30 a.m. to 2:30 p.m.
ADDRESSES: Noesis-Inc., 4100 North 
Fairfax Drive, Suite 800, Arlington, VA.
SUPPLEMENTARY INFORMATION: Members 
of the public are invited to attend and 
participate by: (1) Submitting written 
statements to the organizers and; (2) 
giving a brief (three minutes or less) oral 
statement during the 30 minute public 
comment period on the meeting agenda. 
The meeting will be held on-line via the 
Internet using Webex. Participants may 
attend the meeting in person at the 
designated site. Ten remote on-line 
places have also been designated for 
public participants who wish to join the 
meeting via the Internet. Individuals 
wishing to participate on-line must call 
the National Coordination Office for 
Information Technology Research and 
Development to register and be invited 
to the meeting.
FOR FURTHER INFORMATION CONTACT: The 
ITRD office at 703–292–4873 or by e-
mail at pitac@itrd.gov.

Dated: October 6, 2003. 
Patricia Toppings, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.
[FR Doc. 03–25848 Filed 10–10–03; 8:45 am] 
BILLING CODE 5001–08–M

DEPARTMENT OF DEFENSE

Inspector General; Privacy Act of 1974; 
System of Records

AGENCY: Inspector General, DoD.
ACTION: Notice to add a system of 
records. 

SUMMARY: The Office of the Inspector 
General, DoD is proposing to add a 
system of records to its existing 
inventory of record systems subject to 
the Privacy Act of 1974, (5 U.S.C. 552a), 

as amended. In addition, the OIG DoD 
is deleting a system of records.
DATES: This proposed action is effective 
without further notice on November 13, 
2003 unless comments are received 
which result in a contrary 
determination.

ADDRESSES: Send comments to Office of 
the Inspector General, Department of 
Defense, 400 Army Navy Drive, Room 
223, Arlington, VA 22202–4704.
FOR FURTHER INFORMATION CONTACT: Mr. 
Darryl R. Aaron at (703) 604–9785.
SUPPLEMENTARY INFORMATION: The 
Inspector General, DoD, systems of 
records notices subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the address above. 

The proposed system report, as 
required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, was 
submitted on September 23, 2003, to the 
House Committee on Government 
Reform, the Senate Committee on 
Governmental Affairs, and the Office of 
Management and Budget (OMB) 
pursuant to paragraph 4c of Appendix I 
to OMB Circular No. A–130, ‘Federal 
Agency Responsibilities for Maintaining 
Records About Individuals,’ dated 
February 8, 1996 (February 20, 1996, 61 
FR 6427).

Dated: September 30, 2003. 
Patricia L. Toppings, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.

Deletion 
CIG–10 

SYSTEM NAME: 
Validation of Credentials of DoD 

Contractors’ Employees (February 22, 
1993, 58 FR 10213). 

Reason: This system of records is 
being deleted because the OIG no longer 
maintains credentials on a ‘‘DoD 
contractor’’ employee. 

CIG–22 

SYSTEM NAME: 
OIG DoD Badge and Credentials. 

SYSTEM LOCATION: 
Office of Security, Office of the Chief 

of Staff, Office of the Inspector General 
of the Department of Defense, 400 Army 
Navy Drive, Arlington, VA 22202–4704. 

Office of the Deputy Inspector General 
for Investigations, Defense Criminal 
Investigative Service, Office of the 
Inspector General, Department of 
Defense, 400 Army Navy Drive, 
Arlington, VA 22202–4704. 

Policy and Programs, Office of the 
Deputy Inspector General for 

Inspections and Policy, Office of the 
Inspector General of the Department of 
Defense, 400 Army Navy Drive, 
Arlington, VA 22202–4704. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals who are granted/issued a 
OIG DoD badge and/or credential, to 
include all accredited OIG DoD Special 
Agents. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Records containing personal 
information consisting of an 
individual’s name, Social Security 
Number, letters of authorization to issue 
badge and/or credential, badge and 
credential receipts, badge listing, badge 
and/or credential inspection reports, 
and badge and/or credential number 
assigned to OIG DoD employee and/or 
Special Agent. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

The Inspector General Act of 1978, 
(Pub.L. 95–452), as amended (5 U.S.C. 
Appendix); 18 U.S.C. 499, Military 
naval or official passes; 18 U.S.C. 506, 
Seals of the department or agencies; 18 
U.S.C. 701, Official badges, 
identification cards, other insignia; 10 
U.S.C. 133, Secretary of Defense; DoD 
Directive 5106.1, Inspector General of 
the Department of Defense; OIG DoD 
DCIS Special Agents Manual; OIG 
Instruction 1000.1, Employee 
Identification Program; and E.O. 9397 
(SSN).

PURPOSE(S): 

To issue and control the badge and/
or credential assigned to an OIG DoD 
employee and/or Special Agent. Used 
only by OIG DoD to identify specifically 
to which individual each badge and/or 
credential is assigned, to provide for 
orderly update of badge and/or 
credentials and to ensure turn in of 
badge and/or credentials whenever 
accreditation is terminated. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The DoD ‘‘Blanket Routine Uses’’ set 
forth at the beginning of the OIG’s 
compilation of systems of records 
notices also apply to this system. 
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POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Paper records in file folder and on 
electronic storage media. 

RETRIEVABILITY: 

Retrieved by individual’s name. 

SAFEGUARDS: 

Paper and electronic records are 
stored in locked filing cabinets and 
stored in a limited access area. Building 
is lock and guarded during non-duty 
hours. Only those individuals with a 
need-to-know access the records. Access 
to computer records are password 
protected. 

RETENTION AND DISPOSAL: 

Paper records and computer disks are 
to be retained until completion of the 
overall validation process and data 
analysis, and then destroyed. When 
badge and credentials are turned in, 
records are destroyed 3 months after 
turn in. 

SYSTEM MANAGER(S) AND ADDRESS: 

Director, Office of Security, Office of 
the Chief of Staff, Office of the Inspector 
General of the Department of Defense, 
400 Army Navy Drive, Arlington, VA 
22202–4704. 

NOTIFICATION PROCEDURE: 

Individuals seeking to determine 
whether information about themselves 
is contained in this system of records 
should address a written request to the 
Chief, Freedom of Information Act/
Privacy Act Office, 400 Army Navy 
Drive, Arlington, VA 22202–4704. 

Written request should contain the 
individual’s full name, current address, 
telephone number, and the request must 
be signed. 

RECORD ACCESS PROCEDURES: 

Individuals seeking to access 
information about themselves contained 
in this system of records should address 
a written request to the Chief, Freedom 
of Information Act/Privacy Act Office, 
400 Army Navy Drive, Arlington, VA 
22202–4704. 

Written request should contain the 
individual’s full name, current address, 
telephone number, and the request must 
be signed. 

CONTESTING RECORD PROCEDURES: 

The OIG’s rules for accessing records 
and for contesting contents and 
appealing initial agency determinations 
are published in 32 CFR part 312 or may 
be obtained from the system manager.

RECORD SOURCE CATEGORIES: 

Information is obtained from 
individual, personnel records and 
issued badge and credentials. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None.
[FR Doc. 03–25851 Filed 10–10–03; 8:45 am] 
BILLING CODE 5001–08–P

DEPARTMENT OF DEFENSE

United States Marine Corps; Privacy 
Act of 1974; System of Records

AGENCY: United States Marine Corps, 
DoD.
ACTION: Notice to add a records system.

SUMMARY: The U.S. Marine Corps is 
adding a system of records notice from 
its inventory of records systems subject 
to the Privacy Act of 1974, as amended 
(5 U.S.C. 552a).
DATES: The addition will be effective on 
(insert date thirty days after date 
published in the Federal Register) 
unless comments are received that 
would result in a contrary 
determination.

ADDRESSES: Send comments to 
Headquarters, U.S. Marine Corps, FOIA/
PA Section (CMC-ARSE), 2 Navy 
Annex, Room 1005, Washington, DC 
20380–1775.
FOR FURTHER INFORMATION CONTACT: Ms. 
Tracy D. Ross at (703) 614–4008.
SUPPLEMENTARY INFORMATION: The U.S. 
Marine Corps’ records system notices 
for records systems subject to the 
Privacy Act of 1974 (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the address above. 

The proposed system report, as 
required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, was 
submitted on October 1, 2003, to the 
House Committee on Government 
Reform, the Senate Committee on 
Governmental Affairs, and the Office of 
Management and Budget (OMB) 
pursuant to paragraph 4c of Appendix I 
to OMB Circular No. A–130, ‘Federal 
Agency Responsibilities for Maintaining 
Records About Individuals,’ dated 
February 8, 1996 (February 20, 1996, 61 
FR 6427).

Dated: October 6, 2003. 
Patricia Toppings, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.

M01754–4 

SYSTEM NAME: 

Marine For Life Program. 

SYSTEM LOCATION: 

Primary Location: Marine For Life 
Program, Headquarters, U.S. Marine 
Corps, Manpower and Reserve Affairs 
Department, Reserve Affairs Division, 
3280 Russell Road, Quantico, VA 
22134–5103. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Honorably discharged Marines 
seeking assistance transitioning to 
civilian life. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Name, rank/grade, Social Security 
Number, date of birth, home of record, 
current address/contact information, 
duty status, component code, sex, 
security investigation date/type, 
separation document code, education, 
enlistment contract details (EAS, ECC, 
EOS), training information to include 
military occupational specialties, and 
related data. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

10 U.S.C., Chapter 58, Benefits and 
services for members being separated or 
recently separated; 10 U.S.C. 5041, 
Headquarters, Marine Corps; and E.O. 
9397 (SSN). 

PURPOSE(S): 

To provide transition assistance and 
sponsorship for Marines who honorably 
leave active service and return to 
civilian life. Information will also be 
used to monitor the type and quality of 
services provided to transitioning 
Marines. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of the Marine 
Corps’ compilation of systems of records 
notices apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Automated records are stored on 
computer hard drives and computer 
disks.

RETRIEVABILITY: 

Information is retrieved by the 
transitioning Marine’s name and/or 
Social Security Number. 
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