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Sang Min, Chun, President 
(Qualifying Individual). 

Safe Harbor Logistics, Inc. , 5506 
Fountain Bridge Lane, Houston, TX 
77069. Officers: Marc J. Lawrence, 
President (Qualifying Individual), 
Melinda S. Lawrence, Director. 

Non-Vessel-Operating Common Carrier 
and Ocean Freight Forwarder 
Transportation Intermediary 
Applicants 
MBM International Logistics, LLC, 650 

Atlanta South Parkway, Atlanta, GA 
30349. Officers: Harold Hagans, Vice 
President (Qualifying Individual), 
Xiao Yan Mers, President. 

Globe Shipping, Inc., 820 S. Garfield 
Ave., #202, Alhambra, CA 91801. 
Officers: Eric Qian, CEO (Qualifying 
Individual), Meili Ho, Secretary. 

Marserve Inc., 15421 Vantage Pkwy 
West, #116, Houston, TX 77032. 
Officers: Michael Henley, Vice 
President (Qualifying Individual, 
Einar Eikrem, President. 

Ocean Freight Forwarder—Ocean 
Transportation Intermediary 
Applicants 
Infinity Logistics LLC, 100 N, Charles 

St., Suite 1200, Baltimore, MD 21201. 
Officers: Marjorie Shapiro, President 
(Qualifying Individual), James 
Shapiro, Vice President. 

T & T Shipping Services of New York 
Inc., 820 Glenmore Avenue, Brooklyn, 
NY 11208. Officers: Patricia Williams, 
Vice President (Qualifying 
Individual), Patrick Turner, President. 
Dated: September 8, 2006. 

Karen V. Gregory, 
Assistant Secretary. 
[FR Doc. E6–15217 Filed 9–13–06; 8:45 am] 
BILLING CODE 6730–01–P 

FEDERAL RESERVE SYSTEM 

Change in Bank Control Notices; 
Acquisition of Shares of Bank or Bank 
Holding Companies 

The notification listed below have 
applied under the Change in Bank 
Control Act (12 U.S.C. 1817(j)) and 
§ 225.41 of the Board’s Regulation Y (12 
CFR 225.41) to acquire a bank or bank 
holding company. The factors that are 
considered in acting on the notices are 
set forth in paragraph 7 of the Act (12 
U.S.C. 1817(j)(7)). 

The notices are available for 
immediate inspection at the Federal 
Reserve Bank indicated. The notices 
also will be available for inspection at 
the office of the Board of Governors. 
Interested persons may express their 
views in writing to the Reserve Bank 

indicated for that notice or to the offices 
of the Board of Governors. Comments 
must be received not later than 
September 29, 2006. 

A. Federal Reserve Bank of Kansas 
City (Donna J. Ward, Assistant Vice 
President) 925 Grand Avenue, Kansas 
City, Missouri 64198–0001: 

1. Steve Burrage, Antlers, Oklahoma; 
as co–trustee of the John L. Massey 2003 
Family Trusts, to acquire voting shares 
of Durant Bancorp, Inc., and thereby 
indirectly acquire voting shares of First 
United Bank & Trust Company, both in 
Durant, Oklahoma. 

Board of Governors of the Federal Reserve 
System, September 11, 2006. 
Robert deV. Frierson, 
Deputy Secretary of the Board. 
[FR Doc. E6–15243 Filed 9–13–06; 8:45 am] 
BILLING CODE 6210–01–S 

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

Office of the National Coordinator for 
Health Information Technology; 
American Health Information 
Community Confidentiality, Privacy, 
and Security Workgroup Meeting 

ACTION: Announcement of meeting. 

SUMMARY: This notice announces the 
second meeting of the American Health 
Information Community (‘‘the 
Community’’) Confidentiality, Privacy, 
and Security Workgroup in accordance 
with the Federal Advisory Committee 
Act (Pub. L. No. 92–463, 5 U.S.C., App.) 
DATES: September 29, 2006 from 10 a.m. 
to 4:30 p.m. 

Place: Hubert H. Humphrey Building 
(200 Independence Avenue, SW., 
Washington, DC 20201), Conference 
room 800 (you will need a photo ID to 
enter a Federal building). 

Status: Open. 
Purpose: At this meeting, the 

Community Confidentiality, Privacy, 
and Security Workgroup will receive 
information on identity proofing and 
user authentication as it relates to the 
breakthroughs currently being discussed 
by the Community’s Consumer 
Empowerment, Chronic Care, and 
Electronic Health Record Workgroups. 

The meeting will be conducted in 
hearing format, and the Workgroup will 
invite representatives who can provide 
information relevant to identity proofing 
and user authentication as it relates to 
the breakthroughs currently being 
discussed by the Community’s 
Consumer Empowerment, Chronic Care, 
and Electronic Health Record 
Workgroups. The format for the meeting 

will include multiple invited panels and 
time for questions and discussion. The 
meeting will include a time period 
during which members of the public 
may deliver brief (3 minutes or less) oral 
public comment. Slots for oral 
comments by the public will be filled on 
the day of the meeting as time permits. 
To submit comments via e-mail, please 
send them to Michele.Rollins@hhs.gov 
(to ensure that your e-mail is received 
and appropriately filed, we ask that 
your explicitly put ‘‘CPS Public 
Comment’’ in the subject line of your 
e-mail) or mail your comments to 
Michele Rollins, Office of the National 
Coordinator (ONC), 330 C Street, SW., 
Suite 4090, Washington, DC 20201. 
SUPPLEMENTARY INFORMATION: The 
Community’s Confidentiality, Privacy, 
and Security (CPS) Workgroup will 
undertake steps to evaluate instances 
where health information technology 
(health IT) has shifted the CPS 
paradigm, as well as where policy (due 
to evolving technology) have become 
unclear or allow for varied 
interpretation. 

The first two issues before the CPS 
workgroup (identity proofing and user 
authentication) were chosen because of 
their foundational importance to any 
security initiative. Inextricably linked, 
both issues need discussion in order to 
determine how authorized entry is 
governed to a new technology product, 
service, or infrastructure. In typical 
workflows, identity proofing and user 
authentication are the first of many 
processes completed in health care 
environments, followed shortly 
thereafter by other more complex 
activities such as access control, data 
management, information matching and 
transmission, and information assurance 
(data integrity, business continuity, 
etc.). 

There is no one solution for identity 
proofing and user authentication. As 
health IT evolves, we expect that 
methods for identity proofing and user 
authentication will evolve as well. 
Certain types of health IT products may 
require more stringent methods while 
others may not, and understanding 
these tradeoffs will be critical to 
determining CPS policies. Deciding how 
to prove (with some degree of 
confidence) that someone is who they 
claim to be, followed by a repeatable 
authentication process, are necessary 
steps to ensure that an authorized 
person or entity can access a health IT 
product or service in a private and 
secure manner. 

In an effort to inform members of the 
public responding to the questions 
posed for testimony, we are defining 
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