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SUMMARY: On Monday, October 4, 2004 
(69 FR 59214) the Department of 
Defense announced closed meetings of 
the Defense Science Board (DSB) Task 
Force on December 9–10, 2004, at the 
Institute for Defense Analyses, 4850 
Park Center Drive, Alexandria, VA. 
These meetings will now be held at 
Strategic Analysis Inc., 3601 Wilson 
Boulevard, Suite 500, Arlington, VA.

Dated: November 29, 2004. 
Jeannette Owings-Ballard, 
OSD Federal Register Liaison Officer, 
Department of Defense.
[FR Doc. 04–28260 Filed 12–27–04; 8:45 am] 
BILLING CODE 5001–06–M

DEPARTMENT OF DEFENSE

Office of the Secretary 

Defense Science Board

AGENCY: Department of Defense.
ACTION: Notice of Advisory Committee 
meeting date change. 

SUMMARY: On Thursday, July 8, 2004 (69 
FR 41231), the Department of Defense 
announced closed meetings of the 
Defense Science Board (DSB) Task Force 
on Future Strategic Strike Forces. The 
meeting originally scheduled for 
December 15–16, 2004, has been moved 
to December 14–16, 2004. The meeting 
will be held at Strategic Analysis Inc., 
3601 Wilson Boulevard, Suite 500, 
Arlington, VA.

Dated: November 29, 2004. 
Jeannette Owings-Ballard, 
OSD Federal Register Liaison Officer, 
Department of Defense.
[FR Doc. 04–28261 Filed 12–27–04; 8:45 am] 
BILLING CODE 5001–06–M

DEPARTMENT OF DEFENSE

Office of the Secretary 

Defense Science Board

AGENCY: Department of Defense.
ACTION: Notice of Advisory Committee 
meeting. 

SUMMARY: The Defense Science Board 
Task Force on Identifying and 
Sustaining U.S. Department of Defense/
UK Ministry of Defence Defense Critical 
Technologies (Study) will meet in 
closed session on January 11, 2005, at 
Strategic Analysis, Inc., 3601 Wilson 
Boulevard, Arlington, VA. This Task 
Force will develop a methodology to 
identify unique defense technologies as 
well as commercially developed 
technologies needing augmentation to 
fulfill defense niche areas, and then 

apply the methodology to develop a list 
of defense critical technologies. 

The mission of the Defense Science 
Board is to advise the Secretary of 
Defense and the Under Secretary of 
Defense for Acquisition, Technology & 
Logistics on scientific and technical 
matters as they affect the perceived 
needs of the Department of Defense. At 
these meetings, the Defense Science 
Board Task Force should focus its effort 
on high leverage, differentiated and 
transformational technologies. The 
Study may then use this list of defense 
critical technologies to further assess the 
tools available to the U.S. DoD or UK 
MoD to develop its critical technology 
needs. Some of the considerations the 
Study should examine include 
mechanisms to develop niches in pre-
existing technologies, foster new 
technology until the commercial 
marketplace takes over, or develop 
technology without any expectation of 
commercial development; the analysis 
should include a review of the 
applicable acquisition/business case. 
Finally, the Study should consider the 
impact of technology development in 
other countries and the implications 
that this may have on Anglo-U.S. 
unique needs. 

In accordance with Section 10(d) of 
the Federal Advisory Committee Act, 
Public Law 92–463, as amended (5 
U.S.C. App. 2), it has been determined 
that these Defense Science Board Task 
Force meetings concern matters listed in 
5 U.S.C. 552b(c)(1) and that, 
accordingly, these meetings will be 
closed to the public.

Dated: December 20, 2004. 
Jeannette Owings-Ballard, 
OSD Federal Register Liaison Officer, 
Department of Defense.
[FR Doc. 04–28262 Filed 12–27–04; 8:45 am] 
BILLING CODE 5001–06–M

DEPARTMENT OF DEFENSE

Office of the Secretary 

Defense Science Board

AGENCY: Department of Defense.
ACTION: Notice of Advisory Committee 
Meeting. 

SUMMARY: The Defense Science Board 
Task Force on Management Oversight of 
Acquisition Organizations will meet in 
open session on January 10–11, 2005, 
and January 17–18, 2005, at SAIC, 4001 
N. Fairfax Drive, Arlington, VA. This 
Task Force should assess whether all 
major acquisition organizations within 
the Department have adequate 
management and oversight processes, 

including what changes might be 
necessary to implement such processes 
where needed. 

The mission of the Defense Science 
Board is to advise the Secretary of 
Defense and the Under Secretary of 
Defense for Acquisition, Technology & 
Logistics on scientific and technical 
matters as they affect the perceived 
needs of the Department of Defense. At 
these meetings, the Defense Science 
Board Task Force will examine the 
oversight function with respect to Title 
10 and military department regulations 
to ensure that proper checks and 
balances exist. The Task Force will 
review whether simplification of the 
acquisition structure could improve 
both efficiency and oversight. 

In accordance with section 10(d) of 
the Federal Advisory Committee Act, 
Public Law 92–463, as amended (5 
U.S.C. App. 2), it has been determined 
that these Defense Science Board Task 
Force meetings concern matters listed in 
5 U.S.C. 552b(c)(1) and that, 
accordingly, these meetings will be 
closed to the public.

Dated: December 20, 2004. 
Jeannette Owings-Ballard, 
OSD Federal Register Liaison Officer, 
Department of Defense.
[FR Doc. 04–28263 Filed 12–27–04; 8:45 am] 
BILLING CODE 5001–06–M

DEPARTMENT OF DEFENSE

Office of the Secretary 

Defense Science Board

AGENCY: Department of Defense.
ACTION: Notice of Advisory Committee 
meeting. 

SUMMARY: The Defense Science Board 
Task Force on Red Lessons Learned will 
meet in closed session on December 16–
17, 2004, at SAIC, 4001 N. Fairfax Drive, 
Arlington, VA. This Task Force will 
assess what useful information can our 
adversaries learn from U.S. military 
engagement and, particularly, what 
might they have learned from Operation 
Iraqi Freedom and Operation Enduring 
Freedom; identify the channels through 
which adversaries learn about U.S. 
capabilities; is there any evidence an 
adversary is adjusting to U.S. 
capabilities and what might the U.S. do 
to counter this; what are the indicators 
or observables that the Intelligence 
Community can focus on to determine 
if an adversary is engaging in this type 
of practice and do the indicators change 
in peacetime or wartime; do different 
technology insertion models exist; is 
there any evidence potential adversaries 
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are targeting the seams in the U.S. 
command and control alignment and 
planning process; and the preceding 
areas of concern focus primarily on the 
military operations phases, are the 
potential adversaries observing, 
analyzing and adapting during the 
preparation and stabilization phase? 

The mission of the Defense Science 
Board is to advise the Secretary of 
Defense and the Under Secretary of 
Defense for Acquisition, Technology & 
Logistics on scientific and technical 
matters as they affect the perceived 
needs of the Department of Defense. 

In accordance with Section 10(d) of 
the Federal Advisory Committee Act, 
Public Law 92–463, as amended (5 
U.S.C. App. 2), it has been determined 
that these Defense Science Board Task 
Force meetings concern matters listed in 
5 U.S.C. 552b(c)(1) and that, 
accordingly, these meetings will be 
closed to the public.

Dated: November 29, 2004. 
Jeannette Owings-Ballard, 
OSD Federal Register Liaison Officer, 
Department of Defense.
[FR Doc. 04–28264 Filed 12–27–04; 8:45 am] 
BILLING CODE 5001–06–M

DEPARTMENT OF DEFENSE

Department of the Army 

Privacy Act of 1974; System of 
Records

AGENCY: Department of the Army, DoD.
ACTION: Notice to alter a system of 
records. 

SUMMARY: The Department of the Army 
is proposing to alter a system of records 
notice in its existing inventory of 
records systems subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended. 

The Department of the Army is 
proposing to alter the existing system of 
records to add new records being 
maintained, i.e., biographic information 
including, but not limited to, name, date 
of birth, place of birth, height, weight, 
eye color, hair color, race and gender.
DATES: This proposed action will be 
effective without further notice on 
January 27, 2005, unless comments are 
received which result in a contrary 
determination.

ADDRESSES: Department of the Army, 
Freedom of Information Privacy 
Division, U.S. Army Records 
Management and Declassification 
Agency, ATTN: AHRC–PDD–FPZ, 7701 
Telegraph Road, Casey Building, Suite 
144, Alexandria, VA 22325–3905.

FOR FURTHER INFORMATION CONTACT: Ms. 
Janice Thornton at (703) 428–6504.
SUPPLEMENTARY INFORMATION: The 
Department of the Army systems of 
records notices subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the address above. 

The proposed system report, as 
required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, was 
submitted on November 24, 2004, to the 
House Committee on Government 
Reform, the Senate Committee on 
Governmental Affairs, and the Office of 
Management and Budget (OMB) 
pursuant to paragraph 4c of Appendix I 
to OMB Circular No. A–130, ‘Federal 
Agency Responsibilities for Maintaining 
Records About Individuals,’ dated 
February 8, 1996 (February 20, 1996, 61 
FR 6427).

Dated: November 29, 2004. 
Jeannette Owings-Ballard, 
OSD Federal Register Liaison Officer, 
Department of Defense.

A0380—19 SAIS 

SYSTEM NAME: 

Information Assurance For 
Automated Information Systems (AIS) 
and Defense Biometric Technology Files 
(July 28, 2003, 68 FR 44309). 

CHANGES: 

SYSTEM IDENTIFIER: 

Replace entry with ‘A0025—2 SAIS’. 

SYSTEM NAME: 

Delete entry and replace with 
‘Information Assurance for Automated 
Information Systems (AIS) and 
Department of Defense Biometric 
Information Systems’. 

SYSTEM LOCATION: 

Delete entry and replace with 
‘Defense Biometrics Fusion Center, 347 
West Main Street, Clarksburg, WV 
26306—2947 and at any Department of 
Defense system that collects, stores, 
accesses, retrieves, or uses biometrics 
technology to recognize the identity, or 
verify the claimed identity of an 
individual.’ 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Delete entry and replace with 
‘Individuals covered include, but is not 
limited to, military, civilian, and 
contractor personnel; military reserve 
personnel; Army and Air National 
Guard personnel; and other persons 
requiring or requesting access to DoD 
information and facilities.’

CATEGORIES OF RECORDS IN THE SYSTEM: 
Delete entry and replace with 

‘Operator’s/user’s name, Social Security 
Number, organization, telephone 
number, and office symbol; security 
clearance; level of access; subject 
interest code; user identification code; 
data files retained by users; assigned 
password; magnetic tape reel 
identification; abstracts of computer 
programs and names and phone 
numbers of contributors; similar 
relevant information; biometrics 
templates, biometric images, supporting 
documents, and biographic information 
including, but not limited to, name, date 
of birth, place of birth, height, weight, 
eye color, hair color, race and gender.’

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Delete entry and replace with ‘Public 

Law 106–246, Section 112; 10 U.S.C. 
3013, Secretary of the Army; 10 U.S.C. 
5013, Secretary of the Navy; 10 U.S.C. 
8013, Secretary of the Air Force; 
Department of Defense Directive 8500.1, 
Information Assurance (IA); DoD 
Instruction 8500.2, Information 
Assurance Implementation; Army 
Regulation 25—2, Information 
Assurance; and E.O. 9397 (SSN).’

PURPOSE(S): 
Delete second paragraph and replace 

with ‘To Control logical and physical 
access to DoD information and facilities, 
and to recognize the identity or verify 
the identity of individuals by using a 
measurable physical or behavioral 
characteristic.’
* * * * *

RETRIEVABILITY: 
Add to entry ‘and other biometric 

data’.
* * * * *

RECORD SOURCE CATEGORIES: 
Delete entry and replace with ‘From 

the individual, DoD security offices, 
system managers, computer facility 
managers, automated interfaces for user 
codes on file at Department of Defense 
sites.’
* * * * *

A0025—2 SAIS

SYSTEM NAME: 
Information Assurance for Automated 

Information systems (AIS) and 
Department of Defense Biometric 
Information Systems. 

SYSTEM LOCATION: 
Department of Defense Biometrics 

Fusion Center, 1600 Aviation Way, 
Bridgeport, WV 26330–9476, and at any 
Department of Defense system that 
collects, stores, accesses, retrieves, or 
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