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interests. Representative payees who 
receive SVB on behalf of beneficiaries 
residing outside the United States must 
complete the SSA–2001–F6 annually. 
We also require these representative 

payees to complete the form any time 
we have reason to believe they could be 
misusing the benefit payments. The 
respondents are individuals or 
organizations serving as representative 

payees who receive SVB on behalf of 
beneficiaries living outside the United 
States. 

Type of Request: Revision of an OMB- 
approved information collection. 

Modality of completion Number of 
respondents 

Frequency 
of response 

Average 
burden per 
response 
(minutes) 

Estimated 
total annual 

burden 
(hours) 

SSA–2001–F6 .................................................................................................. 16 1 20 5 

4. Data Exchange Request Form—20 
CFR 401.100—0960–0802. SSA 
maintains approximately 3,000 data 
exchange agreements and regularly 
receives new requests from Federal, 
State, local, and foreign governments, as 
well as private organizations, to share 
data electronically. SSA engages in 
various forms of data exchanges from 
Social Security number verifications to 

computer matches for benefit eligibility, 
depending on the requestor’s business 
needs. Section 1106 of the Social 
Security Act requires we consider the 
requestor’s legal authority to receive the 
data, our disclosure policies, systems’ 
feasibility, systems’ security, and costs 
before entering into a data exchange 
agreement. We use Form SSA–157, Data 
Exchange Request Form, for this 

purpose. Requesting agencies, 
governments, or private organizations 
use the SSA–157 when voluntarily 
initiating a request for data exchange 
from SSA. Respondents are Federal, 
State, local, and foreign governments, as 
well as private organizations seeking to 
share data electronically with SSA. 

Type of Request: Revision of an OMB 
approved information collection. 

Modality of completion Number of 
respondents 

Frequency of 
response 

Average 
burden per 
response 
(minutes) 

Estimated 
total annual 

burden 
(hours) 

State, local, and tribal governments ................................................................ 99 1 30 50 
Private sector organizations ............................................................................ 22 1 30 11 

Totals ........................................................................................................ 121 ........................ ........................ 61 

Dated: April 19, 2018. 
Faye Lipsky, 
Director of Regulations and Reports 
Clearance, Social Security Administration. 
[FR Doc. 2018–08462 Filed 4–23–18; 8:45 am] 

BILLING CODE 4191–02–P 

DEPARTMENT OF STATE 

[Public Notice: 10399] 

Notice of Determinations; Culturally 
Significant Objects Imported for 
Exhibition Determinations: ‘‘Toward a 
Concrete Utopia: Architecture in 
Yugoslavia, 1948–1980’’ Exhibition 

SUMMARY: Notice is hereby given of the 
following determinations: I hereby 
determine that certain objects to be 
included in the exhibition ‘‘Toward a 
Concrete Utopia: Architecture in 
Yugoslavia, 1948–1980,’’ imported from 
abroad for temporary exhibition within 
the United States, are of cultural 
significance. The objects are imported 
pursuant to loan agreements with the 
foreign owners or custodians. I also 
determine that the exhibition or display 
of the exhibit objects at The Museum of 
Modern Art, New York, New York, from 
on or about July 15, 2018, until on or 
about January 13, 2019, and at possible 
additional exhibitions or venues yet to 

be determined, is in the national 
interest. I have ordered that Public 
Notice of these determinations be 
published in the Federal Register. 

FOR FURTHER INFORMATION CONTACT: 
Elliot Chiu, Attorney-Adviser, Office of 
the Legal Adviser, U.S. Department of 
State (telephone: 202–632–6471; email: 
section2459@state.gov). The mailing 
address is U.S. Department of State, 
L/PD, SA–5, Suite 5H03, Washington, 
DC 20522–0505. 

SUPPLEMENTARY INFORMATION: The 
foregoing determinations were made 
pursuant to the authority vested in me 
by the Act of October 19, 1965 (79 Stat. 
985; 22 U.S.C. 2459), E.O. 12047 of 
March 27, 1978, the Foreign Affairs 
Reform and Restructuring Act of 1998 
(112 Stat. 2681, et seq.; 22 U.S.C. 6501 
note, et seq.), Delegation of Authority 
No. 234 of October 1, 1999, and 
Delegation of Authority No. 236–3 of 
August 28, 2000. 

Marie Therese Porter Royce, 
Assistant Secretary for Educational and 
Cultural Affairs, Department of State. 
[FR Doc. 2018–08642 Filed 4–23–18; 8:45 am] 

BILLING CODE 4710–05–P 

DEPARTMENT OF STATE 

[Public Notice: 10393] 

Privacy Act of 1974; System of 
Records 

AGENCY: Department of State. 
ACTION: Notice of a Modified System of 
Records. 

SUMMARY: Information in Employee 
Contact Records is used to develop the 
official locator directories for all 
personnel, to communicate with the 
listed categories of individuals in the 
event of an emergency in which 
designated contact information will be 
used, to communicate with designated 
emergency contacts or next of kin, for 
mail forwarding purposes of the 
employee, and to answer official 
inquiries regarding the location of an 
employee. 
DATES: In accordance with 5 U.S.C. 
552a(e)(4) and (11), this modified 
system of records will be effective upon 
publication, with the exception of new 
routine uses (a), (b), and (c) that are 
subject to a 30-day period during which 
interested persons may submit 
comments to the Department. Please 
submit any comments by May 24, 2018. 
ADDRESSES: Questions can be submitted 
by mail or email. If mail, please write to: 

VerDate Sep<11>2014 17:03 Apr 23, 2018 Jkt 244001 PO 00000 Frm 00086 Fmt 4703 Sfmt 4703 E:\FR\FM\24APN1.SGM 24APN1da
ltl

an
d 

on
 D

S
K

B
B

V
9H

B
2P

R
O

D
 w

ith
 N

O
T

IC
E

S

mailto:section2459@state.gov


17874 Federal Register / Vol. 83, No. 79 / Tuesday, April 24, 2018 / Notices 

U.S. Department of State; Office of 
Global Information Systems, Privacy 
Staff; A/GIS/PRV; SA–2, Suite 8100; 
Washington, DC 20522–0208. If email, 
please address the email to the Senior 
Agency Official for Privacy, Mary R. 
Avery, at Privacy@state.gov or call (202) 
663–2215. Please write ‘‘Employee 
Contact Records, State-40’’ on the 
envelope or the subject line of your 
email. 
FOR FURTHER INFORMATION CONTACT: 
Mary R. Avery, Senior Agency Official 
for Privacy; U.S. Department of State; 
Office of Global Information Services, 
A/GIS; SA–2, Suite 8100; Washington, 
DC 20522–0208; at Privacy@state.gov, or 
(202) 663–2215. 
SUPPLEMENTARY INFORMATION: The 
purpose of this modification is twofold: 
(1) To consolidate two existing records 
systems (Employee Contact Records, 
State-40 and Foreign Service Employee 
Locator/Notification Records, State-12) 
into a single modified State-40, because 
the records and system purposes are 
substantially similar, and (2) to make 
substantive and administrative changes 
to a variety of sections. These changes 
reflect movement to cloud storage, new 
OMB guidance, and new emergency 
notification procedures. The modified 
system of records will include 
modifications and/or additions to the 
following sections: Categories of 
Individuals Covered by the System; 
Categories of Records in the System; 
Purpose(s) of the System; Routine Uses 
of Records Maintained in the System, 
Including Categories of Users and 
Purposes of Such Uses; Policies and 
Practices for Storage of Records; Policies 
and Practices for Retrieval of Records; 
and Administrative, Technical, and 
Physical Safeguards, as well as other 
administrative updates. 

SYSTEM NAME AND NUMBER 

Employee Contact Records, State-40. 

SECURITY CLASSIFICATION: 
Unclassified. 

SYSTEM LOCATION: 
Department of State (‘‘Department’’); 

2201 C Street NW, Washington, DC 
20520 and within a government cloud 
provided, implemented and overseen by 
the Department’s Enterprise Server 
Operations Center (ESOC), 2201 C Street 
NW, Washington, DC 20520. 

SYSTEM MANAGER(S): 
There are four system managers: (1) 

Division Chief, Bureau of 
Administration, Office of Emergency 
Management, 2430 E Street NW, 
Washington, DC 20520 on (202) 776– 
8600; (2) The Chief Information Officer, 

Bureau of Information Resource 
Management, Enterprise Resource 
Management, 2201 C Street NW 
Washington, DC 20520. Contact 
information is either ITServiceCenter@
state.gov or (202) 647–2000; (3) Chief, 
Employee Services Center, Department 
of State, 2201 C Street NW, Washington, 
DC 20520, (202) 647–4054; and (4) 
Division Chief, A/EX/ITS, Department 
of State, 600 19th Street NW, 
Washington, DC 20431, (202) 485–7147. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
5 U.S.C. 301 (Management of the 

Department of State); 22 U.S.C. 2581 
(General Authority of Secretary of 
State); 22 U.S.C 2651a (Organization of 
the Department of State); National 
Security Presidential Directive (NSPD) 
-51/Homeland Security Presidential 
Directive (HSPD)—20 (May 4, 2007); 
National Continuity Policy 
Implementation Plan (August 2007); and 
Federal Continuity Directive 1 (February 
2008). 

PURPOSE(S) OF THE SYSTEM: 
The public and non-public 

information contained in the system is 
collected and maintained by the 
Department and is used: (1) To develop 
the official locator directories for all 
personnel; (2) to communicate with the 
categories of individuals listed in the 
next section in the event of an 
emergency in which designated contact 
information will be used; (3) to 
communicate with designated 
emergency contacts or next of kin; (4) 
for mail forwarding purposes of the 
employee; and (5) to answer official 
inquiries regarding the location of an 
employee. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Foreign and Civil Service employees, 
U.S. Government employees who fall 
under a Chief of Mission’s (COM) 
security responsibility; contractors; 
locally employed staff; employees on 
intermittent, temporary, and limited 
appointments; interns; and designated 
emergency contacts or next of kin to 
include eligible family members who 
fall under a Chief of Mission’s security 
responsibility, members of households 
at overseas posts, and other individuals 
living/working on Mission property 
with COM permission who voluntarily 
agree to provide personal contact 
information to the Department of State 
for emergency notification and 
accountability purposes. Additionally, it 
includes retired employees. The Privacy 
Act defines an individual at 5 U.S.C. 
552a(a)(2) as a United States citizen or 
lawful permanent resident. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
This system contains the following 

contact information, as applicable, for 
those individuals listed in the preceding 
section: Name, office contact 
information (current post assignment, 
employment affiliation, work title, 
domestic facility location, work address, 
and work phone numbers), personal 
contact information (personal phone 
numbers, personal email address, home 
address, local address), emergency 
contact information, employment type, 
the last four-digits of a Social Security 
number, Global Employment 
Management System (GEMS) number, 
mail forwarding instructions, name of 
spouse, names of dependents, and 
school address. 

RECORD SOURCE CATEGORIES: 
The information is compiled directly 

from the individual and from 
Department automated sources. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
PURPOSES OF SUCH USES: 

Information in Employee Contact 
Records is used to answer inquiries 
regarding the location of individuals 
listed in the Categories of Individuals 
section. The Department will use the 
information to notify an emergency 
contact or next-of-kin in the event of an 
emergency, crisis or death of the 
employee, or to contact individuals 
listed in the categories of individuals 
section in the event of an emergency at 
the location where they are assigned 
abroad to determine if they are safe, or 
to locate an individual listed in the 
categories of individuals section in the 
event of a family emergency or death. 
The information may also be released to: 

(a) Non-governmental agencies or 
entities during a disaster for purposes of 
emergency response. 

(b) Appropriate agencies, entities, and 
persons when (1) the Department of 
State suspects or has confirmed that 
there has been a breach of the system of 
records; (2) the Department of State has 
determined that as a result of the 
suspected or confirmed breach there is 
a risk of harm to individuals, the 
Department of State (including its 
information systems, programs, and 
operations), the Federal Government, or 
national security; and (3) the disclosure 
made to such agencies, entities, and 
persons is reasonably necessary to assist 
in connection with the Department of 
State efforts to respond to the suspected 
or confirmed breach or to prevent, 
minimize, or remedy such harm. 

(c) Another Federal agency or Federal 
entity, when the Department of State 
determines that information from this 
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system of records is reasonably 
necessary to assist the recipient agency 
or entity in (1) responding to a 
suspected or confirmed breach or (2) 
preventing, minimizing, or remedying 
the risk of harm to individuals, the 
recipient agency or entity (including its 
information systems, programs, and 
operations), the Federal Government, or 
national security, resulting from a 
suspected or confirmed breach. 

The Department of State periodically 
publishes in the Federal Register its 
standard routine uses that apply to all 
of its Privacy Act systems of records. 
The notices appear in the form of a 
Prefatory Statement (published in 
Volume 73, Number 136, Public Notice 
6290, on July 15, 2008). All these 
standard routine uses apply to the 
Employee Contact Records, State-40. 

POLICIES AND PRACTICES FOR STORAGE OF 
RECORDS: 

Records are stored both in hard copy 
and on electronic media. A description 
of standard Department of State policies 
concerning storage of electronic records 
is found here https://fam.state.gov/ 
FAM/05FAM/05FAM0440.html. All 
hard copies of records containing 
personal information are maintained in 
secured file cabinets in restricted areas, 
access to which is limited to authorized 
personnel. 

POLICIES AND PRACTICES FOR RETRIEVAL OF 
RECORDS: 

Records are retrievable by 
individual’s name, dependent name, 
spouse name and GEMS number. 

POLICIES AND PRACTICES FOR RETENTION AND 
DISPOSAL OF RECORDS: 

The records retention schedules vary 
according to function. Some records are 
transitory in nature and are kept for up 
to 72 hours while others are kept as long 
as five years after the employee resigns 
or retires. These records will be 
maintained until they become inactive, 
at which time they will be retired or 
destroyed in accordance with published 
record schedules of the Department of 
State and as approved by the National 
Archives and Records Administration 
(NARA) and outlined here https://foia.
state.gov/Learn/RecordsDisposition.
aspx. More specific information may be 
obtained by writing to: U.S. Department 
of State; Director, Office of Information 
Programs and Services; A/GIS/IPS; SA– 
2, Suite 8100; Washington, DC 20522– 
0208; or by fax at 202–261–8571. 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL 
SAFEGUARDS: 

All users are given cyber security 
awareness training that covers the 
procedures for handling Sensitive But 

Unclassified (SBU) information, 
including personally identifiable 
information (PII). Annual refresher 
training is mandatory. In addition, all 
Foreign Service and Civil Service 
employees and those Locally Employed 
Staff who handle PII are required to take 
the Foreign Service Institute distance 
learning course instructing employees 
on privacy and security requirements, 
including the rules of behavior for 
handling PII and the potential 
consequences if it is handled 
improperly. 

Access to the Department of State, its 
annexes and posts abroad is controlled 
by security guards and admission is 
limited to those individuals possessing 
a valid identification card or individuals 
under proper escort. While the majority 
of records covered in the Employee 
Contact Records are electronic, all paper 
records containing personal information 
are maintained in secured file cabinets 
in restricted areas, access to which is 
limited to authorized personnel. Access 
to computerized files is password- 
protected and under the direct 
supervision of the system manager. The 
system manager has the capability of 
printing audit trails of access from the 
computer media, thereby permitting 
regular and ad hoc monitoring of 
computer usage. When it is determined 
that a user no longer needs access, the 
user account is disabled. 

Before being granted access to 
Employee Contact Records a user must 
first be granted access to the Department 
of State computer system. Remote 
access to the Department of State 
network from non-Department owned 
systems is authorized only to 
unclassified systems and only through a 
Department approved access program. 
Remote access to the network is 
configured with the authentication 
requirements contained in the Office of 
Management and Budget Circular 
Memorandum A–130. All Department of 
State employees and contractors with 
authorized access have undergone a 
thorough background security 
investigation. 

The Department of State will store 
records maintained in this system of 
records in cloud systems. All cloud 
systems that provide IT services and 
process Department of State information 
must be authorized to operate by the 
Department of State Authorizing Official 
and Senior Agency Official for Privacy. 
Only information that conforms with 
Department-specific definitions for 
FISMA low or moderate categorization 
are permissible for cloud usage unless 
specifically authorized by the 
Department’s Cloud Computing 
Governance Board. Prior to operation, 

all Cloud systems must comply with 
applicable security measures that are 
outlined in FISMA, FedRAMP, OMB 
guidance, NIST Federal Information 
Processing Standards (FIPS) and Special 
Publications, and Department of State 
policy and standards. 

RECORD ACCESS PROCEDURES: 

Individuals who wish to gain access 
to or to amend records pertaining to 
themselves should write to U.S. 
Department of State; Director, Office of 
Information Programs and Services; 
A/GIS/IPS; SA–2, Suite 8100; 
Washington, DC 20522–0208. The 
individual must specify that he or she 
wishes the Employee Contact Records to 
be checked. At a minimum, the 
individual must include: Full name 
(including maiden name, if appropriate) 
and any other names used; current 
mailing address and zip code; date and 
place of birth notarized signature or 
statement under penalty of perjury; a 
brief description of the circumstances 
that caused the creation of the record 
(including the city and/or country and 
the approximate dates) which gives the 
individual cause to believe that the 
Employee Contact Records include 
records pertaining to him or her. 
Detailed instructions on Department of 
State procedures for accessing and 
amending records can be found at 
https://foia.state.gov/Request/ 
Guide.aspx. 

CONTESTING RECORD PROCEDURES: 

Individuals who wish to contest 
record procedures should write to U.S. 
Department of State; Director, Office of 
Information Programs and Services; A/ 
GIS/IPS; SA–2, Suite 8100; Washington, 
DC 20522–0208. 

NOTIFICATION PROCEDURES: 

Individuals who have reason to 
believe that this system of records may 
contain information pertaining to them 
may write to U.S. Department of State; 
Director, Office of Information Programs 
and Services; A/GIS/IPS; SA–2, Suite 
8100; Washington, DC 20522–0208. The 
individual must specify that he or she 
wishes the Employee Contact Records to 
be checked. At a minimum, the 
individual must include: Full name 
(including maiden name, if appropriate) 
and any other names used; current 
mailing address and zip code; date and 
place of birth; notarized signature or 
statement under penalty of perjury; a 
brief description of the circumstances 
that caused the creation of the record 
(including the city and/or country and 
the approximate dates) which gives the 
individual cause to believe that the 
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Employee Contact Records include 
records pertaining to him or her. 

EXEMPTIONS PROMULGATED FOR THE SYSTEM: 
None. 

HISTORY: 
The Department of State proposes to 

consolidate two record systems: 
Employee Contact Records, State-40 
(previously published at 75 FR 67431) 
and Foreign Service Employee Locator 
Notification Records, State-12 
(previously published at 42 FR 49705). 

Mary R. Avery, 
Senior Agency Official for Privacy, Senior 
Advisor, Office of Global Information 
Services, Bureau of Administration, 
Department of State. 
[FR Doc. 2018–08485 Filed 4–23–18; 8:45 am] 

BILLING CODE 4710–24–P 

DEPARTMENT OF TRANSPORTATION 

Federal Aviation Administration 

[Summary Notice No. PE–2018–31] 

Petition for Exemption; Summary of 
Petition Received; The Boeing 
Company 

AGENCY: Federal Aviation 
Administration (FAA), DOT. 
ACTION: Notice of petition for exemption 
received. 

SUMMARY: This notice contains a 
summary of a petition seeking relief 
from specified requirements of Federal 
Aviation Regulations. The purpose of 
this notice is to improve the public’s 
awareness of, and participation in, the 
FAA’s exemption process. Neither 
publication of this notice nor the 
inclusion or omission of information in 
the summary is intended to affect the 
legal status of the petition or its final 
disposition. 

DATES: Comments on this petition must 
identify the petition docket number and 
must be received on or before May 14, 
2018. 
ADDRESSES: Send comments identified 
by docket number FAA–2018–0257 
using any of the following methods: 

• Federal eRulemaking Portal: Go to 
http://www.regulations.gov and follow 
the online instructions for sending your 
comments electronically. 

• Mail: Send comments to Docket 
Operations, M–30; U.S. Department of 
Transportation (DOT), 1200 New Jersey 
Avenue SE, Room W12–140, West 
Building Ground Floor, Washington, DC 
20590–0001. 

• Hand Delivery or Courier: Take 
comments to Docket Operations in 

Room W12–140 of the West Building 
Ground Floor at 1200 New Jersey 
Avenue SE, Washington, DC, between 9 
a.m. and 5 p.m., Monday through 
Friday, except Federal holidays. 

• Fax: Fax comments to Docket 
Operations at 202–493–2251. 

Privacy: In accordance with 5 U.S.C. 
553(c), DOT solicits comments from the 
public to better inform its rulemaking 
process. DOT posts these comments, 
without edit, including any personal 
information the commenter provides, to 
http://www.regulations.gov, as 
described in the system of records 
notice (DOT/ALL–14 FDMS), which can 
be reviewed at http://www.dot.gov/ 
privacy. 

Docket: Background documents or 
comments received may be read at 
http://www.regulations.gov at any time. 
Follow the online instructions for 
accessing the docket or go to the Docket 
Operations in Room W12–140 of the 
West Building Ground Floor at 1200 
New Jersey Avenue SE, Washington, 
DC, between 9 a.m. and 5 p.m., Monday 
through Friday, except Federal holidays. 

FOR FURTHER INFORMATION CONTACT: 
Deana Stedman, AIR–673, Federal 
Aviation Administration, 2200 S 216th 
Street, Des Moines, WA 98198, phone 
206–231–3187, email Deana.Stedman@
faa.gov; or Alphonso Pendergrass, 
ARM–200, Office of Rulemaking, 
Federal Aviation Administration, 800 
Independence Avenue SW, Washington, 
DC 20591, phone 202–267–4713, email 
Alphonso.Pendergrass@faa.gov. 

This notice is published pursuant to 
14 CFR 11.85. 

Issued in Des Moines, Washington, on 
April 19, 2018. 

Victor Wicklund, 
Manager, Transport Standards Branch. 

Petition for Exemption 

Docket No.: FAA–2018–0257. 
Petitioner: The Boeing Company. 
Sections of 14 CFR Affected: 

§§ 25.901(c), 25.979(b), 25.979(c), 
25.1309(b), 25.1322(a)(1). 

Description of Relief Sought: Boeing 
Defense Space and Security is 
petitioning for an exemption of the 
affected sections of 14 CFR until June 
30, 2019, to allow supplemental type 
certification of the Model 767–2C tanker 
airplane. The subject of the petition is 
the aerial refueling controller and 
associated software. 
[FR Doc. 2018–08540 Filed 4–23–18; 8:45 am] 

BILLING CODE 4910–13–P 

DEPARTMENT OF TRANSPORTATION 

Federal Aviation Administration 

Notice of Intent of Waiver With Respect 
to Land; Willoughby Lost Nation 
Municipal Airport, Willoughby, Ohio 

AGENCY: Federal Aviation 
Administration (FAA), DOT. 
ACTION: Notice. 

SUMMARY: The FAA is considering a 
proposal to change 10.667 acres of 
airport land from aeronautical use to 
non-aeronautical use and to authorize 
the sale of airport property located at 
Willoughby Lost Nation Municipal 
Airport, Willoughby, Ohio. The 
aforementioned land is not needed for 
aeronautical use. 

The proposed non-aeronautical use of 
the property is for a compatible 120,000 
square foot manufacturing facility and 
office space development. The property 
has been appraised and the airport will 
receive Fair Market Value for the land 
to be sold. 
DATES: Comments must be received on 
or before May 24, 2018. 
ADDRESSES: Documents are available for 
review by appointment at the FAA 
Detroit Airports District Office, Evonne 
M. McBurrows, Program Manager, 
11677 South Wayne Road, Suite 107, 
Romulus, Michigan 48174 Telephone: 
(734) 229–2945/Fax: (734) 229–2950 
and Lake County Ohio Port and 
Economic Development Authority, One 
Victoria Place, Painesville, Ohio 44077 
and (440) 357–2290. 

Written comments on the Sponsor’s 
request must be delivered or mailed to: 
Evonne M. McBurrows, Program 
Manager, Federal Aviation 
Administration, Detroit Airports District 
Office, 11677 South Wayne Road, Suite 
107, Romulus, Michigan 48174, 
Telephone Number: (734) 229–2945/ 
FAX Number: (734) 229–2950. 
FOR FURTHER INFORMATION CONTACT: 
Evonne M. McBurrows, Program 
Manager, Federal Aviation 
Administration, Detroit Airports District 
Office, 11677 South Wayne Road, Suite 
107, Romulus, Michigan 48174. 
Telephone Number: (734) 229–2945/ 
FAX Number: (734) 229–2950. 
SUPPLEMENTARY INFORMATION: In 
accordance with section 47107(h) of 
Title 49, United States Code, this notice 
is required to be published in the 
Federal Register 30 days before 
modifying the land-use assurance that 
requires the property to be used for an 
aeronautical purpose. 

The 10.667 acre parcel is located east 
of Lost Nation Road and North of Jet 
Drive adjacent to the westerly airport 
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