
33412 Federal Register / Vol. 73, No. 114 / Thursday, June 12, 2008 / Notices 

Meeting will be held at the Naval 
Heritage Center Conference Room, 701, 
Pennsylvania Avenue, NW., Washington 
DC 20004. Pursuant to 41 CFR 102– 
3.160, the Administrative Work Meeting 
will be closed to the public. 

Written Statements: Pursuant to 41 
CFR 102–3.105(j) and 102–3.140, the 
public or interested organizations may 
submit written statements to the 
membership of the Panel at any time or 
in response to the stated agenda of a 
planned meeting. Written statements 
should be submitted to the Panel’s 
Designated Federal Officer; the 
Designated Federal Officer’s contact 
information can be obtained from the 
General Services Administration’s 
Federal Advisory Committee Act 
Database—https://www.fido.gov/ 
facadatabase/public.asp. 

Written statements that do not pertain 
to the scheduled meeting of the Panel 
may be submitted at any time. However, 
if individual comments pertain to a 
specific topic being discussed at a 
planned meeting, then these statements 
must be submitted no later than five (5) 
business days prior to the meeting in 
question. The Designated Federal 
Officer will review all submitted written 
statements and provide copies to all the 
committee members. 

Public Comments: In addition to 
written statements, the Panel will set 
aside one (1) hour for individual or 
interested groups to address the Panel. 
To ensure consideration of their 
comments, individuals and interested 
groups should submit written 
statements as outlined in this notice; but 
if they still want to address the Panel, 
then they will be afforded the 
opportunity to register to address the 
Panel. The Panel’s Designated Federal 
Officer will have a ‘‘Sign Up Roster’’ 
available at the Panel meeting, for 
registration on a first-come, first-serve 
basis. Those wishing to address the 
Panel will be given no more than five 
(5) minutes to present their comments, 
and at the end of the one (1) hour time 
period no further public comments will 
be accepted. Anyone who signs up to 
address the Panel but is unable to do so 
due to the time limitation, may submit 
their comments in writing; however, 
they must understand that their written 
comments may not be reviewed prior to 
the Panel’s deliberation. Accordingly, 
the Panel recommends that individuals 
and interested groups consider 
submitting written statements instead of 
addressing the Panel. 

Dated: May 5, 2008. 

Patricia L. Toppings, 
OSD Federal Register Liaison Officer, 
Department of Defense. 
[FR Doc. E8–13230 Filed 6–11–08; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[DOD–2008–OS–0070] 

Privacy Act of 1974; System of 
Records 

AGENCY: Defense Information Systems 
Agency, DoD. 

ACTION: Notice to add a system of 
records. 

SUMMARY: The Defense Information 
Systems Agency proposes to add a 
system of records notice to its existing 
inventory of records systems subject to 
the Privacy Act of 1974, (5 U.S.C. 552a), 
as amended. 

DATES: This proposed action will be 
effective without further notice on July 
14, 2008 unless comments are received 
which result in a contrary 
determination. 

ADDRESSES: Send comments to the 
Defense Information Systems Agency, 
Code S1 32, P.O. Box 4502, Arlington, 
VA 22204–4502. 

FOR FURTHER INFORMATION CONTACT: Ms. 
Jeanette M. Weathers-Jenkins at (703) 
681–2103. 

SUPPLEMENTARY INFORMATION: The 
Defense Information Systems Agency 
systems of records notices subject to the 
Privacy Act of 1974, (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the address above. 

The proposed system reports, as 
required by 5 U.S.C. 552a (r), of the 
Privacy Act of 1974, as amended, were 
submitted on June 2, 2008, to the House 
Committee on Oversight and 
Government Reform, the Senate 
Committee on Homeland Security and 
Governmental Affairs, and the Office of 
Management and Budget (OMB) 
pursuant to paragraph 4c of Appendix I 
to OMB Circular No. A–130, ‘‘Federal 
Agency Responsibilities for Maintaining 
Records About Individuals,’’ dated 
February 8, 1996 (February 20, 1996, 61 
FR 6427). 

Dated: June 5, 2008. 
Patricia L. Toppings, 
OSD Federal Register Liaison Officer, 
Department of Defense. 

K890.11 

SYSTEM NAME: 
Manage to Pay (M2P) Files. 

SYSTEM LOCATION: 
Defense Information Systems Agency 

(DISA), ATTN: CFE7, P.O. Box 4502, 
Arlington, VA 22204–4502. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

DISA civilian employees. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Individual’s name, Social Security 

Number (SSN), Grade, Pay cost, 
Location code (Org), Program element 
code (PE), Object class code (EEIC), 
Gross reconciliation code (GRC), Hours, 
Document number, and Emergency or 
Special Pay Code (ESP). 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
5 U.S.C. 301, Departmental 

Regulations; 10 U.S.C. 113, Secretary of 
Defense; DoD Directive 5105.19, Defense 
Information Systems Agency (DISA); 
and E.O. 9397 (SSN). 

PURPOSE(S): 
To assist DISA officials and 

employees in the management, 
supervision, and administration of the 
decentralized payroll system. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The ‘‘Blanket Routine Uses’’ set forth 
at the beginning of the DISA’s 
compilation of systems of records 
notices apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Electronic media. 

RETRIEVEABILITY: 

Individual’s name and/or organization 
and program element code. 

SAFEGUARDS: 

Guards secure buildings during non- 
duty hours. Management personnel, 
who are responsible for maintaining the 
confidentiality of the records, control 
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access to the records. Use of the 
information is restricted to those who 
require the records in the performance 
of their official duties and with a need- 
to-know. Access to personnel 
information is further restricted by the 
use Common Access Card (CAC) 
authorization. 

RETENTION AND DISPOSAL: 

Records are continuously updated. 
Obsolete computer records are erased or 
overwritten. 

SYSTEM MANAGER(S) AND ADDRESS: 

System manager, CFE7, Defense 
Information Systems Agency, P.O. Box 
4520, Arlington, VA 22204–4502. 

NOTIFICATION PROCEDURE: 

Individuals seeking to determine 
whether information about themselves 
is contained in this system of records 
should address written inquiries to 
System Manager, CFE7, Defense 
Information Systems Agency, P.O. Box 
4520, Arlington, VA 22204–4502. 

The individual should refer to the 
office where he/she is/was assigned or 
affiliated. Include address and 
telephone number applicable to the 
period during which the record was 
maintained. Social Security Number 
(SSN) will be used for positive 
identification. 

RECORDS ACCESS PROCEDURE: 

Individuals seeking access to 
information about themselves contained 
in this system of records should address 
written inquiries to System Manager, 
CFE7, Defense Information Systems 
Agency, P.O. Box 4520, Arlington, VA 
22204–4502. 

The individual should refer to the 
office where he/she is/was assigned or 
affiliated and include address and 
telephone number applicable to the 
period during which the record was 
maintained. Social Security Number 
(SSN) will be used for positive 
identification. 

CONTESTING RECORD PROCEDURES: 

DISA’s rules for accessing records, for 
contesting contents and appealing 
initial agency determinations are 
published in DISA Instruction 
210–225–2 at 32 CFR part 316 or may 
be obtained from the system manager. 

RECORD SOURCE CATEGORIES: 

Employee, DISA Accounting system, 
DISA payroll database records. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 

[FR Doc. E8–13228 Filed 6–11–08; 8:45 am] 
BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Department of the Air Force 

[USAF–2008–0011] 

Privacy Act of 1974; System of 
Records 

AGENCY: Department of the Air Force, 
DOD. 
ACTION: Notice to Add a System of 
Records. 

SUMMARY: The Department of the Air 
Force is proposing to add a system of 
records to its inventory of record 
systems subject to the Privacy Act of 
1974 (5 U.S.C. 552a), as amended. 
DATES: The changes will be effective on 
July 14, 2008, unless comments are 
received that would result in a contrary 
determination. 
ADDRESSES: Send comments to the Air 
Force Privacy Act Officer, Office of 
Warfighting Integration and Chief 
Information Officer, SAF/XCISI, 1800 
Air Force Pentagon, Suite 220, 
Washington, DC 20330–1800. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Novella Hill at (703) 696–6518. 
SUPPLEMENTARY INFORMATION: The 
Department of the Air Force notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address above. 

The proposed systems reports, as 
required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, will 
be submitted on June 4, 2008, to the 
House Committee on Government 
Oversight and Reform, the Senate 
Committee on Homeland Security and 
Governmental Affairs, and the Office of 
Management and Budget (OMB) 
pursuant to paragraph 4c of Appendix I 
to OMB Circular No. A–130, ‘‘Federal 
Agency Responsibilities for Maintaining 
Records About Individuals,’’ dated 
February 8, 1996 (February 20, 1996, 61 
FR 6427). 

Dated: June 5, 2008. 
Patricia L. Toppings, 
OSD Federal Register Liaison Officer, 
Department of Defense. 

F024 AF USTRANSCOM B DoD 

SYSTEM NAME: 

DOD Transportation Repository 
Records. 

SYSTEM LOCATION: 

Defense Enterprise Computing Center, 
5450 Carlisle Pike, Mechanicsburg PA 
17055–0975. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Military personnel, dependents, 
medical patients/evacuees, and DOD 
civilians. Individuals traveling in the 
Defense Transportation System. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Individual’s name, personal identifier 

(i.e. Social Security Number (SSN)), 
rank, unit identification code (UIC), 
Service affiliation and blood type. Blood 
type is used for compiling aggregate 
numbers of passengers with a specific 
blood type to facilitate adequate 
supplies of blood in the event of an 
emergency (e.g., a passenger plane 
crashes). 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
10 U.S.C. 113, Secretary of Defense; 

10 U.S.C. 3013, Secretary of the Army; 
10 U.S.C. 5013, Secretary of the Navy; 
10 U.S.C. 8013, Secretary of the Air 
Force; DoD Regulation 4500.9E, 
Transportation and Traffic Management; 
and E.O. 9397 (SSN). 

PURPOSES: 
To track DOD cargo and personnel 

moving within the Defense 
Transportation System (DTS) both in 
time of peace and war. DTS is DOD 
transportation infrastructure which 
supports Department of Defense 
common-user transportation needs 
across the range of military operations. 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DOD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

The Department of Defense ‘Blanket 
Routine Uses’ published at the 
beginning of the Air Force’s compilation 
of systems of records notices apply to 
this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Electronic storage media. 

RETRIEVABILITY: 
Individual’s name, SSN, and blood 

type. 

SAFEGUARDS: 
Access is restricted by password. Data 

located in restricted access-controlled 
facilities. Common Access Card (CAC) 
log-on/authentication will be 
implemented into IGC from the program 
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