
69182 Federal Register / Vol. 88, No. 192 / Thursday, October 5, 2023 / Notices 

as a result of the suspected or confirmed 
breach there is a risk of harm to 
individuals, the Commission (including 
its information system, programs, and 
operations), the Federal Government, or 
national security; and; and (c) the 
disclosure made to such agencies, 
entities, and persons is reasonably 
necessary to assist in connection with 
the Commission’s efforts to respond to 
the suspected or confirmed breach or to 
prevent, minimize, or remedy such 
harm. 

9. Assistance to Federal Agencies and 
Entities Related to Breaches—To 
another Federal agency or Federal 
entity, when the Commission 
determines that information from this 
system is reasonably necessary to assist 
the recipient agency or entity in: (a) 
responding to a suspected or confirmed 
breach or (b) preventing, minimizing, or 
remedying the risk of harm to 
individuals, the recipient agency or 
entity (including its information 
systems, program, and operations), the 
Federal Government, or national 
security, resulting from a suspected or 
confirmed breach. 

10. Non-Federal Personnel—To 
disclose information to non-Federal 
personnel, including contractors, other 
vendors (e.g., identity verification 
services), grantees, and volunteers who 
have been engaged to assist the FCC in 
the performance of a contract, service, 
grant, cooperative agreement, or other 
activity related to this system of records 
and who need to have access to the 
records in order to perform their 
activity. 

POLICIES AND PRACTICES FOR STORAGE OF 
RECORDS: 

This an electronic system of records 
that resides on the FCC’s network. 

POLICIES AND PRACTICES FOR RETRIEVAL OF 
RECORDS: 

Records in this system of records can 
be retrieved by any category field, e.g., 
individual name, entity name, 
rulemaking number, and/or docket 
number. 

POLICIES AND PRACTICES FOR RETENTION AND 
DISPOSAL OF RECORDS: 

The information in this system is 
maintained and disposed of in 
accordance with the National Archives 
and Records Administration (NARA) 
General Records Schedule 6.6: 
Rulemaking Records (DAA–GRS–2017– 
0012). 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL 
SAFEGUARDS: 

The electronic records, files, and data 
are stored in a database housed in the 
FCC computer network. While 

comments and other files and records 
are generally publicly available, access 
to certain information associated with 
filings is restricted to authorized 
employees and contractors; and to IT 
staff, contractors, and vendors who 
maintain the IT networks and services. 
Other employees and contractors may 
be granted access on a need-to-know 
basis. The electronic files and records 
are protected by the FCC privacy 
safeguards, a comprehensive and 
dynamic set of IT safety and security 
protocols and features that are designed 
to meet all Federal privacy standards, 
including those required by the Federal 
Information Security Modernization Act 
of 2014 (FISMA), the Office of 
Management and Budget (OMB), and 
the National Institute of Standards and 
Technology (NIST). 

RECORD ACCESS PROCEDURES: 

Individuals wishing to request access 
to and/or amendment of records about 
themselves should follow the 
Notification Procedure below. 

CONTESTING RECORD PROCEDURES: 

Individuals wishing to request access 
to and/or amendment of records about 
themselves should follow the 
Notification Procedure below. 

NOTIFICATION PROCEDURES: 

Individuals wishing to determine 
whether this system of records contains 
information about themselves may do so 
by writing to privacy@fcc.gov. 
Individuals requesting access must also 
comply with the FCC’s Privacy Act 
regulations regarding verification of 
identity to gain access to records as 
required under 47 CFR part 0, subpart 
E. 

EXEMPTIONS PROMULGATED FOR THE SYSTEM: 

None. 

HISTORY: 

71 FR 17236 (April 5, 2006). 
Federal Communications Commission. 
Marlene Dortch, 
Secretary. 
[FR Doc. 2023–22161 Filed 10–4–23; 8:45 am] 

BILLING CODE 6712–01–P 

FEDERAL RESERVE SYSTEM 

Change in Bank Control Notices; 
Acquisitions of Shares of a Bank or 
Bank Holding Company 

The notificants listed below have 
applied under the Change in Bank 
Control Act (Act) (12 U.S.C. 1817(j)) and 
§ 225.41 of the Board’s Regulation Y (12 
CFR 225.41) to acquire shares of a bank 

or bank holding company. The factors 
that are considered in acting on the 
applications are set forth in paragraph 7 
of the Act (12 U.S.C. 1817(j)(7)). 

The public portions of the 
applications listed below, as well as 
other related filings required by the 
Board, if any, are available for 
immediate inspection at the Federal 
Reserve Bank(s) indicated below and at 
the offices of the Board of Governors. 
This information may also be obtained 
on an expedited basis, upon request, by 
contacting the appropriate Federal 
Reserve Bank and from the Board’s 
Freedom of Information Office at 
https://www.federalreserve.gov/foia/ 
request.htm. Interested persons may 
express their views in writing on the 
standards enumerated in paragraph 7 of 
the Act. 

Comments regarding each of these 
applications must be received at the 
Reserve Bank indicated or the offices of 
the Board of Governors, Ann E. 
Misback, Secretary of the Board, 20th 
Street and Constitution Avenue, NW, 
Washington DC 20551–0001, not later 
than October 20, 2023. 

A. Federal Reserve Bank of St. Louis 
(Holly A. Rieser, Senior Manager) P.O. 
Box 442, St. Louis, Missouri 63166– 
2034. Comments can also be sent 
electronically to 
Comments.applications@stls.frb.org: 

1. Charles Bowen Blanchard, as 
trustee of the Blanchard Living Trust, 
the Kate Elizabeth Blanchard 
Irrevocable Trust, and the Bowen Dodd 
Blanchard Irrevocable Trust, all of 
Russellville, Arkansas; Cynthia Bowen 
Blanchard Dynasty Trust, Cynthia 
Bowen Blanchard, as trustee, both of 
Russellville, Arkansas; Mary Patricia 
Bowen Barker Legacy Trust, Mary 
Patricia Bowen Barker, as trustee, both 
of Little Rock, Arkansas; William Scott 
Bowen Legacy Trust, William Scott 
Bowen, as trustee, both of Little Rock, 
Arkansas; Leslie Allison Blanchard, 
Russellville, Arkansas; Mary Patricia 
Hardman, individually and as trustee of 
the Emma Ruth Hardman Irrevocable 
Trust and the Abby Elizabeth Hardman 
Irrevocable Trust, all of Fayetteville, 
Arkansas; and John Keith Hardman, 
Fayetteville, Arkansas; as part of a 
family control group acting in concert, 
to retain voting shares of First State 
Banking Corp, and thereby indirectly 
retain voting shares of First State Bank, 
both of Russellville, Arkansas. 

In addition, Charles Bowen 
Blanchard, as trustee of the Charles B. 
Blanchard 2022 Trust and the Charles 
B. Blanchard Revocable Trust, all of 
Russellville, Arkansas; Charles H. 
Blanchard 2022 Trust, Charles H. 
Blanchard, as trustee, both of 
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Russellville, Arkansas; Cynthia Bowen 
Blanchard GST Exempt Trust, Cynthia 
Bowen Blanchard, as trustee, both of 
Russellville, Arkansas; Mary Patricia 
Bowen Barker GST Exempt Trust, Mary 
Patricia Bowen Barker, as trustee, both 
of Little Rock, Arkansas; William Scott 
Bowen GST Exempt Trust, William Scott 
Bowen, as trustee, both of Little Rock, 
Arkansas; as part of a family control 
group acting in concert, to acquire 
voting shares of First State Banking 
Corp, and thereby indirectly acquire 
voting shares of First State Bank, both 
of Russellville, Arkansas. 

B. Federal Reserve Bank of Kansas 
City (Jeffrey Imgarten, Assistant Vice 
President) 1 Memorial Drive, Kansas 
City, Missouri 64198–0001. Comments 
can also be sent electronically to 
KCApplicationComments@kc.frb.org: 

1. James F. O’Neal as trustee of the 
Patrick B. O’Neal Irrevocable Trust 
dated June 25, 2009, James Christopher 
O’Neal Irrevocable Trust dated June 25, 
2009, and James F. O’Neal and Bonnie 
O’Neal Irrevocable Grandchildren’s 
Trust dated September 2, 2010, all of 
Lamar, Missouri; Patrick B. O’Neal and 
Michelle Boehm O’Neal Revocable Trust 
dated October 21, 2020, Patrick B. 
O’Neal and Michelle O’Neal as co- 
trustees, and Christopher J. O’Neal, all 
of Lamar, Missouri, to become members 
of the James F. O’Neal Family Control 
Group, a group acting in concert, to 
retain voting shares of Lamar Trust 
Bancshares, Inc., and thereby indirectly 
retain voting shares of Lamar Bank and 
Trust Company, all of Lamar, Missouri. 
James F. O’Neal has previously been 
permitted by the Federal Reserve 
System to acquire control of voting 
shares of Lamar Trust Bancshares, Inc., 
and thereby indirectly acquire control of 
voting shares of Lamar Bank and Trust 
Company, and is currently a member of 
the James F. O’Neal Family Control 
Group. 

Board of Governors of the Federal Reserve 
System. 
Michele Taylor Fennell, 
Deputy Associate Secretary of the Board. 
[FR Doc. 2023–22216 Filed 10–4–23; 8:45 am] 

BILLING CODE P 

OFFICE OF GOVERNMENT ETHICS 

Privacy Act of 1974; System Records 

AGENCY: Office of Government Ethics. 
ACTION: Notice of a new system of 
records. 

SUMMARY: The Office of Government 
Ethics (OGE) proposes to create a new 
internal system of records pursuant to 
the provisions of the Privacy Act of 

1974. This system of records contains 
all OGE personnel records that are 
subject to the Privacy Act but are not 
covered in the notices of systems of 
records published by other agencies or 
other OGE internal systems of records. 
DATES: This system of records will be 
effective on October 5, 2023, subject to 
a 30-day period in which to comment 
on the routine uses, described below. 
Please submit any comments by 
November 6, 2023. 
ADDRESSES: Comments may be 
submitted to OGE, by any of the 
following methods: 

Email: usoge@oge.gov (Include 
reference to ‘‘OGE/INTERNAL–8 
comment’’ in the subject line of the 
message.) 

Mail, Hand Delivery/Courier: Office of 
Government Ethics, 1201 New York 
Avenue NW, Suite 500, Attention: 
Jennifer Matis, Privacy Officer, 
Washington, DC 20005–3917. 
FOR FURTHER INFORMATION CONTACT: 
Jennifer Matis at the U.S. Office of 
Government Ethics; telephone: 202– 
482–9216; TTY: 800–877–8339; email: 
jmatis@oge.gov. 
SUPPLEMENTARY INFORMATION: OGE 
proposes to create a new internal system 
of records containing all personnel 
records that are subject to the Privacy 
Act but are not covered in the notices 
of systems of records published by other 
agencies or other internal OGE systems 
of records. This includes, but is not 
limited to, records related to internal 
diversity, equity, inclusion, and 
accessibility (DEIA) initiatives, 
suitability determinations and other 
personnel security matters, professional 
development, and employee 
productivity and engagement. 

SYSTEM NAME AND NUMBER: 

OGE/INTERNAL–8, Employee 
Personnel Files Not Covered by Other 
Notices. 

SECURITY CLASSIFICATION: 

Unclassified. 

SYSTEM LOCATION: 

The system is located at OGE’s offices 
and/or in a secure cloud service 
provided environment. OGE’s street 
address is 1201 New York Avenue NW, 
Suite 500, Washington, DC 20005–3917. 
After February 1, 2024, OGE’s street 
address will be Office of Government 
Ethics, Suite 750, 250 E Street SW, 
Washington, DC 20024. 

SYSTEM MANAGER(S): 

Dale Christopher, Deputy Director for 
Compliance, Office of Government 
Ethics, Suite 500, 1201 New York 

Avenue NW, Washington, DC 20005– 
3917. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

5 U.S.C. chapters 131 and 73; 44 
U.S.C. 3101; 5 U.S.C. 301; 5 U.S.C. 
chapter 79; Federal Preparedness 
Circular (FPC) 65, July 26, 1999; 
Homeland Security Presidential 
Directive 12 (HSPD–12); Federal 
Information Processing Standard 201: 
Policy for a Common Identification 
Standard for Federal Employees and 
Contractors; Executive Orders 13764, 
13988, and 14035. 

PURPOSE(S) OF THE SYSTEM: 

The purpose is to allow OGE to fulfill 
its personnel responsibilities pursuant 
to Federal law, regulation, and 
Executive Order. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Current or former employees of OGE, 
applicants, detailees, contract 
employees, and interns. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

All records relating to OGE personnel 
that are subject to the Privacy Act but 
not are covered in the governmentwide 
notices of systems of records published 
by other agencies with influence upon 
personnel management at the agency 
(such as the Office of Personnel 
Management, Merit Systems Protection 
Board, Office of Special Counsel, Equal 
Employment Opportunity Commission, 
Department of State, or Department of 
Labor) or other OGE internal systems of 
records. 

The information in this system may 
include, but is not limited to: name; 
positions held or sought; demographic 
information; skills assessments; 
qualifications, training, and 
employment history; counseling and 
reprimands; employee professional 
development records; incentives and 
awards; employee relations information; 
work-related injury or illness claims; 
work assignments and productivity 
information; information regarding 
applicant and exit interviews; 
information regarding details, 
retirements, and separations; 
information regarding within-grade 
increases and denials; information 
regarding employee engagement and 
work satisfaction; workplace safety and 
security information; suitability records; 
Student Loan Repayment Program 
(SLRP) records; and Continuity of 
Operations Plan (COOP) records. 

RECORD SOURCE CATEGORIES: 

Information in this system of records 
is provided by the individual on whom 
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