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USCIS Systematic Alien Verification for 
Entitlements (SAVE) Program, which 
provides immigration status information 
from federal immigration records to 
authorized users, and to comply with 
the Computer Matching and Privacy 
Protection Act of 1988 (CMPPA). 

CA–DHCS will use the SAVE Program 
to verify the immigration status of 
noncitizens who apply for federal 
benefits (Benefit Applicants) under 
Medicaid programs that it administers. 
CA–DHCS will use the information 
obtained through the SAVE Program to 
determine whether Benefit Applicants 
possess the requisite immigration status 
to be eligible for the Medicaid 
administered by CA–DHCS. 

This Agreement describes the 
respective responsibilities of DHS– 
USCIS and CA–DHCS to verify Benefit 
Applicants’ immigration status while 
safeguarding against unlawful 
discrimination and preserving the 
confidentiality of information received 
from the other party. The requirements 
of this Agreement will be carried out by 
authorized employees and/or contractor 
personnel of DHS–USCIS and CA– 
DHCS. 

Categories of Individuals: The 
individuals about whom DHS–USCIS 
maintains information, which is 
contained in its Verification Information 
System (VIS) database used by the 
SAVE Program to verify immigration 
status, that are involved in this 
matching program include noncitizens 
(meaning any person as defined in 
Immigration and Nationality Act section 
101(a)(3)), those naturalized, and to the 
extent those that have applied for 
Certificates of Citizenship, derived U.S. 
citizens, on whom DHS–USCIS has a 
record as an applicant, petitioner, 
sponsor, or beneficiary. The individuals 
about whom CA–DHCS maintains 
information that is involved in this 
matching program include non-citizen 
Benefit Applicants for, or recipients of, 
Medicaid administered by CA–DHCS. 

Categories of Records: Data elements 
to be matched between CA–DHCS 
records and DHS–USCIS federal 
immigration records include the 
following: Last Name, First Name, 
Middle Name, Date of Birth, 
Immigration Numbers (e.g., Alien 
Registration/USCIS Number, I–94 
Number, SEVIS ID Number, Certificate 
of Naturalization Number, Certificate of 
Citizenship Number, or Unexpired 
Foreign Passport Number), and Other 
Information from Immigration 
Documentation (for example, Country of 
Birth, Date of Entry, Employment 
Authorization Category). Additional 
Data elements provided to CA–DHCS 
from DHS–USCIS records related to the 

match may include: Citizenship or 
Immigration Data (for example, 
immigration class of admission and/or 
employment authorization), 
Sponsorship Data (for example, name, 
address, and social security number of 
Form I–864/I–864EZ sponsors and Form 
I–864A household members, when 
applicable) and Case Verification 
Number. 

System of Records: DHS/USCIS–004 
Systematic Alien Verification for 
Entitlements (SAVE) System of Records 
Notice, 85 FR 31798 (May 27, 2020). 

Lynn Parker Dupree, 
Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. 2021–25847 Filed 11–24–21; 8:45 am] 
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SUMMARY: CISA is publishing this notice 
to announce the following CISA 
Cybersecurity Advisory Committee 
meeting. This meeting will be partially 
closed to the public. 
DATES:

Meeting Registration: Registration to 
attend the meeting is required and must 
be received no later than 5:00 p.m. 
Eastern Time (ET) on December 8, 2021. 
For more information on how to 
participate, please contact CISA_
CybersecurityAdvisoryCommittee@
cisa.dhs.gov. 

Speaker Registration: Registration to 
speak during the meeting’s public 
comment period must be received no 
later than 5:00 p.m. ET on December 8, 
2021. 

Written Comments: Written comments 
must be received no later than 5:00 p.m. 
ET on December 8, 2021. 

Meeting Date: The CISA Cybersecurity 
Advisory Committee will meet on 
December 10, 2021, from 10:30 a.m. to 
3:30 p.m. ET. The meeting may close 
early if the committee has completed its 
business. 
ADDRESSES: The CISA Cybersecurity 
Advisory Committee’s open session will 

be held in-person at 7525 Colshire 
Drive, McLean, VA 22102. Capacity and 
location are subject to change based on 
DHS protocol regarding COVID–19 
pandemic restrictions at the time of the 
meeting. Due to pandemic restrictions, 
members of the public may participate 
via teleconference only. Requests to 
participate will be accepted and 
processed in the order in which they are 
received. For access to the conference 
call bridge, information on services for 
individuals with disabilities, or to 
request special assistance, please email 
CISA_
CybersecurityAdvisoryCommittee@
cisa.dhs.gov. by 5:00 p.m. ET on 
December 8, 2021. 

Comments: Members of the public are 
invited to provide comments on issues 
that will be considered by the 
committee as outlined in the 
SUPPLEMENTARY INFORMATION section 
below. Associated materials that may be 
discussed during the meeting will be 
made available for review at https://
www.cisa.gov/cisa-cybersecurity- 
advisory-committee on November 24, 
2021. Comments should be submitted 
by 5:00 p.m. ET on December 10, 2021, 
and must be identified by Docket 
Number CISA–2021–0017. Comments 
may be submitted by one of the 
following methods: 

• Federal eRulemaking Portal: 
www.regulations.gov. Please follow the 
instructions for submitting written 
comments. 

• Email: CISA_
CybersecurityAdvisoryCommittee@
cisa.dhs.gov. Include the Docket 
Number CISA–2021–0017 in the subject 
line of the email. 

Instructions: All submissions received 
must include the words ‘‘Department of 
Homeland Security’’ and the Docket 
Number for this action. Comments 
received will be posted without 
alteration to www.regulations.gov, 
including any personal information 
provided. 

Docket: For access to the docket and 
comments received by the CISA 
Cybersecurity Advisory Committee, 
please go to www.regulations.gov and 
enter docket number CISA–2021–0017. 

A public comment period is 
scheduled to be held during the meeting 
from 3:10 p.m. to 3:20 p.m. ET. Speakers 
who wish to participate in the public 
comment period must email CISA_
CybersecurityAdvisoryCommittee@
cisa.dhs.gov to register. Speakers should 
limit their comments to 3 minutes and 
will speak in order of registration. 
Please note that the public comment 
period may end before the time 
indicated, depending on the number of 
speakers who register to participate. 
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1 For purposes of this Notice, a Hong Kong 
resident is defined as an individual of any 
nationality, or without nationality, who has met the 
requirements for, and been granted, a Hong Kong 
Special Administrative Region Passport, a British 
National Overseas Passport, a British Overseas 
Citizen Passport, a Hong Kong Permanent Identity 
card, or a Hong Kong Special Administrative Region 
(HKSAR) Document of Identity for Visa Purposes. 

2 Because the suspension of requirements under 
this notice applies throughout an academic term 
during which the suspension is in effect, DHS 
considers an F–1 nonimmigrant student who 
engages in a reduced course load or employment (or 
both) after this notice is effective to be engaging in 
a ‘‘full course of study,’’ see 8 CFR 214.2(f)(6), and 
eligible for employment authorization, through the 
end of any academic term for which such student 
is matriculated as of February 5, 2023, provided the 
student satisfies the minimum course load 
requirements in this notice. DHS also considers 
students who engage in online coursework pursuant 
to ICE coronavirus disease 2019 (COVID–19) 
guidance for nonimmigrant students to be in 
compliance with regulations while such guidance 
remains in effect. See ICE Guidance and Frequently 
Asked Questions on COVID–19, Nonimmigrant 
Students & SEVP-Certified Schools: Frequently 
Asked Questions, available at https://www.ice.gov/ 
coronavirus [last visited September 2021]. 

FOR FURTHER INFORMATION CONTACT: 
Megan Tsuyi, 202–594–7374, CISA_
CybersecurityAdvisoryCommittee@
cisa.dhs.gov. 

SUPPLEMENTARY INFORMATION: The CISA 
Cybersecurity Advisory Committee was 
established under the National Defense 
Authorization Act for Fiscal Year 2021 
(Pub. L. 116–283). Notice of this 
meeting is given under FACA, 5 U.S.C. 
appendix (Pub. L. 92–463). The CISA 
Cybersecurity Advisory Committee 
advises the CISA Director on matters 
related to the development, refinement, 
and implementation of policies, 
programs, planning, and training 
pertaining to the cybersecurity mission 
of the Agency. 

Agenda: The CISA Cybersecurity 
Advisory Committee will meet in an 
open session on Friday, December 10, 
2021, from 1:00 p.m. to 3:30 p.m. ET to 
discuss CISA Cybersecurity Advisory 
Committee activities and the 
Government’s ongoing cybersecurity 
initiatives. The open session will 
include: (1) A keynote address; (2) an 
overview of CISA; and (3) a discussion 
on CISA’s big challenges, priorities, and 
potential study topics for the CISA 
Cybersecurity Advisory Committee. 

The committee will also meet in a 
closed session from 10:30 a.m. to 12:00 
p.m. ET during which time senior 
Government intelligence officials will 
provide a classified threat briefing 
concerning cybersecurity threats to the 
Government and critical infrastructure. 

Basis for Closure: In accordance with 
section 10(d) of FACA and 5 U.S.C. 
552b(c)(1), The Government in the 
Sunshine Act, it has been determined 
that one agenda item requires closure, as 
the disclosure of the information that 
will be discussed would not be in the 
public interest. 

This agenda item includes a threat 
briefing, which will provide CISA 
Cybersecurity Advisory Committee 
members the opportunity to discuss 
information concerning cybersecurity 
threats with senior Government 
intelligence officials. The briefing is 
anticipated to be classified at the top 
secret/sensitive compartmented 
information level. Disclosure of the 
threats, vulnerabilities, and mitigation 
techniques discussed during the briefing 
would present a risk to the Nation’s 
cybersecurity posture, as adversaries 
could use this information to 
compromise commercial and 
Government networks. The premature 
disclosure of this information to the 
public would provide adversaries who 
wish to intrude into commercial and 
government networks with information 
on potential vulnerabilities, current 

mitigation techniques, and existing 
cybersecurity defense tactics. 

Therefore, this portion of the meeting 
is required to be closed pursuant to 
section 10(d) of FACA and 5 U.S.C. 
552b(c)(l), (3). 

Megan Tsuyi, 
Designated Federal Officer, CISA 
Cybersecurity Advisory Committee, 
Cybersecurity and Infrastructure Security 
Agency, Department of Homeland Security. 
[FR Doc. 2021–25744 Filed 11–24–21; 8:45 am] 
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AGENCY: U.S. Immigration and Customs 
Enforcement (ICE), DHS. 
ACTION: Notice. 

SUMMARY: This notice announces that 
the Secretary of Homeland Security 
(Secretary) is suspending certain 
regulatory requirements for F–1 
nonimmigrant students who are Hong 
Kong residents (regardless of country of 
birth) and who are experiencing severe 
economic hardship as a direct result of 
the emergent circumstances in Hong 
Kong. The Secretary is taking action to 
provide relief to Hong Kong residents 1 
who are lawful F–1 nonimmigrant 
students so the students may request 
employment authorization, work an 
increased number of hours while school 
is in session, and reduce their course 
load while continuing to maintain F–1 
nonimmigrant student status. DHS will 
deem an F–1 nonimmigrant student 
who receives employment authorization 
by means of this notice to be engaged in 
a ‘‘full course of study’’ for the duration 
of the employment authorization, if the 
nonimmigrant student satisfies the 
minimum course load requirement 
described in this notice. 

DATES: This F–1 notice is effective on 
November 26, 2021 through February 5, 
2023. 
FOR FURTHER INFORMATION CONTACT: 
Sharon Snyder, Unit Chief, Policy and 
Response Unit, Student and Exchange 
Visitor Program, MS 5600, U.S. 
Immigration and Customs Enforcement, 
500 12th Street SW, Washington, DC 
20536–5600; email: sevp@ice.dhs.gov, 
telephone: (703) 603–3400. This is not 
a toll-free number. Program information 
can be found at https://www.ice.gov/ 
sevis/. 
SUPPLEMENTARY INFORMATION: 

What action is the Department of 
Homeland Security (DHS) taking under 
this notice? 

The Secretary is exercising authority 
under 8 CFR 214.2(f)(9) to temporarily 
suspend the applicability of certain 
requirements governing on-campus and 
off-campus employment for F–1 
nonimmigrant students who, on the date 
of publication of this notice, are Hong 
Kong residents, regardless of country of 
birth, are present in the United States in 
lawful F–1 nonimmigrant student status 
and are experiencing severe economic 
hardship as a direct result of the 
emergent circumstances in Hong Kong. 
Effective with this publication, 
suspension of the employment 
limitations is available through 
February 5, 2023, for those who are in 
lawful F–1 nonimmigrant status. DHS 
will deem an F–1 nonimmigrant student 
granted employment authorization 
through the notice to be engaged in a 
‘‘full course of study,’’ for the duration 
of the employment authorization if the 
student satisfies the minimum course 
load set forth in this notice.2 See 8 CFR 
214.2(f)(6)(i)(F). 

Who is covered by this notice? 

This notice applies exclusively to F– 
1 nonimmigrant students who meet all 
of the following conditions: 
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