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investigative or security purposes, 
whichever is later. 

SYSTEM MANAGER AND ADDRESS: 

The DHS system manager is the Chief, 
Records Division, U.S. Citizenship and 
Immigration Services, Department of 
Homeland Security, U.S. Citizenship 
and Immigration Services, 20 
Massachusetts Avenue, NW., 
Washington, DC 20529. 

NOTIFICATION PROCEDURE: 

Applicants may access and amend 
this information by logging in to their 
USCIS ELIS account. Pursuant to 8 CFR 
103.2 (a)(3), Co-Applicants may access 
their information by logging in to USCIS 
ELIS after the benefit request has been 
approved or denied. Further, 
individuals seeking notification of and 
access to any record contained in this 
system of records, or seeking to contest 
its content, may submit a request in 
writing to the National Records Center, 
FOIA/PA Office, P.O. Box 648010, Lee’s 
Summit, MO 64064–8010. Specific 
FOIA contact information can be found 
at http://www.dhs.gov/foia under 
‘‘Contacts.’’ If an individual believes 
more than one component maintains 
Privacy Act records concerning him or 
her the individual may submit the 
request to the Chief Privacy Officer and 
Chief Freedom of Information Act 
Officer, Department of Homeland 
Security, 245 Murray Drive, SW., 
Building 410, STOP–0655, Washington, 
DC 20528. 

When seeking records about yourself 
from this system of records or any other 
Departmental system of records your 
request must conform with the Privacy 
Act regulations set forth in 6 CFR part 
5. You must first verify your identity, 
meaning that you must provide your full 
name, current address and date and 
place of birth. You must sign your 
request and your signature must either 
be notarized or submitted under 28 
U.S.C. 1746, a law that permits 
statements to be made under penalty of 
perjury as a substitute for notarization. 
While no specific form is required, you 
may obtain forms for this purpose from 
the Chief Privacy Officer and Chief 
Freedom of Information Act Officer, 
http://www.dhs.gov or 1–866–431–0486. 
In addition you should provide the 
following: 

• An explanation of why you believe 
the Department would have information 
on you; 

• Identify which component(s) of the 
Department you believe may have the 
information about you; 

• Specify when you believe the 
records would have been created; 

• Provide any other information that 
will help the FOIA staff determine 
which DHS component agency may 
have responsive records; and 

• If your request is seeking records 
pertaining to another living individual, 
you must include a statement from that 
individual certifying his/her agreement 
for you to access his/her records. 

Without this bulleted information the 
component(s) may not be able to 
conduct an effective search and your 
request may be denied due to lack of 
specificity or lack of compliance with 
applicable regulations. 

RECORD ACCESS PROCEDURES: 
See ‘‘Notification procedure’’ above. 

CONTESTING RECORD PROCEDURES: 
See ‘‘Notification procedure’’ above. 

RECORD SOURCE CATEGORIES: 

Records are obtained from the 
Applicant or his or her Representative. 
USCIS personnel may input information 
as they process a case, including 
information from commercial sources, 
like LexisNexis or Dunn and Bradstreet, 
to verify whether an Applicant or Co- 
Applicant is eligible for the benefit 
requested. USCIS ELIS Account and 
Case Management will also store and 
use information from the following 
USCIS, DHS, and other federal agency 
systems of records: 

• DHS/USCIS–001—Alien File, 
Index, and National File Tracking 
System of Records; 

• DHS/USCIS–007—Benefits 
Information System (BIS); 

• DHS/USCIS–010—Asylum 
Information and Pre-Screening; 

• DHS/USCIS–006—Fraud Detection 
and National Security Data System 
(FDNS–DS); 

• DHS/USCIS–014—Electronic 
Immigration System-1 Temporary 
Accounts and Draft Benefit Requests 
System of Records; 

• DHS/USCIS–016—Electronic 
Immigration System-3 Automated 
Background Functions System of 
Records; 

• DHS/CBP–011—U.S. Customs and 
Border Protection TECS; 

• DHS/ICE–001—Student and 
Exchange Visitor Information System 
(SEVIS); 

• DHS/ICE–011—Immigration 
Enforcement Operational Records 
System (ENFORCE); 

• DHS/USVISIT–001—Arrival and 
Departure Information System (ADIS); 

• DHS/USVISIT–0012—DHS 
Automated Biometric Identification 
System (IDENT); 

• Department of State Consular 
Consolidated Database (CCD); 

• JUSTICE/EOIR–001—Records and 
Management Information System; 

• JUSTICE/FBI–002—FBI Central 
Records System; 

• JUSTICE/FBI–009—Fingerprint 
Identification Records System (FIRS); 
and 

• TREASURY/FMS–017—Collections 
Records Treasury/Financial 
Management Service. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
The Secretary of Homeland Security 

has exempted this system from the 
following provisions of the Privacy Act 
pursuant to 5 U.S.C. 552a(k)(2): 5 U.S.C. 
552a(c)(3); (d); (e)(1), (e)(4)(G), (e)(4)(H), 
(e)(4)(I); and (f). Additionally, many of 
the functions in this system require 
retrieving records from law enforcement 
systems. Where a record received from 
another system has been exempted in 
that source system under 5 U.S.C. 
552a(j)(2), DHS will claim the same 
exemptions for those records that are 
claimed for the original primary systems 
of records from which they originated 
and claims any additional exemptions 
in accordance with this rule. 

Dated: September 15, 2011. 
Mary Ellen Callahan, 
Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. 2011–24929 Filed 9–27–11; 8:45 am] 

BILLING CODE 9911–97–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Coast Guard 

[Docket No. USCG–2011–0512] 

Lower Mississippi River Waterway 
Safety Advisory Committee; Vacancies 

AGENCY: Coast Guard, DHS. 
ACTION: Request for applications; 
reopening of application period. 

SUMMARY: The Coast Guard is reopening 
the period for accepting applications for 
membership to the Lower Mississippi 
River Waterway Safety Advisory 
Committee. This Committee provides 
advice and recommendations to the 
Department of Homeland Security on 
matters relating to communications, 
surveillance, traffic management, 
anchorages, development and operation 
of the New Orleans Vessel Traffic 
Service (VTS), and other related topics 
dealing with navigation safety on the 
Lower Mississippi River as required by 
the U.S. Coast Guard. 
DATES: Applicants should submit a 
cover letter and resume in time to reach 
the Designated Federal Officer (DFO) on 
or before November 15, 2011. 
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ADDRESSES: Applicants should send 
their cover letter and resume to Captain 
P.W. Gautier, DFO, Lower Mississippi 
River Waterway Safety Advisory 
Committee, 200 Hendee Street, New 
Orleans, LA 70114; or by calling (504) 
365–2281; or by faxing (504) 365–2287; 
or by e-mailing to Marcie.L.Kohn@uscg.
mil. 

This notice is available in our online 
docket, USCG–2011–0512, at http://
www.regulations.gov. 
FOR FURTHER INFORMATION CONTACT: 
LCDR Marcie Kohn, Alternate 
Designated Federal Officer (ADFO) of 
the Lower Mississippi River Waterway 
Safety Advisory Committee; telephone 
(504) 365–2281 or fax (504) 365–2287; 
or e-mail at Marcie.L.Kohn@uscg.mil. 
SUPPLEMENTARY INFORMATION: On March 
11, 2011, the Coast Guard published a 
request in the Federal Register volume 
76, number 48, page 13422, for 
applications for membership in the 
Lower Mississippi River Waterway 
Safety Advisory Committee 
(LMRWSAC). The deadline for 
applications announced in that notice 
expired on May 1, 2011. Through this 
notice, the application period is being 
re-opened until November 15, 2011. 
Applicants who responded to the initial 
notice do not need to reapply. 

The Lower Mississippi River 
Waterway Safety Advisory Committee 
(LMRWSAC) is a Federal advisory 
committee under 5 U.S.C. App. (Pub. L. 
92–463). It was established under the 
authority provided for in section 19 of 
the Coast Guard Authorization Act of 
1991, (Pub. L. 102–241) as amended by 
section 621 of the Coast Guard 
Authorization Act of 2010, (Pub. L. 111– 
281). 

The Committee is expected to meet 
twice per year. It may also meet for 
extraordinary purposes with the 
approval of the DFO. The location of 
meetings is the U.S. Coast Guard Sector 
New Orleans building, 200 Hendee 
Street, New Orleans, LA 70114. 

We will consider applications for 25 
positions that expired or became vacant 
March 30, 2011. Applicants should have 
expertise, knowledge, and experience 
regarding the transportation, equipment, 
and techniques that are used to ship 
cargo and to navigate vessels on the 
Lower Mississippi River and its 
connecting navigable waterways, 
including the Gulf of Mexico. 

1. Five members representing River 
Port Authorities between Baton Rouge, 
Louisiana, and the head of passes of the 
Lower Mississippi River, of which one 
member shall be from the Port of St. 
Bernard and one member from the Port 
of Plaquemines. 

2. Two members representing vessel 
owners or ship owners domiciled in the 
State of Louisiana. 

3. Two members representing 
organizations which operate harbor tugs 
or barge fleets in the geographical area 
covered by the Committee. 

4. Two members representing 
companies which transport cargo or 
passengers on the navigable waterways 
in the geographical area covered by the 
Committee. 

5. Three members representing State 
Commissioned Pilot organizations, with 
one member each representing New 
Orleans-Baton Rouge Steamship Pilots 
Association, the Crescent River Port 
Pilots Association, and the Associated 
Branch Pilots Association. 

6. Two at-large members who utilize 
water transportation facilities located in 
the geographic area covered by the 
Committee. 

7. Three members who utilize vessels 
that transit and use the navigable 
waterways covered by the committee. 
These three members should comprise 
of one consumer member, one shipper 
member, and one importer/exporter 
member. 

8. Two members representing those 
licensed merchant mariners, other than 
pilots, who perform shipboard duties on 
those vessels which utilize navigable 
waterways covered by the Committee. 

9. One member representing an 
organization that serves in a consulting 
or advisory capacity to the maritime 
industry. 

10. One member representing an 
environmental organization. 

11. One member drawn from the 
general public. 

12. One member representing the 
Associated Federal Pilots and Docking 
Masters of Louisiana. 

Registered lobbyists are not eligible to 
serve on Federal advisory committees. 
Registered lobbyists are lobbyists 
required to comply with provisions 
contained in the Lobbyist Disclosure 
Act of 1995 (Pub. L. 110–81, as 
amended). 

Each LMRWSAC Committee member 
serves a term of office for 2 years and 
may serve consecutive terms. All 
members serve at their own expense and 
receive no salary reimbursement of 
travel expenses, or other compensation 
from the Federal Government. 

In support of the policy of the Coast 
Guard on gender and ethnic 
nondiscrimination, we encourage 
qualified men and women and members 
of all racial and ethnic groups to apply. 
The Coast Guard values diversity and 
recognizes that different characteristics 
and attributes enhance the Coast Guard 
mission. 

If you are selected as a non- 
representative member, or as a member 
who is drawn from the general public, 
you will be appointed and serve as a 
Special Government Employee (SGE) as 
defined in section 202(a) of Title 18, 
United States Code. As a candidate for 
appointment as a SGE, applicants are 
required to complete a Confidential 
Financial Disclosure Report (OGE Form 
450). A completed OGE Form 450 is not 
releasable to the public except under an 
order issued by a Federal court or as 
otherwise provided under the Privacy 
Act (5 U.S.C. 552a). Only the Designated 
Agency Ethics Official (DAEO) or the 
DAEO’s Designee may release a 
Confidential Financial Disclosure 
Report. 

Interested applicants should send a 
cover letter and resume to Captain P. W. 
Gautier, DFO, Lower Mississippi River 
Waterway Safety Advisory Committee, 
200 Hendee Street, New Orleans, LA 
70114. The deadline for applications is 
November 15, 2011. 

To visit our online docket, go to  
http://www.regulations.gov, enter the 
docket number for this notice (USCG– 
2011–0512) in the Search box, and click 
‘‘Go.’’ Please do not post your resume 
on this site. 

Dated: August 31, 2011. 
R.A. Nash, 
Rear Admiral, U.S. Coast Guard, Commander, 
8th Coast Guard District. 
[FR Doc. 2011–24892 Filed 9–27–11; 8:45 am] 

BILLING CODE 9110–04–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Federal Emergency Management 
Agency 

[Internal Agency Docket No. FEMA–3335– 
EM; Docket ID FEMA–2011–0001] 

Maryland; Amendment No. 3 to Notice 
of an Emergency Declaration 

AGENCY: Federal Emergency 
Management Agency, DHS. 
ACTION: Notice. 

SUMMARY: This notice amends the notice 
of an emergency declaration for State of 
Maryland (FEMA–3335–EM), dated 
August 27, 2011, and related 
determinations. 

DATES: Effective Date: August 30, 2011. 
FOR FURTHER INFORMATION CONTACT: 
Peggy Miller, Office of Response and 
Recovery, Federal Emergency 
Management Agency, 500 C Street, SW., 
Washington, DC 20472, (202) 646–3886. 
SUPPLEMENTARY INFORMATION: The 
Federal Emergency Management Agency 
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