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also the records that were replicated on 
the unclassified and classified networks 
and based on this notice provide 
appropriate access to the information. 

Individuals seeking access to and 
notification of any record contained in 
this system of records, or seeking to 
contest its content, may submit a 
request in writing to the Chief Privacy 
Officer and Headquarters Freedom of 
Information Act (FOIA) Officer, whose 
contact information can be found at 
http://www.dhs.gov/foia under ‘‘Contact 
Information.’’ If an individual believes 
more than one component maintains 
Privacy Act records concerning them, 
the individual may submit the request 
to the Chief Privacy Officer and Chief 
Freedom of Information Act Officer, 
Department of Homeland Security, 
Washington, DC 20528–0655, or 
electronically at https://www.dhs.gov/ 
freedom-information-act-foia. Even if 
neither the Privacy Act nor the Judicial 
Redress Act provide a right of access, 
certain records about you may be 
available under the Freedom of 
Information Act. 

When an individual is seeking records 
about themself from this system of 
records or any other Departmental 
system of records, the individual’s 
request must conform with the Privacy 
Act regulations set forth in 6 CFR part 
5. The individual must first verify their 
identity, meaning that the individual 
must provide their full name, current 
address, and date and place of birth. 
The individual must sign the request, 
and the individual’s signature must 
either be notarized or submitted under 
28 U.S.C. 1746, a law that permits 
statements to be made under penalty of 
perjury as a substitute for notarization. 
An individual may obtain more 
information about this process at http:// 
www.dhs.gov/foia or 1–866–431–0486. 
In addition, the individual should: 

• Explain why they believe the 
Department would have information 
being requested; 

• Identify which component(s) of the 
Department they believe may have the 
information; 

• Specify when the individual 
believes the records would have been 
created; and 

• Provide any other information that 
will help the FOIA staff determine 
which DHS component agency may 
have responsive records. 

If an individual’s request is seeking 
records pertaining to another living 
individual, the first individual must 
include a statement from that individual 
certifying their agreement for the first 
individual to access their records. 

Without the above information, the 
component(s) may not be able to 

conduct an effective search, and the 
individual’s request may be denied due 
to lack of specificity or lack of 
compliance with applicable regulations. 

CONTESTING RECORD PROCEDURES: 
See ‘‘Record Access Procedures’’ 

above. 

NOTIFICATION PROCEDURES: 
See ‘‘Record Access Procedures’’ 

above. 

EXEMPTIONS PROMULGATED FOR THE SYSTEM: 
Pursuant to 6 CFR part 5, appendix C, 

law enforcement and other derogatory 
information covered in this system is 
exempt from 5 U.S.C. 552a(c)(3) and (4); 
(d)(1), (2), (3), and (4); (e)(1), (2), (3), 
(4)(G) through (I), (e)(5), and (8); (f); and 
(g) of the Privacy Act pursuant to 5 
U.S.C. 552a(j)(2). Additionally, the 
Secretary of Homeland Security has 
exempted this system from the 
following provisions of the Privacy Act, 
pursuant to 5 U.S.C. 552a (k)(1) and 
(k)(2): 5 U.S.C. 552a(c)(3); (d)(1), (d)(2), 
(d)(3), and (d)(4); (e)(1), (e)(4)(G), 
(e)(4)(H), (e)(4)(I); and (f). 

Despite the exemptions taken on this 
system of records, DHS/CBP is not 
taking any exemption from subsection 
(d) with respect to information 
maintained in the system as it relates to 
data submitted by or on behalf of a 
person who travels to visit the United 
States and crosses the border, nor shall 
an exemption be asserted with respect 
to the resulting determination 
(authorized to travel, pending, or not 
authorized to travel). However, pursuant 
to 5 U.S.C. 552a(j)(2), DHS/CBP plans to 
exempt such information in this system 
from sections (c)(3), (e)(8), and (g) of the 
Privacy Act of 1974, as amended, as is 
necessary and appropriate to protect 
this information. Further, DHS will 
claim exemption from sec. (c)(3) of the 
Privacy Act of 1974, as amended, 
pursuant to 5 U.S.C. 552a(k)(2) as is 
necessary and appropriate to protect 
this information. CBP will not disclose 
the fact that a law enforcement or 
intelligence agency has sought 
particular records because it may affect 
ongoing law enforcement activities. 

When this system receives a record 
from another system exempted in that 
source system under 5 U.S.C. 552a(j) or 
(k), DHS/CBP will claim the same 
exemptions for those records that are 
claimed for the original primary systems 
of records from which they originated 
and claim any additional exemptions set 
forth here. For instance, as part of the 
vetting process, this system may 
incorporate records from DHS/CBP’s 
Automated Targeting System, and all 
exemptions for DHS/CBP’s Automated 

Targeting System of Records notice, 
described and referenced herein, carry 
forward and will be claimed by DHS/ 
CBP. 

HISTORY: 
84 FR 30751 (June 27, 2019); 81 FR 

60371 (September 1, 2016). 
* * * * * 

Mason C. Clutter, 
Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. 2023–13540 Filed 6–26–23; 8:45 am] 

BILLING CODE 9111–14–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Notice of the Renewal of the CISA 
Cybersecurity Advisory Committee 
Charter 

AGENCY: Cybersecurity and 
Infrastructure Security Agency, 
Department of Homeland Security 
(DHS). 
ACTION: Notice of availability; renewal of 
the Cybersecurity and Infrastructure 
Security Agency Cybersecurity Advisory 
Committee Charter. 

SUMMARY: The Secretary, Department of 
Homeland Security has determined that 
the renewal of the Cybersecurity and 
Infrastructure Security Agency (CISA) 
Cybersecurity Advisory Committee 
(CSAC) is necessary and in the public 
interest in connection with DHS’s 
performance of its duties. Through this 
notice, the Department is announcing 
the charter renewal of the CSAC, a 
Federal Advisory Committee, for public 
awareness. 
FOR FURTHER INFORMATION CONTACT: 
Megan Tsuyi, 202–594–7374, CISA_
CybersecurityAdvisoryCommittee@
cisa.dhs.gov. 

SUPPLEMENTARY INFORMATION: The CSAC 
was officially established on June 25, 
2021 under the National Defense 
Authorization Act for Fiscal Year 2021, 
Public Law 116–283 (NDAA). Pursuant 
to section 871(a) of the Homeland 
Security Act of 2002, 6 United States 
Code (U.S.C.) 451(a), this statutory 
committee is established in accordance 
with and operates under the provisions 
of the Federal Advisory Committee Act 
(FACA) (5 U.S.C., chapter 10). 

The primary purpose of the CSAC is 
to develop, at the request of the CISA 
Director, recommendations on matters 
related to the development, refinement, 
and implementation of policies, 
programs, planning, and training 
pertaining to the cybersecurity mission 
of the Agency. The CSAC operates in an 
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advisory capacity only and is in the 
public interest. Please visit https://
www.cisa.gov/resources-tools/groups/ 
cisa-cybersecurity-advisory-committee 
for more information on CSAC, and the 
CSAC Membership Roster. 

Membership: The Committee is 
composed of up to 35 members. 
Members are appointed by the Director. 
Members consist of subject matter 
experts and shall be geographically 
balanced, and include representatives of 
State, local, Tribal, and Territorial 
governments and of a broad range of 
industries, which may include defense, 
education, financial services and 
insurance, healthcare, manufacturing, 
media and entertainment, chemicals, 
retail, transportation, energy, 
information technology, 
communications, and other relevant 
fields identified by the Director. For 
DHS to fully leverage broad-ranging 
experience and education, the 
Committee must be diverse with regard 
to professional and technical expertise. 
DHS is committed to pursuing 
opportunities, consistent with 
applicable law, to compose a committee 
that reflects the diversity of the nation’s 
people. 

Duration: The CSAC charter was filed 
with Congress on May 23, 2023 and will 
terminate on May 23, 2025, unless 
renewed by the Secretary. 

Megan M. Tsuyi, 
Designated Federal Officer, CISA 
Cybersecurity Advisory Committee, 
Cybersecurity and Infrastructure Security 
Agency, Department of Homeland Security. 
[FR Doc. 2023–13596 Filed 6–26–23; 8:45 am] 

BILLING CODE P 

DEPARTMENT OF HOUSING AND 
URBAN DEVELOPMENT 

Office of the Secretary 

[Docket No. FR–6398–D–01] 

Delegation of Concurrent Authority to 
the Deputy Secretary 

AGENCY: Office of the Secretary, HUD. 
ACTION: Notice of delegation of 
concurrent authority. 

SUMMARY: Through this Notice, the 
Secretary of the Department of Housing 
and Urban Development delegates to the 
Deputy Secretary all authority vested in 
or delegated or assigned to the Secretary 
of Housing and Urban Development, 
with certain exceptions as described 
herein in Section B. This Delegation 
supersedes all prior Delegations of 
Authority to the Deputy Secretary, 
including the Delegation of Concurrent 

Authority to the Deputy Secretary 
published in the Federal Register on 
November 7, 2012. 
DATES: This delegation of authority is 
effective June 20, 2023. 
FOR FURTHER INFORMATION CONTACT: John 
B. Shumway, Assistant General Counsel 
for Administrative Law, Office of 
General Counsel, Department of 
Housing and Urban Development, Room 
9244, 451 7th Street SW, Washington, 
DC 20410, telephone (202) 402–5190 
(This is not a toll-free number). HUD 
welcomes and is prepared to receive 
calls from individuals who are deaf or 
hard of hearing, as well as individuals 
with speech or communication 
disabilities. To learn more about how to 
make an accessible telephone call, 
please visit https://www.fcc.gov/ 
consumers/guides/telecommunications- 
relay-service-trs. 
SUPPLEMENTARY INFORMATION: Under 
section 7(d) of the Department of 
Housing and Urban Development Act, 
the Secretary may delegate any of the 
Secretary’s functions, powers and duties 
to such officers and employees of HUD 
as the Secretary may designate, and may 
authorize successive redelegations of 
such functions, powers and duties as 
determined to be necessary or 
appropriate. In this Delegation of 
Concurrent Authority issued today, the 
Secretary is delegating to the Deputy 
Secretary of Housing and Urban 
Development all the power and 
authority vested in or delegated or 
assigned to the Secretary of Housing and 
Urban Development to be exercised 
concurrently with the Secretary, with 
the exception of the power to sue and 
be sued and the authority to appoint 
Inferior Officers of the Department 
covered by the Appointments Clause of 
the United States Constitution, Art. II, 
section 2, cl. 2. 

Accordingly, the Secretary delegates 
as follows: 

Section A. Authority Delegated 

The Deputy Secretary of Housing and 
Urban Development is hereby 
authorized, concurrently with the 
Secretary, to exercise all the power and 
authority vested in or delegated or 
assigned to the Secretary of Housing and 
Urban Development, including the 
authority to redelegate to the employees 
of HUD any of the authority delegated 
under this section. 

Section B. Authority Excepted 

The authority delegated in Section A 
of this Notice does not include the 
authority to sue and be sued or the 
authority to appoint Inferior Officers of 
the Department of Housing and Urban 

Development covered by the 
Appointments Clause of the United 
States Constitution, Art. II, section 2, cl. 
2. 

Section C. Authority Superseded 

This delegation supersedes all 
previous Delegations of Authority to the 
Deputy Secretary of the Department of 
Housing and Urban Development, 
including the Delegation of Concurrent 
Authority to the Deputy Secretary 
published in the Federal Register on 
November 7, 2012 (77 FR 66864). 

Authority: Section 7(d), Department of 
Housing and Urban Development Act 
(42 U.S.C. 3535(d)). 

Dated: June 21, 2023. 
Marcia L. Fudge, 
Secretary of Housing and Urban 
Development. 
[FR Doc. 2023–13584 Filed 6–26–23; 8:45 am] 

BILLING CODE P 

DEPARTMENT OF HOUSING AND 
URBAN DEVELOPMENT 

Office of the Secretary 

[Docket No. FR–6399–D–01] 

Revocation of Delegation of 
Concurrent Authority to the Associate 
Deputy Secretary 

AGENCY: Office of the Secretary, HUD. 

ACTION: Notice of revocation of 
delegation of concurrent authority. 

SUMMARY: Through this notice, the 
Secretary of Housing and Urban 
Development hereby revokes all 
authority previously delegated to the 
Associate Deputy Secretary, including 
the delegation of concurrent authority 
published in the Federal Register on 
September 9, 2019. 

DATES: This revocation of delegation of 
authority is effective June 20, 2023. 

FOR FURTHER INFORMATION CONTACT: John 
B. Shumway, Assistant General Counsel 
for Administrative Law, Office of 
General Counsel, Department of 
Housing and Urban Development, Room 
9244, 451 7th Street SW, Washington, 
DC 20410, telephone (202) 402–5190 
(This is not a toll-free number). HUD 
welcomes and is prepared to receive 
calls from individuals who are deaf or 
hard of hearing, as well as individuals 
with speech or communication 
disabilities. To learn more about how to 
make an accessible telephone call, 
please visit https://www.fcc.gov/ 
consumers/guides/telecommunications- 
relay-service-trs. 
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