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promulgated at 12 CFR part 1070 et seq., 
to: 

(1) Appropriate agencies, entities, and 
persons when: (a) The CFPB suspects or 
has confirmed that the security or 
confidentiality of information in the 
system of records has been 
compromised; (b) the CFPB has 
determined that, as a result of the 
suspected or confirmed compromise, 
there is a risk of harm to economic or 
property interests, identity theft or 
fraud, or harm to the security or 
integrity of this system or other systems 
or programs (whether maintained by the 
CFPB or another agency or entity) that 
rely upon the compromised 
information; and (c) the disclosure made 
to such agencies, entities, and persons is 
reasonably necessary to assist in 
connection with the CFPB’s efforts to 
respond to the suspected or confirmed 
compromise and prevent, minimize, or 
remedy such harm; 

(2) Another federal or state agency to: 
(a) Permit a decision as to access, 
amendment or correction of records to 
be made in consultation with or by that 
agency; or (b) verify the identity of an 
individual or the accuracy of 
information submitted by an individual 
who has requested access to or 
amendment or correction of records; 

(3) The Office of the President in 
response to an inquiry from that office 
made at the request of the subject of a 
record or a third party on that person’s 
behalf; 

(4) Congressional offices in response 
to an inquiry made at the request of the 
individual to whom the record pertains; 

(5) Contractors, agents, or other 
authorized individuals performing work 
on a contract, service, cooperative 
agreement, job, or other activity on 
behalf of the CFPB or Federal 
Government and who have a need to 
access the information in the 
performance of their duties or activities; 

(6) The U.S. Department of Justice 
(‘‘DOJ’’) for its use in providing legal 
advice to the CFPB, or in representing 
the CFPB in a proceeding before a court, 
adjudicative body, or other 
administrative body, where the use of 
such information by the DOJ is deemed 
by the CFPB to be relevant and 
necessary to the advice or proceeding, 
and in the case of a proceeding, such 
proceeding names as a party in interest: 

(a) The CFPB; 
(b) Any employee of the CFPB in his 

or her official capacity; 
(c) Any employee of the CFPB in his 

or her individual capacity where DOJ or 
the CFPB has agreed to represent the 
employee; or 

(d) The United States, where the 
CFPB determines that litigation is likely 

to affect the CFPB or any of its 
components; 

(7) A grand jury pursuant either to a 
federal or state grand jury subpoena, or 
to a prosecution request that such 
record be released for the purpose of its 
introduction to a grand jury, where the 
subpoena or request has been 
specifically approved by a court. In 
those cases where the Federal 
Government is not a party to the 
proceeding, records may be disclosed if 
a subpoena has been signed by a judge; 

(8) A court, magistrate, or 
administrative tribunal in the course of 
an administrative proceeding or judicial 
proceeding, including disclosures to 
opposing counsel or witnesses 
(including expert witnesses) in the 
course of discovery or other pre-hearing 
exchanges of information, litigation, or 
settlement negotiations, where relevant 
or potentially relevant to a proceeding, 
or in connection with criminal law 
proceedings; 

(9) Appropriate federal, state, local, 
foreign, tribal, or self-regulatory 
organizations or agencies responsible for 
investigating, prosecuting, enforcing, 
implementing, issuing, or carrying out a 
statute, rule, regulation, order, policy, or 
license if the information may be 
relevant to a potential violation of civil 
or criminal law, rule, regulation, order, 
policy or license. 

(10) Appropriate federal, state, local, 
foreign, tribal, or self-regulatory 
organizations or agencies responsible for 
investigating, prosecuting, enforcing, 
implementing, issuing, or carrying out a 
statute, rule, regulation, order, policy, or 
license if the information may be 
relevant to a potential violation of civil 
or criminal law, rule, regulation, order, 
policy or license. 

POLICIES AND PRACTIES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPENSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

The records are maintained in paper 
and electronic media. Access to 
electronic records is restricted to 
authorized personnel who have been 
issued non-transferrable access codes 
and passwords. Other records are 
maintained in locked file cabinets or 
rooms with access limited to those 
personnel whose official duties require 
access. 

RETRIEVABILITY: 

Records may be retrievable by a 
variety of fields including, but not 
limited to: Name, email address, phone 
number, employment status, 
organization/office of assignment, or by 
some combination thereof. 

SAFEGUARDS: 

Access to electronic records is 
restricted to authorized personnel who 
have been issued non-transferrable 
access codes and passwords. Other 
records are maintained in locked file 
cabinets or rooms with access limited to 
those personnel whose official duties 
require access. 

RETENTION AND DISPOSAL: 

The CFPB will maintain computer 
and paper records indefinitely until the 
National Archives and Records 
Administration approves the CFPB’s 
records disposition schedule. 

SYSTEM MANAGER(S) AND ADDRESS: 

Consumer Financial Protection 
Bureau, Physical Security Program 
Manager, 1700 G Street NW., 
Washington, DC 20552. 

NOTIFICATION PROCEDURE: 

Individuals seeking notification and 
access to any record contained in this 
system of records, or seeking to contest 
its content, may inquire in writing in 
accordance with instructions appearing 
in Title 12, Chapter 10 of the CFR, 
‘‘Disclosure of Records and 
Information.’’ Address such requests to: 
Chief Privacy Officer, Bureau of 
Consumer Financial Protection, 1700 G 
Street NW., Washington, DC 20552. 

RECORD ACCESS PROCEDURE: 

See ‘‘Notification Procedures’’ above. 

CONTESTING RECORD PROCEDURES: 

See ‘‘Notification Procedures’’ above. 

RECORD SOURCE CATEGORIES: 

Information in this system is obtained 
from employees, contractors, 
consultants, detailees, interns, 
volunteers, affiliates and/or their 
employer or sponsor, and visitors to 
CFPB facilities. 

EXEMTIONS CLAIMED FOR THE SYSTEM: 

None. 
[FR Doc. 2012–22500 Filed 9–12–12; 8:45 am] 

BILLING CODE 4810–AM–P 

CONSUMER PRODUCT SAFETY 
COMMISSION 

Sunshine Act Meeting Notice 

TIME AND DATE: Wednesday, September 
19, 2012, 10 a.m.–12 p.m. 
PLACE: Room 420, Bethesda Towers, 
4330 East West Highway, Bethesda, 
Maryland. 
STATUS: Commission Meeting—Open to 
the Public 
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Matters To Be Considered: 

Briefing Matters: 

1. Bassinets and Cradles—Notice of 
Proposed Rulemaking 

2. Consideration of Opportunities to 
Reduce Third Party Testing Costs 
Consistent with Assuring the 
Compliance of Children’s Products 
A live webcast of the Meeting can be 

viewed at www.cpsc.gov/webcast. 
For a recorded message containing the 

latest agenda information, call (301) 
504–7948. 
CONTACT PERSON FOR MORE INFORMATION: 
Todd A. Stevenson, Office of the 
Secretary, U.S. Consumer Product 
Safety Commission, 4330 East West 
Highway, Bethesda, MD 20814, (301) 
504–7923. 

Dated: September 11, 2012. 
Todd A. Stevenson, 
Secretary. 
[FR Doc. 2012–22696 Filed 9–11–12; 4:15 pm] 

BILLING CODE 6355–01–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID: DoD–2012–OS–0109] 

Privacy Act of 1974; System of 
Records 

AGENCY: Defense Intelligence Agency, 
DoD. 
ACTION: Notice to alter a system of 
records. 

SUMMARY: The Defense Intelligence 
Agency is proposing to alter a system to 
its existing inventory of records systems 
subject to the Privacy Act of 1974 (5 
U.S.C. 552a), as amended. The blanket 
(k)(1) exemption applies to this systems 
of records to accurately describe the 
basis for exempting disclosure of 
classified information that is or may be 
contained in the records. 
DATES: This proposed action will be 
effective on October 15, 2012 unless 
comments are received which result in 
a contrary determination. Comments 
will be accepted on or before October 
15, 2012. 
ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

• Federal Rulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

• Mail: Federal Docket Management 
System Office, 4800 Mark Center Drive; 
East Tower, 2nd Floor, Suite 02G09, 
Alexandria, VA 22350–3100. 

Instructions: All submissions received 
must include the agency name and 

docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the Internet at http:// 
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Theresa Lowery at Defense Intelligence 
Agency, DAN 1–C, 600 MacDill Blvd., 
Washington, DC 20340–0001 or by 
phone at (202) 231–1193. 
SUPPLEMENTARY INFORMATION: The 
Defense Intelligence Agency system of 
records notices subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the address in FOR FURTHER INFORMATION 
CONTACT. The proposed system report, 
as required by 5 U.S.C. 552a of the 
Privacy Act of 1974, as amended, was 
submitted on July 25, 2012, to the House 
Committee on Oversight and 
Government Reform, the Senate 
Committee on Governmental Affairs, 
and the, the Office of Management and 
Budget (OMB) pursuant to paragraph 4c 
of Appendix I to OMB Circular No. A– 
130, ‘‘Federal Agency Responsibilities 
for Maintaining Records About 
Individuals,’’ dated February 8, 1996 
(February 20, 1996, 61 FR 6427). 

Dated: September 10, 2012. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

LDIA 06–0004 

SYSTEM NAME: 
Recall Rosters (April 16, 2010, 75 FR 

19946). 

CHANGES: 
* * * * * 

SYSTEM LOCATION: 
Delete entry and replace with 

‘‘Organizational elements and offices, 
Defense Intelligence Agency, 200 
MacDill Blvd., Washington, DC 20340– 
0001.’’ 
* * * * * 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Delete entry and replace with 

‘‘Individual’s name, organization and 
home address, work, home, cellular and 
pager numbers, home email address, 
emergency contact information such as 
name, address and telephone number, 
contact listing files, organizational 
telephone directories, and listing of 
office personnel.’’ 
* * * * * 

SYSTEM MANAGER(S) AND ADDRESS: 
Delete entry and replace with 

‘‘Directorate for Administration, Office 
of Contingency Operations, Defense 
Intelligence Agency, 200 MacDill Blvd., 
Washington, DC 20340–0001.’’ 

NOTIFICATION PROCEDURE: 
Delete entry and replace with 

‘‘Individuals seeking to determine 
whether information about themselves 
is contained in this system of records 
should address written inquiries to the 
DIA Freedom of Information Act Office 
(DAN–1A), Defense Intelligence Agency, 
200 MacDill Blvd., Washington, DC 
20340–0001. 

Request should contain the 
individual’s full name, current address, 
and telephone number.’’ 

RECORD ACCESS PROCEDURES: 
Delete entry and replace with 

‘‘Individuals seeking access to 
information about themselves contained 
in this system of records, should 
address written inquiries to the DIA 
Freedom of Information Act Office, 
Defense Intelligence Agency (DAN–1A), 
200 MacDill Blvd., Washington, DC 
20340–0001. 

Request should contain the 
individual’s full name, current address, 
and telephone number.’’ 
* * * * * 

RECORD SOURCE CATEGORIES: 
Delete entry and replace with ‘‘The 

individual and information migrated 
from the agency Human Resources Data 
Base.’’ 
* * * * * 
[FR Doc. 2012–22581 Filed 9–12–12; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID: DoD–2012–OS–0111] 

Privacy Act of 1974; Systems of 
Records 

AGENCY: National Security Agency/ 
Central Security Service, DoD. 
ACTION: Notice to Amend a System of 
Records. 

SUMMARY: The National Security Agency 
(NSA) is proposing to amend a system 
of records notice in its existing 
inventory of records systems subject to 
the Privacy Act of 1974 (5 U.S.C. 552a), 
as amended. 
DATES: This proposed action will be 
effective on October 15, 2012 unless 
comments are received which result in 
a contrary determination. Comments 
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