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When requesting notification of or 
access to records covered by this Notice, 
an individual should provide his/her 
full name, date of birth, agency name, 
and work location. An individual 
requesting notification of records in 
person must provide identity 
documents sufficient to satisfy the 
custodian of the records that the 
requester is entitled to access, such as 
a government-issued photo ID. 
Individuals requesting notification via 
mail or telephone must furnish, at a 
minimum, name, date of birth, social 
security number, and home address in 
order to establish identity. 

RECORDS ACCESS PROCEDURES: 
Individuals wishing to request access 

to records about them should contact 
the system manager indicated above. 
Individuals must furnish their full name 
(first, middle, and last name) and birth 
date for their record to be located and 
identified. An individual requesting 
access must also follow CFTC Privacy 
Act requirements regarding verification 
of identity and amendment of records. 

CONTESTING RECORD PROCEDURES: 
Individuals wishing to request 

amendment of their records should 
contact the system manager indicated 
above. Individuals must furnish their 
full name (first, middle, and last name) 
and birth date for the record to be 
located and identified. An individual 
requesting amendment must also follow 
the CFTC Privacy Act requirements 
regarding verification of identity and 
amendment or records. 

RECORD SOURCE CATEGORIES: 
Information is obtained from a variety 

of sources including the employee, 
contractor, or applicant via use of the 
SF–85, SF–85P, or SF–86 and personal 
interviews; employers’ and former 
employers’ records; FBI criminal history 
records and other databases; financial 
institutions and credit reports; medical 
records and health care providers; 
educational institutions; interviews of 
witnesses such as neighbors, friends, co- 
workers, business associates, teachers, 
landlords, or family members; tax 
records; and other public records. 
Security violation information is 
obtained from a variety of sources, such 
as guard reports, security inspections, 
witnesses, supervisor’s reports, audit 
reports. 

SYSTEMS EXEMPTED FROM CERTAIN PROVISIONS 
OF THE PRIVACY ACT: 

Upon publication of a final rule in the 
Federal Register, this system of records 
will be exempt in accordance with 5 
U.S.C. 552a(k)(5). Information will be 
withheld to the extent it identifies 

witnesses promised confidentiality as a 
condition of providing information 
during the course of the background 
investigation. 

Issued in Washington, DC on August 8, 
2007. 

By the Commission, 
David Stawick, 
Secretary of the Commission. 
[FR Doc. E7–15801 Filed 8–10–07; 8:45 am] 
BILLING CODE 6351–01–P 

DEPARTMENT OF DEFENSE 

GENERAL SERVICES 
ADMINISTRATION 

NATIONAL AERONAUTICS AND 
SPACE ADMINISTRATION 

[OMB Control No. 9000–0161] 

Federal Acquisition Regulation; 
Submission for OMB Review; 
Reporting Purchases from Sources 
Outside the United States 

AGENCIES: Department of Defense (DOD), 
General Services Administration (GSA), 
and National Aeronautics and Space 
Administration (NASA). 
ACTION: Notice of request for public 
comments regarding an extension to an 
existing OMB clearance (9000–0161). 

SUMMARY: Under the provisions of the 
Paperwork Reduction Act of 1995 (44 
U.S.C. Chapter 35), the Federal 
Acquisition Regulation (FAR) 
Secretariat has submitted to the Office 
of Management and Budget (OMB) a 
request to review and approve an 
extension of a currently approved 
information collection requirement 
concerning reporting purchases from 
sources outside the United States. The 
clearance currently expires on 
November 30, 2007. 

Public comments are particularly 
invited on: Whether this collection of 
information is necessary for the proper 
performance of functions of the FAR, 
and whether it will have practical 
utility; whether our estimate of the 
public burden of this collection of 
information is accurate, and based on 
valid assumptions and methodology; 
ways to enhance the quality, utility, and 
clarity of the information to be 
collected; and ways in which we can 
minimize the burden of the collection of 
information on those who are to 
respond, through the use of appropriate 
technological collection techniques or 
other forms of information technology. 
DATES: Submit comments on or before 
September 12, 2007. 

ADDRESSES: Submit comments, 
including suggestions for reducing this 
burden to: FAR Desk Officer, OMB, 
Room 10102, NEOB, Washington, DC 
20503, and a copy to the General 
Services Administration, FAR 
Secretariat (VIR), 1800 F Street, NW, 
Room 4035, Washington, DC 20405. 
FOR FURTHER INFORMATION CONTACT Ms. 
Meredith Murphy, Contract Policy 
Division, GSA, (202) 208–6925. 
SUPPLEMENTARY INFORMATION: 

A. Purpose 

The information on place of 
manufacture will be used by each 
Federal agency to prepare the report 
required for submission to Congress. 

B. Annual Reporting Burden 

Respondents: 95,365. 
Responses Per Respondent: 40. 
Total Responses: 3,814,600. 
Hours Per Response: .01. 
Total Burden Hours: 38,146. 
OBTAINING COPIES OF 

PROPOSALS: Requesters may obtain a 
copy of the information collection 
documents from the General Services 
Administration, Regulatory Secretariat 
(VIR), Room 4035, 1800 F Street, NW, 
Washington, DC 20405, telephone (202) 
501–4755. Please cite OMB Control 
Number 9000–0161, Reporting 
Purchases from Sources Outside the 
United States, in all correspondence. 

Dated: August 3, 2007. 
Al Matera, 
Director, Office of Acquistion Policy. 
[FR Doc. 07–3938 Filed 8–10–07; 8:45 am] 
BILLING CODE 6820–EP–S 

DEPARTMENT OF DEFENSE 

Office of Secretary of Defense 

[DOD–2007–OS–0085] 

Privacy Act of 1974; System of 
Records 

AGENCY: National Reconnaissance 
Office. 
ACTION: Notice to add a system of 
records. 

SUMMARY: The National Reconnaissance 
Office proposes to add a system of 
records to its inventory of record 
systems subject to the Privacy Act of 
1974 (5 U.S.C. 552a), as amended. 
DATES: This proposed action will be 
effective without further notice on 
September 12, 2007 unless comments 
are received which result in a contrary 
determination. 
ADDRESSES: Send comments to the 
FOIA/Privacy Official, National 
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Reconnaissance Office, Information 
Access and Release, 14675 Lee Road, 
Chantilly, VA 20151–1715. 
FOR FURTHER INFORMATION CONTACT: 
Contact the FOIA/Privacy Official at 
(703) 227–9128. 
SUPPLEMENTARY INFORMATION: The 
National Reconnaissance Office systems 
of records notices subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address above. 

The proposed system report, as 
required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, was 
submitted on August 6, 2007, to the 
House Committee on Oversight and 
Government Reform, the Senate 
Committee on Governmental Affairs, 
and the Office of Management and 
Budget (OMB) pursuant to paragraph 4c 
of Appendix I, ‘‘Federal Agency 
Responsibilities for Maintaining 
Records About Individuals,’’ to OMB 
Circular No. A–130, dated November 30, 
2000. 

Dated: August 7, 2007. 
C.R. Choate, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

QNRO–26 

SYSTEM NAME: 

Grievance Complaints. 

SYSTEM LOCATION: 

National Reconnaissance Office 
(NRO), Office of Equal Employment 
Opportunity and Diversity Management 
(OEEO&DM), 14675 Lee Road, 
Chantilly, VA 20151–1715. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Government civilian and military 
personnel. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Individual’s name, Social Security 
Number (SSN), addresses, parent 
organization, work telephone number, 
office name, career service, grade, 
gender, type and status of complaint, 
complaint, resolution point, opened and 
closed date, and comments. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

5 U.S.C. 1205, 1206, 1302, 3301, 3302, 
7105, 7512; 21 U.S.C. 812; 29 U.S.C. 
201, et seq., amendment to the Fair 
Labor Standards Act; Age 
Discrimination and Employment Act; 29 
U.S.C. 633a, the Rehabilitation Act of 
1973 as amended; 29 U.S.C. 791 and 
794a; 42 U.S.C. 2000e–17 et seq.; Public 
Law 93–259, the Fair Labor Standards 
Act; the Civil Service Reform Act; 

Public Law 95–454; Public Law 100–71; 
Equal Employment Opportunity Act of 
1972; E.O. 9830, Amending the Civil 
Service Rules and Providing for Federal 
Personnel Administration, amended by 
Executive Orders 10577, 12106, 12107, 
and 12564; and E.O. 9397 (SSN). 

PURPOSE(S): 
To assist in processing, 

administration, and adjudication of 
discipline, grievances, complaints, 
appeals, litigation, and program 
evaluation. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
NRO as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

To disclose in response to a request 
for discovery or for appearance of a 
witness, information that is relevant to 
the subject matter involved in a pending 
judicial or administrative proceeding. 

To disclose information on any source 
from which additional information is 
requested in the course of processing a 
grievance or appeal to the extent 
necessary to identify the individual, to 
inform the source of the purpose(s) of 
the request, and identify the type of 
information requested. 

The records could be released to the 
employee’s parent organization if the 
grievance enters the formal phase. 

The DoD ‘‘Blanket Routines Uses’’ 
published at the beginning of the NRO 
compilation of systems of records 
notices apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Electronic storage media. 

RETRIEVABILITY: 
Individual’s name. 

SAFEGUARDS: 
Records are stored in a secure, gated 

facility, guards, badge, and password 
access protected. Access to and use of 
these records is limited to staff whose 
official duties require such access. 

RETENTION AND DISPOSAL: 
Kept for 7 years after the case is 

closed and then they are destroyed. 

SYSTEM MANAGER(S) AND ADDRESS: 
NRO Grievance Officer, Grievance 

Office, National Reconnaissance Office, 
14675 Lee Road, Chantilly, VA 20151– 
1715. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system of records 
should address written inquiries to the 
National Reconnaissance Office, 
Information Access and Release Center, 
14675 Lee Road, Chantilly, VA 20151– 
1715. 

Requests should contain individual’s 
name and any aliases or nicknames, 
address, Social Security Number (SSN), 
current citizenship status, date and 
place of birth, and other information 
identifiable from the record. 

In addition, the requester must 
provide a notarized statement or an 
unsworn declaration in accordance with 
28 U.S.C. 1746, in the following format: 

If executed outside the United States: 
I declare (or certify, verify, or state) 
under penalty of perjury under the laws 
of the United States of America that the 
foregoing is true and correct. Executed 
on (date). (Signature). 

If executed within the United States, 
its territories, possessions, or 
commonwealths: I declare (or certify, 
verify, or state) under penalty of perjury 
that the foregoing is true and correct. 
Executed on (date). (Signature). 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about themselves contained 
in this system of records should address 
written inquiries to the National 
Reconnaissance Office, Information 
Access and Release Center, 14675 Lee 
Road, Chantilly, VA 20151–1715. 

Requests should contain individual’s 
name and any aliases or nicknames, 
address, Social Security Number (SSN), 
current citizenship status, date and 
place of birth, and other information 
identifiable from the record. 

In addition, the requester must 
provide a notarized statement or an 
unsworn declaration in accordance with 
28 U.S.C. 1746, in the following format: 

If executed outside the United States: 
I declare (or certify, verify, or state) 
under penalty of perjury under the laws 
of the United States of America that the 
foregoing is true and correct. Executed 
on (date). (Signature). 

If executed within the United States, 
its territories, possessions, or 
commonwealths: I declare (or certify, 
verify, or state) under penalty of perjury 
that the foregoing is true and correct. 
Executed on (date). (Signature). 

CONTESTING RECORD PROCEDURES: 
The NRO rules for accessing records, 

for contesting contents and appealing 
initial agency determinations are 
published in NRO Directive 110–3b and 
NRO Instruction 110–3–1; 32 CFR part 
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326; or may be obtained from the 
Privacy Act Coordinator, National 
Reconnaissance Office, 14675 Lee Road, 
Chantilly, VA 20151–1715. 

RECORD SOURCE CATEGORIES: 
Information is supplied by the 

individual, by persons other than the 
individual, and other government 
agencies. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

[FR Doc. E7–15771 Filed 8–10–07; 8:45 am] 
BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of Secretary of Defense 

[DOD–2007–OS–0084] 

Privacy Act of 1974; Systems of 
Records 

AGENCY: Defense Finance and 
Accounting Service. 
ACTION: Notice to add a new system of 
records. 

SUMMARY: The Defense Finance and 
Accounting Service (DFAS) is proposing 
to add a system of records notice to its 
inventory of record systems subject to 
the Privacy Act of 1974, (5 U.S.C. 552a), 
as amended. 
DATES: This action will be effective 
without further notice on September 12, 
2007 unless comments are received that 
would result in a contrary 
determination. 

ADDRESSES: Send comments to the 
FOIA/PA Program Manager, Corporate 
Communications and Legislative 
Liaison, Defense Finance and 
Accounting Service, 6760 E. Irvington 
Place, Denver, CO 80279–8000. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Linda Krabbenhoft at (303) 676–6045. 
SUPPLEMENTARY INFORMATION: The 
Defense Finance and Accounting 
Service notices for systems of records 
subject to the Privacy Act of 1974 (5 
U.S.C. 552a), as amended, have been 
published in the Federal Register and 
are available from the address above. 

The proposed system report, as 
required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, was 
submitted on August 6, 2007, to the 
House Committee on Oversight and 
Government Reform, the Senate 
Committee on Governmental Affairs, 
and the Office of Management and 
Budget (OMB) pursuant to paragraph 4c 
of Appendix I to OMB Circular No. A– 
130, ‘‘Federal Agency Responsibilities 
for Maintaining Records About 

Individuals,’’ dated December 12, 2000, 
65 FR 239. 

Dated: August 7, 2007. 
C.R. Choate 
Alternative Federal Register Liaison Officer, 
Department of Defense. 

T7901b 

SYSTEM NAME: 
Consolidated Returned Check System. 

SYSTEM LOCATIONS: 
Defense Information Systems Agency, 

Defense Enterprise Computing Center— 
Ogden, 7879 Wardleigh Road, Building 
891, Hill Air Force Base, UT 84056– 
5997. 

Defense Finance and Accounting 
Service—Indianapolis, 8899 E. 56th 
Street, Indianapolis, IN 46249–2700. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Active U.S. Army and Reserve 
military members. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Individual’s name, Social Security 

Number (SSN), home address, 
employing military branch of service, 
member’s status, check payment 
information such as check numbers, 
payee name, and addresses. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
5 U.S.C. 301, Departmental 

Regulations, Department of Defense 
Financial Management Regulation 
(DoDFMR) 7000.14–R, Volume 5; 31 
U.S.C. 3512 and 3513; and E.O. 9397. 

PURPOSE(S): 
The system will assist in the 

processing and tracking of military pay 
returned checks for the active U.S. 
Army and Reserve military members. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

To the U.S. Department of the 
Treasury to provide information on the 
check issued and electronic funds 
transfers. 

The ‘Blanket Routine Uses’ published 
at the beginning of the DoD compilation 
of systems of records notices apply to 
this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Electronic storage media. 

RETRIEVABILITY: 
Individual’s name, Social Security 

Number (SSN), and check number. 

SAFEGUARDS: 
Records are stored in an office 

building protected by guards, controlled 
screening, use of visitor registers, 
electronic access, and/or locks. Access 
to records is limited to individuals who 
are properly screened and cleared on a 
need-to-know basis in the performance 
of their duties. Passwords and digital 
signatures are required to control access 
to the system data, and procedures are 
in place to deter and detect browsing 
and unauthorized access. Physical and 
electronic access are limited to persons 
responsible for servicing and authorized 
to use the system. 

RETENTION AND DISPOSAL: 
Records may be temporary in nature 

and deleted when actions are 
completed, superseded, obsolete, or no 
longer needed. Other records may be cut 
off at the end of the payroll year, or 
destroyed up to 6 years and 3 months 
after cutoff. Records are destroyed by 
degaussing shredding, or burning. 

SYSTEM MANAGER(S) AND ADDRESS: 
Defense Finance and Accounting 

Service—Indianapolis, Information 
Technology Directorate, System 
Manager, 8899 East 56th Street, 
Indianapolis, IN 46249–2700. 

Individuals seeking to determine 
whether information about themselves 
is contained in this system of records 
should address written inquiries to the 
Defense Finance and Accounting 
Service, Freedom of Information/ 
Privacy Act Program Manager, 
Corporate Communications and 
Legislative Liaison, 6760 E. Irvington 
Place, Denver, CO 80279–8000. 

Requests should contain individual’s 
name, Social Security Number (SSN), 
current address, and telephone number. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about themselves contained 
in this system of records should address 
written inquiries to Defense Finance 
and Accounting Service, Freedom of 
Information/Privacy Act Program 
Manager, Corporate Communications 
and Legislative Liaison, 6760 E. 
Irvington Place, Denver, CO 80279– 
8000. 

Requests should contain individual’s 
name, Social Security Number (SSN), 
current address, and telephone number. 

CONTESTING RECORD PROCEDURES: 
The DFAS rules for accessing records, 

for contesting contents and appealing 
initial agency determinations are 
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