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can rely on rule 12d3–1’s exemption to 
ensure that the subadviser that engages 
in the transaction does not influence the 
fund’s investment decision to engage in 
the transaction. 

Based on an analysis of fund filings, 
Commission staff estimates that 
approximately 49 funds enter into such 
new subadvisory agreements each year, 
and that it will require approximately 3 
attorney hours to draft and execute 
additional clauses in new subadvisory 
contracts in order for funds and 
subadvisers to be able to rely on the 
exemptions in rule 12d3–1. Because 
these additional clauses are identical to 
the clauses that a fund would need to 
insert in their subadvisory contracts to 
rely on rules 10f–3 (17 CFR 270.10f–3), 
17a–10 (17 CFR 270.17a–10), and 17e– 
1 (17 CFR 270.17e–1), and because we 
believe that funds that use one such rule 
generally use all of these rules, we 
apportion this 3 hour time burden 
equally to all four rules. Therefore, we 
estimate that the burden allocated to 
rule 12d3–1 for this contract change 
would be 0.75 hours. Assuming that all 
49 funds that enter into new 
subadvisory contracts each year make 
the modification to their contract 
required by the rule, we estimate that 
the rule’s contract modification 
requirement will result in 37 burden 
hours annually. 

Complying with this collection of 
information requirement is necessary to 
rely on rule 12d3–1. An agency may not 
conduct or sponsor, and a person is not 
required to respond to, a collection of 
information unless it displays a 
currently valid OMB Control Number. 

Written comments are invited on: (a) 
whether this collection of information is 
necessary for the proper performance of 
the functions of the agency, including 
whether the information will have 
practical utility; (b) the accuracy of the 
agency’s estimate of the burden imposed 
by the collection of information; (c) 
ways to enhance the quality, utility, and 
clarity of the information collected; and 
(d) ways to minimize the burden of the 
collection of information on 
respondents, including through the use 
of automated collection techniques or 
other forms of information technology. 
Consideration will be given to 
comments and suggestions submitted in 
writing within 60 days of this 
publication by June 17, 2025. 

Please direct your written comment to 
Austin Gerig, Director/Chief Data 
Officer, Securities and Exchange 
Commission, c/o Tanya Ruttenberg, 100 
F Street NE, Washington, DC 20549 or 
send an email to: 
PaperworkReductionAct@sec.gov. 

Dated: April 15, 2025. 
Sherry R. Haywood, 
Assistant Secretary. 
[FR Doc. 2025–06747 Filed 4–17–25; 8:45 am] 

BILLING CODE 8011–01–P 

SOCIAL SECURITY ADMINISTRATION 

[Docket No: SSA–2025–0014] 

Agency Information Collection 
Activities: New Emergency Request 

The Social Security Administration 
(SSA) publishes a list of information 
collection packages requiring clearance 
by the Office of Management and 
Budget (OMB) in compliance with 
Public Law 104–13, the Paperwork 
Reduction Act of 1995, effective October 
1, 1995. This notice includes a new, 
emergency information collection. 

SSA is asking OMB for approval of 
this information collection nine days 
after the date of publication of this 
Federal Register Notice, independent of 
public comment, due to its emergency 
nature. However, we still welcome 
comment on the accuracy of the 
agency’s burden estimate; the need for 
the information; its practical utility; 
ways to enhance its quality, utility, and 
clarity; and ways to minimize burden on 
respondents, including the use of 
automated collection techniques or 
other forms of information technology. 
We will consider any comments when 
we ultimately extend this information 
collection beyond the standard six- 
month emergency approval. Mail, email, 
or fax your comments and 
recommendations on the information 
collection(s) to the OMB Desk Officer 
and SSA Reports Clearance Officer at 
the following addresses or fax numbers. 

(OMB) Office of Management and 
Budget, Attn: Desk Officer for SSA. 

(SSA) Social Security Administration, 
OLCA, Attn: Reports Clearance Director, 
Mail Stop 3253 Altmeyer, 6401 Security 
Blvd., Baltimore, MD 21235, Fax: 833– 
410–1631, Email address: 
OR.Reports.Clearance@ssa.gov. 

Or you may submit your comments 
online through https://www.reginfo.gov/ 
public/do/PRAmain by clicking on 
Currently under Review—Open for 
Public Comments and choosing to click 
on one of SSA’s published items. Please 
reference Docket ID Number [SSA– 
2025–0014] in your submitted response. 

SSA is submitting the information 
collection below to OMB for clearance. 
If you wish to submit comments, we 
recommend you do so no later than May 
9, 2025. However, please be aware that 
due to the emergency nature of this 
collection, SSA will be seeking OMB 

clearance in advance of this date. 
Individuals may obtain copies of this 
OMB clearance package by writing to 
OR.Reports.Clearance@ssa.gov. 

mySocial Security—Security 
Authentication PIN—20 CFR 401.45— 
0960–NEW. 

To mitigate fraud concerns, in April 
2025, SSA will increase the level of 
identity proofing needed for customers 
to make payment method changes 
during phone interactions. While 
necessary to protect the public and the 
integrity of SSA’s programs, this limits 
the accessibility of the phone as a 
service channel for claims filed over the 
phone that will require identity 
proofing, such as post-entitlement/post- 
eligibility direct deposit changes, and 
certain claims which SSA flags as 
anomalous. To bridge this gap, SSA 
developed a hybrid identity proofing 
process called the Security 
Authentication PIN (SAP) that will 
provide identity-proofing parity with 
our online modality, as well as in- 
person verification. Utilizing the SAP 
process will provide the necessary 
identity verification to allow payment 
method changes to these flagged claims 
and existing records via phone or in 
person, while ensuring fraud protection 
through verification of the identity of 
the individual prior to accessing or 
revising their account. 

Background 
Our current telephone process 

requires respondents to use knowledge- 
based questions to verify their identity 
matching SSA’s records. Depending 
upon the situation, the requested 
information or action, and the 
judgement of potential 
misrepresentation of the caller, the SSA 
technician may ask additional approved 
questions to verify the customer’s 
identity. While this process is sufficient 
fraud protection and authentication 
under current NIST specifications for 
access to non-sensitive information, it 
still poses a fraud risk for respondents 
who wish to complete tasks for which 
our automated telephone system, or 
internet platforms would request higher 
levels of identity proofing and 
authentication. 

Description of New Emergency 
Information Collection Tool for the 
Security Authentication PIN (SAP) 

SSA is implementing the new hybrid 
Security Authentication PIN (SAP) to 
digitally verify the identity of a 
telephone or in person customer when 
requesting changes to their account or 
record. This supports the agency’s 
changes to its identity proofing policy 
for new initial claims taken over the 
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phone or filed online and flagged as 
anomalous and for post-entitlement/ 
post-eligibility actions for direct deposit 
enrollments, updates or cancellations. 

To ease the burden on customers, SSA 
created a vanity URL that will navigate 
customers directly to the Security 
Settings page within their online 
mySocial Security account, allowing 
them to quickly and easily generate the 
SAP after accessing their account. This 
feature will reduce the burden on the 
customer to navigate within their online 
account to the Security Settings pages 
where they may generate the SAP. The 
code generates immediately once the 
customer selects the ‘‘Generate PIN’’ 
button. 

For respondents who call for new 
initial claims taken over the phone or 
filed online and flagged as anomalous, 
as well as for post-entitlement/post- 
eligibility actions, or for direct deposit 
enrollments, updates or cancellations, 
the technician will first require the 
respondent to provide his or her Social 
Security Number (SSN). The technician 
will then look up the SSN to see if the 
caller has an associated mySocial 
Security account. If the technician finds 
an associated account in the system for 
that SSN, the technician will provide a 
direct vanity link to the caller which 
will require the caller to log into their 
mySocial Security account to generate a 
SAP through the provided link. The 
technician will then ask the respondent 
to verbally recount the SAP. If the SAP 
matches in the system, the technician 

will then continue with the call and 
help the respondent with completing 
the claim, updating bank information, or 
changing other pertinent payment 
method requests. If, however, the 
technician does not find an associated 
mySocial Security account in the 
system, the technician will instruct the 
customer to create an account and call 
back once they have completed that 
task. Once the caller has a mySocial 
Security account, they will be able to 
generate the SAP and continue with the 
call. 

Need for Information Collection; 
Collection Methodology; How 
Information Will Be Used 

To allow for continued security for 
respondent’s personal information, and 
to ensure SSA is able to accurately 
verify the callers’ identities prior to 
accessing any SSA number holders’ 
sensitive information, we are 
implementing this hybrid SAP process 
for telephone access to the direct 
deposit services. In this way, we 
continue to offer maximum flexibility 
and options to the public while 
ensuring the security of the public’s 
social security number and benefits 
payments. We expect this new identity 
proofing will be a powerful fraud 
prevention tool. 

Alternatives to Completing the 
Information Collection 

Members of the public who are unable 
or unwilling to utilize the SAP process 

will still have the option of visiting their 
local field office to verify their identity 
in person. 

Need for Emergency Paperwork 
Reduction Act Approval 

To allow for continued security for 
respondent’s personal information, and 
to ensure SSA is able to accurately 
verify the callers’ identities prior to 
accessing any SSA number holders’ 
sensitive information, we are 
implementing this hybrid SAP process 
for telephone access to the direct 
deposit services. In this way, we 
continue to offer maximum flexibility 
and options to the public while 
ensuring the security of the public’s 
social security number and benefits 
payments. We expect this new identity 
proofing will be a powerful fraud 
prevention tool. The respondents are 
individuals who wish to do business 
with SSA over the telephone or in 
person for the purposes of post- 
entitlement/post-eligibility actions for 
direct deposit enrollments, updates or 
cancellations, or to discuss flagged 
initial claims for all Title II non- 
disability benefits (Retirement, 
Survivors, Auxiliary Spouses, Lump 
Sum Death Payments (LSDP), and 
Children benefits applications). 

Type of Request: New (emergency) 
information collection. 

Modality of completion Number of 
respondents 

Frequency 
of response 

Average 
burden 

per response 
(minutes) 

Estimated 
total 

annual 
burden 
(hours) 

Average 
theoretical 
hourly cost 

amount 
(dollars) * 

Average 
combined 
wait time 

for teleservice 
center or 
field office 

(minutes) ** 

Total annual 
opportunity 

cost 
(dollars) *** 

Member of public requesting assistance via 
SAP Process ............................................. 3,874,000 1 ∂ 8 516,533 * $32.66 22 *** $63,262,420 

∂ Note: This figure does not include the knowledge-based questions; however, we will use this figure in place of the knowledge-based question figure currently list-
ed under OMB No. 0960–0789 for telephone respondents. 

* We based this figure on the average U.S. worker’s hourly wages, as reported by Bureau of Labor Statistics data (Occupational Employment and Wage Statistics). 
** We based this figure on the average FY 2025 combined wait times for teleservice centers and field offices, based on SSA’s current management information 

data. 
*** This figure does not represent actual costs that SSA is imposing on recipients of Social Security payments to complete this online tool; rather, these are theo-

retical opportunity costs for the additional time respondents will spend to complete the tool. 

There is no actual charge to 
respondents to complete the online tool. 

Dated: April 16, 2025. 

Tasha Harley, 
Acting Reports Clearance Officer, Social 
Security Administration. 
[FR Doc. 2025–06773 Filed 4–16–25; 11:15 am] 

BILLING CODE 4191–02–P 

DEPARTMENT OF STATE 

[Public Notice: 12699] 

Notice of Public Meeting: International 
Information and Communications 
Policy Division Stakeholder Briefing 

ACTION: Notice of public meeting. 

SUMMARY: The State Department will 
hold a public meeting at 1 p.m.–2:30 
p.m. (ET) on WebEx with the Bureau of 
Cyberspace and Digital Policy’s 
International Information and 

Communications Policy (CDP/ICP) 
division. The purpose of the meeting is 
to brief stakeholders on CDP/ICP’s past 
and upcoming international 
engagements. These include engagement 
at the International Telecommunication 
Union (ITU), the Organization for 
Economic Cooperation and 
Development (OECD), the Asia Pacific 
Economic Cooperation (APEC) Forum 
Telecommunications and Information 
Working Group, the Group of Seven 
(G7) Industry, Digital & Technology 
Working Group, the Group of Twenty 
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