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telephone number, education and 
training data, professional certifications, 
employee number, station number, 
emergency notification data, and 
driver’s license number and expiration 
date. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

5 U.S.C. 301, Departmental 
Regulations; 10 U.S.C. 136, Under 
Secretary of Defense for Personnel and 
Readiness; DoD Instruction 6055.6, DoD 
Fire and Emergency Services Program; 
and E.O. 9397 (SSN), as amended. 

PURPOSE(S): 

Records are used to manage the DLA 
Fire and Emergency Services Program; 
to provide data concerning professional 
qualifications, training requirements, 
and the health and readiness of the DLA 
Fire and Emergency Services personnel. 
Records are used for identification, 
credentialing and interoperability with 
organizations beyond DoD and DLA. 
Records are also used for emergency 
notification in case of an accident or 
casualty. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act of 1974, these 
records may specifically be disclosed 
outside the DoD as a routine use 
pursuant to 5 U.S.C. 552a(b)(3) as 
follows: 

To Federal and nonfederal schools, 
academies, and similar institutions for 
training or certification purposes 
concerning the professional 
qualifications, and training 
requirements of DLA firefighters. 

To local fire departments for training 
or assistance in fire fighting operations. 

To local hospitals and medical 
personnel for emergency treatment in 
case of accident or casualty. 

To the General Services 
Administration and the U.S. 
Departments of Interior and Agriculture 
when responding to forest, acreage, or 
building fires or emergencies on 
Federally owned or controlled property. 

To the Environmental Protection 
Agency in situations involving 
hazardous materials or chemical, 
biological, radiological, nuclear, and 
explosives incidents. 

To Federal, State, or local disaster 
relief agencies for the purpose of 
providing mutual aid. 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of DLA’s 
compilation of systems of records 
notices apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records may be stored on paper and/ 

or on electronic storage media. 

RETRIEVABILITY: 
Records are retrieved by individual’s 

name, Social Security Number (SSN), 
employee number, duty station and/or 
station number. 

SAFEGUARDS: 
Records are accessible only to the 

custodian of the records or by persons 
responsible for servicing the record 
system in performance of their official 
duties. Electronic files are deployed on 
accredited systems with access 
restricted to authorized users. Records 
are stored in locked cabinets or rooms 
and are controlled by personnel 
screening and computer software. All 
individuals granted access to this 
system of records have received Privacy 
Act training. 

RETENTION AND DISPOSAL: 
Disposition pending (until the 

National Archives and Records 
Administration has approved the 
disposition of these records, treat them 
as permanent). 

SYSTEM MANAGER(S) AND ADDRESS: 
Chief of Fire and Emergency Services, 

Defense Supply Center Richmond 
(DSCR), 8000 Jefferson Davis Highway, 
Richmond, VA 23297–5000. 

Chief of Fire and Emergency Services, 
Defense Supply Center Columbus 
(DSCC), 3990 East Broad Street, 
Columbus, OH 43218–3990. 

Chief of Fire and Emergency Services, 
Defense Distribution Depot 
Susquehanna (DDSP), 2001 Mission 
Drive, Building 911, New Cumberland, 
PA 17070–5000. 

Chief of Fire and Emergency Services, 
Defense Distribution Depot San Joaquin 
(DDJC), 25600 S. Chrisman Road, Tracy, 
CA 95304. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system of records 
should address written inquiries to the 
Privacy Act Office, Headquarters, 
Defense Logistics Agency, ATTN: DGA, 
8725 John J. Kingman Road, Suite 1644, 
Fort Belvoir, VA 22060–6221. 

Requests should contain the 
individual’s full name, Social Security 
Number (SSN), employee number, and/ 
or station number. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about themselves contained 

in this system of records should address 
written inquiries to the Privacy Act 
Office, Headquarters, Defense Logistics 
Agency, ATTN: DGA, 8725 John J. 
Kingman Road, Suite 1644, Fort Belvoir, 
VA 22060–6221. 

Individual should provide their full 
name, Social Security Number (SSN), 
employee number, and/or station 
number. 

CONTESTING RECORD PROCEDURES: 
The DLA rules for accessing records, 

for contesting contents, and appealing 
initial agency determinations are 
contained in 32 CFR part 323, or may 
be obtained from the Privacy Act Office, 
Headquarters, Defense Logistics Agency, 
ATTN: DGA, 875 John J. Kingman Road, 
Suite 1644, Fort Belvoir, VA 22060– 
6221. 

RECORD SOURCE CATEGORIES: 
Information is provided by the 

individual, and training and educational 
institutions. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

[FR Doc. 2010–10840 Filed 5–6–10; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID: DoD–2010–OS–0061] 

Privacy Act of 1974; Systems of 
Records 

AGENCY: National Security Agency/ 
Central Security Service, DoD. 
ACTION: Notice to amend a system of 
records. 

SUMMARY: The National Security Agency 
(NSA) is proposing to amend a systems 
of records notices in its inventory of 
record systems subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended. 

DATES: This proposed action will be 
effective without further notice on June 
7, 2010 unless comments are received 
which result in a contrary 
determination. 

ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

* Federal Rulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

* Mail: Federal Docket Management 
System Office, 1160 Defense Pentagon, 
Washington, DC 20301–1160. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
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document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the Internet at http:// 
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Anne Hill at (301) 688–6527. 
SUPPLEMENTARY INFORMATION: The 
National Security Agency’s systems of 
notices subject to the Privacy Act of 
1974 (5 U.S.C. 552a), as amended, have 
been published in the Federal Register 
and are available from the National 
Security Agency/Central Security 
Service, Freedom of Information Act 
and Privacy Act Office, 9800 Savage 
Road, Suite 6248, Ft. George G. Meade, 
MD 20755–6248. 

The specific changes to the records 
system being amended are set forth 
below followed by the notice, as 
amended, published in its entirety. The 
proposed amendments are not within 
the purview of subsection (r) of the 
Privacy Act of 1974, (5 U.S.C. 552a), as 
amended, which requires the 
submission of a new or altered system 
report. 

Dated: May 4, 2010. 
Mitchell S. Bryman, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

GNSA 21 

SYSTEM NAME: 
NSA/CSS Morale, Welfare, and 

Recreation (MWR) and Non- 
appropriated Fund Instrumentality 
(NAFI) Files (July 6, 2005; 70 FR 38894). 

CHANGES: 

* * * * * 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Delete entry and replace with 

‘‘National Security Agency Act of 1959, 
Public Law 86–36 (50 U.S.C. 402 note), 
as amended; DoD Instruction 1015.08, 
DoD Civilian employee Morale, Welfare, 
and Recreation (MWR) Activities and 
Supporting Nonappropriated Fund 
Instrumentalities; DoD Instruction 
1015.10, Military Morale, Welfare, and 
Recreation (MWR) Programs; NSA/CSS 
Policy 4–2, NSA/CSS Civilian Morale, 
Welfare, and Recreation Program; and 
E.O. 9397, as amended (SSN).’’ 
* * * * * 

SYSTEM MANAGER(S) AND ADDRESS: 
Delete entry and replace with 

‘‘Associate Director for Installations and 
Logistics, National Security Agency/ 
Central Security Service, 9800 Savage 

Road, Ft. George G. Meade, MD 20755– 
6000.’’ 

NOTIFICATION PROCEDURE: 

Delete entry and replace with 
‘‘Individuals seeking to determine 
whether information about themselves 
is contained in this system should 
address written inquiries to the National 
Security Agency/Central Security 
Service, Freedom of Information Act/ 
Privacy Act Office, 9800 Savage Road, 
Ft. George G. Meade, MD 20755–6000. 

Written inquiries should contain the 
individual’s full name, Social Security 
Number (SSN) and mailing address.’’ 

RECORD ACCESS PROCEDURES: 

Delete entry and replace with 
‘‘Individuals seeking access to 
information about themselves contained 
in this system should address written 
inquiries to the National Security 
Agency/Central Security Service, 
Freedom of Information Act/Privacy Act 
Office, 9800 Savage Road, Ft. George G. 
Meade, MD 20755–6000. 

Written inquiries should contain the 
individual’s full name, Social Security 
Number (SSN) and mailing address.’’ 

CONTESTING RECORD PROCEDURES: 
Delete entry and replace with ‘‘The 

NSA/CSS rules for contesting contents 
and appealing initial determinations are 
published at 32 CFR part 322 or may be 
obtained from the system manager.’’ 
* * * * * 

GNSA 21 

SYSTEM NAME: 
NSA/CSS Morale, Welfare, and 

Recreation (MWR) and Non- 
appropriated Fund Instrumentality 
(NAFI) Files. 

SYSTEM LOCATION: 

National Security Agency/Central 
Security Service, Ft. George G. Meade, 
MD 20755–6000. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Civilian DoD employees, non- 
appropriated fund instrumentality 
employees, employees of other Federal 
agencies or military departments, 
contractor employees, and dependents 
of these individuals, and personnel 
authorized to use DoD-sponsored MWR 
services and participate in NAFI 
sponsored activities. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Records include information on 
members, participants, patrons, and 
other authorized users to include name, 
address, phone number, Social Security 
Number (SSN), organization, 

correspondence; membership 
applications; special activity 
applications; accounts receivable 
records; loan information; dishonored 
check listings; and investigatory reports 
involving abuse of facilities. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
National Security Agency Act of 1959, 

Public Law 86–36 (50 U.S.C. 402 note), 
as amended; DoD Instruction 1015.08, 
DoD Civilian employee Morale, Welfare, 
and Recreation (MWR) Activities and 
Supporting Nonappropriated Fund 
Instrumentalities; DoD Instruction 
1015.10, Military Morale, Welfare, and 
Recreation (MWR) Programs; NSA/CSS 
Policy 4–2, NSA/CSS Civilian Morale, 
Welfare, and Recreation Program; and 
E.O. 9397, as amended (SSN). 

PURPOSE(S): 
To develop MWR programs and NAFI 

to promote and provide a centrally 
managed, well-rounded MWR program 
to help ensure the mental and physical 
well being of its civilian and military 
personnel and to provide programs and 
resources through financial support 
from both appropriated and non- 
appropriated funds. Information will be 
used to maintain records necessary for 
the administration of MWR programs 
and NAFI. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act of 1974, these 
records contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of the NSA/CSS’ 
compilation of systems of records 
notices apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Paper records and on electronic 

storage media. 

RETRIEVABILITY: 
By name, organization (or affiliation), 

Social Security Number (SSN), home 
address and phone number, and subject 
matter. 

SAFEGUARDS: 
The NSA/CSS Fort Meade facility is 

secured by a series of guarded 
pedestrian gates and checkpoints. 
Access to the facility is limited to 
security cleared personnel and escorted 
visitors only. Within the facility itself, 
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access to paper and computer printouts 
is controlled by limited-access facilities 
and lockable containers. Access to 
electronic mediums is controlled by 
computer password protection. 

Access to information is limited to 
those individuals specifically 
authorized and granted access by NSA/ 
CSS regulations. For records on the 
computer system, access is controlled 
by passwords and limited to authorized 
personnel only. 

RETENTION AND DISPOSAL: 

Records are maintained for 6 years 
and 3 months, and then destroyed by 
pulping, burning, shredding, or erasure 
of magnetic media. 

SYSTEM MANAGER(S) AND ADDRESS: 

Associate Director for Installations 
and Logistics, National Security 
Agency/Central Security Service, 9800 
Savage Road, Ft. George G. Meade, MD 
20755–6000. 

NOTIFICATION PROCEDURE: 

Individuals seeking to determine 
whether information about themselves 
is contained in this system should 
address written inquiries to the National 
Security Agency/Central Security 
Service, Freedom of Information Act/ 
Privacy Act Office, 9800 Savage Road, 
Ft. George G. Meade, MD 20755–6000. 

Written inquiries should contain the 
individual’s full name, Social Security 
Number (SSN) and mailing address. 

RECORD ACCESS PROCEDURES: 

Individuals seeking access to 
information about themselves contained 
in this system should address written 
inquiries to the National Security 
Agency/Central Security Service, 
Freedom of Information Act/Privacy Act 
Office, 9800 Savage Road, Ft. George G. 
Meade, MD 20755–6000. 

Written inquiries should contain the 
individual’s full name, Social Security 
Number (SSN) and mailing address. 

CONTESTING RECORD PROCEDURES: 

The NSA/CSS rules for contesting 
contents and appealing initial 
determinations are published at 32 CFR 
part 322 or may be obtained from the 
system manager. 

RECORD SOURCE CATEGORIES: 

Individual patrons/users of a service, 
and activity record. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 
[FR Doc. 2010–10843 Filed 5–6–10; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Department of the Army; Corps of 
Engineers 

Intent To Prepare an Environmental 
Impact Statement for Northwest 
Aggregates’ Previously Authorized 
Replacement of an Existing Barge 
Loading Facility in East Passage of 
Puget Sound on the Southeast 
Shoreline of Maury Island, King 
County, WA 

AGENCY: Department of the Army, U.S. 
Army Corps of Engineers, DoD. 
ACTION: Notice of intent. 

SUMMARY: The U.S. Army Corps of 
Engineers (Corps) Seattle District is 
preparing an Environmental Impact 
Statement (EIS) to analyze the 
environmental effects of replacing an 
existing dock and resuming sand and 
gravel mining operations. The Corps 
issued a permit to Northwest Aggregates 
for the dock replacement project on June 
2, 2008, under Section 10 of the Rivers 
and Harbors Act and Section 404 of the 
Clean Water Act. Construction of the 
new dock began in December 2008 and 
approximately 49% of the construction 
was completed as of January 2009. The 
Corps has been directed by the U.S. 
District Court to complete an EIS on the 
project. The EIS will include additional 
analysis of potential impacts of the 
project on the marine environment, 
including Chinook salmon, Southern 
Resident Killer whales, and forage fish, 
additional analysis and evaluation of 
the no action and off-site alternatives, 
and additional analysis of cumulative 
impacts associated with the permit 
project. 

DATES: Scoping meetings for this project 
will be held on (see SUPPLEMENTARY 
INFORMATION section). 
ADDRESSES: The scoping meeting 
locations are (see SUPPLEMENTARY 
INFORMATION section). 
FOR FURTHER INFORMATION CONTACT: 
Written comments on the scope of the 
EIS or requests for information should 
be addressed to Mrs. Olivia Romano, 
Project Manager, U.S. Army Corps of 
Engineers, Seattle Regulatory Branch, 
4735 E. Marginal Way South, Seattle, 
Washington 98134; (206) 764–6960 or 
via e-mail to 
olivia.h.romano@usace.army.mil. 

SUPPLEMENTARY INFORMATION: The EIS 
process begins with the publication of 
this Notice of Intent. The scoping period 
will continue for 30 days after 
publication of this Notice of Intent and 
will close on June 7, 2010. During the 
scoping period the Corps invites Federal 

agencies, State and local governments, 
Native American Tribes, and the public 
to participate in the scoping process 
either by providing written comments or 
by attending the public scoping 
meetings scheduled for at the time and 
location indicated. 

1. May 17 from 6 p.m. to 8:30 p.m., 
Seattle, Washington. An open house 
will be held as part of the meeting from 
6 p.m. to 7 p.m. Following a 
presentation on the project the open 
house will continue from 7:30 p.m. to 
8:30 p.m. Located at Federal Center 
South, 4735 East Marginal Way South, 
Seattle, WA. 

2. May 18 from 6 p.m. to 8:30 p.m. 
Vashon Island, Washington. An open 
house will be held as part of the meeting 
from 6 p.m. to 7 p.m. Following a 
presentation on the project the open 
house will continue from 7:30 p.m. to 
8:30 p.m. Located at Vashon High 
School Commons, 20120 Vashon 
Highway, SW, Vashon Island, WA. 

Written comments will be considered 
in the preparation of the Draft EIS. 
Comments postmarked or received by e- 
mail after the specified date will be 
considered to the extent feasible. 

The purpose of the scoping meeting is 
to assist the Corps in defining issues, 
public concerns, alternatives, and the 
depth to which they will be evaluated 
in the EIS. The Corps has prepared a 
scoping announcement to familiarize 
agencies, the public and interested 
organizations with the Northwest 
Aggregates dock replacement project 
and potential environmental issues 
including completed construction work, 
the remaining construct work, and the 
operation of the dock. Copies of the 
scoping announcement will be available 
at the public meeting or can be 
requested by contacting the Corps 
Seattle District as described above. 
Corps’ representatives will answer 
scope-related questions and accept 
comments. 

The EIS will be prepared according to 
the Corps’ procedures for implementing 
the National Environmental Policy Act 
(NEPA) of 1969, as amended, 42 U.S.C. 
4232(2)(c), and consistent with the 
Corps’ policy to facilitate public 
understanding and review of agency 
proposals. As part of the EIS process a 
full range of reasonable alternatives will 
be evaluated. Development of the Draft 
EIS will begin after the close of the 
public scoping period. The Draft EIS is 
expected to be available for public 
review in the Fall 2010. 

Michelle Walker, 
Chief, Regulatory Branch, Seattle District. 
[FR Doc. 2010–10802 Filed 5–6–10; 8:45 am] 

BILLING CODE 3720–58–P 
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