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CGAA 2022? What would be the 
additional costs to your business/ 
organization for changes in the response 
times in these areas? 

(27) Please specify, as a tank or NTV 
vessel owner or operator, an OSRO, or 
any other party that may be affected by 
the adoption of the Western Alaska oil 
spill planning criteria or a Western 
Alaska subregion and the surrounding 
areas, please describe in detail any other 
economic impacts, not stated 
previously, that this change may have 
on your business beyond the current 
requirements listed in 33 CFR part 1. 

(28) Are there any other positive or 
negative environmental impacts from 
this potential action? If so, please 
provide detail as to how and what 
would be impacted. To the degree 
possible, please provide the data, 
impact assessments, and other pertinent 
background information necessary to 
understand and reproduce your results. 

Dated: November 28, 2023. 
D.S. Tulis, 
Director, Emergency Management, U.S. Coast 
Guard. 
[FR Doc. 2023–26533 Filed 12–1–23; 8:45 am] 

BILLING CODE P 

DEPARTMENT OF HOMELAND 
SECURITY 

Federal Emergency Management 
Agency 

[Docket ID: FEMA- 2023–0014; OMB No. 
1660–NW164] 

Agency Information Collection 
Activities: Proposed Collection; 
Comment Request; an Investigation of 
the Effect of Disaster Response and 
Recovery on Perceived Stress and 
Emotional Trauma 

AGENCY: Federal Emergency 
Management Agency, Department of 
Homeland Security. 
ACTION: 60-Day notice of new collection 
and request for comments. 

SUMMARY: The Federal Emergency 
Management Agency (FEMA), as part of 
its continuing effort to reduce 
paperwork and respondent burden, 
invites the general public to take this 
opportunity to comment on an 
Investigation of the Effect of Disaster 
Response and Recovery on Perceived 
Stress and Emotional Trauma. In 
accordance with the Paperwork 
Reduction Act of 1995, this notice seeks 
comments concerning the effect of 
disasters on the mental health of 
emergency managers at local, State, and 
Federal levels. 

DATES: Comments must be submitted on 
or before February 2, 2024. 
ADDRESSES: To avoid duplicate 
submissions to the docket, please 
submit comments at 
www.regulations.gov under Docket ID 
FEMA–2023–0014. Follow the 
instructions for submitting comments. 

All submissions received must 
include the agency name and Docket ID. 
Regardless of the method used for 
submitting comments or material, all 
submissions will be posted, without 
change, to the Federal eRulemaking 
Portal at http://www.regulations.gov, 
and will include any personal 
information you provide. Therefore, 
submitting this information makes it 
public. You may wish to read the 
Privacy and Security Notice that is 
available via a link on the homepage of 
www.regulations.gov. 
FOR FURTHER INFORMATION CONTACT: 
Megan Corley, Supervisory 
Psychologist, FEMA Mental Health, at 
fema-mentalhealth@fema.dhs.gov or 
(202) 880–7506. You may contact the 
Information Management Division for 
copies of the proposed collection of 
information at email address: FEMA- 
Information-Collections-Management@
fema.dhs.gov. 

SUPPLEMENTARY INFORMATION: A study to 
investigate the effect of disaster 
response and recovery on emergency 
managers was requested by Congress in 
the Consolidated Appropriations Act, 
2021 (Pub. L. 116–260). 29 CFR part 
1960, entitled ‘‘Basic Program Elements 
for Federal Employee Occupational 
Safety and Health Programs and Related 
Matters’’, contains special provisions to 
assure safe and healthful working 
conditions for Federal employees; 
requiring the head of each Federal 
Agency to maintain an effective and 
comprehensive occupational safety and 
health program consistent with section 
6 of the Occupational Safety and Health 
Administration Act of 1970 (Pub. L. 91– 
596) (OSHA Act). Furthermore, 5 U.S.C. 
7902 requires the head of each agency 
to develop and support organized safety 
promotion to reduce accidents and 
injuries to its employees, encourage safe 
practices, and eliminate hazards and 
risks. Under 5 U.S.C. 7902(e), Agencies 
must also keep a record of injuries and 
accidents. 

This program was established to 
improve the mental health of FEMA’s, 
as well as State and local, emergency 
managers in response to the effects of 
stress caused by disasters. This data 
collection is needed to comply with the 
OSHA Act, 5 U.S.C. 7902 requiring the 
monitoring, reporting, and mitigation of 

workplace injuries, and with the request 
from Congress to undertake this survey. 

Collection of Information 

Title: An Investigation of the Effect of 
Disaster Response and Recovery on 
Perceived Stress and Emotional Trauma. 

Type of Information Collection: New 
information collection. 

OMB Number: 1660–NW164. 
FEMA Forms: FEMA Form FF–119– 

FY–23–100, FEMA Congressional 
Mental Health Emergency Manager 
Wellness Study Survey. 

Abstract: This information collection 
supports a study to investigate the effect 
of disaster response and recovery on 
emergency managers that was requested 
by Congress in 2022. This is a voluntary 
survey that will be collected 
electronically with approximately 38 
questions pertaining to the individuals’ 
experience and demographics, as well 
as their perceptions of emotional trauma 
and stress symptoms while supporting a 
disaster response or recovery. Prior to 
seeing these questions, participants will 
see an informed consent screen that 
outlines the nature of the study, risks, 
benefits, and Institutional Review Board 
(IRB) information. Participants may 
choose to end the survey at any time 
without questions being asked. 
Participants are given mental health 
resources to support them in the event 
of emotional triggering. 

Affected Public: State, local, and 
Tribal governments. 

Estimated Number of Respondents: 
378. 

Estimated Number of Responses: 378. 
Estimated Total Annual Burden 

Hours: 189. 
Estimated Total Annual Respondent 

Cost: $11,712. 
Estimated Respondents’ Operation 

and Maintenance Costs: $0. 
Estimated Respondents’ Capital and 

Start-Up Costs: $0. 
Estimated Total Annual Cost to the 

Federal Government: $306,752. 

Comments 

Comments may be submitted as 
indicated in the ADDRESSES caption 
above. Comments are solicited to (a) 
evaluate whether the proposed data 
collection is necessary for the proper 
performance of the agency, including 
whether the information shall have 
practical utility; (b) evaluate the 
accuracy of the agency’s estimate of the 
burden of the proposed collection of 
information, including the validity of 
the methodology and assumptions used; 
(c) enhance the quality, utility, and 
clarity of the information to be 
collected; and (d) minimize the burden 
of the collection of information on those 
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who are to respond, including through 
the use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 
other forms of information technology, 
e.g., permitting electronic submission of 
responses. 

Millicent Brown Wilson, 
Records Management Branch Chief, Office 
of the Chief Administrative Officer, Mission 
Support, Federal Emergency Management 
Agency, Department of Homeland Security. 
[FR Doc. 2023–26563 Filed 12–1–23; 8:45 am] 

BILLING CODE 9111–19–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. CISA–2023–0023] 

Agency Information Collection 
Activities; Submission to the Office of 
Management and Budget for Review 
and Approval; Comment Request; 
Foundational Cybersecurity 
Assessment 

AGENCY: Cybersecurity and 
Infrastructure Security Agency (CISA), 
Department of Homeland Security 
(DHS). 
ACTION: 60-Day notice of information 
collection; request for comment; new 
collection (request for a new OMB 
Control Number 1670–NEW). 

SUMMARY: CISA Cybersecurity Division 
(CSD) submits the following information 
for a new collection request (ICR) to the 
Office of Management and Budget 
(OMB) for review and clearance. 
DATES: Comments are encouraged and 
will be accepted until February 2, 2024. 
Submissions received after the deadline 
for receiving comments may not be 
considered. 
ADDRESSES: You may submit comments, 
identified by docket number CISA– 
2023–0023, by the following the 
instructions below for submitting 
comments via the Federal eRulemaking 
Portal at http://www.regulations.gov. 

Instructions: All comments received 
must include the words ‘‘Cybersecurity 
and Infrastructure Security Agency’’ and 
docket number CISA–2023–0023 for this 
notice. All comments received will be 
posted without change to http://
www.regulations.gov, including any 
personal information provided. 
Comments submitted in response to this 
notice may be made available to the 
public through relevant websites. For 
this reason, please do not include in 
your comments information of a 
confidential nature, such as sensitive 
personal information or proprietary 
information. Please note that responses 

to this public comment request 
containing any routine notice about the 
confidentiality of the communication 
will be treated as public comments that 
may be made available to the public 
notwithstanding the inclusion of the 
routine notice. 

Docket: For access to the docket to 
read background documents or 
comments received, go to http://
www.regulations.gov. 
FOR FURTHER INFORMATION CONTACT: 
Amy Nicewick, 703–203–0634, 
CISA.CSD.JCDC_MS-ISAC@cisa.dhs.gov. 
SUPPLEMENTARY INFORMATION: The 
purpose of the Foundational 
Cybersecurity Assessment is to guide 
State, Local, Territorial, and Tribal 
(SLTT) entities through the first 12–18 
months of their cybersecurity plan 
development. The assessment contains 
32 questions that are aligned to the 
National Institute of Standards and 
Technology (NIST) Cybersecurity 
Framework and the Center for internet 
Security (CIS) CIS Critical Security 
Controls. Although not directly related, 
at least 20 of the questions on the 
Nationwide Cybersecurity Review 
(NCSR) will be covered by responses to 
the Foundational Cybersecurity 
Assessment, allowing it to serve as an 
excellent ‘‘assessment on-ramp’’ for 
entities who have not yet been able to 
tackle and complete the NCSR. The 
entity participating in the Foundational 
Cybersecurity Assessment is positioned 
to take the NCSR and continue their 
security maturity journey year-over-year 
following participation in the 
Foundational Cybersecurity 
Assessment. CISA is authorized to 
receive and analyze cyber threat 
indicators, defensive measures, 
cybersecurity risks, and incidents, and 
to use this information to make 
recommendations to federal and non- 
federal entities regarding protective and 
support measures to reduce cyber risk. 
See 6 U.S.C. 659(c)(1),(9); 652(e)(1)(C). 
The Foundational Assessment 
implements these authorities with 
respect to CISA’s analysis of and 
support to SLTT entities. This is a NEW 
information collection. OMB is 
particularly interested in comments 
that: 

1. Evaluate whether the proposed 
collection of information is necessary 
for the proper performance of the 
functions of the agency, including 
whether the information will have 
practical utility. 

2. Evaluate the accuracy of the 
agency’s estimate of the burden of the 
proposed collection of information, 
including the validity of the 
methodology and assumptions used. 

3. Enhance the quality, utility, and 
clarity of the information to be 
collected. 

4. Minimize the burden of the 
collection of information on those who 
are to respond, including through the 
use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 
other forms of information technology, 
e.g., permitting electronic submissions 
of responses. 

Analysis 

Agency: Department of Homeland 
Security, Cybersecurity and 
Infrastructure Security Agency. 

Title of Collection: Foundational 
Cybersecurity Assessment. 

OMB Control Number: 1670–NEW. 
Frequency: Annually. 
Affected Public: State, Local, Tribal, 

and Territorial entities. 
Number of Respondents for 

Foundational Assessment: 100. 
Estimated Time per Respondent 

Respondents for Foundational 
Assessment: 1 hour. 

Total Burden Hours: 100. 
Annualized Respondent Cost: $7,541. 
Total Annualized Respondent Out-of- 

Pocket Cost: $0. 
Total Annualized Government Cost: 

$182,459. 

Robert J. Costello, 
Chief Information Officer, Cybersecurity and 
Infrastructure Security Agency, Department 
of Homeland Security. 
[FR Doc. 2023–26543 Filed 12–1–23; 8:45 am] 

BILLING CODE 9110–9P–P 

DEPARTMENT OF THE INTERIOR 

Fish and Wildlife Service 

[Docket No. FWS–HQ–IA–2023–0225; 
FXIA16710900000–234–FF09A30000] 

Foreign Endangered Species; Receipt 
of Permit Applications 

AGENCY: Fish and Wildlife Service, 
Interior. 
ACTION: Notice of receipt of permit 
applications; request for comments. 

SUMMARY: We, the U.S. Fish and 
Wildlife Service, invite the public to 
comment on applications to conduct 
certain activities with foreign species 
that are listed as endangered under the 
Endangered Species Act (ESA). With 
some exceptions, the ESA prohibits 
activities with listed species unless 
Federal authorization is issued that 
allows such activities. The ESA also 
requires that we invite public comment 
before issuing permits for any activity 
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