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information denied by the NACIC, 
consisting of the appellant’s letter, a 
copy of related supporting documents; 
FOIA/PA Control Files and Report Files; 
Files relating to an individual’s request 
to amend a record pertaining to the 
individual as provided for under 5 
U.S.C. 552a(d)(2), 552a(d)(3), and to any 
civil action brought by the individual 
against NACIC as provided under 5 
U.S.C. 552a(g); Privacy Act Report files 
of recurring reports and one-time 
information requirements relating to 
agency implementation including 
biennial reports to the Office of 
Management and Budget, and Report on 
New Systems. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
The Federal Records Act of 1950 Title 

44, United States Code, Chapter 31, 
Section 3101; and Title 36, Code of 
Federal Regulations, Chapter XII, 
require Federal agencies to insure that 
adequate and proper records are made 
and preserved to document the 
organization, functions, policies, 
decisions, procedures and transactions 
and to protect the legal and financial 
rights of the Federal Government. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

(See Statement of General Routing 
Uses) 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Files are maintained in computerized 

form and hard copy form. Computerized 
form may be stored in memory, on disk 
storage, on computer tape, or on a 
computer printed listing. 

RETRIEVABILITY: 
Names are retrievable by automated 

word or hand search. NACIC will not 
permit any organization, public or 
private, outside the NACIC to have 
direct access to NACIC files. All 
searches on the NACIC data base and 
hard files will be performed on site, 
within NACIC space, by NACIC 
personnel. 

SAFEGUARDS: 
Records and databases are maintained 

in a restricted area within NACIC and 
are accessed only by NACIC personnel. 
All employees are checked to insure 
they have recent background 
investigations prior to being assigned to 
NACIC and are cautioned about 
divulging confidential information or 
any information contained in NACIC 
files. Failure to abide by these 
provisions may violate certain statutes 

providing maximum severe penalties of 
a ten thousand-dollar fine or 10 years 
imprisonment, or both. Employees who 
resign or retire are also cautioned about 
divulging information acquired in their 
jobs. Registered mail is used to transmit 
routine hard copy records. Highly 
classified records are hand carried by 
employee personnel. Highly classified 
or sensitive privacy information, which 
is electronically transmitted between 
NACIC and other offices, is transmitted 
in encrypted form to prevent 
interception. 

RETENTION AND DISPOSAL: 
Records evaluated as historical and 

permanent will be transferred to the 
National Archives after established 
retention periods and administrative 
needs of the NACIC have elapsed. 

SYSTEM MANAGER(S) AND ADDRESS: 
Information and Privacy Coordinator, 

Executive Secretariat Office, National 
Counterintelligence Center, 3W01 NHB, 
Washington, DC 20505. 

RECORD ACCESS PROCEDURES: 
A request for access to a record from 

the system shall be made in writing 
with the envelope and the letter clearly 
marked ‘‘Privacy Access Request’’. 
Include in the request your full name, 
complete address, date of birth, place of 
birth, notarized signature, and other 
identifying data you may wish to 
furnish to assist in making a proper 
search of NACIC records. A request for 
access to records must describe the 
records sought in sufficient detail to 
enable NACIC personnel to locate the 
system of records containing the record 
with a reasonable amount of effort. 
Whenever possible, a request for access 
should describe the nature of the record 
sought, and the date of the record or the 
period in which the record was 
compiled. The requester will also 
provide a return address for transmitting 
the information. Requests for access 
must be addressed to the Information 
and Privacy Coordinator, Executive 
Secretariat Office, National 
Counterintelligence Center, 3W01 NHB, 
Washington, DC 20505. 

CONTESTING RECORD PROCEDURES: 
Individuals desiring to contest or 

amend information maintained in the 
system should also direct their request 
to the Information and Privacy 
Coordinator, Executive Secretariat 
Office, National Counterintelligence 
Center, 3W01 NHB, Washington, DC. 
20505. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
Notice is hereby given that NACIC 

intends to exempt, from certain 

provisions of the Act, those systems of 
records which are (A) specifically 
authorized under criteria established by 
an Executive Order to be kept secret in 
the interest of national defense or 
foreign policy and (B) are in fact, 
properly classified pursuant to such 
Executive Order. (5 U.S.C. 552(b)(1), as 
amended by Pub. L. 93–502) In 
addition, pursuant to authority granted 
in section (j) of the Privacy Act (5 U.S.C. 
552a (j)) the Director of NACIC has 
determined (C) to exempt from 
notification under subsections (e)(4)(G) 
and (f)(1) those portions of each and all 
systems of records which have been 
exempted from individual access under 
subsection (j), in those cases where the 
Information and Privacy Coordinator, 
determines after advice by responsible 
components, that confirmation of the 
existence of a record may jeopardize 
intelligence sources and methods. In 
such cases the NACIC may choose to 
neither confirm nor deny the existence 
of the record and may advise the 
individual that there is no record which 
is available to him pursuant to the 
Privacy Act of 1974. 
[FR Doc. 2015–12764 Filed 5–26–15; 8:45 am] 

BILLING CODE 9500–01–P 

NATIONAL TRANSPORTATION 
SAFETY BOARD 

Sunshine Act Meeting 

TIME AND DATE: 9:30 a.m., Tuesday, June 
9, 2015. 
PLACE: NTSB Conference Center, 429 
L’Enfant Plaza SW., Washington, DC 
20594. 
STATUS: The two items are open to the 
public. 
MATTERS TO BE CONSIDERED:  
8695 Marine Accident Report— 

Collision Between Bulk Carrier 
Summer Wind and the Miss Susan 
Tow, Houston Ship Channel, Lower 
Galveston Bay, Texas, March 22, 
2014. 

8696 Pipeline Accident Report— 
Natural Gas-Fueled Building 
Explosion and Resulting Fire, New 
York City, New York, March 12, 
2014. 

NEWS MEDIA CONTACT: Telephone: (202) 
314–6100. 

The press and public may enter the 
NTSB Conference Center one hour prior 
to the meeting for set up and seating. 

Individuals requesting specific 
accommodations should contact 
Rochelle Hall at (202) 314–6305 or by 
email at Rochelle.Hall@ntsb.gov by 
Wednesday, June 3, 2015. 
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The public may view the meeting via 
a live or archived webcast by accessing 
a link under ‘‘News & Events’’ on the 
NTSB home page at www.ntsb.gov. 

Schedule updates, including weather- 
related cancellations, are also available 
at www.ntsb.gov. 
FOR MORE INFORMATION CONTACT: Candi 
Bing at (202) 314–6403 or by email at 
bingc@ntsb.gov. 
FOR MEDIA INFORMATION CONTACT: Eric 
Weiss, (202) 314–6100 or by email at 
eric.weiss@ntsb.gov for the New York 
accident, and Terry Williams, (202) 
314–6100 or by email at 
Terry.Williams@ntsb.gov for the Texas 
accident. 

Dated: Friday, May 22, 2015. 
Candi R. Bing, 
Federal Register Liaison Officer. 
[FR Doc. 2015–12904 Filed 5–22–15; 4:15 pm] 

BILLING CODE 7533–01–P 

NUCLEAR REGULATORY 
COMMISSION 

[EA–2014–144; NRC–2015–0110] 

In the Matter of GE-Hitachi Nuclear 
Energy Americas LLC 

AGENCY: Nuclear Regulatory 
Commission. 
ACTION: Confirmatory order; issuance. 

SUMMARY: The U.S. Nuclear Regulatory 
Commission (NRC) is issuing a 
confirmatory order to GE-Hitachi 
Nuclear Energy Americas LLC, 
confirming agreements reached on 
March 4, 2015. As part of the agreement, 
GE-Hitachi must comply with the 
security measures detailed in the 
Attachment to the Order and the 
materials control and accounting 
(MC&A) measures detailed in Section II 
of the Order; implement the security 
and MC&A measures for the duration of 
the SNM–960 license; submit an 
updated physical security plan for NRC 
review and approval within 120 days 
from the issuance of the Order; submit 
a descriptive program for MC&A for the 
material under the SNM–960 license for 
NRC review and approval within 60 
days from the issuance of the Order; and 
provide written verification to the 
Director, Office of Nuclear Material 
Safety and Safeguards (NMSS), within 
20 calendar days from the end of the 
calendar month after completing any of 
the measures. This Order is effective the 
date it is issued. 
DATES: The confirmatory order was 
signed April 22, 2015. 
ADDRESSES: Please refer to Docket ID 
NRC–2015–0110 when contacting the 

NRC about the availability of 
information regarding this document. 
You may obtain publicly-available 
information related to this action by the 
following methods: 

• Federal Rulemaking Web site: 
Go to http://www.regulations.gov and 
search for Docket ID NRC–2015–0110. 
Address questions about NRC dockets to 
Carol Gallagher; telephone: 301–415– 
3463; email: Carol.Gallagher@nrc.gov. 
For questions about this Order, contact 
the individual listed in the FOR FURTHER 
INFORMATION CONTACT section of this 
document. 

• NRC’s Agencywide Documents 
Access and Management System 
(ADAMS): You may access publicly 
available documents online in the 
ADAMS Public Documents collection at 
http://www.nrc.gov/reading-rm/
adams.html. To begin the search, select 
‘‘ADAMS Public Documents’’ and then 
select ‘‘Begin Web-based ADAMS 
Search.’’ For problems with ADAMS, 
please contact the NRC’s Public 
Document Room (PDR) reference staff at 
1–800–397–4209, 301–415–4737, or by 
email to pdr.resource@nrc.gov. The 
ADAMS accession number for each 
document referenced in this document 
(if that document is available in 
ADAMS) is provided the first time that 
a document is referenced. 

• NRC’s PDR: You may examine and 
purchase copies of public documents at 
the NRC’s PDR, Room O1–F21, One 
White Flint North, 11555 Rockville 
Pike, Rockville, Maryland 20852. 

FOR FURTHER INFORMATION CONTACT: 
Breeda Reilly, telephone: 301–415– 
7553, email Breeda.Reilly@nrc.gov, 
Office of Nuclear Material Safety and 
Safeguards, U.S. Nuclear Regulatory 
Commission, Washington, DC 20555– 
0001. 

SUPPLEMENTARY INFORMATION: The text of 
the Order is attached. 

Dated at Rockville, Maryland, this 22nd 
day of April, 2015. 

For the Nuclear Regulatory Commission. 
Marissa G. Bailey, 
Director, Division of Fuel Cycle Safety, 
Safeguards, and Environmental Review Office 
of Nuclear Material Safety and Safeguards. 

Attachment—Confirmatory Order 

United States of America 
Nuclear Regulatory Commission 
In the Matter of GE-Hitachi Nuclear Energy 

Americas LLC; 
Vallecitos Nuclear Center, Sunol, 

California 
[Docket No. 70–754; License No. SNM– 

960] 
EA–2014–144 

Confirmatory Order 

I 
GE-Hitachi Nuclear Energy Americas 

LLC (GEH or the licensee) is the holder 
of License No. SNM–960, issued by the 
U.S. Nuclear Regulatory Commission 
(NRC) pursuant to Part 70 of Title 10 of 
the Code of Federal Regulations (10 
CFR), ‘‘Domestic Licensing of Special 
Nuclear Material,’’ for the Vallecitos 
Nuclear Center (VNC). The license 
authorizes [Official Use Only (OUO) 
Information Redacted] special nuclear 
material (SNM) [OUO Redacted]. The 
license, issued on September 14, 1966, 
was most recently renewed on June 16, 
2000, with an expiration date of June 30, 
2010 (GEH is operating under timely 
renewal). [Safeguards Information (SGI) 
Redacted] 

II 
[SGI Redacted] The NRC met with the 

licensee on June 25, 2014, to discuss 
methods to incorporate the security 
requirements in the Attachment to this 
Order into its license and physical 
security plan (PSP). The NRC again met 
with the licensee on October 24, 2014, 
to discuss methods to incorporate the 
material control and accounting (MC&A) 
requirements into its license. At both 
times, the licensee expressed both the 
willingness and capability to work with 
the NRC to ensure that the material is 
adequately protected. Since then, the 
NRC and GEH have met multiple times 
to finalize this Confirmatory Order. As 
such, the NRC has issued this 
Confirmatory Order, agreed to by GEH, 
to address the hybrid nature of the 
facility and provide clear and 
inspectable security and MC&A 
requirements. Accordingly, before GEH 
makes any change in the amount, type, 
or makeup of the material [OUO 
Redacted] under the SNM–960 license, 
or the material is moved elsewhere 
onsite, GEH must notify the NRC so that 
the NRC can review the need for 
updated security or MC&A 
requirements. Based on that review, this 
Confirmatory Order may be amended or 
a new Confirmatory Order may be 
issued. The requirements in the 
Attachment to this Order will remain in 
effect until the NRC determines 
otherwise. 

III 
GEH agrees to implement the security 

measures detailed in the Attachment to 
this Order and the MC&A measures 
detailed in Section II of this Order 
under License No. SNM–960 to provide 
high assurance of public health and 
safety and the common defense and 
security. 
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