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breach or (b) preventing, minimizing, or 
remedying the risk of harm to 
individuals, the recipient agency or 
entity (including its information 
systems, program, and operations), the 
Federal Government, or national 
security, resulting from a suspected or 
confirmed breach. 

11. Non-Federal Personnel—To 
disclose information to non-Federal 
personnel, including contractors, other 
vendors (e.g., identity verification 
services), grantees, and volunteers who 
have been engaged to assist the FCC in 
the performance of a service, grant, 
cooperative agreement, or other activity 
related to this system of records and 
who need to have access to the records 
in order to perform their activity. 

POLICIES AND PRACTICES FOR STORAGE OF 
RECORDS: 

Information in this information 
system consists of: 

1. Electronic records, files, and data 
are stored in the FCC’s computer 
network databases, at headquarters; and 

2. Paper records, documents, and files 
are stored in filing cabinets in the EB 
office suites at headquarters and in field 
offices (on an ad hoc, temporary basis 
when needed to resolve enforcement 
cases in their jurisdictions as needed for 
limited periods). 

POLICIES AND PRACTICES FOR RETRIEVAL OF 
RECORDS: 

1. Information in the electronic 
database information can be retrieved by 
the name(s) of the individual(s) who 
filed the complaint(s), the individual 
who is subject of the complaint, and by 
a unique file number assigned to each 
type of activity conducted by the 
Bureau, e.g., internal initiative 
investigations, complaint investigations, 
cases, market dispute mediations, 
formal adjudications, hearings, due 
diligence requests, etc. 

2. Information in the central files, 
which includes, but is not limited to, 
paper documents, records, and files, 
includes all the other information 
pertaining to these internal initiative 
investigations, complainant 
investigations, and/or cases. This 
information may include, but is not 
limited to, name, address, and 
telephone number, and is maintained 
for reference and archival purposes. 
This information is retrieved by a 
unique identification file number 
assigned to each internal initiative 
investigation, complainant 
investigation, and/or case. 

POLICIES AND PRACTICES FOR RETENTION AND 
DISPOSAL OF RECORDS: 

The information in this electronic 
system is maintained and disposed of in 

accordance with the National Archives 
and Records Administration (NARA) 
General Records Schedule No. DAA– 
0173–2014–0002–0002. 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL 
SAFEGUARDS: 

The electronic records, data, and files 
are maintained in the FCC computer 
network databases at headquarters, 
which are protected by the FCC’s IT 
privacy safeguards, a comprehensive 
and dynamic set of IT safety and 
security protocols and features that are 
designed to meet all Federal IT privacy 
standards, including those required by 
the National Institute of Standard and 
Technology (NIST) and the Federal 
Information Security Modernization Act 
of 2014 (FISMA). The paper documents 
and files are maintained in file cabinets 
in ‘‘non-public’’ rooms in the EB office 
suite at headquarters and in field 
offices. The file cabinets are locked at 
the end of the business day. Access to 
the EB offices at both headquarters and 
field offices is via a key and card-coded 
door. 

Authorized EB supervisors and staff 
have access to the information in both 
the electronic files databases and paper 
document files, and IT contractors, who 
maintain these electronic files 
databases, also have access to them. 
Other FCC employees, interns, and 
contractors may be granted access to the 
information in the electronic and paper 
formats only on a ‘‘need-to-know’’ basis. 

RECORD ACCESS PROCEDURES: 
Under the authority granted to heads 

of agencies by 5 U.S.C. 552a(k), the FCC 
has determined that this system of 
records is exempt from providing record 
access procedures for this system of 
records, 47 CFR 0.561. 

CONTESTING RECORD PROCEDURES: 
Under the authority granted to heads 

of agencies by 5 U.S.C. 552a(k), the FCC 
has determined that this system of 
records is exempt from providing 
contesting record procedures for this 
system of records, 47 CFR 0.561. 

NOTIFICATION PROCEDURES: 
Under the authority granted to heads 

of agencies by 5 U.S.C. 552a(k), the FCC 
has determined that this system of 
records is exempt from providing 
notification procedures for this system 
of records. 47 CFR 0.561. 

EXEMPTIONS PROMULGATED FOR THE SYSTEM: 
This system of records is exempt from 

sections (c)(3), (d), (e)(1), (e)(4)(G), (H), 
and (I), and (f) of the Privacy Act of 
1974, and from 47 CFR 0.554–0.557 of 
the Commission’s rules. These 
provisions concern the notification, 

record access, and contesting 
procedures described above, and also 
the publication of record sources. The 
system is exempt from these provisions 
because it contains investigative 
material compiled for law enforcement 
purposes as defined in Section (k) of the 
Privacy Act. 

HISTORY: 
(75 FR 77872) (December 14, 2010). 

Federal Communications Commission. 
Marlene Dortch, 
Secretary. 
[FR Doc. 2023–13973 Filed 6–29–23; 8:45 am] 

BILLING CODE 6712–01–P 

FEDERAL ELECTION COMMISSION 

Sunshine Act Meetings 

TIME AND DATE: Tuesday, July 11, 2023 
at 10:30 a.m. and its continuation at the 
conclusion of the open meeting on July 
13, 2023. 
PLACE: 1050 First Street NE, 
Washington, DC and Virtual. 

(This meeting will be a hybrid 
meeting.) 
STATUS: This meeting will be closed to 
the public. 
MATTERS TO BE CONSIDERED: Compliance 
matters pursuant to 52 U.S.C. 30109. 

Matters concerning participation in 
civil actions or proceedings or 
arbitration. 
* * * * * 
CONTACT PERSON FOR MORE INFORMATION: 
Judith Ingram, Press Officer, Telephone: 
(202) 694–1220. 
(Authority: Government in the Sunshine Act, 
5 U.S.C. 552b) 

Vicktoria J. Allen, 
Deputy Secretary of the Commission. 
[FR Doc. 2023–14041 Filed 6–28–23; 11:15 am] 

BILLING CODE 6715–01–P 

DEPARTMENT OF DEFENSE 

GENERAL SERVICES 
ADMINISTRATION 

NATIONAL AERONAUTICS AND 
SPACE ADMINISTRATION 

[OMB Control No. 9000–0199; Docket No. 
2023–0053; Sequence No. 5] 

Information Collection; Prohibition on 
Contracting With Entities Using 
Certain Telecommunications and 
Video Surveillance Services or 
Equipment 

AGENCY: Department of Defense (DOD), 
General Services Administration (GSA), 
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