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badges, cipher locks, combination locks, 
security guards, and is accessible only 
to authorized or cleared personnel. All 
data is protected in accordance with 
appropriate procedures and processes 
and is further protected with additional 
encryption. Technical controls include 
passwords, intrusion detection system 
(IDS), encryption, firewall, virtual 
private network (VPN), and DoD Public 
Key Infrastructure Certificates. 
Administrative controls include 
periodic security audits, regular 
monitoring of users’ security practices, 
methods to ensure only authorized 
personnel access to PII, encryption of 
backups containing sensitive data, 
backups are secured off-site.’’ 
* * * * * 

SYSTEM MANAGER(S) AND ADDRESS: 
Delete entry and replace with 

‘‘Director, Defense Readiness Reporting 
System Implementation Office, Office of 
the Secretary of Defense, Office of the 
Under Secretary of Defense for 
Personnel and Readiness, 4800 Mark 
Center Drive, Alexandria, VA 22350– 
1400.’’ 

NOTIFICATION PROCEDURE: 
Delete entry and replace with 

‘‘Individuals seeking to determine 
whether information about themselves 
is contained in this system should 
address written inquiries to the local 
commander. For a complete list of 
mailing addresses, contact the system 
manager. 

Signed, written requests should 
include individual’s full name and 
unit.’’ 

RECORD ACCESS PROCEDURES: 
Delete entry and replace with 

‘‘Individuals seeking access to 
information about themselves contained 
in this system should address written 
inquiries to the Office of the Secretary 
of Defense/Joint Staff Freedom of 
Information Act Requester Service 
Center, 1155 Defense Pentagon, 
Washington, DC 20301–1155. 

Signed, written requests should 
include the individual’s full name and 
unit, and the name and number of this 
system of records notice.’’ 
* * * * * 

RECORD SOURCE CATEGORIES: 
Delete entry and replace with 

‘‘Information is obtained from the 
Enlisted Personnel Management 
Information System (EPMIS), Officer 
Personnel Management Information 
System (OPMIS), Marine Corps Total 
Force System (MCTFS), Medical 
Readiness Reporting System (MRRS), 
Military Personnel Data System, 

Medical Readiness Reporting System— 
Marine, Medical Readiness Reporting 
System—Navy, Defense Manpower Data 
System, Defense Readiness Reporting 
System Army, Defense Readiness 
Reporting System Marine Corps, 
Defense Readiness Reporting System 
Navy, Global Combat Support System 
Air Force, Manpower Programming and 
Execution System, Aeromedical 
Services Information Management 
System, Aerospace Expeditionary Force 
Reporting Tool, Electronic Joint 
Manpower and Personnel System, 
Medical Protection System, Military 
Personnel and Accounting System, 
Navy Readiness Reporting Enterprise, 
Defense Civilian Personnel Data System, 
Global Force Management Navy Org 
Server, Integrated Total Army Personnel 
Database, Global Status of Resources 
and Training System, Joint Training 
Information Management System, 
Aviation Resource Management System, 
Operational Data Store Enterprise/
Marine Corps total Force System.’’ 
* * * * * 
[FR Doc. 2015–08170 Filed 4–9–15; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

Threat Reduction Advisory Committee; 
Notice of Federal Advisory Committee 
Meeting 

AGENCY: Office of the Under Secretary of 
Defense (Acquisition, Technology and 
Logistics), Department of Defense. 
ACTION: Federal Advisory Committee 
Meeting Notice. 

SUMMARY: The Department of Defense 
announces the following Federal 
advisory committee meeting of the 
Threat Reduction Advisory Committee 
(TRAC). This meeting will be closed to 
the public. 
DATES: Tuesday, April 21, from 9:00 
a.m. to 4:30 p.m. and Wednesday, April 
22, 2015, from 8:30 a.m. to 2:15 p.m. 
ADDRESSES: CENTRA Technology Inc., 
Ballston, Virginia on April 21 and 
CENTRA Technology Inc., Ballston, 
Virginia and the Pentagon, Arlington, 
Virginia on April 22. 
FOR FURTHER INFORMATION CONTACT: Mr. 
William Hostyn, DoD, Defense Threat 
Reduction Agency J2/5/8R–AC, 8725 
John J. Kingman Road, MS 6201, Fort 
Belvoir, VA 22060–6201. Email: 
william.p.hostyn.civ@mail.mil. Phone: 
(703) 767–4453. Fax: (703) 767–4206. 
SUPPLEMENTARY INFORMATION: Due to 
difficulties beyond the control of the 
Designated Federal Officer, the 

Department of Defense was unable to 
finalize the meeting announcement for 
the scheduled meeting of the Threat 
Reduction Advisory Committee on April 
21–22, 2015, to ensure compliance with 
41 CFR 102–3.150(a). Accordingly, the 
Advisory Committee Management 
Officer for the Department of Defense, 
pursuant to 41 CFR 102–3.150(b), 
waives the 15-calendar day notification 
requirement. 

Purpose of Meeting: This meeting is 
being held under the provisions of the 
Federal Advisory Committee Act of 
1972 (FACA) (5 U.S.C., Appendix, as 
amended), the Government in the 
Sunshine Act of 1976 (5 U.S.C. 552b, as 
amended), and 41 CFR 102–3.150. The 
TRAC will obtain, review and evaluate 
classified information related to the 
TRAC’s mission to advise on technology 
security, combating weapons of mass 
destruction (CWMD), counterterrorism, 
and counterproliferation. 

Agenda: On Tuesday, April 21, the 
meeting will open with classified 
opening remarks from the TRAC 
Chairperson. The TRAC will then 
receive a classified intelligence briefing 
from the Defense Intelligence Agency 
and the Central Intelligence Agency 
focused on Russian actions and current 
events as related to weapons of mass 
destruction. Following the intelligence 
update, the TRAC will have a working 
lunch and the group will discuss 
classified WMD issues as related to 
North Korea. The TRAC will then 
discuss two current TRAC taskings, at 
the classified level. These taskings 
include recommended changes to the 
current DoD role in the Global Health 
Security Agenda (GHSA) using the DoD 
response to the Ebola crisis in West 
Africa and Nuclear Strategic Stability 
(NSS) in light of current world events. 
Following the current taskings, the 
TRAC will discuss, at the classified 
level, emerging issues facing the 
Defense Threat Reduction Agency and 
U.S. Strategic Command Center for 
Combating Weapons of Mass 
Destruction at the request of the Under 
Secretary of Defense for Acquisition, 
Technology and Logistics. To conclude 
the day, the TRAC will deliberate on 
information received about the GHSA 
and NSS efforts. 

The TRAC will continue to meet on 
April 22, 2015. The TRAC Chairperson 
will summarize the previous day’s 
information and discuss the way 
forward. Subsequently, the group will 
receive a classified brief from 
Ambassador Linton Brooks on Russian 
actions and implications of these 
actions on U.S./Russian future 
activities. Following Ambassador 
Brooks’ presentation, the TRAC will 
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hear from experts on the situation in 
Ukraine, at the classified level. The 
TRAC will continue discussion over a 
working lunch where they will review 
the topics they intend to brief senior 
leaders at the Pentagon later that 
afternoon. 

The TRAC will then transition to the 
Pentagon where the members will 
provide the DoD senior leaders with an 
out brief from the meeting. 

Meeting Accessibility: Pursuant to 5 
U.S.C. 552b and 41 CFR 102–3.155, the 
Department of Defense has determined 
that the meeting of the TRAC on April 
21–22, 2015, shall be closed to the 
public. The Under Secretary of Defense 
for Acquisition, Technology and 
Logistics, in consultation with the DoD 
FACA Attorney, has determined in 
writing that the public interest requires 
all sessions of this meeting be closed to 
the public because the discussions and 
sharing of information will be 
concerned with classified information 
and matters covered by 5 U.S.C. 
552b(c)(1). Such classified matters are 
inextricably intertwined with the 
unclassified material and cannot 
reasonably be segregated into separate 
discussions without disclosing secret 
material. 

Advisory Committee’s Designated 
Federal Officer or Point of Contact: 

Mr. William Hostyn, DoD, Defense 
Threat Reduction Agency J2/5/8R–ACP, 
8725 John J. Kingman Road, MS 6201, 
Fort Belvoir, VA 22060–6201. Email: 
william.p.hostyn.civ@mail.mil. Phone: 
(703) 767–4453. Fax: (703) 767–4206. 

Written Statements: Pursuant to 
section 10(a)(3) of FACA and 41 CFR 
102–3.105(j) and 102–3.140, the public 
or interested organizations may submit 
written statements to the membership of 
the TRAC at any time regarding its 
mission or in response to the stated 
agenda of a planned meeting. Written 
statements should be submitted to the 
TRAC’s Designated Federal Officer. The 
Designated Federal Officer’s contact 
information is listed in the section 
immediately above or it can be obtained 
from the General Services 
Administration’s FACA Database: 
http://www.facadatabase.gov/
committee/committee.aspx?cid=1663&
aid=41. 

Written statements that do not pertain 
to a scheduled meeting of the TRAC 
may be submitted at any time. However, 
if individual comments pertain to a 
specific topic being discussed at a 
planned meeting, then these statements 
must be submitted no later than five 
business days prior to the meeting in 
question. The Designated Federal 
Officer will review all submitted written 

statements and provide copies to all 
TRAC members. 

Dated: April 6, 2015. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2015–08212 Filed 4–9–15; 08:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID: DoD–2015–OS–0030] 

Privacy Act of 1974; System of 
Records 

AGENCY: Office of the Secretary of 
Defense, DoD. 
ACTION: Notice to alter a System of 
Records. 

SUMMARY: The Office of the Secretary of 
Defense proposes to alter a system of 
records, DWHS E04, entitled ‘‘Privacy 
Act Case Files’’ in its inventory of 
record systems subject to the Privacy 
Act of 1974, as amended. Information is 
being collected and maintained for the 
purpose of processing Privacy Act 
requests and administrative appeals; for 
participating in litigation regarding 
agency action on such requests and 
appeals; and for assisting the 
Department of Defense in carrying out 
any other responsibilities under the 
Privacy Act of 1974, as amended. 
DATES: Comments will be accepted on or 
before May 11, 2015. This proposed 
action will be effective the date 
following the end of the comment 
period unless comments are received 
which result in a contrary 
determination. 

ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

* Federal Rulemaking Portal: http://
www.regulations.gov. Follow the 
instructions for submitting comments. 

* Mail: Department of Defense, Office 
of the Deputy Chief Management 
Officer, Directorate of Oversight and 
Compliance, Regulatory and Audit 
Matters Office, 9010 Defense Pentagon, 
Washington, DC 20301–9010. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the Internet at http://
www.regulations.gov as they are 
received without change, including any 

personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: Ms. 
Cindy Allard, Chief, OSD/JS Privacy 
Office, Freedom of Information 
Directorate, Washington Headquarters 
Service, 1155 Defense Pentagon, 
Washington, DC 20301–1155, or by 
phone at (571) 372–0461. 
SUPPLEMENTARY INFORMATION: The Office 
of the Secretary of Defense notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address in the FOR FURTHER INFORMATION 
CONTACT section or at the Defense 
Privacy and Civil Liberties Division 
Web site at http://dpcld.defense.gov/. 

The proposed system report, as 
required by U.S.C. 552a(r) of the Privacy 
Act of 1974, as amended, was submitted 
on April 1, 2015, to the House 
Committee on Oversight and 
Government Reform, the Senate 
Committee on Governmental Affairs, 
and the Office of Management and 
Budget (OMB) pursuant to paragraph 4c 
of Appendix I to OMB Circular No. A– 
130, ‘‘Federal Agency Responsibilities 
for Maintaining Records About 
Individuals,’’ dated February 8, 1996 
(February 20, 1996, 61 FR 6427). 

Dated: April 6, 2015. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

DWHS E04 

SYSTEM NAME: 

Privacy Act Case Files (October 29, 
2012, 77 FR 65539) 

CHANGES: 

* * * * * 

SYSTEM LOCATION: 

Delete entry and replace with 
‘‘Freedom of Information Division, 
Executive Services Directorate, 
Washington Headquarters Services, 
4800 Mark Center Drive, Alexandria, VA 
22350–3100. 

Office of the Secretary of Defense/
Joint Staff (OSD/JS) Privacy Office, 
Executive Services Directorate, 
Washington Headquarters Services, 
4800 Mark Center Drive, Alexandria, VA 
22350–3100. 

Department of Defense Education 
Activity (DODEA), Privacy Act Office, 
Executive Services Office, Office of the 
Chief of Staff, 4800 Mark Center Drive, 
Alexandria, VA 22350–1400. 

Defense Manpower Data Center 
(DMDC) Boyers, 1137 Branchton Road, 
Boyers, PA 16016–0001. 
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