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RETRIEVABILITY: 
Individual’s name, Social Security 

Number (SSN), and other personal 
identifying data collected on involved 
individuals, places and things and/or 
events. 

SAFEGUARDS: 
Records are maintained in a 

controlled facility. Physical entry is 
restricted by the use of locks, guards, 
and is accessible only to authorized 
personnel. Access to records is limited 
to individuals responsible for servicing 
the record in performance of their 
official duties and who are properly 
screened and cleared for need-to-know. 
Access is restricted by passwords, 
which are changed periodically. 

RETENTION AND DISPOSAL: 
This system of records is a 

compilation of information from other 
Department of Defense law enforcement 
agency systems of records. To that 
extent these records are subject to 
retention and disposal requirements 
claimed in the original primary system 
of which they are a part. 

SYSTEM MANAGER(S) AND ADDRESS: 
Director, Naval Criminal Investigative 

Service, 716 Sicard St., Washington, DC 
20388–5380. 

NOTIFICATION PROCEDURES: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system of records 
should address written inquiries to the 
FOIA/Privacy Act Section, Naval 
Criminal Investigative Service, 716 
Sicard St., Washington, DC 20388–5380. 

Requestors must provide full name, 
sufficient details to permit locating 
pertinent records, and signature. The 
system manager will require a notarized 
signature as a means of proving the 
identity of the individual requesting 
access to the records. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about themselves contained 
in this system of records should address 
written inquiries to the FOIA/Privacy 
Act Section, Naval Criminal 
Investigative Service, 716 Sicard St., 
Washington, DC 20388–5380. 

Requests must contain the 
individual’s full name, sufficient details 
to permit locating pertinent records, and 
signature. The system manager will 
require a notarized signature as a means 
of proving the identity of the individual 
requesting access to the records. 

CONTESTING RECORD PROCEDURES: 
The Navy’s rules for accessing 

records, and for contesting contents and 

appealing initial agency determinations 
are published in Secretary of the Navy 
Instruction 5211.5; 32 CFR part 701; or 
may be obtained from the system 
manager. 

RECORD SOURCE CATEGORIES: 

Information contained in the DDEX 
system is obtained from Federal, State, 
local and tribal law enforcement 
agencies. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

Parts of this system may be exempt 
pursuant to 5 U.S.C. 552a(j)(2) if the 
information is compiled and maintained 
by a component of the agency that 
performs as its principle function any 
activity pertaining to the enforcement of 
criminal laws. 

Records maintained solely for 
statistical research or program 
evaluation purposes and which are not 
used to make decisions on the rights, 
benefits, or entitlement of an individual 
except for census records which may be 
disclosed under 13 U.S.C. 8, may be 
exempt pursuant to 5 U.S.C. 552a(k)(4). 

Investigatory material compiled solely 
for the purpose of determining 
suitability, eligibility, or qualifications 
for federal civilian employment, 
military service, federal contracts, or 
access to classified information may be 
exempt pursuant to 5 U.S.C. 552a(k)(5), 
but only to the extent that such material 
would reveal the identity of a 
confidential source. 

Testing or examination material used 
solely to determine individual 
qualifications for appointment or 
promotion in the federal or military 
service, if the disclosure would 
compromise the objectivity or fairness 
of the test or examination process may 
be exempt pursuant to 5 U.S.C. 
552a(k)(6), if the disclosure would 
compromise the objectivity or fairness 
of the test or examination process. 

Evaluation material used to determine 
potential for promotion in the Military 
Services may be exempt pursuant to 5 
U.S.C. 552a(k)(7), but only to the extent 
that the disclosure of such material 
would reveal the identity of a 
confidential source. 

To the extent that copies of exempt 
records from those other systems of 
records are entered into this system of 
records, the same exemptions apply for 
the records as claimed in the original 
primary systems of records which they 
are a part. 
[FR Doc. 2010–10672 Filed 5–5–10; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Department of the Navy 

[Docket ID USN–2010–0018] 

Privacy Act of 1974; System of 
Records 

AGENCY: U.S. Marine Corps, Department 
of the Navy, DoD. 
ACTION: Notice to add a system of 
records. 

SUMMARY: The U.S. Marine Corps 
proposes to add a system of records to 
its inventory of record systems to the 
Privacy Act of 1974, (5 U.S.C. 552a), as 
amended. 
DATES: This proposed action will be 
effective without further notice on 
June 7, 2010 unless comments are 
received which result in a contrary 
determination. 

ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

• Federal Rulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

• Mail: Federal Docket Management 
System Office, 1160 Defense Pentagon, 
Washington, DC 20301–1160. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the Internet at http:// 
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: Ms. 
Tracy Ross at (703) 614–4008. 
SUPPLEMENTARY INFORMATION: The U.S. 
Marine Corps system of records notices 
subject to the Privacy Act of 1974, (5 
U.S.C. 552a), as amended, have been 
published in the Federal Register and 
are available from Headquarters, U.S. 
Marine Corps, FOIA/PA Section (ARSF), 
2 Navy Annex, Room 3134, Washington, 
DC 20380–1775. 

The proposed system report, as 
required by 5 U.S.C. 552a (r), of the 
Privacy Act of 1974, as amended, was 
submitted on April 26, 2010, to the 
House Committee on Oversight and 
Government Reform, the Senate 
Committee on Homeland Security and 
Governmental Affairs, and the Office of 
Management and Budget (OMB) 
pursuant to paragraph 4c of Appendix I 
to OMB Circular No. A–130, ‘‘Federal 
Agency Responsibilities for Maintaining 
Records About Individuals,’’ dated 
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February 8, 1996 (February 20, 1996; 61 
FR 6427). 

Dated: May 3, 2010. 
Mitchell S. Bryman, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

NM05512–2 

SYSTEM NAME: 
Badge and Access Control System 

Records 

SYSTEM LOCATION: 
All organization elements of the 

Department of the Navy. Official 
mailing addresses are published in the 
Standard Navy Distribution List that is 
available at http://doni.daps.dla.mil/ 
sndl.aspx. 

Commander, U.S. Joint Forces 
Command, 1562 Mitscher Avenue, Suite 
200, Norfolk, VA 23551–2488. 

Commander, U.S. Pacific Command, 
P.O. Box 64028, Camp H.M. Smith, HI 
96861–4028. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals considered or seeking 
consideration for access to space under 
the control of the Department of the 
Navy/combatant command and any 
visitor (military, civilian, or contractor) 
requiring access to a controlled facility. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Name, Social Security Number (SSN); 

case number; visit requests for 
permission to transact commercial 
business; visitor clearance data for 
individuals to visit a Navy/Marine 
Corps base/activity/contractor facility; 
barring lists and letters of exclusion; 
badge/pass issuance records; 
information that reflects time of entry/ 
exit from facility, and bio-metric data 
(iris scan, face and fingerprints). 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
10 U.S.C. 5013, Secretary of the Navy; 

10 U.S.C. 5041, Headquarters, Marine 
Corps; OPNAVINST 5530.14C, Navy 
Physical Security; Marine Corps Order 
P5530.14, Marine Corps Physical 
Security Program Manual; and E.O. 
9397 (SSN), as amended. 

PURPOSE(S): 
To control physical access to DoD, 

Department of the Navy (DON) or U.S. 
Marine Corps Installations/Units 
controlled information, installations, 
facilities, or areas over which DoD, DON 
or USMC has security responsibilities 
by identifying or verifying an individual 
through the use of biometric databases 
and associated data processing/ 
information services for designated 
populations for purposes of protecting 

U.S./Coalition/allied government/ 
national security areas of responsibility 
and information; to issue badges, 
replace lost badges and retrieve passes 
upon separation; to maintain visitor 
statistics; collect information to 
adjudicate access to facility; and track 
the entry/exit times of personnel. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act of 1974, these 
records contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

To designated contractors, Federal 
agencies, and foreign governments for 
the purpose of granting Navy officials 
access to their facility. 

The DoD ‘Blanket Routine Uses’ that 
appear at the beginning of the Navy’s 
compilation of systems of records 
notices apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Paper records in file folders and 

electronic storage media. 

RETRIEVABILITY: 
Name, Social Security Number (SSN), 

biometric template, (fingerprints, face 
and iris scan), case number, company’s 
name or other unique identifiers. 

SAFEGUARDS: 
Access is provided on a need-to-know 

basis only. Manual records are 
maintained in file cabinets under the 
control of authorized personnel during 
working hours. The office space in 
which the file cabinets are located is 
locked outside of official working hours. 
Computer terminals are located in 
supervised areas. Access is controlled 
by password or other user code system. 

Computerized records maintained in a 
controlled area are accessible only to 
authorized personnel. Records are 
maintained in a controlled facility. 
Physical entry is restricted by the use of 
locks, guards, and is accessible only to 
authorized personnel. Physical and 
electronic access is restricted to 
designated individuals having a need 
therefore in the performance of official 
duties and who are properly screened 
and cleared for need-to-know. Access is 
restricted only by authorized persons 
who are properly screened. These 
systems are password and/or Systems 
Software uses Primary Key 
Infrastructure (PKI)/Common Access 
Card (CAC) protected. 

RETENTION AND DISPOSAL: 
Badges and passes are destroyed three 

months after return to issuing office. 
Records of issuance are destroyed six 
months after new accountability system 
is established or one year after final 
disposition of each issuance record is 
entered in retention log or similar 
record, whichever is earlier. Visit 
request records are destroyed two years 
after final entry or two years after date 
of document, whichever is later. 

SYSTEM MANAGER(S) AND ADDRESS: 
Navy Policy Official: Program 

Manager, Commander, Navy 
Installations Command, 716 Sicard 
Street, SE., Suite 1000, Washington 
Navy Yard, DC 20374–5140. 

Marine Corps Policy Official: Program 
Manager, Physical Security/Electronic 
Security Systems, Mission Assurance 
Branch, Security Division, Plans, 
Policies and Operations (PP&O), 
Headquarters, U.S. Marine Corps, 3000 
Pentagon Room 4A324, Washington, DC 
20350–3000. 

Record Holders: Commanding officers 
of the U.S. Navy activity in question 
and/or local Provost Marshal’s Office at 
U.S. Marine Corps installations/units. 
Official mailing addresses are published 
in the Standard Navy Distribution List 
that is available at http:// 
doni.daps.dla.mil/sndl.aspx. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system should 
address written inquiries to the 
Commanding officer of the activity in 
question. Official mailing addresses are 
published in the Standard Navy 
Distribution List that is available at 
http://doni.daps.dla.mil/sndl.aspx. 

For verification purposes, individual 
should provide full name, Social 
Security Number (SSN), sufficient 
details to permit locating pertinent 
records and notarized signature. Failure 
to provide a notarized document may 
result in your request not being 
processed. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to records 

about themselves contained in this 
system should address written inquiries 
to the Commanding officer of the U.S. 
Navy activity in question or the local 
Provost Marshal’s Office at U.S. Marine 
Corps installations/units. Official 
mailing addresses are published in the 
Standard Navy Distribution List that is 
available at http://doni.daps.dla.mil/ 
sndl.aspx. 

For verification purposes, individual 
should provide full name, Social 

VerDate Mar<15>2010 16:53 May 05, 2010 Jkt 220001 PO 00000 Frm 00069 Fmt 4703 Sfmt 4703 E:\FR\FM\06MYN1.SGM 06MYN1m
st

oc
ks

til
l o

n 
D

S
K

H
9S

0Y
B

1P
R

O
D

 w
ith

 N
O

T
IC

E
S



24934 Federal Register / Vol. 75, No. 87 / Thursday, May 6, 2010 / Notices 

Security Number (SSN), sufficient 
details to permit locating pertinent 
records and notarized signature. Failure 
to provide a notarized document may 
result in your request not being 
processed. 

CONTESTING RECORD PROCEDURES: 
The Navy’s rules for accessing 

records, and for contesting contents and 
appealing initial agency determinations 
are published in Secretary of the Navy 
Instruction 5211.5; 32 CFR part 701; or 
may be obtained from the system 
manager. 

RECORD SOURCE CATEGORIES: 
Individuals, Department of Defense, 

Department of Army, Department of the 
Air Force, Department of Navy, and U.S. 
Marine Corps security offices, system 
managers, computer facility managers, 
commercial businesses whose 
employees require access to the bases, 
visit requests, automated interfaces for 
user codes on file at Department of 
Defense sites. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

[FR Doc. 2010–10673 Filed 5–5–10; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF EDUCATION 

Notice of Proposed Information 
Collection Requests 

AGENCY: Department of Education. 
SUMMARY: The Acting Director, 
Information Collection Clearance 
Division, Regulatory Information 
Management Services, Office of 
Management, invites comments on the 
proposed information collection 
requests as required by the Paperwork 
Reduction Act of 1995. 
DATES: Interested persons are invited to 
submit comments on or before July 6, 
2010. 

SUPPLEMENTARY INFORMATION: Section 
3506 of the Paperwork Reduction Act of 
1995 (44 U.S.C. Chapter 35) requires 
that the Office of Management and 
Budget (OMB) provide interested 
Federal agencies and the public an early 
opportunity to comment on information 
collection requests. OMB may amend or 
waive the requirement for public 
consultation to the extent that public 
participation in the approval process 
would defeat the purpose of the 
information collection, violate State or 
Federal law, or substantially interfere 
with any agency’s ability to perform its 
statutory obligations. The Acting 
Director, Information Collection 
Clearance Division, Regulatory 

Information Management Services, 
Office of Management, publishes that 
notice containing proposed information 
collection requests prior to submission 
of these requests to OMB. Each 
proposed information collection, 
grouped by office, contains the 
following: (1) Type of review requested, 
e.g. new, revision, extension, existing or 
reinstatement; (2) Title; (3) Summary of 
the collection; (4) Description of the 
need for, and proposed use of, the 
information; (5) Respondents and 
frequency of collection; and (6) 
Reporting and/or Recordkeeping 
burden. OMB invites public comment. 

The Department of Education is 
especially interested in public comment 
addressing the following issues: (1) Is 
this collection necessary to the proper 
functions of the Department; (2) will 
this information be processed and used 
in a timely manner; (3) is the estimate 
of burden accurate; (4) how might the 
Department enhance the quality, utility, 
and clarity of the information to be 
collected; and (5) how might the 
Department minimize the burden of this 
collection on the respondents, including 
through the use of information 
technology. 

Dated: May 3, 2010. 
Stephanie Valentine, 
Acting Director, Information Collection 
Clearance Division, Regulatory Information 
Management Services, Office of Management. 

Institute of Education Sciences 

Type of Review: New. 
Title: Common Core of Data—Teacher 

Compensation Survey (TCS): 2010– 
2013. 

Frequency: Annually. 
Affected Public: State, Local, or Tribal 

Gov’t, SEAs or LEAs. 
Reporting and Recordkeeping Hour 

Burden: 
Responses: 30. 
Burden Hours: 2,580. 
Abstract: National data on teachers 

are limited to periodic sample surveys 
or to simple counts at the district or 
school level. In response to the need for 
individual teacher-level data, the 
National Center for Education Statistics 
(NCES) developed the Teacher 
Compensation Survey (TCS), an 
administrative records survey that 
collects total compensation, teacher 
status, and demographic data about 
individual teachers from multiple states. 
In 2007, NCES launched the pilot TCS 
data collection, with seven states 
volunteering to provide administrative 
records for school year (SY) 2005–06. In 
the second year of the data collection, 
the TCS expanded to 17 states reporting 
SY 2006–07 data. The information 

collected from these records included 
base salary, total salary, benefits, highest 
level of education, years of teaching 
experience, gender, and race/ethnicity 
for each teacher. The TCS file can be 
merged with the Common Core of Data 
(CCD) Public Elementary/Secondary 
School Universe Survey file to obtain 
such school information as school type, 
operational status, locale code, number 
of students eligible for free and reduced- 
price lunch, student enrollment by 
grade, race/ethnicity, and gender, and 
pupil/teacher ratio. NCES will continue 
to request data from more states and to 
make the data more comparable across 
states. It is anticipated that up to thirty- 
five states will volunteer to participate 
in the TCS from 2010 to 2013. 

Requests for copies of the proposed 
information collection request may be 
accessed from http://edicsweb.ed.gov, 
by selecting the ‘‘Browse Pending 
Collections’’ link and by clicking on link 
number 4288. When you access the 
information collection, click on 
‘‘Download Attachments’’ to view. 
Written requests for information should 
be addressed to U.S. Department of 
Education, 400 Maryland Avenue, SW., 
LBJ, Washington, DC 20202–4537. 
Requests may also be electronically 
mailed to ICDocketMgr@ed.gov or faxed 
to 202–401–0920. Please specify the 
complete title of the information 
collection when making your request. 

Comments regarding burden and/or 
the collection activity requirements 
should be electronically mailed to 
ICDocketMgr@ed.gov. Individuals who 
use a telecommunications device for the 
deaf (TDD) may call the Federal 
Information Relay Service (FIRS) at 1– 
800–877–8339. 
[FR Doc. 2010–10712 Filed 5–5–10; 8:45 am] 

BILLING CODE 4000–01–P 

DEPARTMENT OF EDUCATION 

Submission for OMB Review; 
Comment Request 

AGENCY: Department of Education. 
SUMMARY: The Acting Director, 
Information Collection Clearance 
Division, Regulatory Information 
Management Services, Office of 
Management invites comments on the 
submission for OMB review as required 
by the Paperwork Reduction Act of 
1995. 

DATES: Interested persons are invited to 
submit comments on or before July 6, 
2010. 

ADDRESSES: Written comments should 
be addressed to the Office of 
Information and Regulatory Affairs, 
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