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Administration in records management 
inspections. 

K. Disclosure in Connection With 
Litigation: Information from this system 
of records may be disclosed in 
connection with litigation or settlement 
discussions regarding claims by or 
against the Agency, including public 
filing with a court, to the extent that 
disclosure of the information is relevant 
and necessary to the litigation or 
discussions and except where court 
orders are otherwise required under 
section (b)(11) of the Privacy Act of 
1974, 5 U.S.C. 552a(b)(11). 

The two routine uses below (L and M) 
are required by OMB Memorandum M– 
17–12. 

L. Disclosure to Persons or Entities in 
Response to an Actual of or Suspected 
Breach of Personally Identifiable 
Information: To appropriate agencies, 
entities, and persons when (1) the 
Agency suspects or has confirmed that 
there has been a breach of the system of 
records, (2) the Agency has determined 
that as a result of the suspected or 
confirmed breach there is a risk of harm 
to individuals, the Agency (including its 
information systems, programs, and 
operations), the Federal Government, or 
national security; and (3) the disclosure 
made to such agencies, entities, and 
persons is reasonably necessary to assist 
in connection with the Agency’s efforts 
to respond to the suspected or 
confirmed breach or to prevent, 
minimize, or remedy such harm. 

M. Disclosure to Assist Another 
Agency in Its Efforts to Respond to a 
Breach of Personally Identifiable 
Information: To another Federal agency 
or Federal entity, when the Agency 
determines that information from this 
system of records is reasonably 
necessary to assist the recipient agency 
or entity in (1) responding to a 
suspected or confirmed breach or (2) 
preventing, minimizing, or remedying 
the risk of harm to individuals, the 
recipient agency or entity (including its 
information systems, programs, and 
operations), the Federal Government, or 
national security, resulting from a 
suspected or confirmed breach. 

POLICIES AND PRACTICES FOR STORAGE OF 
RECORDS: 

Records are maintained electronically 
on computer storage devices such as 
servers and cloud storage. The computer 
storage devices are located at the EPA; 
MoveLINQS backups will be maintained 
at a disaster recovery site designated by 
Microsoft Azure Government. Computer 
records are maintained in a secure 
password protected environment. 
Access to computer records is limited to 
those who have a need to know. 

Permission level assignments will allow 
users access only to those functions for 
which they are authorized. All records 
are maintained in secure, access- 
controlled areas or buildings. 

POLICIES AND PRACTICES FOR RETRIEVAL OF 
RECORDS: 

Retrieval of computer records is 
limited to those who have a need to 
know. Currently requestors (end users) 
do not have access to records using the 
MoveLINQS system. All users are 
required to have appropriate permission 
levels assigned before accessing the 
system. The permission levels are 
determined by the type of user. The 
MoveLINQS system is the only method 
of retrieval. Users input the information 
themselves and only authorized users 
can access. 

POLICIES AND PRACTICES FOR RETENTION AND 
DISPOSAL OF RECORDS: 

MoveLINQS is listed on EPA Records 
Control Schedule 0089 under Chief 
Financial Officer as Relocation Expense 
Management System. The disposition is 
to close when no longer needed for 
current agency business and destroy 
immediately after file closure. 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL 
SAFEGUARDS: 

Security controls used to protect 
personal sensitive data in MoveLINQS 
are commensurate with those required 
for an information system rated 
moderate for confidentiality, integrity, 
and availability, as prescribed in NIST 
Special Publication, 800–53, 
‘‘Recommended Security Controls for 
Federal Information Systems,’’ Revision 
4. Administrative controls include the 
policies and procedures governing the 
agency program and systems operated 
within, background investigations for 
privileged users and rules of behavior. 
Technical controls include role-based, 
user access controls, and data 
encryption. All MoveLINQS servers and 
software are stored in the Microsoft 
Azure Va. Datacenter. All security 
measures for the physical space are the 
responsibility of Microsoft. Microsoft 
Azure Government must in addition 
adhere to FedRAMP regulations and 
policies set forth by the Joint 
Authorization Board, which is the 
primary authority and decision-making 
board that ensures FedRAMP Cloud 
System compliance. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information in this system of records 
about themselves are required to 
provide adequate identification (e.g., 
driver’s license, military identification 
card, employee badge or identification 

card). Additional identity verification 
procedures may be required, as 
warranted. Requests must meet the 
requirements of EPA regulations that 
implement the Privacy Act of 1974, at 
40 CFR part 16. 

CONTESTING RECORDS PROCEDURES: 
Requests for correction or amendment 

must identify the record to be changed 
and the corrective action sought. 
Complete EPA Privacy Act procedures 
are described in the EPA’s Privacy Act 
regulations at 40 CFR part 16. 

NOTIFICATION PROCEDURE: 
Any individual who wants to know 

whether this system of records contains 
a record about him or her, should make 
a written request to the EPA Attn: 
Agency Privacy Officer, MC 2831T, 
1200 Pennsylvania Ave. NW, 
Washington, DC 20460, privacy@
epa.gov. 

EXEMPTIONS PROMULGATED FOR THE SYSTEM: 
None. 

HISTORY: 
67 FR 8255—Posted on February 22, 

2002—The EPA provided notice that it 
proposed to establish a new system of 
records, the EPA Travel, Other Accounts 
Payable, and Accounts Receivable Files. 

Vaughn Noga, 
Senior Agency Official for Privacy. 
[FR Doc. 2021–10040 Filed 5–11–21; 8:45 am] 

BILLING CODE 6560–50–P 

FEDERAL COMMUNICATIONS 
COMMISSION 

[OMB 3060–0874; FRS 25345] 

Information Collections Being 
Reviewed by the Federal 
Communications Commission 

AGENCY: Federal Communications 
Commission. 
ACTION: Notice and request for 
comments. 

SUMMARY: As part of its continuing effort 
to reduce paperwork burdens, and as 
required by the Paperwork Reduction 
Act of 1995 (PRA), the Federal 
Communications Commission (FCC or 
Commission) invites the general public 
and other Federal agencies to take this 
opportunity to comment on the 
following information collection(s). 
Comments are requested concerning: 
Whether the proposed collection of 
information is necessary for the proper 
performance of the functions of the 
Commission, including whether the 
information shall have practical utility; 
the accuracy of the Commission’s 

VerDate Sep<11>2014 17:58 May 11, 2021 Jkt 253001 PO 00000 Frm 00038 Fmt 4703 Sfmt 4703 E:\FR\FM\12MYN1.SGM 12MYN1kh
am

m
on

d 
on

 D
S

K
JM

1Z
7X

2P
R

O
D

 w
ith

 N
O

T
IC

E
S

mailto:privacy@epa.gov
mailto:privacy@epa.gov


26036 Federal Register / Vol. 86, No. 90 / Wednesday, May 12, 2021 / Notices 

burden estimate; ways to enhance the 
quality, utility, and clarity of the 
information collected; ways to minimize 
the burden of the collection of 
information on the respondents, 
including the use of automated 
collection techniques or other forms of 
information technology; and ways to 
further reduce the information 
collection burden on small business 
concerns with fewer than 25 employees. 
The FCC may not conduct or sponsor a 
collection of information unless it 
displays a currently valid Office of 
Management and Budget (OMB) control 
number. No person shall be subject to 
any penalty for failing to comply with 
a collection of information subject to the 
PRA that does not display a valid OMB 
control number. 
DATES: Written comments should be 
submitted on or before July 12, 2021. If 
you anticipate that you will be 
submitting comments but find it 
difficult to do so within the period of 
time allowed by this notice, you should 
advise the contacts below as soon as 
possible. 

ADDRESSES: Direct all PRA comments to 
Cathy Williams, FCC, via email to PRA@
fcc.gov and to Cathy.Williams@fcc.gov. 
FOR FURTHER INFORMATION CONTACT: For 
additional information about the 
information collection, contact Cathy 
Williams at (202) 418–2918. 
SUPPLEMENTARY INFORMATION: 

OMB Control Number: 3060–0874. 
Title: Consumer Complaint Center: 

Informal Consumer Complaints. 
Form Number: N/A. 
Type of Review: Revision of a 

currently approved collection. 
Respondents: Individuals or 

households; Business or other for-profit 
entities; Not for profit institutions; State, 
Local or Tribal Government. 

Number of Respondents and 
Responses: 292,937 respondents; 
292,937 responses. 

Estimated Time per Response: 15 
minutes (.25 hour) to 1 hour. 

Frequency of Response: On occasion 
reporting requirement. 

Obligation to Respond: Voluntary. 
The statutory authority for this 
collection is contained in 47 U.S.C. 208 
of the Communications Act of 1934, as 
amended (the Act). 

Total Annual Burden: 73,244 hours. 
Total Annual Cost: None. 
Nature and Extent of Confidentiality: 

Confidentiality is an issue to the extent 
that individuals and households 
provide personally identifiable 
information, which is covered under the 
FCC’s updated system of records notice 
(SORN), FCC/CGB–1, ‘‘Informal 
Complaints, Inquiries and Requests for 

Dispute Assistance.’’ As required by the 
Privacy Act, 5 U.S.C. 552a, the 
Commission also published a SORN, 
FCC/CGB–1 ‘‘Informal Complaints, 
Inquiries, and Requests for Dispute 
Assistance,’’ in the Federal Register on 
August 15, 2014 (79 FR 48152) which 
became effective on September 24, 2014. 
It may be reviewed at https://
www.fcc.gov/general/privacy-act- 
information#systems. 

Privacy Impact Assessment: The FCC 
completed a Privacy Impact Assessment 
(PIA) on June 28, 2007. It may be 
reviewed at http://www.fcc.gov/omd/ 
privacyact/Privacy-Impact- 
Assessment.html. 

Needs and Uses: The Commission 
consolidated all of the FCC informal 
consumer complaint intake into an 
online consumer complaint portal, 
which allows the Commission to better 
manage the collection of informal 
consumer complaints. Informal 
consumer complaints consist of 
informal consumer complaints, 
inquiries and comments. This revised 
information collection requests OMB 
approval for the addition of a layer of 
consumer reported complaint 
information related to the National Deaf- 
Blind Equipment Distribution Program 
rules. The information collection 
burdens associated with these 
complaints is being transferred from 
OMB Control Number 3060–1225 
(National Deaf-Blind Equipment 
Distribution Program) to OMB Control 
Number 3060–0874 to enable consumers 
to file complaints related to the National 
Deaf-Blind Equipment Distribution 
Program rules through the 
Commission’s Consumer Complaint 
Center. 
Federal Communications Commission. 
Marlene Dortch, 
Secretary, Office of the Secretary. 
[FR Doc. 2021–10002 Filed 5–11–21; 8:45 am] 

BILLING CODE 6712–01–P 

FEDERAL RESERVE SYSTEM 

Change in Bank Control Notices; 
Acquisitions of Shares of a Bank or 
Bank Holding Company 

The notificants listed below have 
applied under the Change in Bank 
Control Act (Act) (12 U.S.C. 1817(j)) and 
§ 225.41 of the Board’s Regulation Y (12 
CFR 225.41) to acquire shares of a bank 
or bank holding company. The factors 
that are considered in acting on the 
applications are set forth in paragraph 7 
of the Act (12 U.S.C. 1817(j)(7)). 

The public portions of the 
applications listed below, as well as 

other related filings required by the 
Board, if any, are available for 
immediate inspection at the Federal 
Reserve Bank(s) indicated below and at 
the offices of the Board of Governors. 
This information may also be obtained 
on an expedited basis, upon request, by 
contacting the appropriate Federal 
Reserve Bank and from the Board’s 
Freedom of Information Office at 
https://www.federalreserve.gov/foia/ 
request.htm. Interested persons may 
express their views in writing on the 
standards enumerated in paragraph 7 of 
the Act. 

Comments regarding each of these 
applications must be received at the 
Reserve Bank indicated or the offices of 
the Board of Governors, Ann E. 
Misback, Secretary of the Board, 20th 
Street and Constitution Avenue NW, 
Washington, DC 20551–0001, not later 
than May 27, 2021. 

A. Federal Reserve Bank of Dallas 
(Karen Smith, Director, Applications) 
2200 North Pearl Street, Dallas, Texas 
75201–2272: 

1. The Trust Department at FirstBank 
Southwest, Amarillo, Texas; to retain 
voting shares of FirstPerryton Bancorp, 
Inc. (‘‘Company’’), Perryton, Texas, by 
becoming trustee of the Carl Ellis 
Separate Property FPB Stock Revocable 
Trust, Amarillo, Texas, which owns 
Company stock and thereby indirectly 
owns First Bank Southwest, Perryton, 
Texas. Additionally, the Ellis Family 
Trust—Julie Ellis FirstBank Southwest 
Trust S, and the Trust Department at 
FirstBank Southwest, as trustee, to 
acquire voting shares of the Company 
and to join the Ellis Family Group, a 
group acting in concert, all of Amarillo, 
Texas. 

Board of Governors of the Federal Reserve 
System, May 7, 2021. 
Michele Taylor Fennell, 
Deputy Associate Secretary of the Board. 
[FR Doc. 2021–10016 Filed 5–11–21; 8:45 am] 

BILLING CODE P 

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

Agency for Healthcare Research and 
Quality 

Agency Information Collection 
Activities: Proposed Collection; 
Comment Request 

AGENCY: Agency for Healthcare Research 
and Quality, HHS. 
ACTION: Notice. 

SUMMARY: This notice announces the 
intention of the Agency for Healthcare 
Research and Quality (AHRQ) to request 
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